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1. Introduction
In RAN#91 meeting, a new WID on NR QoE management and optimizations for diverse services [1] was approved. The objectives of this WID include the following:
	The detailed objectives of the work item are as follows:
· Specify the support for QoE measurement collection in NR standalone mode. [RAN2, RAN3]
· Specify configuration, activation, and deactivation procedures for both signalling-based and management-based QoE measurement collection and reporting, taking LTE QoE solutions as baseline, as defined in TR 38.890.
· Specify configuration and reporting for multiple simultaneous QoE measurements at a UE.
· Specify QoE measurement handling at RAN overload, including pause and resume of QoE measurement reporting.
· Specify QoE measurement handling in RRC_INACTIVE, i.e. keeping the QoE measurement configuration without measuring and reusing the same configuration upon transition from RRC_INACTIVE to RRC_CONNECTED.
NOTE: RRC segmentation may be needed for transmission of QoE reports, and any potential solutions need detailed technical specification of the procedures (if time allows in RAN2).
· Specify the support for QoE measurement collection and reporting continuity in intra-system intra-RAT mobility scenario for signaling based QoE. Mobility support for management based QoE measurements is pending input from SA5. [RAN3, RAN2]

· To support RAN visible QoE, evaluate and specify an initial relevant set of RAN-visible QoE parameters, then specify configuration and reporting. [RAN3, RAN2]
· [bookmark: _Hlk67518295]Specify the support for per-slice QoE measurement. [RAN3, RAN2]
· Specify the necessary mechanism to support alignment of radio-related measurement (i.e. MDT) and QoE measurement. [RAN3, RAN2]
Note: If needed, co-operate with other working groups, e.g. SA4/SA5/CT1.



This contribution focuses on the per-slice QoE measurement and analyses the specification impacts.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
According to the discussion in SI of QoE, the motivation of the per-slice QoE measurement is to collect the QoE measurement results for specific slice. In our understanding, the network configures the QoE measurement for the UE only when the slice ID of services of the UE is within the slice scope of the QoE measurement. Therefore the NG-RAN should know the slice scope of the QoE configuration. Also according to the TR 38.890, RAN3 has agreed to introduce the slice scope which is outside of the QoE configuration container and the slice scope is applied for all configured area scope.
	For all above solutions, Slice Scope is outside of the QoE configuration container, which defined by SA4, and also needs confirmation with SA5. Slice Scope is applied for all configured Area scope.



In the contribution [3], we proposed to introduce the UE Application layer measurement configuration IE within the Trace Activation IE in NG and Xn to configure the QoE measurement for the signalling based QoE and we proposed that the source NG-RAN does not need to forward the QoE configuration of the management based QoE to the target NG-RAN. Therefore we think we can introduce the slice scope within the UE Application layer measurement configuration IE in the NG and Xn. 
Introduce the Slice Scope IE over the NG and Xn for the signalling based QoE measurement for a slice.
There are three scenarios are identified for per slice QoE measurement collection.
Table 6.9.1-1: Per-slice QoE measurement scenarios
	Scenario 1
	Different service types uses different slices
	service type 1 –slice 1
service type 2 –slice 2

	Scenario 2
	Different service types uses the same slice
	service type 1 –slice 1
service type 2 –slice 1

	Scenario 3
	The same service type using different slice
	service type 1 –slice 1
service type 1 –slice 2



In LTE, when the UE reports the QoE results, the UE indicates the associated service type. In our understanding, in NR, the UE also reports the service type and the QoE results to the NG-RAN. Therefore for the scenario 1 and 2, when the NG-RAN receives the QoE report from the UE, the NG-RAN can know the associated slice ID of the QoE report based on the service type.
Observation 1: For scenario 1 and 2, the NG-RAN can know the slice ID of the QoE reporting based on the service type
For the scenario 3, the difference services of the same service type have the different slice ID. Therefore the NG-RAN cannot know the slice ID of the QoE reporting based on the service type.  There are three solutions in the TR 38.890 [2]. In the three solutions, the UE sends the QoE report with PDU session ID or slice ID to the NG-RAN. 
According to the following description in 23.503, the NAS of the UE routes the traffic to the PDU session and the slice according to the Traffic descriptor (e.g. the OSId and OSAppId) in the URSP. Therefore we think only the NAS knows the PDU session ID and slice ID, i.e. the application layer does not know.
	[bookmark: _Toc19197274][bookmark: _Toc27896427][bookmark: _Toc36192594][bookmark: _Toc37076325][bookmark: _Toc45194771][bookmark: _Toc47594183][bookmark: _Toc51836814][bookmark: _Toc59101248]4.2.2	UE policy control requirements
The 5GC shall be able to provide policy information from the PCF to the UE. Such UE policy information includes:
-	Access Network Discovery & Selection Policy (ANDSP): It is used by the UE for selecting non-3GPP accesses network.
-	UE Route Selection Policy (URSP): This policy is used by the UE to determine how to route outgoing traffic. Traffic can be routed to an established PDU Session, can be offloaded to non-3GPP access outside a PDU Session, or can trigger the establishment of a new PDU Session.
……………
Table 6.6.2.1-2: UE Route Selection Policy Rule
	Information name
	Description
	Category
	PCF permitted to modify in a UE context
	Scope

	Rule Precedence
	Determines the order the URSP rule is enforced in the UE.
	Mandatory
(NOTE 1)
	Yes
	UE context

	Traffic descriptor
	This part defines the Traffic descriptor components for the URSP rule.
	Mandatory
(NOTE 3)
	
	

	Application descriptors
	It consists of OSId and OSAppId(s). (NOTE 2)
	Optional
	Yes
	UE context

	IP descriptors
(NOTE 5)
	Destination IP 3 tuple(s) (IP address or IPv6 network prefix, port number, protocol ID of the protocol above IP).
	Optional
	Yes
	UE context

	Domain descriptors
	Destination FQDN(s) or a regular expression as a domain name matching criteria.
	Optional
	Yes
	UE context

	Non-IP descriptors
(NOTE 5)
	Descriptor(s) for destination information of non-IP traffic
	Optional
	Yes
	UE context

	DNN
	This is matched against the DNN information provided by the application.
	Optional
	Yes
	UE context

	Connection Capabilities
	This is matched against the information provided by a UE application when it requests a network connection with certain capabilities. (NOTE 4)
	Optional
	Yes
	UE context

	List of Route Selection Descriptors
	A list of Route Selection Descriptors. The components of a Route Selection Descriptor are described in table 6.6.2.1-3.
	Mandatory
	
	

	NOTE 1:	Rules in a URSP shall have different precedence values.
NOTE 2:	The information is used to identify the Application(s) that is(are) running on the UE's OS. The OSId does not include an OS version number. The OSAppId does not include a version number for the application.
NOTE 3:	At least one of the Traffic descriptor components shall be present.
NOTE 4:	The format and some values of Connection Capabilities, e.g. "ims", "mms", "internet", etc., are defined in TS 24.526 [19]. More than one connection capabilities value can be provided.
NOTE 5:	A URSP rule cannot contain the combination of the Traffic descriptor components IP descriptors and Non-IP descriptors.



Table 6.6.2.1-3: Route Selection Descriptor
	Information name
	Description
	Category
	PCF permitted to modify in URSP
	Scope

	Route Selection Descriptor Precedence 
	Determines the order in which the Route Selection Descriptors are to be applied. 
	Mandatory
(NOTE 1)
	Yes
	UE context

	Route selection components
	This part defines the route selection components
	Mandatory
(NOTE 2)
	
	

	SSC Mode Selection
	One single value of SSC mode.
(NOTE 5)
	Optional
	Yes
	UE context

	Network Slice Selection
	Either a single value or a list of values of S-NSSAI(s).
	Optional
(NOTE 3)
	Yes
	UE context

	DNN Selection
	Either a single value or a list of values of DNN(s).
	Optional
	Yes
	UE context

	PDU Session Type Selection
	One single value of PDU Session Type
	Optional
(NOTE 8)
	Yes
	UE context

	Non-Seamless Offload indication
	Indicates if the traffic of the matching application is to be offloaded to non-3GPP access outside of a PDU Session.
	Optional
(NOTE 4)
	Yes
	UE context

	Access Type preference
	Indicates the preferred Access Type (3GPP or non-3GPP or Multi-Access) when the UE establishes a PDU Session for the matching application.
	Optional
	Yes
	UE context

	Route Selection Validation Criteria
(NOTE 6)
	This part defines the Route Validation Criteria components
	Optional
	
	

	Time Window
	The time window when the matching traffic is allowed. The RSD is not considered to be valid if the current time is not in the time window.
	Optional
	Yes
	UE context

	Location Criteria
	The UE location where the matching traffic is allowed. The RSD rule is not considered to be valid if the UE location does not match the location criteria.
	Optional
	Yes
	UE context

	NOTE 1:	Every Route Selection Descriptor in the list shall have a different precedence value.
NOTE 2:	At least one of the route selection components shall be present.
NOTE 3:	When the Subscription Information contains only one S-NSSAI in UDR, the PCF needs not provision the UE with S-NSSAI in the Network Slice Selection information. The "match all" URSP rule has one S-NSSAI at most.
NOTE 4:	If this indication is present in a Route Selection Descriptor, no other components shall be included in the Route Selection Descriptor.
NOTE 5:	The SSC Mode 3 shall only be used when the PDU Session Type is IP.
NOTE 6:	The Route Selection Descriptor is not considered valid unless all the provided Validation Criteria are met.
NOTE 7:	In this Release of specification, inclusion of the Validation Criteria in Roaming scenarios is not considered.
NOTE 8:	When the PDU Session Type is "Ethernet" or "Unstructured", this component shall be present.



Each URSP rule contains a Traffic descriptor (containing one or more components described in Table 6.6.2.1-2) that determines when the rule is applicable. A URSP rule is determined to be applicable when every component in the Traffic descriptor matches the corresponding information from the application. A URSP rule is determined not to be applicable when for any given component in the Traffic descriptor:
-	No corresponding information from the application is available; or
-	The corresponding information from the application does not match any of the values in the Traffic descriptor component.
………….
Each URSP rule contains a list of Route Selection Descriptors containing one or multiple Route Selection Descriptors each having a different Route Selection Descriptor Precedence value. A Route Selection Descriptor contains one or more of the following components:
-	Session and Service Continuity (SSC) Mode: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting the included SSC Mode.
-	Network Slice Selection: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting any of the included S-NSSAIs, see clause 5.15.4 in TS 23.501 [2]. It includes one or more S-NSSAI(s).
-	DNN Selection: Indicates that the traffic of the matching application shall be routed via a PDU Session supporting any of the included DNNs. It includes one or more DNN(s). When DNN is used in Traffic descriptor, corresponding Route Selection Descriptor of the rule shall not include DNN Selection component.
-	PDU Session Type Selection: Indicates that the traffic of matching application shall be routed via a PDU Session supporting the included PDU Session Type. The possible PDU Session Types are defined in clause 5.6.10 in TS 23.501 [2].
…………………..
[bookmark: _Toc19197396][bookmark: _Toc27896549][bookmark: _Toc36192717][bookmark: _Toc37076448][bookmark: _Toc45194898][bookmark: _Toc47594310][bookmark: _Toc51836941][bookmark: _Toc59101376]6.6.2.3	UE procedure for associating applications to PDU Sessions based on URSP
For every newly detected application the UE evaluates the URSP rules in the order of Rule Precedence and determines if the application is matching the Traffic descriptor of any URSP rule.
When a URSP rule is determined to be applicable for a given application (see clause 6.6.2.1), the UE shall select a Route Selection Descriptor within this URSP rule in the order of the Route Selection Descriptor Precedence.
When a valid Route Selection Descriptor is found, the UE determines if there is an existing PDU Session that matches all components in the selected Route Selection Descriptor. The UE compares the components of the selected Route Selection Descriptor with the existing PDU Session(s) as follows:
-	For a component which only contains one value (e.g. SSC mode), the value of the PDU Session has to be identical to the value specified in the Route Selection Descriptor.
-	For a component which contains a list of values (e.g. Network Slice Selection), the value of the PDU Session has to be identical to one of the values specified in the Route Selection Descriptor.
-	When some component(s) is not present in the Route Selection Descriptor, a PDU Session is considered matching only if it was established without including the missing component(s) in the PDU Session Establishment Request.
-	When the Route Selection Descriptor includes a Time Window or a Location Criteria, the PDU Session is considered matching only if the PDU Session is associated with an RSD that has the same Time Window or a Location Criteria Validity Conditions.
When a matching PDU Session exists the UE associates the application to the existing PDU Session, i.e. route the traffic of the detected application on this PDU Session.



Observation 2: The 5GC provides the URSP to the UE. The NAS of the UE routes the traffic to the PDU session and the slice according to the Traffic descriptor (e.g. the OSId and OSAppId) in the URSP
According to the TR 38.890, RAN3 also has agreed that the solution for scenario 3 needs confirmation from other working groups. Also we think the URSP is configured by the operators, we are not sure whether the NAS of the UE can send the PDU session ID and the Slice ID to the application layer because it may expose the configuration of the network.  Therefore we think RAN3 need send LS to SA2 and SA4 to check.
	For the case of same service type with different slice ID, detailed solution might need confirmation from other working groups.



Sends LS to SA2 and SA4 to check whether the application layer can know the PDU session ID and Slice ID.
In the following discussion, we assume that the application layer can know the PDU session ID and slice ID.
	Solution 1
Example of sequence or steps of the solution are listed below:
1.	The OAM/CN transmits the QoE measurement configuration to the NG-RAN node, including Slice Scope (list of S-NSSAIs).
2.	The NG-RAN node can map the Slice Scope to the ongoing PDU session list and send the QoE measurement configuration with the PDU session list to the UE.
3.	The UE receives the QoE measurement configuration and sends it to the corresponding application layer according to the PDU session list. 
4.	The UE sends the QoE report with PDU session ID to NG-RAN node.
5.	The NG-RAN node can remap the PDU session ID back to slice ID (S-NSSAI) and attach it in the QoE report. 
6.	The NG-RAN node forwards the QoE report with slice ID to the MCE.


According to the above description of solution 1, the NG-RAN performs the mapping between the PDU session ID and slice ID. According to the RAN3 specification, there is only one Slice ID for one PDU session. In our understanding, different PDU sessions may have the same slice ID. But the NG-RAN can still map the PDU session ID back to the correct slice ID even if the different PDU sessions have the same slice ID. 
According to the PDU session resource modify request message, the CN may change the slice ID of the PDU session. If the slice ID is changed during the QoE measurement. In this case, the NG-RAN does not know the slice ID of the QoE reporting. 
	PDU Session Resource Modify Request List
	
	1
	
	
	YES
	reject

	>PDU Session Resource Modify Request Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>NAS-PDU
	O
	
	9.3.3.4
	
	-
	

	>>PDU Session Resource Modify Request Transfer 
	M
	
	OCTET STRING
	Containing the PDU Session Resource Modify Request Transfer IE specified in subclause 9.3.4.3.
	-
	

	>>S-NSSAI 
	O
	
	9.3.1.24
	
	YES
	reject



Observation 3: In solution 1, if the slice ID is changed during the QoE measurement, the NG-RAN does not know the slice ID of the QoE reporting.
Also in solution 1, the NG-RAN maps the Slice Scope to the ongoing PDU session list and sends the mapped PDU session list to the UE. In our understanding, the UE may only set up parts of slice within the slice scope when the network configures the QoE measurement. Therefore the NG-RAN need to update the mapped PDU session list to the UE after new PDU sessions which are within the slice scope of the QoE measurement are triggered. It will increase the signalling overhead.
Observation 4: In solution 1, the NG-RAN needs send the updated PDU session list to the UE after new PDU sessions are triggered.
In solution 2 and 3, in our understanding, the NG-RAN sends the Slice scope (i.e. the slice IDs) to the UE and the UE sends the slice ID to the NG-RAN. Therefore solution 2 and 3 does not have the above issues of solution 1. According to the discussion in SI, the difference of them is whether the slice ID is sent outside the QoE measurement configuration and QoE report containers.
	Solution 2
Example of sequence or steps of the solution are listed below:
1.	The OAM/CN transmits the QoE measurement configuration to the NG-RAN node, including Slice Scope.
2.	The NG-RAN node checks the Slice Scope with all of the ongoing PDU sessions and sends QoE measurement configuration to a UE with qualified PDU session, including Slice Scope.
3.	The UE receives the QoE measurement configuration and sends it to the corresponding application layer according to the Slice Scope. Whether Application layer or AS layer performs the mapping can be discussed at normative stage. 
4.	The UE sends the QoE report with slice ID to the NG-RAN node.
5.	The NG-RAN node forwards the QoE report with slice ID to the MCE. 
For solution 2, Slice Scope may be inside of the QoE configuration container defined by SA4 and further confirmation with SA4 is needed.
For the case of same service type with different slice ID, detailed solution might need confirmation from other working groups.
	Solution 3
Example of sequence or steps of the solution are listed below:
1.	The OAM/CN transmits the QoE measurement configuration to the NG-RAN node, including the associated slice ID, outside the QoE configuration container, i.e. visible to the RAN.
2.	The NG-RAN node checks the slice ID against the ongoing PDU sessions, and sends QoE measurement configuration to a UE with qualified PDU session, including slice ID.
3.	The UE receives the QoE measurement configuration and performs QoE measurements. 
4.	The UE sends the QoE report to the NG-RAN node and adds the slice ID outside the QoE report container.
5.	The NG-RAN node forwards the QoE report with slice ID to the MCE.
6.	For the case of same service type with different slice ID, detailed solution might need confirmation from other working groups




In our understanding, if the QoE report is used by the TCE/MCE, the RAN does not need to know the slice ID of the QoE report. If the QoE report is used by the NG-RAN based on the topic of the RAN-visible QoE, the RAN may need to know the slice ID. Therefore we think it depends on the progress of RAN-visible QoE.
If the application layer can know the PDU session ID or Slice ID, it is proposed to use the following way forward:
· The Slice ID is outside the QoE configuration/reporting container, assuming RAN3 agrees to support the RAN-visible QoE
The corresponding TP to NG interface for slice is incorporated in [3], and TP to Xn interface is in the Annex part.
3. Proposals
[bookmark: _Toc423020280]In this contribution, we analyse the per-slice QoE measurement, and get the following proposals:
Observation 1: For scenario 1 and 2, the NG-RAN can know the slice ID of the QoE reporting based on the service type
Observation 2: The 5GC provides the URSP to the UE. The NAS of the UE routes the traffic to the PDU session and the slice according to the Traffic descriptor (e.g. the OSId and OSAppId) in the URSP
Observation 3: In solution 1, if the slice ID is changed during the QoE measurement, the NG-RAN does not know the slice ID of the QoE reporting.
Observation 4: In solution 1, the NG-RAN needs send the updated PDU session list to the UE after new PDU sessions are triggered.
1. Introduce the Slice Scope IE over the NG and Xn for the signalling based QoE measurement for a slice.
1. Sends LS to SA2 and SA4 to check whether the application layer can know the PDU session ID and Slice ID.
1. If the application layer can know the PDU session ID or Slice ID, it is proposed to use the following way forward:
· The Slice ID is outside the QoE configuration/reporting container assuming RAN3 agrees to support the RAN-visible QoE
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5. Annex TP for 38.423
Please note that the whole tabular below is newly added which is to align with the changes introduced over NG interface for NR QoE, the highlighted part below is for the purpose of supporting QoE measurement for slice
9.2.3.yy	UE Application layer measurement configuration for each service type
The IE defines configuration information for the QoE Measurement Collection (QMC) function for each service type.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Container for application layer measurement configuration
	M
	
	Octet string (1..1000)
	Indicates application layer measurement configuration, see Annex L in [xx].
	-
	-

	CHOICE Area Scope of QMC
	M
	
	
	
	-
	-

	>Cell based
	
	
	
	
	
	-

	>>Cell ID List for QMC
	
	1 .. <maxnoofCellIDforQMC>
	
	
	
	-

	>>>NG-RAN CGI
	M
	
	9.2.2.27
	
	-
	-

	>TA based
	
	
	
	
	
	-

	>>TA List for QMC
	
	1 .. <maxnoofTAforQMC>
	
	
	
	-

	>>>TAC
	M
	
	9.2.2.5
	The TAI is derived using the current serving PLMN.
	-
	-

	>TAI based
	
	
	
	
	-
	-

	>>TAI List for QMC
	
	1 .. <maxnoofTAforQMC>
	
	
	-
	-

	>>>TAI
	M
	
	9.2.3.20
	
	-
	-

	>PLMN area based
	
	
	
	
	
	-

	>>PLMN List for QMC
	
	1 .. <maxnoofPLMNforQMC>
	
	
	
	-

	>>>PLMN Identity
	M
	
	9.2.2.4
	
	-
	-

	Service Type
	M
	
	ENUMERATED
(QMC for streaming service, QMC for MTSI service, QMC for VR, QMC for MBMS, ...)
	This IE indicates the service type of UE application layer measurements.
	-
	-

	S-NSSAI List
	O
	0 .. 1
	
	
	
	

	>S-NSSAI Item
	
	1 .. <maxnoofS-NSSAIforQMC>
	
	
	
	-

	>>S-NSSAI
	M
	
	9.3.1.24
	
	
	



	Range bound
	Explanation

	maxnoofCellIDforQMC
	Maximum no. of Cell ID subject for QMC scope. Value is 32.

	maxnoofTAforQMC
	Maximum no. of TA subject for QMC scope. Value is 8.

	maxnoofPLMNforQMC
	Maximum no. of PLMNs in the PLMN list for QMC scope. Value is 16.

	maxnoofS-NSSAIforQMC
	Maximum no. of S-NSSAIs in the S-NSSAI list for QMC scope. Value is 16.
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