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Introduction
Last RAN3 meeting discussed the inter-donor-DU re-routing, and agreed following:
Inter-donor-DU local re-routing in Rel-17 IAB should be supported; details are FFS
To address the potential UL packet discarding problem in inter-donor-DU re-routing case, discuss the following solutions (the case where donor DUs belong to different CUs is not precluded):
- The target IAB-donor-DU is provided with the source IP address of re-routed packets
- Suspend/disable the source IP filter in target IAB-donor-DU and transport network node(s)
- Only allow re-routing among a configured subset of IAB-donor-DUs, where source IP filtering is not activated.
In the inter-donor-DU re-routing case, the issue 2, i.e. how to achieve BAP routing towards the target donor DU for re-routed packets: wait for RAN2 progress
This contribution analyses the technical detail on inter-donor-DU re-routing. 
Discussion 
This issue is related to inter-Donor-DU migration. An example is shown as below. 


Figure 2. Scenarios for changing connected IAB-donor-DU when topology update
After the topology adaptation is completed, i.e. IAB node 1 connects with target IAB-donor-DU, then all the packets destined to the source IAB-donor-DU buffered in this IAB node 1 may not be able to be transmitted via the new path to the target IAB-donor-DU. For example, when the source IP filtering is configured in the target IAB-donor-DU, those re-routed packets using the old IP address related to the source IAB-donor-DU will be discarded by the target IAB-donor-DU, even IAB node 1 transmit those buffered UL packets to target IAB-donor-DU. 
In addition, the transport network nodes, e.g. a router between the target IAB-donor-DU and the IAB-donor-CU may also check the source IP address, in case the source address filtering is deployed. The source address filtering is usually deployed per operator’s security policy. An IAB operator may be a transport network from another operator, who deploys source address filtering in the transport network. 
Three options were discussed in last meeting ([1])
· Option 1: The target IAB-donor-DU is provided with the source IP address of re-routed packets
· Option 2: Suspend/disable the source IP filter in target IAB-donor-DU and transport network node(s)
· Option 4: Only allow re-routing among a configured subset of IAB-donor-DUs, where source IP filtering is not activated.
Option 1 only works when the transport network does not perform source address filtering, but not work when the transport network node also performs source address filtering. The transport network operator may have its own security policy, which may enforce the source address filtering. So Option 1 have the limitation, and only work in some scenarios. 
Option 2 may work, but it may violate the security policy, e.g. in the transport network node(s). The source address filtering is deployed for security reason. Disable the source address filtering have the security issues. 
Option 4 can be considered as a variation of Option 2. It has the same issue as Option 2. Also, it may require OAM configuration to configure the node whether the re-routing can be used or not.  
In a summary, all existing options have some issues. RAN3 may need to further investigate other solutions. For example, a tunnel between the target IAB-donor-DU and the Donor-CU (or between target IAB-donor-DU and source IAB-donor-DU). When the target IAB-donor-DU receive the UL packets using the old routing ID/source IP address, the target IAB-donor-DU forward the UL packets to the IAB-donor-CU (or to the source IAB-donor-DU) via a tunnel. The source IP address of the tunnel is the IP address of IAB-target-DU, so it can pass the source address filtering in the transport network. The handling of the tunnel data is also simple in the receiver.  
Observation: the existing solution have issues, and the existing options may only work for specific scenario. 
Proposal 1: RAN3 study other options for inter-Donor-DU re-routing, for example, re-routing via a tunnel between target IAB-donor-DU and Donor-CU (or via a tunnel between target IAB-donor-DU and source IAB-donor-DU), without violating security policy.  

Conclusion
In this contribution, we have analysed the technical detail on inter-Donor re-routing. Our proposal is: 
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