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Introduction
RAN3 has the following agreement in last meeting [1]:To address the potential UL packet discarding problem in inter-donor-DU re-routing case, discuss the following solutions (the case where donor DUs belong to different CUs is not precluded):
- The target IAB-donor-DU is provided with the source IP address of re-routed packets
- Suspend/disable the source IP filter in target IAB-donor-DU and transport network node(s)
- Only allow re-routing among a configured subset of IAB-donor-DUs, where source IP filtering is not activated.




In this contribution, we will further discuss these three potential solutions for inter-donor-DU re-routing. 
[bookmark: _Ref178064866]Discussion
In R16, local re-routing is only allowed in same donor-DU when IAB node experiences RLF. The path ID included in routing ID would be ignored and only follows the destination address for local re-routing packets. Each intermediate IAB node chooses a suitable next hop, which can forward the packet to the same destination BAP address. It bases on the BAP header in local re-routing packet which including the configured routing table. Inter-donor-DU local re-routing is not supported in R16 since the IAB node has not the ability to change the BAP header of the local re-routing packet. It leads to the buffered packet lost when migrating IAB node performs RLF recovery or migration to the target donor-DU. Moreover, source IP filter is another issue need to be addressed. As shown in TS38.401, the IP layer is configured in donor-DU. The change of destination donor-DU could cause the IP address change. When the target donor-DU and other transport network nodes which deployed IP filter identify that the IP address of re-routing packets do not belong to them, re-routing packets will be discarded based on source IP filter. 
From RAN3 perspective, there are three potential methods raised as follow to address source IP filter obstacle: 
Solution 1: Target IAB-donor-DU is provided with the source IP address
This solution is easy to achieve but has the problem of security risk. Target IAB-donor-DU cannot discard the error packet which is original plan to be sent to source IAB-donor-DU but send to target IAB-donor-DU by mistake. We consider that the target IAB-donor-DU may execute update to include source IP address only if some conditions are meet, which means that this risk is not always exist. Moreover, this solution also requires transport network nodes which deployed IP filter (e.g., router) to update their IP filter to include source IP address. In our view, it is feasible but it may need more voice from other companies.
For target IAB-donor-DU, the following two parts should be considered further by RAN3. How to target IAB-donor-DU receive source IP address. And when to trigger source IAB-donor-CU sends source IP filter.
Observation 1: Solution 1 is reasonable and feasible but whether the transport network nodes can update IP filter should be confirmed.
Solution 2: Suspend/disable the source IP filter
This is a straightforward solution but much depends on operators’ decision. One way to go forward is that only suspend/disable the source IP filter when some conditions meet. But the risk degree is still higher than solution 1 since target IAB-donor-DU can receive the data which has different destination IP address. This being said that target IAB-donor-DU not only receives the packet with source IP address but also able to receive the packet aim to send to other donor DU/CU when source IP filter is suspended. We can support solution 2 if operators prefer it.
Observation 2: Solution 2 has high risk to receive error packets but it depends on operators’ decision.
Solution 3: Only allow re-routing among a configured subset of IAB-donor-DUs
[bookmark: _GoBack]The source IP filter may not be activated sometimes. In this condition, the packet has a lot of options to execute inter-donor-DU re-routing to any donor-DUs. This is not a negative operation because to some extent it can improve the flexibility of re-routing. It does not need to add the restriction that only allows re-routing performs in certain subset. This solution seems like increasing the suspend/deactivate range of source IP filter compared with solution 2. And it may be not workable in inter-DU re-routing, especially for inter-CU re-routing, when source donor-DU and target donor-DU belong to two different subsets. Solution 3 has the restriction on the deployment and the benefit is not clear. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]Observation 3: Solution 3 has the restriction on only allow re-routing among configures subset of IAB-donor-DUs.
Base on the above analyses, we support solution 1 and solution 2 (if operators prefer it), and further discuses trigger condition and information interaction. 
Proposal 1: RAN3 agrees to update (solution 1) and suspend (solution 2) the source IP filter to support inter-donor-DU re-routing. Details are FFS.
1. 
2. 
2.1. 
Conclusion
The following is proposed:
Observation 1: Solution 1 is reasonable and feasible but whether the transport network nodes can update IP filter should be confirmed. 
Observation 2: Solution 2 has high risk to receive error packets and it is much depends on operators’ decision.
Observation 3: Solution 3 has the restriction on only allow re-routing among configures subset of IAB-donor-DUs.
Proposal 1: RAN3 agrees to update (solution 1) and/or suspend (solution 2) the source IP filter to support inter-donor-DU re-routing. Details are FFS.
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