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1. Introduction

During release 16, the topic of RACS capability detection was discussed and solved for the cases of context setup (AMF-RAN) and Xn handover (RAN-RAN). It was also discussed for the cases of S1 and NG handover, but the issue was never analyzed in detail.

RAN3 is now in receipt of an LS from SA2 [1] which raises the topic. This document considers this LS, revisits the previous discussion and proposes a way forward.
2. Discussion
2.1 Background

In release 16, it was agreed to handle mutual RACS capability detection via criticality, which can be applied to cases where there is a direct interface between involved nodes. This covers two cases 
· Context setup: AMF finds RACS support of NG-RAN node via failure signalling due to the assigned criticality of the UE Radio Capability ID.
· Xn handover: an NG-RAN node finds RACS support of a neighbour NG-RAN node via failure signalling due to the assigned criticality of the UE Radio Capability ID.
A third case of interest was identified during the work item i.e. the case of handover via the core network, where the source RAN node supports RACS, but has no way to know whether to send the full UE capability container towards the target RAN node in the transparent container. If the target RAN (and AMF/MME) support RACS, then there is no need to send capabilities, which fulfils the original aim to reduce interface signalling load. However, if the source assumes that the target supports RACS, and this is not the case, then the handover might fail as the target has no UE capability information to fall back on, or alternatively (especially in the case of a target eNB) the RAN node assumes that the UE is being handed over from GERAN and then completes the handover, retrieves parts of the UE RAC from the UE and submits that subset of capabilities to the CN for the calculation of a new RACS UE Capability ID!
This issue was mentioned as an open issue to solve towards the end of the WI, see section 2.3 of [2], among other documents. However, the issue was never fully acknowledged (equally, it seems that it was not fully considered either).

From our understanding, a discussion at SA2#143e was developed on similar lines and resulted in an LS [1] which asks the following question:

ACTION: 
In order to align SA 2 and RAN 3 specifications, can RAN 3 please explain how at S1/NG handover, the source RAN node can detect that the target RAN node does not support RACS?  
The following addresses this question.  
2.2 Discussion of the issue and possible solutions
The scenario consists of the following: in the absence of information about the target’s capabilities, the source node could decide to (i) send the full radio capabilities, or (ii) send a limited set of capabilities to reduce transport load, or (iii) (in line with the R16 current specification) send an empty container.
If the target node (or the linked CN node) does not support RACS, then option (iii) may result in failure, but the reason for the failure would not be explicitly indicated to the source RAN node (as the MME/AMF received a well formed Handover Required message from the source RAN node). Option (i) is counterproductive as no message size reduction is achieved, and option (ii) may still result in a failure or trigger the target to retrieve the capabilities from the UE (which is undesirable). Option (iii) (especially in the case of a target eNB) may instead lead the RAN node to assume that the UE is being handed over from GERAN and the completion of the handover, retrieval of parts of the UE RAC from the UE and submission of that subset of capabilities to the CN for the calculation of a new RACS UE Capability ID!

As discussed in [2], there are three basic possibilities to solve the problem.

A. Rely on configuration / OAM

B. 
Enable target AMF/MME to send the full radio capabilities in the HANDOVER REQUEST (since it knows target support).
C. 
Enable source to learn target support
Our understanding is that SA2 is looking for a plug-and-play solution i.e. option A is a given but not sufficient. 
Option B seems feasible for intra MME/AMF handover but has further impacts on the core network (especially if inter MME/AMF handover is being performed).

With that, we can further consider specific ways to achieve option C.

Observation 1: It is useful to provide means for the source to learn RACS support in the target, for the case of N2/S1 handover (including inter-system and inter CN node mobility).

2.3 Signalling options

In more detail, several options seem possible to enable the source to learn the target’s support:
· C1: Use of configuration exchange procedures (i.e. ANR etc)

· C2: Signalling via the AMF
· C3: Signalling via transparent container

C1 was previously assumed in SA2 stage 2 specifications, however this procedure is used to exchange information that has so far not included feature support. It would also now be inconsistent with the approach used for nodes linked by Xn interfaces.

C2 is feasible but entails behaviour in CN interfaces which may be more difficult to specify in a consistent manner. This would include use of cause values, but no suitable cause values exist, and they would not be used by legacy nodes either. This suggests that an explicit handshake is needed.
C3 is feasible and could be entirely specified in RAN. Note that simply trying to reproduce the Xn scheme may not work, because the criticality of an IE triggers signalling behaviour within a particular procedure / interface. So for example if the target RAN node does not support RACS, criticality error reports will not reach the source RAN node directly, and so the AMF would need to be involved e.g. via cause value signalling. If the target AMF itself does not support RACS, then it is unlikely that any useful indication can reach the source.
Given the above, a possible scheme was already proposed in the text proposal in [2], and consists of sending e.g. a “UE Capability ID use proposal” in the source-to-target transparent container, in which case the target may (if it accepts the proposal) include a “UE Capability ID use accepted” in the target-to-source transparent container. The target shall send this indicator if it supports RACS and is able to rely on AMF signalling to obtain the UE Radio capability ID. The same IE could be included in the container to be used in the case of failure to cover the case where the source did not include capabilities information.
The following table provides the possible logic:
	
	Target Case 1: RACS possible at target
	Target Case 2: Legacy target node (e.g. rel15)
	Target Case 3: RACS not possible at target (e.g. no target support or RACS not received from AMF)

	Source Case 1: Source includes “UE Capability ID use proposal” and capability container
	Target sends “UE Capability ID use accepted” in reply, handover proceeds 
	Target does not send indicator in reply, handover proceeds
	Target does not send indicator in reply, handover proceeds

	Source Case 2: Source includes “UE Capability ID use proposal” but no capability container
	Target sends “UE Capability ID use accepted” in reply, handover proceeds
	Target does not send indicator in reply, handover fails
	Target does not send indicator in reply, handover fails


From the table, it can be seen the source will receive an indicator in the reply in Target Case 1 (RACS possible at target), and no indicator in other cases. Therefore, a simple handshake (target sends indicator, source replies with another indicator) can be used to detect the target’s support (including whether the target AMF supports). This replicates the detection function provided by criticality in direct interfaces.
Observation 2: A simple handshake in the transparent containers (target sends indicator, source replies with another indicator) can be used to detect the target’s support (including whether the target AMF supports).
It should be noted that the “Source Case 2” is ambiguous since failure of the handover may be due to other causes which are not related to RACS support. Therefore it should preferably be assumed e.g. in stage 2 descriptions that “Source Case 2” is not supported, i.e. detection is performed during a successful handover.
Observation 3: When discovering the RACS support of the target, the source should initially assume no support of RACS in the target and include the capability container(s) as in legacy handling.
CRs to support this functionality are provided in [3,4], and an associated response LS is in [5].
Proposal: Consider the approach described in this paper and associated CRs as a basis from which to answer SA2’s request.
3. Conclusions
The following observations have been made in this document:
Observation 1: It is useful to provide means for the source to learn RACS support in the target, for the case of N2/S1 handover (including inter-system).

Observation 2: A simple handshake in the transparent containers (target sends indicator, source replies with another indicator) can be used to detect the target’s support (including whether the target AMF supports).

Observation 3: When discovering the RACS support of the target, the source should initially assume no support of RACS in the target and include the capability container(s) as in legacy handling.

CRs to support this functionality are provided in [3,4], and an associated response LS is in [5].

Proposal: Consider the approach described in this paper and associated CRs as a basis from which to answer SA2’s request.
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