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1. Introduction
The RAT Type Handling was discussed during RAN3#111 meeting [1]. About providing Supported RAT of the CN to RAN [2] [3], it was marked as to be continued.
In this contribution, we further discuss if and how to provide Supported RAT of the CN to RAN.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]3. Discussion
[bookmark: _Toc423019661][bookmark: _Toc423019946][bookmark: _Toc423020275][bookmark: _Toc423020292][bookmark: _Toc423020300]As we know, the supported RATs of the RAN node and CN nodes changes from release to release, for example:
· Since Rel-13, the eNB and EPC may be configured to support NB-IoT and/or WB-EUTRA separately.
· Since Rel-16, the ng-eNB and 5GC may be configured to support NB-IoT and/or WB-EUTRA separately.
RAN nodes and CN nodes are probably updated separately, very big configuration efforts are needed to provide accurate supported RAT information of the CN nodes to the RAN nodes, misconfiguration may happen, especially in case the CN and RAN nodes come from different vendors. 
Observation 1: Configure and update the supported RATs of the CN nodes to all the connected RAN nodes, requires big configuration efforts, especially in case the CN nodes and RAN nodes come from different vendors.
In last meeting, we have already agreed that if none of the RATs indicated by the RAN node in the NG/S1 SETUP REQUEST message is supported by the CN node, the CN node shall fail the NG/S1 Setup procedure with an appropriate cause value. Therefore in this contribution, we only need to discuss the scenario that at least one of the RATs of the RAN node is supported by the CN node. In such case, if the RAN node does not know the supported RATs of the CN node, or been configured with wrong information, wrong routing issue will happen.
There are several scenarios: (take NG interface as example, also applies to S1 interface)
[image: ]Scenario 1: RAN node provides NB-IoT Cells and WB-EUTRA Cells, Rel-15 CN node1 does not support NB-IoT
In this scenario, the AMF1 is a Rel-15 CN node which does not support NB-IoT, and cannot comprehend the RAT Information IE carried in NG SETUP REQUEST message, note that the RAT Information IE is designed as optional IE with assigned criticality reject. 
Even if the ng-eNB1 does not know that the AMF1 does not support NB-IoT before triggering NG setup, it will know that immediately, as the NG setup procedure will be failed by the AMF1. 
Therefore, in this scenario1, the ng-eNB1 is able to know that the AMF1 does not support NB-IoT based on current NGAP signalling design, no wrong routing issue happens.
No wrong routing issue.

Scenario 2: RAN node provides NB-IoT Cells and WB-EUTRA Cells, Rel-16 CN node2 does not support NB-IoT
In this scenario, the AMF2 is a Rel-16 CN node which does not support NB-IoT, BUT it can comprehend the RAT Information IE carried in NG SETUP REQUEST message.
[image: ]Note: in current NGAP specification, it is said:
IE or IE group: When one new or modified IE or IE group is implemented for one EP from a standard version, then other new or modified IEs or IE groups specified for that EP in that standard version shall be considered comprehended by a receiving entity (some may still remain unsupported).
Based on current specification, when the ng-eNB1 provides RAT Information IE to indicate that the TAI is associated with NB-IoT cells, the AMF2 will not fail the NG Setup procedure, and will not provide any hint to the ng-eNB1 on that.
Therefore, the ng-eNB1 may route a NB-IoT UE1 towards the AMF2, the AMF2 has to reject the UE1’s access or reroute it to another AMF, which is not expected and will lead to bad user experience.
Wrong routing happens. 
Scenario 3: RAN node provides NB-IoT Cells and WB-EUTRA Cells, Rel-16 CN node3 is deployed to serve NB-IoT UEs only, i.e. not serve WB-E-UTRA UEs.
[image: ]The RAT Information IE is defined as ENUMERATED (unlicensed, NB-IoT, ...), the absence of this IE for a TAI in the NG SETUP REQUEST message from an ng-eNB, means that the TAI is associated with WB-EUTRA cells. 
Based on current signalling design, when the ng-eNB1 provides the information of both TAIs associated with NB-IoT cells (RAT Information IE set to “NB-IoT”)and TAIs associated with WB-EUTRA cells (absence of RAT Information IE), the AMF3 will not fail the NG Setup procedure, and will not provide any hint to the ng-eNB1 on that as well.
Then the ng-eNB1 may route a WB-EUTRA UE3 towards the AMF3, the AMF3 has to reject the UE3’s access or reroute it to another AMF, which is not expected and will lead to bad user experience.
Wrong routing happens. 
Based on the discussion above, we can see that the wrong routing issue will happen for scenario 2 and 3. Considering the extra rerouting efforts, the bad user experience, and the complexity to detect the reason of the wrong routing, it is proposed to provide the supported RAT information of the CN to the RAN nodes in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE messages.
Proposal: Include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]4. Proposals
[bookmark: _Toc423020280]In this contribution, we further discussed the RAT type handling issue, and get the following proposal:
Proposal: Include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE.
The corresponding CRs are provided in [4] and [5].
5. Reference
[1] R3-210959 Summary of Offline Discussion on RAT type Handling, Huawei (moderator)
[2] R3-211193 Supported RATs of the AMF, CR to TS 38.413, Rel-16, Huawei, CMCC, Vodafone, Telecom Italia, China Telecom, Deutsche Telekom, China Unicom, Verizon Wireless
[3] R3-21194 Supported RATs of the MME, CR to TS 36.413, Rel-16, Huawei, CMCC, Vodafone, Telecom Italia, China Telecom, Deutsche Telekom, China Unicom, Verizon Wireless
[4] R3-211535 Supported RATs of the AMF, CR to TS 38.413, Rel-16
[5] [bookmark: _GoBack]R3-211536 Supported RATs of the MME, CR to TS 36.413, Rel-16
3GPP
image1.png
NG interface

1
v
Y
'
'

AMF 1

NG interface





image2.png
i

NG interface

NG interface

k \

wrong!

K Y

e .





image3.png
NG interface

NG interface

WB-EUTRA Cell' '

UE1

-1oT Cell

@






3GPP


 


3GPP 


TSG


-


RAN WG3 


Meeting #112


-


e


 


R3


-


211534


 


E


-


meeting, 


17


-


28 May


 


2021


 


 


Title:


 


 


Consideration on 


the Supported RAT of the CN


 


Source: 


 


 


Huawei


 


Agenda 


item:


 


9.2.1


 


Document 


Type


:


 


Discussion


 


1.


 


Introduction


 


The


 


RAT Type Handling


 


was discussed during 


RAN3#11


1


 


meeting [


1


]. 


A


b


out providing Supported RAT of the CN to 


RAN


 


[2] [3], 


it was


 


marked as to be continued.


 


In this 


contribution, we further discuss


 


if and how to 


provid


e


 


Supported RAT of the CN to RAN


.


 


3. 


Discussion


 


As we know, 


the supported RATs of the RAN node and CN nodes changes from release to release


, for example:


 


-


 


Since


 


Rel


-


13, the eNB and EPC may be configured to support NB


-


IoT 


and/or


 


WB


-


EUTRA


 


separately.


 


-


 


S


ince


 


Rel


-


16, the ng


-


eNB and 5GC may


 


be configured to support 


NB


-


IoT


 


and/or


 


WB


-


EUTRA


 


separately.


 


RAN nodes and CN nodes are probably updated separately,


 


very big


 


configuration effort


s


 


are needed to provide 


accurate supported RAT information of


 


the CN nodes to the RAN nodes


, misconfiguration may happen, especially in 


case the CN and RAN nodes come from different vendors. 


 


Observation 1: 


C


onfigure


 


and update


 


the supported RATs of the CN nodes 


to


 


all the 


connected 


RAN nodes, requires 


big configura


tion effort


s


, especially in case the CN


 


nodes


 


and RAN nodes come from different vendors.


 


In last meeting, 


we have already 


agreed


 


that i


f none of the RATs indicated by the RAN node in the NG


/S1


 


SETUP 


REQUEST message is supported by the


 


CN node


, the 


CN node


 


shall fail the NG


/S1


 


Setup procedure with an 


appropriate cause value


. Therefore


 


in this contribution, we only need to discuss the


 


scenario that 


at least one of the 


RATs of the RAN


 


node


 


is supported by the CN node. In such case, if the


 


RAN node does not know the supported RATs 


of the CN node, or been configured with wrong information, 


wrong routing


 


issue


 


will happen.


 


There are 


several


 


scenarios:


 


(take NG interface as example, also applies to S1 interface)


 


S


cenario 1: RAN node provides 


NB


-


IoT Cells and WB


-


EUTRA Cells, 


Rel


-


15 


CN node1 


do


es


 


not support NB


-


IoT


 


In


 


this scenario,


 


the AMF1 is a Rel


-


15 CN node


 


which does n


ot support NB


-


IoT, and cannot comprehend the


 


RAT Information


 


IE carried in 


NG SETUP 


REQUEST message


, note that the 


RAT 


Information


 


IE


 


is designed as optional 


IE with assigned criticality reject.


 


 


Even 


if the ng


-


eNB1 


does not 


know that 


the 


AMF1 does not support NB


-


IoT 


before triggering NG 


setup


, 


it will know that immediately


, as the NG setup 


procedure will be failed


 


by the 


AMF1


.


 


 


Therefore, in this scenario1


, the ng


-


eNB1 is able to know that the AMF1 does 


not support NB


-


IoT based on current NGAP 


signalling


 


design,


 


n


o wrong 


routing issue


 


happens


.


 


è


No 


wrong routing issue.


 


 


Scenario 2: RAN node provide


s


 


NB


-


IoT Cells and WB


-


EUTRA Cells, Rel


-


1


6


 


CN node2 


do


es


 


not support NB


-


IoT


 




3GPP   3GPP  TSG - RAN WG3  Meeting #112 - e   R3 - 211534   E - meeting,  17 - 28 May   2021     Title:     Consideration on  the Supported RAT of the CN   Source:      Huawei   Agenda  item:   9.2.1   Document  Type :   Discussion   1.   Introduction   The   RAT Type Handling   was discussed during  RAN3#11 1   meeting [ 1 ].  A b out providing Supported RAT of the CN to  RAN   [2] [3],  it was   marked as to be continued.   In this  contribution, we further discuss   if and how to  provid e   Supported RAT of the CN to RAN .   3.  Discussion   As we know,  the supported RATs of the RAN node and CN nodes changes from release to release , for example:   -   Since   Rel - 13, the eNB and EPC may be configured to support NB - IoT  and/or   WB - EUTRA   separately.   -   S ince   Rel - 16, the ng - eNB and 5GC may   be configured to support  NB - IoT   and/or   WB - EUTRA   separately.   RAN nodes and CN nodes are probably updated separately,   very big   configuration effort s   are needed to provide  accurate supported RAT information of   the CN nodes to the RAN nodes , misconfiguration may happen, especially in  case the CN and RAN nodes come from different vendors.    Observation 1:  C onfigure   and update   the supported RATs of the CN nodes  to   all the  connected  RAN nodes, requires  big configura tion effort s , especially in case the CN   nodes   and RAN nodes come from different vendors.   In last meeting,  we have already  agreed   that i f none of the RATs indicated by the RAN node in the NG /S1   SETUP  REQUEST message is supported by the   CN node , the  CN node   shall fail the NG /S1   Setup procedure with an  appropriate cause value . Therefore   in this contribution, we only need to discuss the   scenario that  at least one of the  RATs of the RAN   node   is supported by the CN node. In such case, if the   RAN node does not know the supported RATs  of the CN node, or been configured with wrong information,  wrong routing   issue   will happen.   There are  several   scenarios:   (take NG interface as example, also applies to S1 interface)   S cenario 1: RAN node provides  NB - IoT Cells and WB - EUTRA Cells,  Rel - 15  CN node1  do es   not support NB - IoT   In   this scenario,   the AMF1 is a Rel - 15 CN node   which does n ot support NB - IoT, and cannot comprehend the   RAT Information   IE carried in  NG SETUP  REQUEST message , note that the  RAT  Information   IE   is designed as optional  IE with assigned criticality reject.     Even  if the ng - eNB1  does not  know that  the  AMF1 does not support NB - IoT  before triggering NG  setup ,  it will know that immediately , as the NG setup  procedure will be failed   by the  AMF1 .     Therefore, in this scenario1 , the ng - eNB1 is able to know that the AMF1 does  not support NB - IoT based on current NGAP  signalling   design,   n o wrong  routing issue   happens .    No  wrong routing issue.     Scenario 2: RAN node provide s   NB - IoT Cells and WB - EUTRA Cells, Rel - 1 6   CN node2  do es   not support NB - IoT  

