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1
Introduction

We have discussed basic protocol principles with regards to “comprehending” IEs included in an AP message in an IE container with the criticality set to “reject”.
This is related to discussions we had at RAN3#110-e on documents in R3-206471 [1], R3-206117 [2] and R3-206118 [3], ergo also to AI 9.2.1.
2
Discussion

In the past we have added new functions to our protocols using the protocol framework that allows to indicate to the receiver of a message how to behave in case it does not comprehend an IE (information element) or an EP (elementary procedure).
If the receiving node does not comprehend the IE or the EP and the criticality assigned to that IE/EP is set to “reject”, it shall inform the sending node about the non-comprehension.

This basic protocol framework allows the sending node - to a certain extent - to understand the status of implementation at the receiving node. IEs or EPs not comprehended by the receiving node will typically not sent or triggered any more.

Now, there exists the theoretical possibility that the receiving node has implemented only the abstract syntax level of the protocol but without any functionality associated to it, so the “logical” level of the protocol is empty. [1] and [2] and [3] assume such implementations to be valid and to be supported by the standard, those papers to add a specific cause value for this kind of implementation.

One can easily understand that such approach opens a long road to follow until all possible cases are covered by respective cause values. Such approach would in principle disable the protocol framework developed in RAN3 2 decades ago and should not be followed.

Where does this discussion actually come from?

Looking into TS 38.413, chapeter 10.3.2

10.3.2
Criticality Information

In the NGAP messages there is criticality information set for individual IEs and/or IE groups. This criticality information instructs the receiver how to act when receiving an IE or an IE group that is not comprehended, i.e., the entire item (IE or IE group) which is not (fully or partially) comprehended shall be treated in accordance with its own criticality information as specified in subclause 10.3.4.

In addition, the criticality information is used in case of the missing IE/IE group abstract syntax error (see subclause 10.3.5).

The receiving node shall take different actions depending on the value of the Criticality Information. The three possible values of the Criticality Information for an IE/IE group are:

-
Reject IE.

-
Ignore IE and Notify Sender.

-
Ignore IE.

The following rules restrict when a receiving entity may consider an IE, an IE group, or an EP not comprehended (not implemented), and when action based on criticality information is applicable:

1.
IE or IE group: When one new or modified IE or IE group is implemented for one EP from a standard version, then other new or modified IEs or IE groups specified for that EP in that standard version shall be considered comprehended by a receiving entity (some may still remain unsupported).
2.
EP: The comprehension of different EPs within a standard version or between different standard versions is not mandated. Any EP that is not supported may be considered not comprehended, even if another EP from that standard version is comprehended, and action based on criticality shall be applied.

The highlighted text in bullet 1 above actually requires implementing all functions related to IE/IE groups present in the messages of an EP in a standard version. This creates quite some implementation burden, if you think of the functional additions inserted at the end of Release and does not allow gradual ramp up of supported features in a product.

If the meaning of the term “comprehension” is limited to the abstract syntax level, then we run into the necessity of replicating the abstract syntax check within the application level and requires to define a huge amount of cause values.

There are several possibilities to solve this issue, but first we would need to agree that the intention followed in [1]-[3] is not along the common understanding in RAN3, so “comprehension” of an IE/EP is always associated with a proper implementation.

As [1]-[3] where proposed for S1AP and NGAP for Rel-16, it is proposed to discuss changes to both specifications from Rel-16 onwards.

Looking at a possible solution, it appears that bullet 2 for EPs should be also adopted for IEs. So A possible solution would be to change bullet 1 as follows:

1.
IE or IE group: The comprehension of different IEs or IE groups within a standard version or between standard versions is not mandated. Any IE or IE group that is not supported may be considered not comprehended, even if another IE or IE group EP from that standard version is comprehended, and action based on criticality shall be applied. When one new or modified IE or IE group is implemented for one EP from a standard version, then other new or modified IEs or IE groups specified for that EP in that standard version shall be considered comprehended by a receiving entity (some may still remain unsupported).
3
Conclusion and Proposals
Proposal:
It is proposed to consider the discussion in this paper and agree respective Rel-16 changes in [4] and [5] for NGAP and S1AP.
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