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1	Information
At the early RAN3 meetings, we discussed the AS re-keying in the UE context modification procedure, and how to handle when the AS re-keying and the Emergency Fallback are requested in the same message [1].
A LS is sent to SA2 and SA3 in [2]. We got reply from SA3 in [3]. We also got rely from SA2 in [4].
This paper aims to bring the conclusions on this topic. 
Discussion
SA3 has clarifies their view:
	Q1. RAN3 respectfully asks SA3 to feedback whether it is acceptable for the network to give up the AS re-keying procedure and only initiate the emergency fallback procedure when the two procedures collide.
SA3 Answer: It is acceptable to SA3, for the network to give up the AS re-keying procedure and only initiate the emergency fallback procedure when the two procedures collide. 



SA2 has clarified their view:
	[bookmark: OLE_LINK8]SA2 discussed the behaviour of NG-RAN node if it receives one NGAP UE CONTEXT MODIFICATION REQUEST message that includes both the Security Key IE and the Emergency Fallback Indicator IE. 
From SA2 point of view, the AS re-keying procedure and the Emergency Fallback procedure are two different procedures and may collide with a very low probability. The Emergency Fallback shall have the highest priority and also require a strict service delay, so to guarantee the success of Emergency Fallback, the Emergency Fallback shall take precedence over AS rekeying if they collide. 
Consequently, SA2 agrees with the feedback of SA3 to give up the AS re-keying procedure and only initiate the emergency feedback procedure when the two procedures collide.

Accordingly, SA2 would like to provide the following feedback: 
To SA2:
[bookmark: OLE_LINK3]ACTION: RAN3 respectfully asks SA2 to feedback whether the case that both the Security Key IE and the Emergency Fallback Indicator IE are included within one NGAP UE CONTEXT MODIFICATION REQUEST message is abnormal or not.

[bookmark: OLE_LINK4][bookmark: OLE_LINK5]SA2 Answer: When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the emergency fallback procedure. If AMF includes both the Security Key IE and the Emergency Fallback Indicator IE within one NGAP UE CONTEXT MODIFICATION REQUEST message, NG-RAN takes it as abnormal case. SA2 approved attached CR to clarify this scenario.



In our view, when Emergency Fallback is request, NG-RAN node could perform release and redirect, inter or intra system handover. If the AS-rekeying is requested in the same message, it would be very beneficial to allow NG-RAN node to skip the AS-rekeying handling and only handle the Emergency Fallback. 
Observation 1: The SA2 and SA3 response are align with our view to prioritize the emergency fallback handling. 
	Legacy:
AMF may send two requests in the same UE context modification message.
	NG-RAN node current handling:
When two requests are included in the same message, NG-RAN node will handle the two requests as the following:
If the Security Key IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall store it and perform AS key re-keying according to TS 33.501 [13].
If the Emergency Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE context is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions taking into account the Emergency Service Target CN IE if provided.

	Successful Case
	NG-RAN node will process the two requests according to the specification ( yellow marked above), successfully perform the AS Rekeying and Emergency fallback.

	Failure case
	If there is any reason to fail, the NG-RAN node can fail the procedure.



Observation 2a: with the current specification, when the two requests are included in the modification message, the outcome could be successful or failure.
Observation 2b: with the current AMF, it is a normal operation to send two requests in the same UE context modification message.
	
	NG-RAN node new handling:
If two requests are included in the same message, only perform Emergency Fallback

	Case 1:
Old AMF;
New NG-RAN node
	Old AMF may send two requests in the same UE context modification message as in the legacy case.
The new NG-RAN node only performs the Emergency fallback Request. The outcome could be successful. It could also be failure in case there is any reason to fail the procedure, as in legacy. 
There is no backwards compatibility issue.

	Case 2:
New AMF
New NG-RAN node
	The new AMF normally would not send two requests in the same message, as per TS 23.501. 
In the abnormal cases that AMF sends two, the new NG-RAN node handles it as in Case 1 above. There is no issue.

	Case 3:
New AMF
Old NG-RAN node
	The new AMF normally would not send two requests in the same message, as per TS 23.501. 
In the abnormal cases that AMF sends two, the old NG-RAN node handles according to the legacy. No issue.



Observation 3: To specify that NG-RAN node only performs Emergency Fallback when the two requests received in the same UE context modification message aligns with the legacy behavior. NG-RAN node could handle the emergency fallback request successfully.

	
	NG-RAN node new handling:
If two requests are included in the same message, NG-RAN node fails the procedure

	Case 1:
Old AMF;
New NG-RAN node
	Old AMF may send two requests in the same UE context modification message as in the legacy case.
The new NG-RAN node fails the procedure.
This is not aligning with the legacy behavior. 
Emergency Fallback will always fail!

	Case 2:
New AMF
New NG-RAN node
	The new AMF normally would not send two requests in the same message, as per TS 23.501. 
In the abnormal cases that it sends two, the new NG-RAN node handles it as in Case 1 above and the outcome will always be failure.
This is not aligning with the legacy behavior.
Emergency Fallback will always fail!

	Case 3:
New AMF
Old NG-RAN node
	The new AMF normally would not send two requests in the same message, as per TS 23.501. 
In the abnormal cases that it sends two, the old NG-RAN node handles according to the legacy. No issue.



Observation 4: To specify that NG-RAN node always fails when the two requests received in the same UE context modification message is not aligning with the legacy behavior. 
It causes unnecessary Emergency Fallback Failure thus it is not acceptable.
We propose to specify that in the above case, NG-RAN node could ignore the AS Rekeying and only perform Emergency fallback handling as described in the successful operation.

Proposal 1: RAN3 to agree to the NG-RAN node shall only handle the Emergency Fallback in case it is requested together with AS Re-keying in the same UE context modification message.
The CR is submitted in [5] and [6].
Proposal 2: RAN3 to inform SA2 about the final agreement.
The LS reply is submitted in [7].

3	Proposals
Observation 1: The SA2 and SA3 response are align with our view to prioritize the emergency fallback handling. 
Observation 2a: with the current specification, when the two requests are included in the modification message, the outcome could be successful or failure.
Observation 2b: with the current AMF, it is a normal operation to send two requests in the same UE context modification message.
Observation 3: To specify that NG-RAN node only performs Emergency Fallback when the two requests received in the same UE context modification message aligns with the legacy behavior. NG-RAN node could handle the emergency fallback request successfully.
Observation 4: To specify that NG-RAN node always fails when the two requests received in the same UE context modification message is not aligning with the legacy behavior. 
[bookmark: _GoBack]It causes unnecessary Emergency Fallback Failure thus it is not acceptable.

Proposal 1: RAN3 to agree to the NG-RAN node shall only handle the Emergency Fallback in case it is requested together with AS Re-keying in the same UE context modification message.
Proposal 2: RAN3 to inform SA2 about the final agreement.
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