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1 Introduction
In last RAN2 meeting, an LS on RRC segmentation for handover and DC was sent to RAN3 with the following key points:
	1. Overall Description:

RAN2 discussed DL RRC segmentation in case of Dual Connectivity and handover. In particular, whether the SN (in case of Dual Connectivity) and the target (in case of handover) would need to be aware of the MN (in case of Dual Connectivity) and source (in case of handover) supports DL RRC segmentation.

The motivation for this is that the SN/target can provide RRC messages (SN-configuration and handover command, respectively) to the MN/source which are beyond the PDCP limit only if the MN/source supports DL RRC segmentation.

RAN2 discussed whether the MN/source can indicate this to the SN/target in the SCG-ConfigInfo/AS-context. But based on the discussion, it was identified that this is better to be discussed in, and potentially addressed by, RAN3.


In this contribution, we will address this issue from RAN3 point of view. 
2 Discussions
For the RRC segmentation, two aspects needs to be considered:

1) Maximum message size shared by multiple nodes

In NR system, we face several cases where the content of an RRC message is generated by multiple nodes. The following table lists some examples:
	
	Without CU-DU split 
	With CU-DU split 

	DC
	Max size shared between MN and SN
	Max size shared among MN, SN-CU, SN-DU

	Handover 
	No sharing 
	Max size shared between target CU and target DU

	Standalone 
	No sharing 
	Max size shared between gNB-CU and gNB-DU


Thus, the scheme should ensure that the RRC information in the RRC message generated by multiple nodes should not exceed the limitation. We note that the size limitation of PDCP SDU, i.e., 9000bytes, has been defined since Rel-15 (i.e., before introducing segmentation), and no inter-node signaling was introduced. We can understand some non-standardized way, e.g., OAM configuration, can handle this. For example,  

· In case of DC without CU-DU split in SN, OAM can configure to leave some room for MN generated configuration and SN is configured with the allowed size   
· In case of DC with CU-DU split in SN, OAM can configure some room for MN generated configuration and configure the allowed size to SN; meanwhile, OAM can configure some room for SN-CU generated configuration and configure the allowed size to SN-DU 

· In case of CU-DU split for target gNB or standalone gNB, OAM can configure some room for gNB-CU generated configuration and configure the allowed size to gNB-DU.  
Observation 1: In Rel-15, some non-standardized way, e.g., OAM, can ensure the maximum size (i.e., 9000bytes of PDCP SDU of an RRC message) shared among multiple nodes.  
In Rel-16, if segmentation capability is not assumed, the Rel-15 OAM configuration can be applied as well. However, it may cause some problem:
· No support of segmentation: in the cases where the content of RRC message is generated by multiple nodes, the RRC segmentation cannot be supported

· Inefficient RRC configuration to the UE: if the configurations cause large message size exceeding the limitation, several RRC reconfiguration procedures have to be performed to complete a full-set of configurations
· Cannot support joint success/failure: Sometimes network only wants reconfiguration to be done if all parts are accepted. If not, all parts should not be done. Due to no support of segmentation via Rel-15 method, such reconfiguration has to be done by several RRCReconfiguration messages. If the configurations in one RRCReconfiguration is failed, the other configurations from other RRCReconfigurations cannot be failed. Thus, Rel-15 method cannot support the joint success/failure of a full-set of configurations.
· Unnecessary admission failure: for example, gNB-CU wants to configure 2 cells for the UE in order to accept all the DRBs. However, due to the allowed size at the gNB-DU side, only one cell can be configured at the cost of rejecting some DRBs. In this case, the gNB-DU has to response with some DRBs failed to be accepted. 
Observation 2: Rel-15 method for maximum size shared among multiple nodes may cause 1) no support of segmentation, 2) inefficient RRC configuration to the UE, 3) Cannot support joint success/failure, and 4) unnecessary admission failure. 

 The root cause of the above problem is that the segmentation capability of network node is not taken into account. Thus, the second aspect we need consider is:

2) Segmentation capability of network node
After introducing segmentation in Rel-16, the node generating information in the RRC message (called the RRC generator) has to consider the capability of the RRC message transmitter (called RRC transmitter). In other words, the allowed size of the RRC generator depends on the segmentation capability of the RRC transmitter. For example, in case of DC, for the same gNB-DU, the allowed size can be 29000bytes if it acts as the SN-DU of the MN with segmentation capability, while the allowed size can be 6000bytes if it acts as the SN-DU of another MN with segmentation capability. 
Observation 3: to support RRC message segmentation, the RRC generator should have different allowed sizes depending on the segmentation capability of RRC transmitter.

 To achieve this purpose, three solutions can be considered:

· Alt. 1: OAM based capability-specific configuration
In this method, the configured allowed size(s) to a RRC generator can be applied to any RRC transmitter with the same segmentation capability.  For example, for any RRC transmitter with segmentation capability, OAM configures two allowed sizes to a gNB-DU being as RRC generator, e.g., 29000bytes if it acts as SN-DU in DC, and 41000bytes if it acts as target gNB-DU in HO. As another example, for any RRC transmitter without segmentation capability, OAM configures two allowed sizes to a gNB-DU being as RRC generator, e.g., 6000bytes if it acts as SN-DU in DC, and 8000bytes if it acts as target gNB-DU in HO. The different size setting is because, in DC case, the maximum size is shared by MN, SN-CU and SN-DU, while in HO case, the maximum size is shared by target gNB-CU and target gNB-DU.  
This method requires that the RRC generator should know the capability of the RRC transmitter, e.g., in HO case, the target gNB/gNB-CU should know the segmentation capability of source gNB, the target gNB-DU should know the capability of source gNB; in DC case, the SN/SN-CU should know the segmentation capability of MN, and SN-DU should know the segmentation capability of MN. In general, RAN3 assumes that the capability information of network node is not exchanged via the explicit signaling over the open interface (e.g., X2, Xn, F1), and OAM can ensure that the nodes with direct interface can know the capability of each other. However, we identify some cases where OAM configuration may not work:

· Case 1: non-Xn handover, in which the target gNB/gNB-CU cannot know who is the source gNB (RRC transmiter)
· Case 2: Xn handover, in which the target gNB-DU cannot know who is the source gNB (RRC transmiter)
· Case 3: DC, in which the SN-DU cannot know who is the MN (RRC transmitter)
The first 2 cases may not be a big problem. The RRCReconfiguration container in the HandoverPreparationInformation from source gNB can provide the implicit indication on the segmentation capability. The reason is that such RRCReconfiguration container includes the full configurations of the UE at the source side, and its size can implicitly indicate whether segmentation is supported or not. The only problem is case 3 since the SN-DU cannot deduce the segmentation capability from the RRC container (e.g., CG-ConfigInfo) from SN-CU, which is sent from MN. To solve this problem, SN-CU can indicate the segmentation capability of MN to the SN-DU assuming OAM already ensures that SN-CN knows such capability of MN. 
Observation 4: the OAM-based capability-specific configuration can support RRC segmentation for DC and Handover via the following schemes:

· OAM ensures the nodes with direct interface can know the segmentation capability of each other

· OAM configures the allowed sizes of RRC generator depending on the segmentation capability of RRC transmitter

· For DC case, the SN-CU will explicitly signal the segmentation capability of MN to SN-DU  

· Alt. 2: OAM based RRC transmitter-specific configuration 
In this method, the OAM configures the allowed size(s) for each RRC transmitter, and such size(s) is set by considering the capability of RRC transmitter already. For example, for RRC transmitter 1(gNB1) with segmentation capability, the gNB-DU being as RRC generator is configured with 29000bytes if it acts as SN-DU of gNB1 in DC, while for RRC transmitter 2 (gNB2) with segmentation capability, the same gNB-DU is configured with 23000bytes if it acts as SN-DU of gNB2 in DC. 
This method requires that the RRC generator should know who the RRC transmitter is, which cannot be achieved for the above three cases. Thus, to solve this problem, the RRC generator should be explicitly signaled the identity of the RRC transmitter. Among the above three cases, the RRC generator will receive the RRC container from the RRC transmitter. For example, in case 1 and case 2, the HandoverPreparationInformation can be received; while in case 3, the CG-ConfigInfo can be received. Those container can include the identity of the RRC transmitter. 
Observation 5: the OAM based RRC transmitter-specific configuration can support RRC segmentation for DC and handover via the following schemes:
· OAM configures the allowed sizes for each RRC transmitter identified by it gNB ID
The HandoverPreaparationInformation and CG-ConfigInfo can include the gNB ID of source gNB and MN, respectivelyFor the above OAM based methods, except the signaling enhancement, the OAM configurations among multiple nodes are inevitable. However, in the real deployment, the network nodes are vendor specific, especially, for DC and HO case, and different nodes may have different OAM. Thus, it may be difficult to coordinate among different OAM for the allowed size setting. Thus, we consider another signaling based method, i.e., 
· Alt. 3: Explicit signaling based method
In this method, the RRC generator is explicitly signaled the allowed size so that it can generate the RRC information accordingly. We have two variants:
1) Non-UE associated configuration on allowed size
In this variant, the allowed sizes are configured via non-UE associated signaling so that such sizes are node specific. For example, over Xn, the gNB1 can configure the allowed size to gNB2 when gNB1 is the RRC transmitter, or over F1, gNB-CU can configure the allowed size to gNB-DU when gNB-CU is the RRC transmitter. However, such method cannot configure the allowed size to SN-DU in case of DC since MN does not have direct interface with SN-DU. Thus, we see no need to consider this method.
2) UE-associated configuration on allowed size
In this variant, the allowed size is configured whenever the RRC generator needs generate RRC information. For example, in DC case, the MN can send the allowed size to SN/SN-CU considering the necessary room for MN generated configurations, and then SN-CU can send the allowed size to SN-DU considering the SN-CU generated configurations; in CU-DU split case, gNB-CU can send the allowed size to  gNB-DU; in HO case, the source gNB can send the segmentation allowed indication to the target node, which can allow the target nodes generate large size HO CMD. Based on this explicit signaling, the size configuration can be flexibly performed per RRC message. Alternatively, the segmentation capability plus the reserved size (which is used by the MN in case of DC, and used by the gNB-DU in case of CU-DU split) can be signaled to indicate the allowed size. 
Observation 6: the explicit UE-associated configuration method can support the RRC segmentation via the following schemes:
· The allowed size (or the segmentation capability + reserved size) is explicitly signaled to the RRC generator via X2/Xn/F1

The following table shows the comparison among the above three solutions:
	Solution
	Description
	Remarks

	Alt. 1: the OAM-based capability-specific configuration
	OAM ensures the nodes with direct interface can know the segmentation capability of each other
OAM configures the allowed sizes of RRC generator depending on the segmentation capability of RRC transmitter. E.g., for a gNB-DU, it is configured as 
· 29000bytes being SN-DU of MN with segmentation

· 41000bytes being target gNB-DU/gNB-DU with segmentation 

· 6000bytes being SN-DU of MN without segmentation

· 8000bytes being target gNB-DU/gNB-DU without segmentation
For DC case, the SN-CU will explicitly signal the segmentation capability of MN to SN-DU
	Merits:
Simple and minor signaling changes

Drawbacks:
The allowed size is fixed for any cases even the additional room is allowed for the RRC generator. 
OAM coordination is needed to set a suitable allowed size among nodes belonging to different vendors.

	Alt. 2: OAM based RRC transmitter-specific configuration
	OAM configures the allowed sizes for each RRC transmitter identified by it gNB ID, e.g., for a gNB-DU as RRC generator, the configurations for different RRC transmitter can be 
gNB1 (with segmentation)

· 29000bytes in case SN-DU of gNB1

gNB2 (with segmentation)

· 35000bytes in case SN-DU of gNB2

gNB3 (without segmentation)

· 6000bytes in case SN-DU of gNB3

…
The HandoverPreaparationInformation and CG-ConfigInfo can include the gNB ID of source gNB and MN, respectively


	Merits:

Node specific configurations
Drawbacks:

Complex OAM configuration

Medium signaling impact to RRC specification

OAM coordination is needed to set a suitable allowed size among nodes belonging to different vendors.

	Alt. 3: Explicit UE-associated configuration method 
	The allowed size (or segmentation capability + reserved size) is explicitly signaled to the RRC generator via X2/Xn/F1, e.g., S-Node Addition/Modification request message, UE context setup/modification request message can include the allowed size (or segmentation capability + reserved size), while HO Request message can include the segmentation allowed indication. 
	Merits:
It’s always possible to use the full size which may avoid a subsequent reconfiguration message
No need of OAM configuration and coordination
Drawbacks:
Additional signaling/ additional complexity


All three solutions are workable. Among them, we slightly prefer to Alt.3 because of the flexible size control and no need of OAM configuration and coordination. 
Proposal 1: The UE associated signaling can be used to indicate the allowed size, and the HO request message can be used to indicate the segmentation allowed indication.  
On the other hand, the explicit signaling of allowed size can be either included in inter-node message as an RRC information element or put outside as an IE in X2/Xn/F1 message IE. In our understanding, the latter method may be better since in DC case, the SN-CU may need update the allowed size by considering its own generated configurations. 

Proposal 2: the allowed size can be added as an IE in X2/Xn/F1 messages. 
3 Conclusions
In this contribution, we discuss RRC segmentation in handover and DC, and propose:
Proposal 1: Proposal 1: The UE associated signaling can be used to indicate the allowed size, and the HO request message can be used to indicate the segmentation allowed indication.  
Proposal 2: the allowed size can be added as an IE in X2/Xn/F1 messages.
Compared to signal “segmentation capability + reserved size”, the allowed size cost less signaling enhancement. Thus, the corresponding stage-3 CRs for X2/Xn/F1 are given in [1][2][3], respectively. 
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