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	Reason for change:
	About AS-Rekey and Emergency Fallback, RAN3 sent LS to SA2 and SA3, and get the following feedback:
SA3 S3-201484:
It is acceptable to SA3, for the network to give up the AS re-keying procedure and only initiate the emergency fallback procedure when the two procedures collide.
SA2 S2-2005909:
[bookmark: OLE_LINK4][bookmark: OLE_LINK5]When the AS re-keying procedure and the Emergency Fallback procedure collides, the AMF gives up the AS re-keying procedure and only initiates the emergency fallback procedure. If AMF includes both the Security Key IE and the Emergency Fallback Indicator IE within one NGAP UE CONTEXT MODIFICATION REQUEST message, NG-RAN takes it as abnormal case.
Based on these inputs, it is needed to introduce corresponding Abnormal Conditions in NGAP UE Context Modification procedure.

Considering that there are three workable options of NG-RAN handling：
· Option 1: NG-RAN node ignores both AS rekey and emergency fallback, send back UE CONTEXT MODIFICATION FAILURE message to AMF
· Option 2: NG-RAN node ignores the AS rekey parameters, and perform emergency fallback, send back UE CONTEXT MODIFICATION RESPONSE message to AMF
· Option3：NG-RAN node performs AS rekey and then Emergency fallback, send back UE CONTEXT MODIFICATION RESPONSE message to AMF
It is proposed to leave the NG-RAN node handling for such rare and abnormal case to implementation.


	
	

	Summary of change:
	Introduce Abnormal Conditions in the NGAP UE Context Modification procedure about the case in which both Security Key IE and Emergency Fallback Indicator IE are received in the same message, and clarify that the NG-RAN node handling is left to implementation.
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The impact can be considered isolated because the change only affects  the handling of simultaneously AS-rekey and Emergency fallback. 
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[bookmark: _Toc29503137][bookmark: _Toc36552349][bookmark: _Toc36553508][bookmark: _Toc36554076][bookmark: _Toc45106775][bookmark: _Toc45891770][bookmark: _Toc20954866][bookmark: _Toc29503303][bookmark: _Toc29503887][bookmark: _Toc29504471][bookmark: _Toc36552917][bookmark: _Toc36554644]8.3.4	UE Context Modification
//skip the unchanged part
[bookmark: _Toc20954869][bookmark: _Toc29503140][bookmark: _Toc36552352][bookmark: _Toc36553511][bookmark: _Toc36554079][bookmark: _Toc45106778][bookmark: _Toc45891773][bookmark: _Toc51764113]8.3.4.3	Unsuccessful Operation


Figure 8.3.4.3-1: UE context modification: unsuccessful operation
In case the UE context update cannot be performed successfully, the NG-RAN node shall respond with the UE CONTEXT MODIFICATION FAILURE message to the AMF with an appropriate cause value in the Cause IE. 
[bookmark: _Toc20954870][bookmark: _Toc29503141][bookmark: _Toc36552353][bookmark: _Toc36553512][bookmark: _Toc36554080]If the New AMF UE NGAP ID IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use the received New AMF UE NGAP ID IE or Old AMF UE NGAP ID IE in the UE CONTEXT MODIFICATION FAILURE message.
[bookmark: _Toc45106779][bookmark: _Toc45891774][bookmark: _Toc51764114]8.3.4.4	Abnormal Conditions
If the UE CONTEXT MODIFICATION REQUEST message including the New AMF UE NGAP ID IE is received after the NG-RAN node has initiated another class 1 NGAP EP, the NG-RAN node shall be prepared to receive the response message containing an AMF UE NGAP ID with the value received in the New AMF UE NGAP ID IE.
[bookmark: _GoBack]If the NG-RAN node receives both the Emergency Fallback Indicator IE and one of the security IEs (either the Security Key IE or the UE Security Capabilities IE) in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node handling is up to implementation.
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