3GPP TSG-RAN WG3 #111-e
draft-R3-210961
Online, 25th January -5th February 2021
Agenda Item:
9.3.3
Source:
Ericsson (moderator)

Title:
Summary of Offline Discussion on CB: # 8_ASrekey_EmergencyFallback
Document for:
Approval

1 Introduction
CB: # 8_ASrekey_EmergencyFallback

Nok

specify abnormal condition for NG-RAN node to fail the procedure with UE Context Modification Failure

HW

leave the NG-RAN node handling for such rare and abnormal case to implementation

E///,ZTE

NG-RAN node shall only handle the Emergency Fallback in case it is requested together with AS Re-keying in the same UE context modification message; liaise back SA2

CATT

In case of collision between emergency fallback and AS re-keying, NG-RAN should succeed the UE Context Modification procedure, and indicate AMF AS re-keying is failed due to the collision of the procedures.

An indication should be introduced in the UE CONTEXT MODIFICATION RESPONSE message to indicate the failure of AS re-keying procedure due to the collision.

- consensus for “light” approach / leaving to implementation

- check details

(E/// - moderator)

Summary of offline disc R3-210961
2 For the Chairman’s Notes

[TBD]

3 Discussion 

Among the interested companies’ contributions, the sets of solutions proposed to handle when AS rekeying and Emergency Fallback are requested in the same UE context Modification message are:
1. to specify abnormal condition for NG-RAN node to fail the procedure with UE Context Modification Failure (Nokia in [1], [2], [3])

2. to leave the NG-RAN node handling for such rare and abnormal case to implementation (Huawei in [4], [5], [6])
3. to specify that NG-RAN should ignore the AS Rekeying and proceed with Emergency fallback (Ericsson, ZTE in [7], [8], [9]

4. NG-RAN should succeed the UE Context Modification procedure and indicate AMF AS re-keying is failed due to the collision of the procedures. (CATT in [11], [12], [13])

A LS is also proposed to send back to SA2 to make a closure of the discuss related to the AS rekeying and Emergency fall back in [10].

As a first step, we discuss the four cases when old and new AMF and NG-RAN nodes are involved.

	Case
	Configuration

	Case 1
	New AMF, new NG-RAN node

	Case 2
	New AMF, old NG-RAN node

	Case 3
	Old AMF, old NG-RAN node

	Case 4
	Old AMF, new NG-RAN node


In below, two requests are “AS Rekeying request” and “Emergency Fallback” request.
New AMF:  means the AMF implemented the SA2 solution.

New NG-RAN node: means the NG-RAN node having the solution that we are discussing in this CB.

Question 1: for Case 1 and Case 2, the new AMF should make sure the two requests are not sent in the same UE context modification message. There should be no issue, do you agree?
	Company
	Comment

	Ericsson
	Yes

	Nokia
	Yes

	ZTE
	Yes

	Huawei
	Yes



Question 2: Case 3 is legacy. It belongs to a normal operation that the two requests are sent in the same UE context modification message. Do you agree?
	Company
	Comment

	Ericsson
	Yes

The NGAP protocol allows the two requests to be sent in the same message and specify the handling that NG-RAN node should handle the two requests.

	Nokia
	The standards does not prevent it but it could be seen as a bad implementation, considering the clarification from SA2.

	ZTE
	Yes, Agree with E///

	Huawei
	Very rare, considering the clarification from SA2.


Question 2b: What would an old NR-RAN node do if the two requests are sent in the same message, according to the current NGAP specification?
	Company
	Comment

	Ericsson
	The NG-RAN node would proceed both requests and in successful case, sends back UE CONTEXT MODIFICATION RESPONSE.

	
	


Question 3: Case 4 is when the old AMF sends two requests in the same UE context modification message, what should a new NG-RAN node do? We need to find solution for this case, do you agree?
	Company
	Comments

	Ericsson
	Yes. We think this is the case that we need a solution. 
And in our view, the solution should not differ so much with the legacy Case 3. We propose that the new NG-RAN node is allowed to ignore the AS rekeying request and only perform Emergency Fallback.
Note that with this solution:

1. the new NG-RAN node is still be able to perform as the old NG-RAN node to handle the two requests.

2. The new NG-RAN node can ignore the AS Rekeying and only perform emergency fallback

	Nokia
	Disagree. For case 2, 3 the NG-RAN node was not specified. This should remain the same. No CR at all might be the best way forward.  

	ZTE
	Yes, Agree with E///

	Huawei
	As we mentioned in our paper, all three options are workable and feasible. i.e. fail the procedure, only perform AS-rekey, perform both AS-rekey and emergency fallback.

In order to avoid IoT issue in the future, we propose to capture in the specification that it is up to RAN implementation.




4 Conclusion, Recommendations 

If needed
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