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1 Introduction

CB: # 29_NTN_CountrySpecificRouting

QC

Address scenario 1 (the cell does not support the PLMN of the UE’s registered AMF) by adding a general optional requirement on the NNSF (stage 2) for country and PLMN verification based on UE location following SA2; capture a requirement as per proposal

Include a statement (e.g. note) to highlight that the requirement above can be accomplished without UE location knowledge when the access cell only broadcasts PLMNs associated with the country in the coverage area of the cell thus addressing scenario 1 (e.g. by ignoring the temporary UE identity or GUMMEI when not consistent with such PLMNs).

Agree that scenario 2 (inter-border coverage spill-over (i.e., cell supports the PLMN of the UE’s registered AMF)) is covered by the general proposal above, and revisit this once the support for “fixed cell reporting” to the CN is better defined (pending RAN2).
CATT

It should be the UE’s responsibility to select the correct PLMN according to its own GNSS information. The gNB just obey it.

It should be assumed that every PLMN used in NTN provides service only for one country, unless 

Based on the two proposals above, no additional change is needed in RAN3 specs for honest UEs.

If the network figures out that a UE fakes its location deliberately, it should be treated as an attack and the network behavior need not be specified.

gNB can keep monitoring whether a UE fakes it location whenever the UE is connected to it, especially after NAS and AS security is activated.

We should not rely on the gNB to detect every location faking attack.

Based on the three proposals above, no additional change is needed in RAN3 specs on AMF selection to handle location faking (some clarification elsewhere is not precluded though).
Nok

In NTN, the NG-RAN node may need to ensure the selected AMF corresponds to the UE’s location
E///

NNSF decision in the NTN gNB should also be based on information on UE location.

User location information and mobility measurements by the UE can be used by the NTN gNB as additional input for NNSF; by collecting this information the NTN gNB can in addition learn about the environment and detect potential “unreliable” or “rogue” UEs.

User location information and mobility measurements, including inter-RAT/WLAN etc., can be reused for NTN without the need to specify additional functionality in the gNB.

Discuss whether to combine the approach proposed [by QC] with the above proposals
HW

scenario 2  Non-Cell-Border connection with V-UE not up-to-date should be discuss and solve with high priority

scenario 3 Non-Cell-Border connection with S-UE, and generally all scenario which does not operate in “friendly” environment, without respect of local regulation and respect of the 3GPP agreement are out of scope of the WI 

scenario 4: Cell-Border connection with UE should be discuss and solve with high priority

scenario 5: Large Cell-Border connection with UE should be  discuss by RAN3, confirm similar or different at scenario 4? 

scenario 6 Mobile Cell-Border should not be supported in this release. RAN to agree on this proposal and capture this agreement in stage 2 

capture in chairman note an FFS for connected and inactive mode for the scenario which have high priority for RAN3
- Consensus that rogue/unreliable UE handling is out of WI scope and can be left to nw implementation?

- Consensus that network-based UE positioning methods to solve given scenarios is not necessary?

- Agreeable to capture/clarify NNSF behavior in st2 (e.g. 0366), possibly combining with ULI description? (e.g. 0516)

- Additional scenarios FFS? (e.g. 0707)
(QC - moderator)

Summary of offline disc R3-210974
2 For the Chairman’s Notes
Propose the following:
R3-20xxxa, R3-20xxxc merged

R3-20xxxc rev [in xxxg] – agreed

R3-20xxxd rev [in xxxh] – agreed

R3-20xxxe rev [in xxxi] – agreed

R3-20xxxf rev [in xxxj] – endorsed

Propose to capture the following:

Agreement text…
Agreement text…

WA: carefully crafted text…

Issue 1: no consensus

Issue 2: issue is acknowledged; need to further check the impact on xxx. May be possible to address with a pure st2 change. To be continued…
3 Discussion 
In RAN3#110-e, it was captured that

NNSF for NTN may need additional information w.r.t. terrestrial case

As a further baseline item, we should note that SA2 has agreed a CR [7] which states that RAN selects an AMF/AMF set 

“when the UE attempts to establish a RRC connection with an AMF serving a different country to where the UE is located and the 5G-AN is configured to ensure that RRC connections use an AMF serving the country where the UE is located ”.

 The requirement is valid when the following conditions are fulfilled as per [7]:

-
the 5G-AN knows in what country the UE is located, and  

- 
the 5G-AN is connected to AMFs serving different PLMNs of different countries, and 

-
the UE provides a 5G-S-TMSI or GUAMI indicating an AMF serving a different country to where the UE is located, and

- 
the 5G-AN is configured to enforce selection of the AMF based on the country the UE is currently located. 

Then the 5G-AN shall select an AMF serving a PLMN corresponding to the UE’s current location as per [7].

The same topic is discussed in documents [1-6].
Ref [1] describes two scenarios (NNSF in non-border cell, and NNSF in border cell), and proposes text in [2] for TS 38.410 to cover both scenarios.

Ref [3] argues that PLMN selection is done by the UE, and can be done based on location. In addition, if PLMN provides access for one country only, no additional change is required for UE attack (or this should be left to implementation).

Ref [4] proposes that “the NG-RAN node may need to ensure the selected AMF corresponds to the UE’s location”.

Ref [5] includes a text proposal for TS 38.300 stating that “The NG-RAN node may use User Location Information, UE position and UE mobility measurements (e.g. intra-/inter-RAT, WLAN measurements) to support the selection of an AMF”. The discussion notes that the NNSF decision may also be based on UE location, and then discusses options for direct / indirect information on location, reflected in the text proposal.
Ref [6] describes five scenarios. Of these, it thinks that two scenarios should be prioritized i.e. “non-border cell with not up-to-date V-UE”, and “cell border”. The document also notes that there should be an FFS for connected and inactive mode for scenarios for “high priority scenarios”.
3.1 Generic approach 
A possible generic approach would be to start from the SA2 requirement as above, see [7], and discuss relevant impacts in RAN taking into account the various documents and proposals.
The conditions given above (for RAN mechanism) are

A) the 5G-AN knows in what country the UE is located, and  

B) the 5G-AN is connected to AMFs serving different PLMNs of different countries, and 

C) the UE provides a 5G-S-TMSI or GUAMI indicating an AMF serving a different country to where the UE is located, and

D) the 5G-AN is configured to enforce selection of the AMF based on the country the UE is currently located.

Conditions A, B and D can be seen as pre-requisites and common to all scenarios. Condition A is basic, i.e. obviously nothing works unless the RAN can determine the country the UE is located in with some degree of certainty. Condition B is also basic, i.e. there is no NNSF option related to country routing in this case anyway. Condition D is also a basic part of the scenario i.e. the RAN is configured according to the requirement.

Condition C seems to be the critical one. This condition should be cross-correlated with the scenario discussion, i.e. the question is under what conditions the UE has this behaviour.

Do you agree with use of the SA2 requirements [7] as a basis for discussion in RAN3?  
	Company
	Comment

	Nokia
	Agree to use SA2 requirement.

	
	

	
	

	
	


3.2 Scenarios based on the SA2 description: cross-border cell
Several of the documents describe or refer to the cross-border cell scenario. 

The basic point is that cell coverage in this scenario is not limited to within a particular country so there could be an inconsistency between the 5G-S-TMSI and/or GUAMI and the location of the UE.

Although not discussed, there seem to be at least two sub-scenarios:

(a) Cell broadcasts a single PLMN (supported by the AMF that the 5G-S-TMSI/GUAMI point to)
(b) Cell broadcasts PLMNs of the two countries
In case (a), if RAN is configured to enforce the feature, there seems to be no way to select an appropriate AMF, because the cell itself does not support service for the PLMN of the country where the UE is located. The RAN can however negate service.

In case (b), the RAN could override the 5G-S-TMSI/GUAMI as per SA2 CR and select a different AMF.

Note that ref [6] describes two scenarios (4 and 5) which seem basically the same as above, with the difference of the cell size. It seems reasonable to focus on the principle for now unless there is an obvious difference between the two.
From RAN3 point of view, the impact seems to be that

(1) The RAN needs the location of the UE (pre-requisite)
(2) The RAN selects the AMF (or possibly rejects the UE) based on the location information

Do you agree with the above scenario description and impacts? Please provide any comments on this.

	Company
	Comment

	Nokia
	Agree with the above impact to RAN3. 

It is RAN2 scope to reject the UE. RAN3 only need to consider the AMF selection.

	
	

	
	

	
	


3.3 Scenarios based on the SA2 description: non-border cell

This scenario is described in [1], but also seems to correspond roughly to scenarios 1, 2 and 3 in [6]. 
Referring back to the SA2 scenarios, the key point is that “the UE provides a 5G-S-TMSI or GUAMI indicating an AMF serving a different country to where the UE is located”. In addition, in this case the cell does NOT broadcast any PLMN supported by the AMF that the 5G-S-TMSI/GUAMI point to (and we assume that the cell area is all in the “home country”).
What happens here may depend on whether the UE is trying to do a TAU or not. 

In the Registartion case, it is normal that the UE provides both the PLMN of the cell and the original GUAMI in msg5. The RAN should ignore the GUAMI even if it has connectivity to the AMF. This could fall into any of the scenarios 1, 2 and 3 in [6], depending on the cell sizes, topology etc.
In the non-Registration case, the UE would provide a 5G-S-TMSI and later in msg5 also the selected PLMN. The RAN simply has to check that the AMF supports the PLMN providing service in this area, even if it has connectivity. The issue with the non-Registration case is whether in general this is to be expected i.e. ref [1] discusses this as a possible consequence of malicious configuration of the UE by the home AMF, while ref [6] describes this as possible in scenarios 2 and 3. Ref [6] discounts scenario 3 as being outside of 3GPP scope, but does not argue against the possibility of the scenario.
In summary, the scenario described above seems possible in a general sense, and we can abstract from how it comes about as there seem to be different options that come to the same result. The impact seems to be 

1) RAN selects an AMF that is consistent with the selected PLMN (and/or implicit UE location / coverage area of the cell), irrespective of connectivity towards the AMF indicated by the UE

Do you agree with the above scenario description and impact? Please provide any comments on this.
	Company
	Comment

	Nokia
	Agree. 

The main point is to ignore the information from the UE. So should it be “…irrespective of the AMF ID and 5G-S-TMSI indicated by the UE”, rather “… irrespective of connectivity towards the AMF indicated by the UE”? 



	
	

	
	

	
	


3.4 Stage 2 proposals

Two stage 2 text proposals have been made, for TS 38.300 [5] and TS 38.410 [2][4].
We can discuss whether these are appropriate.

The proposal in [2] is a revision of a previous CR which focused on selecting an AMF that supports the selected PLMN (i.e. targeted to the non-border cell scenario). It has now been rewritten to be more general i.e. cover all cases under a general requirement. It also includes some text on behaviour after initial access, and editor’s note relating to dependency on access to location information in NTN.

The proposal in [5] also adds a general requirement that “the NG-RAN node may use User Location Information, UE position and UE mobility measurements (e.g. intra-/inter-RAT, WLAN measurements) to support the selection of an AMF”.
The proposal in [4] also adds a general requirement that “In case of NTN, the NG-RAN node may need to ensure the selected AMF corresponds to the UE’s location”.
It is noted in [5] that the proposals could be complementary (different specifications). This is based on the previous version of [2], but in general we should focus on what makes sense and not worry too much about current text – it can be reworked – if need be a merge is possible etc etc.
In any case, to start with, please provide any comments on the proposals including

· Where text is needed (38.300, 38.410, both) 

· Which aspects are acceptable / FFS / etc on either proposal (with a view to building towards a baseline)
	Company
	Comment

	Nokia
	we prefer to have a general requirement in 38.410. for example

When the NG-RAN node is configured to ensure the selected AMF corresponds to where the UE is located, as described in TS 23.501 [8], the NG-RAN node shall take into account UE location information, if available, when determining the AMF during and after the initial access.

	
	

	
	

	
	


3.5 Other

As mentioned above, [6] notes that there should be an FFS for connected and inactive mode for scenarios for “high priority scenarios”. This might just be a TBD in the chairman’s notes.

The moderator may also have missed other relevant aspects!

Please provide any comments on (1) the proposal of an “FFS” for connected and inactive mode, and (2) any other relevant aspects not covered above.

	Company
	Comment

	
	

	
	

	
	


4 Conclusion, Recommendations [if needed]
If needed
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