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1 Introduction

CB: # 29_NTN_CountrySpecificRouting

QC

Address scenario 1 (the cell does not support the PLMN of the UE’s registered AMF) by adding a general optional requirement on the NNSF (stage 2) for country and PLMN verification based on UE location following SA2; capture a requirement as per proposal

Include a statement (e.g. note) to highlight that the requirement above can be accomplished without UE location knowledge when the access cell only broadcasts PLMNs associated with the country in the coverage area of the cell thus addressing scenario 1 (e.g. by ignoring the temporary UE identity or GUMMEI when not consistent with such PLMNs).

Agree that scenario 2 (inter-border coverage spill-over (i.e., cell supports the PLMN of the UE’s registered AMF)) is covered by the general proposal above, and revisit this once the support for “fixed cell reporting” to the CN is better defined (pending RAN2).
CATT

It should be the UE’s responsibility to select the correct PLMN according to its own GNSS information. The gNB just obey it.

It should be assumed that every PLMN used in NTN provides service only for one country, unless 

Based on the two proposals above, no additional change is needed in RAN3 specs for honest UEs.

If the network figures out that a UE fakes its location deliberately, it should be treated as an attack and the network behavior need not be specified.

gNB can keep monitoring whether a UE fakes it location whenever the UE is connected to it, especially after NAS and AS security is activated.

We should not rely on the gNB to detect every location faking attack.

Based on the three proposals above, no additional change is needed in RAN3 specs on AMF selection to handle location faking (some clarification elsewhere is not precluded though).
Nok

In NTN, the NG-RAN node may need to ensure the selected AMF corresponds to the UE’s location
E///

NNSF decision in the NTN gNB should also be based on information on UE location.

User location information and mobility measurements by the UE can be used by the NTN gNB as additional input for NNSF; by collecting this information the NTN gNB can in addition learn about the environment and detect potential “unreliable” or “rogue” UEs.

User location information and mobility measurements, including inter-RAT/WLAN etc., can be reused for NTN without the need to specify additional functionality in the gNB.

Discuss whether to combine the approach proposed [by QC] with the above proposals
HW

scenario 2  Non-Cell-Border connection with V-UE not up-to-date should be discuss and solve with high priority

scenario 3 Non-Cell-Border connection with S-UE, and generally all scenario which does not operate in “friendly” environment, without respect of local regulation and respect of the 3GPP agreement are out of scope of the WI 

scenario 4: Cell-Border connection with UE should be discuss and solve with high priority

scenario 5: Large Cell-Border connection with UE should be  discuss by RAN3, confirm similar or different at scenario 4? 

scenario 6 Mobile Cell-Border should not be supported in this release. RAN to agree on this proposal and capture this agreement in stage 2 

capture in chairman note an FFS for connected and inactive mode for the scenario which have high priority for RAN3
- Consensus that rogue/unreliable UE handling is out of WI scope and can be left to nw implementation?

- Consensus that network-based UE positioning methods to solve given scenarios is not necessary?

- Agreeable to capture/clarify NNSF behavior in st2 (e.g. 0366), possibly combining with ULI description? (e.g. 0516)

- Additional scenarios FFS? (e.g. 0707)
(QC - moderator)

Summary of offline disc R3-210974
2 For the Chairman’s Notes
Propose the following:
Proposal 1: Acknowledge SA2 requirements on NNSF (S2-2009486)
Proposal 2: Further work on stage 2 CRs for 38.410 and 38.300 (revisions of R3-210366 and R3-210516)

Proposal 3: Consider inclusion of FFSs for connected / inactive in above
3 Discussion 
In RAN3#110-e, it was captured that

NNSF for NTN may need additional information w.r.t. terrestrial case

As a further baseline item, we should note that SA2 has agreed a CR [7] which states that RAN selects an AMF/AMF set 

“when the UE attempts to establish a RRC connection with an AMF serving a different country to where the UE is located and the 5G-AN is configured to ensure that RRC connections use an AMF serving the country where the UE is located ”.

 The requirement is valid when the following conditions are fulfilled as per [7]:

-
the 5G-AN knows in what country the UE is located, and  

- 
the 5G-AN is connected to AMFs serving different PLMNs of different countries, and 

-
the UE provides a 5G-S-TMSI or GUAMI indicating an AMF serving a different country to where the UE is located, and

- 
the 5G-AN is configured to enforce selection of the AMF based on the country the UE is currently located. 

Then the 5G-AN shall select an AMF serving a PLMN corresponding to the UE’s current location as per [7].

The same topic is discussed in documents [1-6].
Ref [1] describes two scenarios (NNSF in non-border cell, and NNSF in border cell), and proposes text in [2] for TS 38.410 to cover both scenarios.

Ref [3] argues that PLMN selection is done by the UE, and can be done based on location. In addition, if PLMN provides access for one country only, no additional change is required for UE attack (or this should be left to implementation).

Ref [4] proposes that “the NG-RAN node may need to ensure the selected AMF corresponds to the UE’s location”.

Ref [5] includes a text proposal for TS 38.300 stating that “The NG-RAN node may use User Location Information, UE position and UE mobility measurements (e.g. intra-/inter-RAT, WLAN measurements) to support the selection of an AMF”. The discussion notes that the NNSF decision may also be based on UE location, and then discusses options for direct / indirect information on location, reflected in the text proposal.
Ref [6] describes five scenarios. Of these, it thinks that two scenarios should be prioritized i.e. “non-border cell with not up-to-date V-UE”, and “cell border”. The document also notes that there should be an FFS for connected and inactive mode for scenarios for “high priority scenarios”.
3.1 Generic approach 
A possible generic approach would be to start from the SA2 requirement as above, see [7], and discuss relevant impacts in RAN taking into account the various documents and proposals.
The conditions given above (for RAN mechanism) are

A) the 5G-AN knows in what country the UE is located, and  

B) the 5G-AN is connected to AMFs serving different PLMNs of different countries, and 

C) the UE provides a 5G-S-TMSI or GUAMI indicating an AMF serving a different country to where the UE is located, and

D) the 5G-AN is configured to enforce selection of the AMF based on the country the UE is currently located.

Conditions A, B and D can be seen as pre-requisites and common to all scenarios. Condition A is basic, i.e. obviously nothing works unless the RAN can determine the country the UE is located in with some degree of certainty. Condition B is also basic, i.e. there is no NNSF option related to country routing in this case anyway. Condition D is also a basic part of the scenario i.e. the RAN is configured according to the requirement.

Condition C seems to be the critical one. This condition should be cross-correlated with the scenario discussion, i.e. the question is under what conditions the UE has this behaviour.

Do you agree with use of the SA2 requirements [7] as a basis for discussion in RAN3?  
	Company
	Comment

	Nokia
	Agree to use SA2 requirement.

	CATT
	Agree for B and C, No for A, and D.

For A, the gNB cannot easily locate the UE accurate enough upon the initial access, when AS security is not activated.  
For D, according to the current version of TS 33.501 (especially §A.2), the PLMN must be selected according to the UE’s selected PLMN upon sending e.g. the RRCSetupComplete message, or otherwise the NAS security activation procedure will be bound to fail (Please see [3] for detail). The gNB does not have any right on PLMN selection.

NG-RAN node may select an AMF node considering the UE location info for a given PLMN. But this has nothing to do with how to meet the requirement of local interception.
So we can’t agree with D unless an LS is received from SA3 indicating that they are to revise this basic key derivation mechanism.

	Huawei
	Agree on SA2 requirements.

	Vodafone
	Agree to use the SA2 (and SA3-LI) requirements

	Apple
	Agree on SA2 requirements. 

	Qualcomm
	Agree with SA2 requirements. 

Regarding CATT’s comments, there are currently two solutions in SA2, one based on RAN NNSF action as described above, and another based on AMF action. Both are needed, but for different scenarios, and of course subject to network configuration. 

The RAN NNSF solution applies when the gNB can direct the Initial UE Message to an AMF corresponding to a country where the UE is (and of course the gNB can detect this location to a reasonable accuracy). Indeed, it is true that the AMF will fail the NAS procedure, but this is the wanted behaviour, and the AMF should then configure the UE appropriately as part of the failure message. The key part is that the message is not routed to the old AMF.
[CATT’s reply] 
As QC explained, the RAN NNSF solution applies when the gNB can direct the Initial UE Message to an AMF corresponding to a country where the UE is. 
But in case of UE initial access, the AS security is not activated, gNB may not possible to get the accurate location of the UE when select the AMF to send the Initial UE Message. For the UEs near the border of the countries, the problem is even worse. 
As assumed in our WI scope, the UE should have GNSS capability. Why not let UE select the correct PLMN on its own at the beginning.

As long as the UE selects the correct PLMN, the behavior of the gNB could be totally the same as legacy.

	Thales
	Agree to use the SA2 (and SA3-LI) requirements. Note that SA3-LI requirements have been provided in S3i-200056.
[CATT’s reply]
Yes, in the S3i-200056, there’s one requirement related, as below:
· Any solution shall support the ability to enforce the use of a Core Network of PLMN in the country where the UE is physically located. The enforcement needs to also include cross-border service continuity scenarios.
We should assume the UEs in this scenario could select a correct PLMN on basis of its GNSS capability. Then the gNB could correctly select the AMF base on the selected PLMN. 
Thus, the requirement of core network could be satisfied without any further impact to RAN3.


	ZTE
	Agree on SA2 requirements.

	Ericsson
	Agree

	NEC
	Agree to use the SA2 requirements as a basis for discussion in RAN3.

	China Telecom
	Agree to use SA2 requirements.


Summary: With one exception, all companies agree with the SA2 requirements above. One company thinks this can be handled in other ways, but this seems to be a SA2 discussion.

Proposal 1: Acknowledge SA2 requirements on NNSF (S2-2009486)
3.2 Scenarios based on the SA2 description: cross-border cell
Several of the documents describe or refer to the cross-border cell scenario. 

The basic point is that cell coverage in this scenario is not limited to within a particular country so there could be an inconsistency between the 5G-S-TMSI and/or GUAMI and the location of the UE.

Although not discussed, there seem to be at least two sub-scenarios:

(a) Cell broadcasts a single PLMN (supported by the AMF that the 5G-S-TMSI/GUAMI point to)
(b) Cell broadcasts PLMNs of the two countries
In case (a), if RAN is configured to enforce the feature, there seems to be no way to select an appropriate AMF, because the cell itself does not support service for the PLMN of the country where the UE is located. The RAN can however negate service.

In case (b), the RAN could override the 5G-S-TMSI/GUAMI as per SA2 CR and select a different AMF.

Note that ref [6] describes two scenarios (4 and 5) which seem basically the same as above, with the difference of the cell size. It seems reasonable to focus on the principle for now unless there is an obvious difference between the two.
From RAN3 point of view, the impact seems to be that

(1) The RAN needs the location of the UE (pre-requisite)
(2) The RAN selects the AMF (or possibly rejects the UE) based on the location information

Do you agree with the above scenario description and impacts? Please provide any comments on this.

	Company
	Comment

	Nokia
	Agree with the above impact to RAN3. 

It is RAN2 scope to reject the UE. RAN3 only need to consider the AMF selection.

	CATT
	For (a) and (b), it is nothing more than the legacy network behaviour—as specified in §5.5.1.3.2 of TS 24.501 for example, a UE can provide a 5G-GUTI assign by another PLMN, and as specified in §5.5.1.3.2 of TS 24.501 include the GUAMI part of the 5G-GUTI in the RRC message.

For this case the RAN should obviously select another AMF as defined in §6.3.5 of TS 23.501:

2)
When the UE provides 5G-S-TMSI or GUAMI but the routing information (i.e. AMF identified based on AMF Set ID, AMF pointer) present in the 5G-S-TMSI or GUAMI is not sufficient and/or not usable (e.g. UE provides GUAMI with an AMF region ID from a different region).

And according to §5.18.3 of TS 23.501:

When a UE performs an Initial Registration to a network, one of available PLMNs shall be selected to serve the UE. UE uses all the received broadcast PLMN-IDs in its PLMN (re)selection processes which is specified in TS 23.122 [17]. UE shall inform the NG-RAN of the selected PLMN so that the NG-RAN can route correctly. The NG-RAN shall inform the core network of the selected PLMN.

We don’t think the network behaviour for Case (b) here in NTN is different from the one for legacy network sharing.

And as pointed in 3.1, we disagree with both “impacts”—they are not feasible at all unless changing on TS 33.501.

	Huawei
	Agree with the scenario and RAN3 impacts.

3 minor clarifications:

1)  To clarify the scenario, the UE has no way to understand that it crosses the border, e.g. no TAU, no MSG5 information update. The direct consequence is that it will provide the information like in home network
2) The clarification 1) is independent of NR CGI fixed geo. We can state that each country has its own ground fixed cell ID. This becomes more relevant in case of large single beam over 2 countries. That’s why the two scenarios 4 and 5 in [6] bring the problem to other scale, which might require particular solution due the scale issue e.g. number of UEs, size of cells fixed and not … But we agree to not down prioritize these scenarios
3) It is better to not mention “pre-requisite” for one, because we do not know as example if this information is available at RRC MSG5 and NNSF decision …. 

	Vodafone
	Agree – and also tend to agree with the Nokia and Huawei comments.
Overall, I expect that where a cell spans across a border, either:

a) The countries are relatively friendly and then they tolerate some mis-routeing (in a somewhat similar manner to current 2G networks that spill across borders), or 

b) The countries are hostile and then the satellite operator is banned from using that cell for anyone.

	Apple
	Agree on the RAN3 impact. Also Agree with Nokia.  

	Qualcomm
	Agree with the scenario and RAN3 impacts.

Scenario (a) may or may not be better served by an AMF solution because it depends on whether the gNB has connectivity to an AMF of the country that the UE is in, see also previous comment.

To Nokia’s point, agree we should just focus on NNSF here.

To CATT’s point, this case does imply non-legacy behaviour, because the intention is to override the PLMN selection (which then forces a NAS level failure).
[CATT’s reply]
We understand the case to override PLMN selection as proposed should only happen in case of UE select a wrong PLMN.
If gNB could confirm the UE selects a wrong PLMN in the country it’s located, two ways to go:

· RAN selects the AMF according to the UE location info, this will result in the NAS failure. 
· RAN drop the UE directly without inform 5GC. 
Selecting an AMF in order only to reject it brings only unnecessary load without any benefit. We see the 2nd option seems to be more straightforward, the details should be discussed in RAN2.

Above all, we assume NTN UEs should correctly select the PLMN as the GNSS capability is assumed, gNB should perform NNSF with the same strategy as legacy.
On how to handle the “rogue” UE which select a wrong PLMN than the one of the country it’s located, further discussion may be needed.
Furthermore, we never specify how to treat “rogue” UEs in our RAN3 specs.

	Thales
	Agree with Nokia (above scenarios and impacts)

	ZTE
	Agree with Nokia.

	Ericsson
	It may be a matter of timing (especially for moving beams) when the UE “sees” which set of PLMNs. In case of large not moving cells it is assumed that both PLMNs are broadcast, for moving cells the broadcast of PLMNs may vary with time. The UE should have the possibility to select a PLMN indicated in SIB at the time of initial access. This all sounds like legacy behaviour, the additional functionality then requires taking the location into account, by the UE and the network.

So, scenario (a) seems questionable in the context of border cell scenarios.

It is also assumed that initial access will be only possible by first “trusting” the UEs PLMN selection, while RAN would need to take action when the UE’s location is determined and the UEs selection was proven wrong.

	NEC
	Agree on the RAN3 impact. Also Agree with Nokia.  

	China Telecom
	Agree with the above scenario description and RAN3 impacts.


Summary: The scenarios are acknowledged but are quite dependent on deployment aspects, and as several companies point out, some overspill may anyway be tolerated. In any case, RAN cannot modify NNSF action unless it has other options (access to different AMF). Also, it may not always be possible to determine the UE’s location with sufficient accuracy at access, which also results in some tolerance at access.
3.3 Scenarios based on the SA2 description: non-border cell

This scenario is described in [1], but also seems to correspond roughly to scenarios 1, 2 and 3 in [6]. 
Referring back to the SA2 scenarios, the key point is that “the UE provides a 5G-S-TMSI or GUAMI indicating an AMF serving a different country to where the UE is located”. In addition, in this case the cell does NOT broadcast any PLMN supported by the AMF that the 5G-S-TMSI/GUAMI point to (and we assume that the cell area is all in the “home country”).
What happens here may depend on whether the UE is trying to do a TAU or not. 

In the Registartion case, it is normal that the UE provides both the PLMN of the cell and the original GUAMI in msg5. The RAN should ignore the GUAMI even if it has connectivity to the AMF. This could fall into any of the scenarios 1, 2 and 3 in [6], depending on the cell sizes, topology etc.
In the non-Registration case, the UE would provide a 5G-S-TMSI and later in msg5 also the selected PLMN. The RAN simply has to check that the AMF supports the PLMN providing service in this area, even if it has connectivity. The issue with the non-Registration case is whether in general this is to be expected i.e. ref [1] discusses this as a possible consequence of malicious configuration of the UE by the home AMF, while ref [6] describes this as possible in scenarios 2 and 3. Ref [6] discounts scenario 3 as being outside of 3GPP scope, but does not argue against the possibility of the scenario.
In summary, the scenario described above seems possible in a general sense, and we can abstract from how it comes about as there seem to be different options that come to the same result. The impact seems to be 

1) RAN selects an AMF that is consistent with the selected PLMN (and/or implicit UE location / coverage area of the cell), irrespective of connectivity towards the AMF indicated by the UE

Do you agree with the above scenario description and impact? Please provide any comments on this.
	Company
	Comment

	Nokia
	Agree. 

The main point is to ignore the information from the UE. So should it be “…irrespective of the AMF ID and 5G-S-TMSI indicated by the UE”, rather “… irrespective of connectivity towards the AMF indicated by the UE”? 



	CATT
	Agree. But this is entirely the same behaviour as legacy TN. 

For the inter-boarder scenario, the same principle should be applied, i.e. NG-RAN selects AMF based on the info provided in RRC message (e.g. selected PLMN).

	Huawei
	Agree

	Vodafone
	Agree – the key issue to solve is that of a deliberately misconfigured AMF. 

	Apple
	Agree

	Qualcomm
	Agree. 

In our view, this is what should happen today, as CATT states, but NTN multi-country gNBs make this less obvious, and there is nothing captured in RAN specifications on this (related to NNSF); particularly if the UE provides a 5G-S-TMSI. We think this is captured by a general requirement on “location-based NNSF” although we could add a note to clarify for this use case, see [2].

	Thales
	Agree

	ZTE
	Agree

	Ericsson
	What if one 5GC operator and the NTN operator are both bad guys? ;-)

Do we assume the 5GC operator to have access to NTN configuration of “their own” SIB1 content?

If the NTN data can be trusted, by whatever positive attitude, couldn’t it be assumed that the same approach be applied as for the case in 3.2 is sufficient, just that the UEs location needs to be checked against the selected PLMN/AMF on a regular basis?

	NEC
	Agree

	China Telecom
	Agree.


Summary: The scenario is acknowledged. As pointed out by Ericsson, this can be covered in principle by the same general NNSF behaviour. The main difference in this case is that the location should be quite clear from the access cell in this case.
3.4 Stage 2 proposals

Two stage 2 text proposals have been made, for TS 38.300 [5] and TS 38.410 [2][4].
We can discuss whether these are appropriate.

The proposal in [2] is a revision of a previous CR which focused on selecting an AMF that supports the selected PLMN (i.e. targeted to the non-border cell scenario). It has now been rewritten to be more general i.e. cover all cases under a general requirement. It also includes some text on behaviour after initial access, and editor’s note relating to dependency on access to location information in NTN.

The proposal in [5] also adds a general requirement that “the NG-RAN node may use User Location Information, UE position and UE mobility measurements (e.g. intra-/inter-RAT, WLAN measurements) to support the selection of an AMF”.
The proposal in [4] also adds a general requirement that “In case of NTN, the NG-RAN node may need to ensure the selected AMF corresponds to the UE’s location”.
It is noted in [5] that the proposals could be complementary (different specifications). This is based on the previous version of [2], but in general we should focus on what makes sense and not worry too much about current text – it can be reworked – if need be a merge is possible etc etc.
In any case, to start with, please provide any comments on the proposals including

· Where text is needed (38.300, 38.410, both) 

· Which aspects are acceptable / FFS / etc on either proposal (with a view to building towards a baseline)
	Company
	Comment

	Nokia
	we prefer to have a general requirement in 38.410. for example

When the NG-RAN node is configured to ensure the selected AMF corresponds to where the UE is located, as described in TS 23.501 [8], the NG-RAN node shall take into account UE location information, if available, when determining the AMF during and after the initial access.

	CATT
	Neither is needed.

The gNB has no other choice than selecting an AMF according to the selected PLMN indicated in the RRC message, which is entirely the same behaviour as in legacy TN.
NG-RAN node may consider the UE location info when select an AMF among the AMFs for a given PLMN. This is what we could agree for now.


	Huawei
	Both TP for 38.410 and 38.300 are needed.
Today the NNSF is manage by basic rules, we must clarify that in case of NTN gNB may “invalidate” the Legacy information. 

This should be enough, we doubt we can specify more.

NNSF is described in 38.410 and there is a Temp ID management in 38.300 which needs clarification with respect of NTN or TP like in [5]

	Vodafone
	The current RAN specs ban the RAN from complying with the new requirements documented by SA2 / requested by SA3-LI. Hence some CR(s) are needed. Updating both 38.410 and 38.300 seems reasonable.

	Qualcomm
	We also prefer to add a general requirement in 38.410 to start with, possible impact to 38.300 can be seen later. A simple option would be to revise using Nokia’s text above (or similar) which ”shortens” [2] in a nice way, adding perhaps the Editor’s Note of [2] (or similar).

	Thales
	Agree with Vodafone recommendations. More over:

CR for TS 38.410: QC proposed CR in R3-210366 could be a good basis for discussion.

CR for TS 38.300: Ericsson proposed TP in R3-210516 could be good basis for discussion

	Ericsson
	QC and E/// CRs seem to be fine, as some of you say.

	China Telecom
	Same view as Nokia, we think that the NNSF for NTN needs clarification in 38.410.


Summary: Almost all companies are fine with attempting a change in 38.410, and some also for 38.300. In a second phase, further work can be done on R3-210366 and R3-210516.
3.5 Other

As mentioned above, [6] notes that there should be an FFS for connected and inactive mode for scenarios for “high priority scenarios”. This might just be a TBD in the chairman’s notes.

The moderator may also have missed other relevant aspects!

Please provide any comments on (1) the proposal of an “FFS” for connected and inactive mode, and (2) any other relevant aspects not covered above.

	Company
	Comment

	Huawei
	We can satisfy on an agreement and TP as proposed in 3.4 for this meeting. 

Other aspects connected and inactive mode could be discuss later.

	Vodafone
	The case of intra-gNB handover between countries also needs to be documented (as it needs to provoke an inter-AMF, inter-PLMN handover to the same gNB).
The SA2 agreed draft CR in S2-2008312 relates to this case.

	Apple
	Inactive mode during the cross boundary scenarios should be discussed as Huawei mentions. 

	Qualcomm
	Vodafone is right to draw attention to the other SA2 CR, but this was not explicitly discussed here (although [2] does mention mobility, and we can build on that). If needed, any additional points not covered in this meeting can be kept in Editor’s Notes.

	Thales
	Agree to the proposal to add in chairman’s note: “FFS for connected and inactive mode for high priority scenarios”.

	Ericsson
	no further comments

	NEC
	Agree on the proposal for “FFS for connected and inactive mode for high priority scenarios”.

	China Telecom
	Agree to the proposal of “FFS for connected and inactive mode for high priority scenarios”.


Summary: As part of any CR work, we may further discuss the possibility of FFS for connected / inactive.
4 Conclusion, Recommendations [if needed]
If needed
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