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Introduction
In RAN3 110E Meeting, RAN3 had below agreements on NR QoE. 
- RAN3 to study the feasibility and priority of typical scenarios of per slice QoE measurement.
- The Slice Scope should be included in the QoE configuration.
- RAN3 to study the mechanism to support mapping of QoE report and slice identification.
- The slice identification should be included in the QoE report.
Based on the above, this paper discusses we would like to further discuss collect per slice QoE and potential impacts.
Discussion
2.1 Scenarios of per slice QoE measurement
In previous RAN3 discussion, companies are agree to discuss the below scenarios about per slice QoE.
	Scenario 1
	APP 1 –service type 1 –slice 1
APP 2 –service type 2 –slice 2
	Scenario 5
	APP 1
	–service type 1 –slice 1
–service type 2 –slice 2

	Scenario 2
	APP 1 –service type 1 –slice 1
APP 2 –service type 2 –slice 1
	Scenario 6
	APP 1
	–service type 1–slice 1
–service type 2–slice 1

	Scenario 3
	APP 1 –service type 1 –slice 1
APP 2 –service type 1 –slice 2
	Scenario 7
	APP 1
	–service type 1–slice 1
–service type 1–slice 2

	Scenario 4
	APP 1 –service type 1 –slice 1
APP 2 –service type 1 –slice 1
	Scenario 8
	APP 1
	–service type 1 –slice 1



However, according to TS 26.247 different App information (e.g. Application vendor or source IP address) can be configured in the QMC configuration by setting /<X>/StreamingSourceFilter and also can be included in the QoE report as <X>/Ext, there is no need to include the different apps in the scenarios which have already been covered in SA4 defined metrics, so the different app information should be removed from the scenarios above. TS 26.247
/<X>/StreamingSourceFilter
This leaf controls the Media Presentations for which QoE metrics are collected and reported. The filter is defined as a URL pattern. Each URL pattern is represented by a POSIX regular expression as specified by IEEE Std 1003.1-2008 [52]. 
If the MPD URL of a Media Presentation does not match any of the regular expressions as provided by the URL patterns in the StreamingSourceFilter values, then reporting is disabled and the DASH client shall not report the requested QoE metrics for that Media Presentation. If no StreamingSourceFilter leaf is present, then reporting is enabled for any Media Presentation.

<X>/Ext
The Ext node is an interior node where the vendor specific information can be placed (vendor includes application vendor, device vendor etc.). Usually the vendor extension is identified by vendor specific name under the ext node. The tree structure under the vendor identified is not defined and can therefore include one or more un-standardized sub-trees.

If different APP information is not considered in the scenarios, the scenarios above can be reduced to three:
	Scenario 1
	Different service types uses different slices
	service type 1 –slice 1
service type 2 –slice 2

	Scenario 2
	Different service types uses the same slice
	service type 1 –slice 1
service type 2 –slice 1

	Scenario 3
	The same service type using different slice
	service type 1 –slice 1
service type 1 –slice 2



Observation 1: there is no need to include the APP information in the scenarios which have already been covered in SA4 defined metrics.
Proposal 1: RAN3 to consider the scenarios of per slice QoE as follows:
· Scenario 1		Different service types uses different slices
· Scenario 2		Different service types uses the same slice
[bookmark: _GoBack]-   Scenario 3	Same service type using different slices
2.2 Per slice QoE configuration, reporting and correlation
2.2.1 Correlation 
As the target of collect QoE per slice is aimed to obtain the QoE report which can be correlated to a specific slice. The configuration, report and correlation should be discussed as a whole first. 
It is assumed that the one QoE configuration file (QoE metrics defined by SA4) is associated with one specific service type and one specific QoE reference in QoE configuration, which is defined in SA4/5. If the slice scope is configured in the QoE configuration, it should also be associated with the service type and QoE reference. Based on this, below are possible solutions for different scenarios.
	
	QoE configuration 
	QoE report
	Correlation information

	Scenario 1
	- QoE reference 1, service type 1, slice 1
- QoE reference 2, service type 2, slice 2
	- QoE reference 1
- QoE reference 2
	QoE reference

	Scenario 2
	- QoE reference 1, service type 1, slice 1
- QoE reference 2, service type 2, slice 1
	- QoE reference 1
- QoE reference 2
	QoE reference

	Scenario 3
	- QoE reference 1, service type 1, slice list (slice 1, slice 2)
	- QoE reference 1, slice 1/2
	QoE reference, slice ID


Based on above analysis, we can have below conclusions:
· If only one slice is configured in QoE measurement configuration, only the QoE reference in the QoE report which is associated with the slice target can be used for correlation in the QoE server.
· If multiple slices are configured in QoE measurement configuration, slice ID should be included in QoE report, both the QoE reference and the slice ID in the QoE report can be used for correlation in the QoE server.
To apply to all the scenarios, the per slice QoE solution should include slice identities (i.e. S-NAASI or a list of S-NSSAIs) both in the QoE configuration and QoE report.
Observation 2: including slice identities in QoE configuration and QoE report can be used for different per slice QoE collection scenarios.
Proposal 2: To apply to all the scenarios, the per slice QoE solution should include slice identities (i.e. S-NAASI or a list of S-NSSAIs) in the QoE configuration and QoE report.
Proposal 3: Slice identities can be included inside or outside the QoE report container, further confirmation with RAN2 or SA4 is needed. 

2.2.2 slice scope checking
When the slice scope is configured in QoE configuration, it would be beneficial if both the gNB and UE check the slice scope, below are detail description.
	Who checks
	Inside or outside the QoE configuration container
	Description 
	Impact

	By gNB
	Outside
	The gNB checks the PDU sessions of the UE that match the criteria for slice information in the QoE measurement configuration, if qualified PDU session(s) are found, and UE capability is also matched, gNB will send the QoE configuration to the UE for the service type. 
	RAN3 

	By UE
	Inside
	When each application session starts, the UE application layer checks the slice information in the configuration, if the service type is using the corresponding slice, the QoE measurement collection starts.
	SA4



As gNB is not aware of service types the UE is using, so the UE application will check the slice scope finally when each session starts. Although the UE will do the final check, the gNB’s checking can help to reduce additional QoE configuration if there is no the slice used for the UE. So the slice scope should be both checked by gNB and UE.
Observation 3: gNB should check the slice scope to decide whether to send the QoE configuration to the UE, and UE should also check the slice scope to decide whether to start QoE measurement collection when each sessions starts.
Proposal 4: slice identities should be inside and outside of the QoE configuration container defined by SA4, further confirmation is needed with SA4
2.2.3 per slice QoE configuration during PDU session setup/release 
As we discussed in [1], per slice QoE configuration should be supported for both management-based and signalling-based QoE measurement.
In case of signalling based solution, as the per slice is the target of QoE collection, the per slice configuration may be sent to gNB during or after the PDU session setup associated with the given slice, if the configuration is sent after the PDU session setup, the procedure of the activation of QoE measurement in normal case can be used, if the configuration is sent during PDU session setup, the activation of per slice QoE measurement can use the procedure of PDU session setup.
Observation 4: there is a possibility that the activation of per slice QoE measurement happens during PDU session setup associated with the given slice. 
Observation 5: there is a possibility that the deactivation of per slice QoE measurement happens during PDU session release associated with the given slice. 
Proposal 5: the activation or deactivation of per slice QoE measurement collection can be included in PDU session related messages accordingly. 

2.2.4 mobility support for per slice QoE 
As we analyzed, the gNB need to check the slice scope, it should also be considered during mobility, the slice information should be transmitted during handover preparation, in case the target gNB can check the slice scope to decide whether to transmit the corresponding QoE configuration to the UE. 
Proposal 6: slice scope (e.g. list of S-NSSAIs) should be transmitted to the target gNB during mobility 
According to our analysis, we propose the TP in the appendix below. 
Proposal 7 RAN3 to agree the TP for TR 38.890-V0.2.0 in the appendix.
Conclusion
In this paper, we analyse per slice QoE measurement collection and specification impact, the following are proposals:
Observation 1: there is no need to include the APP information in the scenarios which have already been covered in SA4 defined metrics.
Proposal 1: RAN3 to consider the scenarios of per slice QoE as follows:
· Scenario 1		Different service types uses different slices
· Scenario 2		Different service types uses the same slice
-   Scenario 3	Same service type using different slices
Observation 2: including slice identities in QoE configuration and QoE report can be used for different per slice QoE collection scenarios.
Proposal 2: To apply to all the scenarios, the per slice QoE solution should include slice identities (i.e. S-NAASI or a list of S-NSSAIs) in the QoE configuration and QoE report.
Proposal 3: Slice identities can be included inside or outside the QoE report container, further confirmation with RAN2 or SA4 is needed. 
Observation 3: gNB should check the slice scope to decide whether to send the QoE configuration to the UE, and UE should also check the slice scope to decide whether to start QoE measurement collection when each sessions starts.
Proposal 4: slice identities should be inside and outside of the QoE configuration container defined by SA4, further confirmation is needed with SA4
Observation 4: there is a possibility that the activation of per slice QoE measurement happens during PDU session setup associated with the given slice. 
Observation 5: there is a possibility that the deactivation of per slice QoE measurement happens during PDU session release associated with the given slice. 
Proposal 5: the activation or deactivation of per slice QoE measurement collection can be included in PDU session related messages accordingly. 
Proposal 6: slice scope (e.g. list of S-NSSAIs) should be transmitted to the target gNB during mobility 
Proposal 7 RAN3 to agree the TP for TR 38.890-V0.2.0 in the appendix
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6.9.1 	Scenario and requirements
[image: ]
[bookmark: _Hlk49434829]Figure 6.9.1-1: An example of the same service type served by different slices
Figure 6.9.1-1 is an example of the same service type served by different slices. As shown in the figure, UE1 is served by Slice #1 and UE 2 is served by Slice #2. If the Service Level Agreement (SLA) of Slice #1 and Slice #2 are different, QoE of UE1 and UE2 should be different for the same service type.
Collecting QoE per slice is beneficial for both management system (e.g. OAM) and network functions (e.g. UDM, NWDAF, etc.). The requirements of per slice QoE measurement in 5G includes:
-	slice SLA maintenance and enforcement in OAM.
-	slice experience analysis and prediction in NWDAF.
-	better slice selection decision in NSSF.

Below are scenarios for per slice QoE measurement collection:
	Scenario 1
	Different service types uses different slices
	service type 1 –slice 1
service type 2 –slice 2

	Scenario 2
	Different service types uses the same slice
	service type 1 –slice 1
service type 2 –slice 1

	Scenario 3
	The same service type using different slice
	service type 1 –slice 1
service type 1 –slice 2




[bookmark: _Toc56437932]6.9.2 	Solution
6.9.2.1 	Configuration
The Slice Scope information should be included in the QoE configuration. 
Editor’s NOTE: The Slice Scope in the QoE configuration is FFS.
The slice scope information should be both inside and outside the QoE configuration container defined by SA4. 
In case of signaling-based solution, the per slice QoE configuration can be sent to the gNB before, during or after PDU session setup associated with the given slice. 
If the configuration is sent before or after the PDU session setup, the QoE configuration can be sent to gNB by using the procedure in 6.6.1
If the configuration is sent during the PDU session setup, the QoE configuration can be included in PDU session establishment request message. 


The deactivation of the per slice QoE can also be included in PDU session resource release command message.
The network slice scope should be included in the QoE measurement configuration during mobility.

6.9.2.2 	Mapping
Editor’s NOTE: The mechanism to support mapping of QoE report and slice identification is FFS.
It is assumed that the one QoE configuration file (QoE metrics defined by SA4) is associated with one specific service type and one specific QoE reference in QoE configuration, which is defined in SA4/5. If the slice scope is configured in the QoE configuration, it should also be associated with the service type and QoE reference. Based on this, below are possible correlation solutions for different scenarios.
	
	QoE configuration 
	QoE report
	Correlation information

	Scenario 1
	- QoE reference 1, service type 1, slice 1
- QoE reference 2, service type 2, slice 2
	- QoE reference 1
- QoE reference 2
	QoE reference

	Scenario 2
	- QoE reference 1, service type 1, slice 1
- QoE reference 2, service type 2, slice 1
	- QoE reference 1
- QoE reference 2
	QoE reference

	Scenario 3
	- QoE reference 1, service type 1, slice list (slice 1, slice 2)
	- QoE reference 1, slice 1/2
	QoE reference, slice ID



6.9.2.3 	Reporting
The slice identification should be included in the QoE report. 
The slice identities (i.e. S-NSSAI) should be included inside or outside of the QoE report.
Editor’s NOTE: further confirmation with RAN2 and SA4 is needed.
Editor’s NOTE: The slice identification in the QoE report is FFS.

end of change
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