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1. Introduction
The RAT Type Handling was discussed during RAN3#110 meeting [3]. And it was considered as to be continued.
In this contribution, we further discuss the RAT type handling, and propose to update S1AP and NGAP specification accordingly.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]3. Discussion
[bookmark: _Toc423019661][bookmark: _Toc423019946][bookmark: _Toc423020275][bookmark: _Toc423020292][bookmark: _Toc423020300]In last meeting, in [1] and [2], it was proposed to clarify that in cast at least one of the RAT provided by the RAN node is not supported by the CN, the CN shall fail the S1/NG setup procedure and configuration update procedure. The reasons behind are:
Motivation 1: fail the S1/NG setup/configuration update procedure if the CN does not support any one of the RATs provided by the RAN node
Motivation 2: inform the information on the supported RATs of the CN to RAN node via S1/NG setup/configuration update procedure
The solution proposed in [1] and [2] is a combined solution to achieve these two motivations together, i.e. for motivation 2, to avoid mismatched configuration between CN and RAN, if the CN fails the procedure in case there is not supported RAT from the S1/NG setup/configuration update procedure, the RAN node can learn what the supported RATs of the CN are.
Considering of the complexity and the feedback from last meeting, for this meeting, we would like to use separate solutions to achieve these two motivations.
3.1 Motivation 1
For motivation 1, all the companies agrees that the S1/NG setup procedure and configuration update procedure should be failed, but there is no consensus on the need to update the specifications.
Take NGAP as an example, currently, in the In NG Setup procedure unsuccessful operation part, it is stated that:
If the AMF cannot accept the setup, it should respond with an NG SETUP FAILURE message and appropriate cause value.
 But at the same time, it is also clearly defined in the abnormal conditions that
If the NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the PLMN Identity IEs and none of the PLMNs provided by the NG-RAN node is identified by the AMF, then the AMF shall reject the NG Setup procedure with an appropriate cause value.
As it is not clear what is “cannot accept the setup”, especially if all the IEs are comprehended from CN point of view. Considering that the Broadcast PLMN List IE and the RAT Information IE are in the same level with TAC IE, and provides the key information for the RAN node, it is preferred to also clearly define the abnormal condition for that, to avoid any potential IoT issue.
Proposal 1: introduce abnormal conditions that the CN shall fail the S1/NG setup procedure if the CN does not support any one of the RATs provided by the RAN node, and introduce cause value “no supported RAT”.
 3.2 Motivation 2
As we know, the supported RATs of the RAN node and CN nodes changes from release to release, for example:
· in Rel-13, the eNB and EPC may be configured to support NB-IoT besides WB-EUTRA
· in Rel-16, the ng-eNB and 5GC may be configured to support NB-IoT and unlisenced besides WB-EUTRA
RAN nodes and CN nodes are probably updated separately, and therefore the configuration effort are very huge, and misconfiguration may happen, especially in case the CN and RAN nodes are comes from different vendors. As we can see from [3], operator inputs are provided as below:
The comment on O&M goes against the basic principles of “plug and play” RAN that are core to EPS. There should be NO need to configure the RAN with information about the core network nodes other than their IP address and certainly not about the NAS software functionality supported by a different vendor’s CN node.
Ideally the response message should indicate what can be supported, but, in the absence of such capability, sending a failure message and allowing the RAN to retry with a different request is OK.
There are fundamental reasons why this should not be by O&M
Therefore, to avoid misconfiguration, to ease the OAM effort, to avoid the potential IoT issues such as UE access failure and Core network resource waste, it is needed to include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE.
Proposal 2: Include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]4. Proposals
[bookmark: _Toc423020280]In this contribution, we further discussed the RAT type handling issue, and clarified that the motivation behind the previous papers submitted to last meeting were:
Motivation 1: fail the S1/NG setup/configuration update procedure if the CN does not support any one the RATs provided by the RAN node
Motivation 2: inform the information on the supported RATs of the CN to RAN node via S1/NG setup/configuration update procedure
And to achieve these two motivations, we propose:
Proposal 1: introduce abnormal conditions that the CN shall fail the S1/NG setup procedure if the CN does not support any one of the RATs provided by the RAN node, and introduce cause value “no supported RAT”.
Proposal 2: Include the supported RATs of the CN to RAN in NG/S1 SETUP RESPONSE and AMF/MME CONFIGURATION UPDATE.
The corresponding CRs for proposal 1 are provided in [4] and [5].
The corresponding CRs for proposal 2 are provided in [6] and [7].
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