
3GPP TSG-RAN WG3 #111-e		R3-210105
25 January – 4 February 2021 E-Meeting
		

Source:	CATT
[bookmark: Title]Title:	Discussion on connected mode mobility support for eNPN
[bookmark: Source]Agenda Item:	16.2.2
[bookmark: DocumentFor]Document for:	Discussion

Introduction
At TSG-RAN #90-e meeting, the objective of eNPN has been clarified in RP-202363 [1] as below:
	The objective of this work item is to support enhanced non-public network (eNPN) for NG-RAN resulting from the SA2 study on enhanced support of NPN. The SA2 study covers the following SA2 objectives and the RAN objective is to specify the corresponding RAN functionality where necessary:
· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· Support UE onboarding and provisioning for NPN including:
· The UE onboarding relevant parameter broadcast from SIB [RAN2]
· The associated cell selection/reselection, cell access control and the connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]


In this contribution, we will discuss some RAN3 related issue on supporting connected mode mobility for eNPN.
Discussion
2.1 	Support SNPN along with subscription / credentials owned by an entity separate from the SNPN
In R17, SA2 study the Key issue#1 “5GS enhancements specifically oriented towards support of SNPN with credentials owned by an entity separate from the SNPN”. It is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. 
The NG-RAN connections to AMF with N2 interface in serving SNPN. While the mainly function of home SP is access, store mobility related subscription data and session management subscription data. Home SP only has AUSF, UDM and H-PCF entity. The connections between serving SNPN and home SP are N12, N8, N10, N24 interface. The credentials store in home SP which need to be sent to serving SNPN. UE tries to access to SNPN using home SP credentials and obtains the credentials from serving SNPN. 
Based on the chapter of 5.1.1 in [2], moving between SNPNs and PLMNs with the same separate entity could be supported
	-	Mobility scenarios, including service continuity, for:
-	UE moving from SNPN#1 with separate entity#1 to SNPN#2 with separate entity#1 available; and
-	UE moving between SNPN#1 (where separate entity=PLMN) and PLMN.


The NR-RAN should know the separate entity IDs for neighbor NG-RANs to support mobility. UE handover decision has to consider the separate entity ID for target NG-RAN. If the source NG-RAN and target NG-RAN with the same separate entity ID, the source NG-RAN may decide to send handover request message to target NG-RAN. 
Proposal 1: Separate entity ID is sent to neighbor NG-RAN via XnAP message.
In 8.4.1 [2], it further concluded and listed all the possible broadcast content for allowing UE access serving SNPN
	-	SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Editor's note:	Need for additional SIB information is FFS.


From the description of SA2 specification, for both UEs using a PLMN subscription and UEs using a SNPN subscription, if a Home SP Group ID in the list in UE configuration matches a Home SP Group ID broadcast by an available SNPN, then the UE allows to select this SNPN.
For target cell selection in handover scenario, the supported Group IDs (GIDs) may be needed. If UE would like to handover to a new NG-RAN which is belonging to the other serving SNPN, the source NR-RAN better to know the supported Group IDs (GIDs) of the target NG-RAN. Since the target serving SNPN need to support UE access using home SP credentials, then source NG-RAN can trigger handover procedure. So, NG-RAN needs to know the supported Group IDs (GIDs) in neighbor NG-RAN before handover procedures initiate.
Proposal 2: Supported Group IDs (GIDs) are sent to neighbor NG-RAN via XnAP message.
If UE handovers to another NG-RAN before receiving home SP credentials, the credentials may be sent to UE via target NG-RAN. The illustration is shown in figure 1. 


Figure 1 Handover to another NG-RAN before receiving Home SP credentials
Proposal 3: It is proposed RAN3 to discuss whether to support the scenario that the home SP credentials are conveyed to UE via target NG-RAN.

2.2 Support UE onboarding and provisioning for NPN
Another key Issue is aiming to study the architecture and solutions to support UE onboarding and provisioning for the NPN. Here we discuss RAN3 impact on supporting connected mode mobility.
After UE accesses to O-SNPN and trigger Onboarding procedures, UE may handover to another NG-RAN before receiving SO-SNPN credentials as illustrated in figure 2.


Figure 2 Handover to another NG-RAN before receiving SO-SNPN credentials
After handover complete, SO-SNPN credentials may be transferred to UE by T-NG-RAN. For T-NG-RAN node, it may be not necessary to support O-SNPN function because Onboarding procedures have been triggered and CN can transfer SO-SNPN credentials to UE through T-NG-RAN. 
Proposal 4: It is proposed RAN3 to discuss whether to support O-SNPN function for target cell.

Conclusion
[bookmark: OLE_LINK58][bookmark: OLE_LINK59][bookmark: OLE_LINK60]According to the analysis in section 2, we have:
[bookmark: OLE_LINK47][bookmark: OLE_LINK48]Proposal 1: Separate entity ID is sent to neighbor NG-RAN via XnAP message.
Proposal 2: Supported Group IDs (GIDs) are sent to neighbor NG-RAN via XnAP message.
[bookmark: _GoBack]Proposal 3: It is proposed RAN3 to discuss whether to support the scenario that the home SP credentials are conveyed to UE via target NG-RAN.
Proposal 4: It is proposed RAN3 to discuss whether to support O-SNPN function for target cell.
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