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Introduction
At TSG-RAN #90-e meeting, the objective of eNPN has been clarified in RP-202363 as below:
	The objective of this work item is to support enhanced non-public network (eNPN) for NG-RAN resulting from the SA2 study on enhanced support of NPN. The SA2 study covers the following SA2 objectives and the RAN objective is to specify the corresponding RAN functionality where necessary:
· Support SNPN along with subscription / credentials owned by an entity separate from the SNPN including:
· The broadcasting of information to enable SNPN selection for UEs with subscription/credentials owned by an entity separate from the SNPN [RAN2]
· The associated cell selection/reselection and connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]
· Support UE onboarding and provisioning for NPN including:
· The UE onboarding relevant parameter broadcast from SIB [RAN2]
· The associated cell selection/reselection, cell access control and the connected mode mobility support [RAN2/RAN3]
· The necessary modifications over network interfaces (e.g. NG, Xn, F1, E1 etc) [RAN3]


In this contribution, we will discuss some RAN3 related cell access control issues on “Support SNPN with subscription or credentials by a separate entity”, and UE onboarding and provisioning for NPN.
Discussion
Possible RAN3 impact of support SNPN with subscription or credentials by a separate entity
In R17, SA2 studies the Key issue#1 “5GS enhancements specifically oriented towards support of SNPN with credentials owned by an entity separate from the SNPN”. It is necessary to enable some of the main use cases for Non-Public Networks, such as wireless connectivity for industry, large residential buildings, campuses, malls, and merged SNPNs, which all contain several specialized and stringent requirements. Many of the relevant use cases may in turn potentially have an impact on the architecture [2]. One of the typical architecture is shown in figure 6.1.1-1. The standalone NPN could support service provider for the solution#1 with:
· services provided by the Serving SNPN;
· Home SP = SNPN.
The NG-RAN connections to AMF with N2 interface in serving SNPN. Serving SNPN has majority function of CN. While the mainly function of home SP is access, store mobility related subscription data and session management subscription data, it only has AUSF, UDM and H-PCF entity. The connections between serving SNPN and home SP are N12, N8, N10, N24 interface. The credentials store in home SP which need to be sent to serving SNPN. UE tries to access to SNPN using home SP credentials and obtains the credentials from serving SNPN. 


Figure 6.1.1-1: Standalone Non-public network supporting service providers with services provided by the Serving SNPN; Home SP = SNPN
Based on the chapter of 8.1.4 in [2], it concluded and listed all the possible broadcast content for allowing UE access serving SNPN
	-	SIB will be enhanced as follows, for SNPN only:
-	Indication that "access using credentials from a separate entity is supported"
-	Optionally, supported Group IDs (GIDs)
-	Optionally, an indication whether the SNPN allows registration attempts from UEs that are not explicitly configured to select the SNPN
Editor's note:	Need for additional SIB information is FFS.


The above broadcast information in BS under the serving SNPN is from AMF. NG-RAN may receive an indication that "access using credentials from a separate entity is supported" from AMF via NGAP message. It means that serving SNPN allows UE, which store the credentials in a separate entity, access.  This indication also can be pre-configured by OAM. 
Proposal 1: It is proposed to include an indicator in NGAP message from AMF to NG-RAN and/or pre-configured by OAM for supporting UE access via home SP credentials procedure.
For automatic SNPN selection, UE selects an available and allowable SNPN, which broadcasts "access using credentials from a separate entity is supported" indication and an SNPN ID. For manual SNPN selection the UE presents all available SNPNs, which broadcast the "access using credentials from a separate entity is supported" indication. 
From the description of SA2 specification, for both UEs using a PLMN subscription and UEs using a SNPN subscription, if a Home SP Group ID in the list in UE configuration matches a Home SP Group ID broadcast by an available SNPN, then the UE can select this SNPN.
Therefore, for each SNPN in the broadcast, an optional supported Group IDs (GIDs) could be enhanced to indicate which Home SP Group could be used for subscription or credentials, based on the support of “access using credentials from a separate entity” for each SNPN. The NG-RAN may need to obtain supported Group IDs before broadcast them to UEs.
From RAN3 perspective, after serving SNPN AMF receives supported Group IDs (GIDs), it should further sends to NG-RAN. This is an NG interface interaction.
Proposal 2: It is proposed to include supported Group IDs (GIDs) in NGAP message from AMF to NG-RAN.
Possible RAN3 impact of UE onboarding and provisioning for NPN
Cell Access Control for SNPN
In TR 23.700-07, there are some conclusions on UE onboarding and remote provisioning for SNPN case. For RAN3 impact, we collect some conclusions as below:
	-The NG-RAN of the Onboarding network includes an indication for Onboarding enabled in the SIB (per O-SNPN, considering that the NG-RAN can be shared) so that the UE can discover and select an appropriate O-SNPN. The UE may or may not be pre-configured with O-SNPN network selection information (e.g. O-SNPN network identifiers).
NOTE 2: Whether the indication for Onboarding is sufficient or more SIB information is needed can be further discussed in the normative phase.
-Upon registration to an SNPN for Onboarding, the UE provides an indication at RRC level that the RRC connection is for onboarding. This information will be specified only for SNPN and allows NG-RAN to select an appropriate AMF that supports onboarding procedures.
[bookmark: _GoBack]-Using PLMN credentials for UE onboarding and PLMN as Onboarding Network (ON) is already possible.


AMF may notify NG-RAN in NGAP message that Onboarding function is supported per SNPN and NG-RAN shall broadcast an indication for onboarding enabled. When setting up RRC connection, UE shall indicate NG-RAN by an indicator for triggering Onboarding procedures and NG-RAN shall select proper AMF supporting Onboarding. So, an indicator in NGAP message from AMF to NG-RAN should be included for supporting Onboarding procedures.
Proposal 3: It is proposed to include an indicator in NGAP message from AMF to NG-RAN for supporting Onboarding procedures.
In TR 23.700-07, there are some conclusions for the function of O-SNPN.
	-	It should be possible that one SNPN can take the role of both Onboarding Network (ON) and SO (Subscription Owner), and it should be possible that the ON and SO are different SNPNs i.e. O-SNPN and SO-SNPN
-	Using PLMN credentials for UE onboarding and PLMN as Onboarding Network (ON) is already possible.
-	Onboarding network should support functionality to restrict usage to only on-boarding service.


It is seems that O-SNPN may provide both on-boarding service and legacy NPN network service at the same time. When AMF receives registration request, it need to identify the registration type for Onboarding service which may be included in NAS message or NGAP message. 
Proposal 4: It is proposed RAN3 to discuss whether to include registration type for Onboarding in NGAP message.
If multiple AMFs support Onboarding procedures connecting to one NG-RAN, NG-RAN shall support RAN sharing and broadcasting multiple indicators for corresponding SNPN IDs. Because UE may not be pre-configured with O-SNPN network selection information, UE cannot select proper SNPN ID for onboarding. To handle this, NG-RAN may have to boarding vendor or manufacturer related information for UE network selection such as Onboarding Group Identity. The vendor or manufacturer related information may also be included in NGAP message from AMF to NG-RAN for AMF selection.
Proposal 5: It is proposed to include vendor or manufacturer related information in NGAP message from AMF to NG-RAN for AMF selection.
Cell Access Control for PNI-NPN
	UE Onboarding for PNI-NPN (Component 1 of KI#4)
-	No enhancement for the UE onboarding (component 1 of KI#4) with PLMN credentials used for primary authentication and PLMN network selection are needed for the case of PNI-NPN credentials provisioning.


For onboarding for PNI-NPN, UE performs PLMN selection and registration as usual and NG-RAN is not aware of the Onboarding procedures. It is the responsibility for CN to pre-configured with public subscription/credentials and corresponding Provisioning Server Routing Information to acquire on-boarding authentication. So, there are no more requirements for NG-RAN.
Proposal 6: It is proposed that there is no enhancement for NG-RAN to supporting UE onboarding for PNI-NPN.
Conclusion
Proposal 1: An indicator may be send from AMF to NG-RAN and/or pre-configured by OAM for supporting UE access via home SP credentials procedure.
Proposal 2: Supported Group IDs (GIDs) may be sent from AMF to NG-RAN via NGAP message.
Proposal 3: It is proposed to include an indicator in NGAP message from AMF to NG-RAN for supporting Onboarding procedures.
Proposal 4: It is proposed RAN3 to discuss whether to include registration type for Onboarding in NAGP message.
Proposal 5: It is proposed to include vendor or manufacturer related information in NGAP message from AMF to NG-RAN for AMF selection.
Proposal 6: It is proposed that there is no enhancement for NG-RAN to supporting UE onboarding for PNI-NPN.
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