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**<Unchanged Text Omitted>**

## 5.3 Exceptions for NGAP message contents and information element coding when used for non-3GPP access

**<Unchanged Text Omitted>**

INITIAL UE MESSAGE message:

- *RRC Establishment Cause* IE: the information given within this IE is to indicate the Establishment cause for non-3GPP access as specified in TS 24.502 [7].

- *Selected PLMN Identity* IE: the information given within this IE provides the selected PLMN ID for untrusted non-3GPP access as specified in TS 23.502 [4].

- *Authenticated Indication* IE: the information given within this IE between the W-AGF and the AMF is to indicate that the FN-RG has been authenticated by the wireline 5G access network as specified in TS 23.316 [6].

- *Selected PLMN Identity* IE: the information given within this IE contains the PLMN Identity for wireline access as specified in TS 23.316 [6], or for trusted non-3GPP access as specified in TS 23.502 [4].

DOWNLINK NAS TRANSPORT message:

- the following IEs shall be ignored, when received:

- *RAN Paging Priority* IE

- *MobilityRestriction List* IE

- *Index to RAT/Frequency Selection Priority* IE

UPLINK NAS TRANSPORT message:

- *TNGF Identity Information* IE: the information given within this IE between the TNGF and the AMF contains a list of identifiers of NG-U terminations at TNGF as specified in TS 23.502 [4].

- *TWIF Identity Information* IE: the information given within this IE between the TWIF and the AMF contains a list of identifiers of NG-U terminations at TWIF as specified in TS 23.502 [4].

- *W-AGF Identity Information* IE: the information given within this IE between the W-AGF and the AMF contains a list of identifiers of NG-U terminations at W-AGF as specified in TS 23.316 [6].

NG SETUP REQUEST message:

- the following IEs shall be ignored, when received:

- *Default Paging DRX* IE

RAN CONFIGURATION UPDATE message:

- the following IEs shall be ignored, when received:

- *Default Paging DRX* IE

Overload Start message:

- *AMF Overload Response* IE: if the *Overload Action* IE is included, the contained information is used to identify the related signalling traffic corresponding to the Establishment cause for non-3GPP access as specified in TS 24.502 [7].

- *Slice Overload Response* IE: if the *Overload Action* IE is included, the contained information is used to identify the related signalling traffic corresponding to the Establishment cause for non-3GPP access as specified in TS 24.502 [7].

The *Global RAN Node ID* IE in the applicable NGAP messages includes the following IEs as specified in TS 38.413 [2]:

- *Global N3IWF ID* IE for the untrusted non-3GPP access.

- *Global TNGF ID* IE for the trusted non-3GPP access.

- *Global TWIF ID* IE for the trusted WLAN access.

- *Global W-AGF ID* IE for the wireline 5G access.

The *User Location Information* IE in the applicable NGAP messages includes the following IEs as specified in TS 38.413 [2]:

- *IP address* IE and *port number* IE for the untrusted non-3GPP access.

- *TNGF User Location Information* IE for the trusted non-3GPP access.

- *TWIF User Location Information* IE for the trusted WLAN access.

- *W-AGF User Location Information* IE for the wireline 5G access.

The *Security Key* IE in the applicable NGAP messages includes the KN3IWF, or the KTNGF, or the KTWIF, or the KWAGF as specified in TS 33.501 [5].

The *RAN UE NGAP ID* IE in the applicable NGAP messages identifies the UE association over the NG interface within the N3IWF node, or the TNGF node, or the TWIF node, or the W-AGF node, as specified in TS 38.413 [2].
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