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1	Introduction
[bookmark: _Hlk55112831]This paper provides summary of discussions at RAN#110-e on:
CB: # 94_LocalNodeID
-  clarify issue and usage;
- clarify node ID length?
- alternative modulo solution – OAM change?
- check details
(E/// - moderator)


2	For the Chairman’s Notes 
It is proposed to agree to the following:
· RAN3 agrees that a standardised mechanism that enables an inter vendor interoperable way for an NG RAN node to deduce the identity of another NG RAN node from the received I-RNTI is needed
· RAN3 agrees on the benefits of a solution that allows flexibility in the selection of the Local Node ID length
· RAN3 agres that the solution needed should be based on standardised multi-vendor interoperable signalling. The exact solution is FFS
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3	Discussion
In R3-206813 four companies, including three operators, highlighted a problem that affects current deployments. 
The problem concerns the process of RRC resume and the disambiguation of the RAN node from which a UE context needs to be retrieved from the I-RNTI signalled by the UE at RRC resume. 
The issue is that the I-RNTI identifier signalled by the UE at RRC resume has no standardized structure and therefore it does not allow for an inter-vendor interoperable identification of the source gNB. Namely, it is not possible to deduce from the I-RNTI the identifier from which the source node identity should be derived.
Obviously, each vendor can resolve the I-RNTI (and deduce the source gNB identity) by means of proprietary mechanisms. With this approach, RRC_INACTIVE can be supported between gNBs of the same vendor, but this does not work at the borders of geographical areas covered by gNBs of different vendors.
Companies are invited to answer whether any normative standardised mechanism that enables an inter vendor interoperable way for an NG RAN node to deduce the identity of the NG RAN node from which the UE context needs to be retrieved at RRC resume is needed.
	Company
	Comment

	Ericsson
	Standardised mechanisms are needed
There is an informative description in TS38.300 on how to partition I-RNTIs into a node ID part and a UE context ID part. However: 
· the example refers to the case of a 40 bits I-RNTI, while the most likely case is the use of a short I-RNTI (18bits long)
· It is not clear how a node can deduce the identity of another node by looking at the node ID part of the I-RNTI
· The mechanism requires a considerable configuration effort, namely each NG RAN node needs to be configured with information about every possible neighbour RAN node. The latter defeats the purpose of features like ANR, where neighbour node relations do not need to be configured, but are discovered by means of UE measurements.
· The mechanism is OAM based but nothing is standardised in SA5 regarding this, hence there is no support for interoperability

	Nokia
	As explained in our paper, four years ago RAN3 discussed this issue and compared standardized vs O&M solution. It was decided to go for O&M driven by some companies e.g. Ericsson. We are OK to reopen this issue and study solutions as part of TEI17.

	Verizon
	Standardised mechanisms are needed for multi-vendor interoperability. 

	Huawei
	Currently, there is no urgent requirement to deploy gNBs with full flexible gNB ID length. And only few numbers of gNB ID length are sufficient at this stage. Therefore, we think that it should be discussed in TEI-17.

	Vodafone
	Standardised mechanisms are needed for inter-vendor interoperability.



Conclusion1: There is consensus on the fact that a standardised mechanism that enables an inter vendor interoperable way for an NG RAN node to deduce the identity of another NG RAN node from the received I-RNTI is needed


[bookmark: _Hlk55582324]In light of the above analysis the same four companies co-sourcing R3-206813 presented R3-206827and R3-206821, where they proposed to introduce an interoperable solution to deduce a node identity from the received I-RNTI. 
Such solution is based on the exchange over Xn between NG RAN nodes of a local gNB identifier which provides a shorter representation of the gNB ID and that is included in the I-RNTI assigned by the NG RAN node. 
The local gNB identifier is randomly chosen by the NG RAN node. In case of conflict (i.e. two gNBs select the same local gNB identifier) a new identifier can be drawn, and it is signalled to neighbour nodes again. 
The main point of the solution in R3-206827and R3-206821 is to allow for flexibility in the length of the local node ID which is included in the I-RNTI. Namely, each NG RAN node can select a different length of the Local Node ID. This allows for adjustments of the local node ID depending on the local density of the deployment. For example, in a dense urban area, where many NG RAN nodes are concentrated together, the Local Node ID length needs to be longer to be able to identify a high number of nodes, while in a sub-urban macro coverage area, the Local Node ID length needs to be shorter to leave space in the I-RNTI for identification of a higher number of UEs. This is easily possible with the solution proposed in R3-206827 and R3-206821.

Companies are invited to comment on the importance of a solution that allows flexibility in the selection of the Local Node ID length  
	Company
	Comment

	Ericsson
	Such flexibility is extremely important. A solution that is not flexible implies that an operator cannot e.g. have a high density of NG RAN nodes in certain areas, while having fewer nodes serving more UEs in other areas 

	Nokia 
	We acknowledge that it would be good to allow to adapt the length on e.g. have a high density of NG RAN nodes in certain areas, while having fewer nodes serving more UEs in other areas. This could be done per areas with careful setting of this length parameter. In the alternative solution in R3-206905 this can be set by O&M and we think this is more stable than having any node in the area randomly choosing it own length which may be incompatible with other lengths selected by neighbour nodes of other vendors in the area as proposed in R3-206821.

	Verizon
	Flexibility to allow different Local Node ID length would definitely be useful. Open to discuss different solutions. Solution should allow for this flexibility while 

	Huawei
	Yes，solution for flexible gNB ID length is benifical.

	Vodafone
	Flexibility in gNB length is useful



Conclusion 2: There is consensus on the benefits of a solution that allows flexibility in the selection of the Local Node ID length

During discussions an alternative solution was presented in R3-206905. This solution is based on a fixed length of the Local Node ID, configured via OAM to each NG RAN node. 
In light of the above discussion, do companies support any of the solutions presented so far, namely:
Solution 1: based on signalling of Local Node ID over Xn
Solution 2: based on derivation of a fixed length local node ID from the Global NG-RAN Node ID 

	Company
	Comment

	Ericsson
	We support Solution 1, for its flexibility and ease of implementation. While the solution may be subject to some Local ID conflict, the process of conflict detection and resolution converges with time and allows for a stable operation. 

	Nokia
	The presentation of the two solutions above is erroneous and biased. In solution 2 the length can also be adapted per area based on the density of nodes. Solution 2 also presents a lot of advantages compared to solution 1: it prevents huge signalling over Xn and also it works even if there is not Xn connectivity across all nodes. This is why solution 2 is superior to solution 1. However, other solutions could be found. Step 1 RAN3 needs first to decide that RAN3 agrees to work on a standardized solution, and then step 2 we capture and evaluate solutions for TEI17.  

	Verizon
	Open to discuss solutions to the issue, but prefer a standardized solution. Xn-based solution looks better for interoperability than the task of coordinating OAM across multiple vendors. 

	Huawei
	We are also open to discuss any solutions. This is the first time to reopen this issue. Need further check and evaluation on each solutions on the table. 

	Vodafone
	Open to discuss any solutions but it need to be a standardised signalling based solution to enable multi-vendor plug-and-play RAN.



Conclusion 3: There is no convergence on the type of solution to follow. There is however a preference for a solution based on standardised multi-vendor interoperable signalling.
4	Conclusion, Recommendations [if needed]
If needed
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