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Introduction
The RRC_Inactive state is supposed to help improving network efficiency and it is expected to be adopted throughout a network.
In this paper we want to address an issue related to RRC_Inactive support in multivendor scenarios.
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Status of current standard
When a gNB (source) transitions a UE to RRC_INACTIVE, an I-RNTI is assigned to a UE. When the same UE resumes in a different (target) gNB, the target gNB needs to contact the source gNB to retrieve the UE context of the UE from the source node, before the resume procedure can be completed and the UE can be served. 
If the UE context cannot be retrieved, the UE will be served as if it would attempt to connect from Idle. In this case, the advantage of RRC_INACTIVE (e.g. in terms of reduced latency to access a service and reduced signalling over the air) is practically vanished. 
With the current standard, and when source gNB and target gNB are from different vendors, it is not possible to resume a UE, namely the UE will always need to reconnect from Idle.
This is because the I-RNTI identifier assigned to UEs has no standardized structure and therefore it does not allow for an inter-vendor interoperable identification of the source gNB. Obviously, each vendor can resolve the I-RNTI and deduce the source gNB identity from it by means of proprietary mechanisms. With this approach, RRC_INACTIVE can be supported between gNBs of the same vendor, but this does not work at the borders of geographical areas covered by gNBs of different vendors.
Conclusion 1 - RRC Inactive does not work in multivendor scenario.

To further explain the problem, it can be said that, when a target gNB receives a resume request from an Inactive UE, the target gNB needs to examine the I-RNTI, derive from it the identity of the source gNB and the identity of the UE Context, and trigger a context fetch procedure towards the source gNB by means of the identifiers derived. The current standard does not specify how many bits of the I-RNTI are associated to the gNB ID nor how many bits of the I-RNTI are associated to the UE Context ID. The structure of the I-RNTI for different vendors can be different (and most likely will be). Furthermore, the current standard does not specify how the source gNB ID should be derived from the bits in the I-RNTI dedicated to source identification. That is why an attempt to retrieve a UE Context for Inactive UEs from gNB of a different vendor will always fail.
It should be noticed that a trivial solution where the complete gNB ID is put into the I-RNTI is not always possible. A shorter identifier from which the full gNB ID can be derived has to be used instead. In fact, one should consider that:
· the I-RNTI is standardized in two forms, one (short) 18 bits long, and another (full) 40 bits long
· the gNB ID can be encoded with a variable number of bits, from 22 to 32
· the number of bits of the I-RNTI not used to encode the identifier of the gNB, gives the maximum number of Inactive users supported per gNB
In our contributions [1] and [2], resubmitted as [6] and [7] we have made a proposal to solve this problem.
The solution builds on the fact that any two gNBs (from any vendor) can exchange a local gNB identifier which provides a shorter representation of the gNB ID fitting into the I-RNTI. The local gNB identifier is randomly chosen. In case of conflict (two gNBs select the same local gNB identifier) a new identifier can be drawn and there is no need to change other more “permanent” identifier such as the gNB ID. Together with the local gNB identifier, at the same time, two gNBs also exchange the length of the local gNB identifier. This gives the flexibility to adapt the length of the local gNB identifier to different deployment scenario, where the desirable number of inactive users per gNB can vary. 
It should be noted that this mechanism is in a way similar to cell PCI assignment. Namely, if a RAN node identifies that two neighbouring cells share the same PCI, the node will select another PCI for one of the cells in conflict, until the collision is resolved.
An example of how the solution would work is shown in Figure 1.


Figure 1: Possible solution based on local gNB ID exchange to resolve RRC_Inactive issues 
Proposal 1 - gNBs can exchange a randomly chosen local gNB identifier and its length over Xn. The local gNB identifier can be used in the I-RNTI.

In response to our contribution, there has been a reply at RAN3#109-e meeting, formulated in [3]. In our understanding, the essence of this alternative approach, is that: 
(1) each gNB may be configured with the length of a “gNB pointer” (i.e. a local gNB ID) to use to resolve the source gNB ID from the I-RNTI; and 
(2) the generation of such pointer should be equal to the residual of gNB ID modulo 2^(length). In the proposed approach, no impact over Xn is foreseen.
We think that this alternative approach does not solve the main problem described in the beginning, and RRC Inactive will still not work in a multivendor scenario. This is because it is not clear how nodes from different vendors will become aware of the length of the “gNB pointer”. To solve this aspect some changes to the standard are needed, if not over Xn, at OAM level. E.g. if the length of the local gNB ID needs to be configured, then OAM is impacted, and corresponding changes need to be applied to the RAN-OAM interface. Still, with the approach in [3], in case of conflict between local gNB IDs, a gNB would need to change its gNB-ID, which would have a very high impact on the rest of the system as it would consist of changing al Cell Ids served by the node.
Observation 2 – To achieve a truly multivendor interoperable solution for RRC_Inactive, an exchange of information involving RAN nodes needs to be specified so that how to resolve the local node ID from the I-RNTI is unequivocally specified.

Conclusion
In this paper we presented an issue highlighted in 3GPP many times before but that was never addressed. Namely, the issue of how to identify a source RAN node from the I-RNTI provided by the UE at RRC resume. It has been explained that there are no standardized mechanisms to disambiguate the source node ID from the I-RNTI and for that RRC resume in multivendor scenarios is bound to fail.  
The following observations and proposals were captured.

Observation 1 - RRC Inactive does not work in multivendor scenario.
Proposal 1 - gNBs can exchange a randomly chosen local gNB identifier and its length over Xn. The local gNB identifier can be used in the I-RNTI.
Observation 2 – To achieve a truly multivendor interoperable solution for RRC_Inactive, an exchange of information involving RAN nodes needs to be specified so that how to resolve the local node ID from the I-RNTI is unequivocally specified.
It is also proposed to agree to the CRs in R3-206246 and R3-206249 which resemble the proposal above.
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