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1	Introduction
[bookmark: _Toc474247438]At RAN3 #109, a problem related to data fetching in case of a HO to wrong cell was presented [1]. At the meeting, it was decided to consider if the problem belongs to the scope of SON for Mobility Enhancements. In the paper we remind the problem and explain why we believe it fits in the scope of the WI.
2	Discussion
2.1	Applicability to the WI
The objective of Mobility Enhancements introduced in Rel.16 was to improve reliability of a HO (by introducing CHO) and to limit as much as possible data interruption (by introducing DAPS). On the other hand, SON deals with mobility problems related to the handover to wrong cell (also, Rel.16 SON added detection of this problem to NR). Therefore, we have two key problems addressed in Rel.16:
· Resolution of a HO to wrong cell, which is a topic addressed in Rel.16 SON; and
· Handling of services that can’t stand mobility-caused data interruption, which is a topic of Rel.16 Mobility Enhancements.
The WID for Rel.17 SON indicates following objective:
Support of data collection for SON features, including CCO, inter-system inter-RAT energy saving, inter-system load balancing, 2-step RACH optimization, mobility enhancement optimization, and leftovers of Rel-16 SON/MDT WI […].
Observation 1-1: The problem presented here is based on Rel.16 SON feature and addresses the same problem as Rel.16 Mobility Enhancement.
We believe that even though the topic is not directly declared in the WID, it still matches the objective defined in the WID.
Proposal 1-1: The problem of data interruption while recovering from a HO to wrong cells should be addressed in the Rel.17 SON WI.
2.2	The problem
This was originally presented in [1].
The concept of a HO to wrong cell has been defined in Rel.9, as part of SON for LTE. It means a situation, when a UE, shortly after being handed over to a target cell, suffers an RLF and attempts reestablishment to another cell – neither the prepared target cell, nor the source one. It is assumed, the HO configuration was originally wrong, and the HO should have been executed towards the eventual reestablishment cell. It is important to note, that from the network perspective, the first HO may have been completed successfully, even though the UE was not able to set up communication towards the target cell.
Back in Rel.9, such scenario usually meant the connection is lost: it was unlikely that the reestablishment cell is prepared to accept the UE. Therefore, data forwarding was not really considered – it was enough that the problem was identified and corrected, so that other UEs do not fail.
Details of a regular HO are presented in TS 36.300 (subclause 10.1.2.1.1) for LTE and in TS 38.300 (subclause 9.2.3.2.1) for NR. In both systems, the source stops DL data transmission towards the UE once the HO Command is delivered. Instead, it forwards the data to the target cell, which is obliged to buffer it until the UE connects. It is left up to the implementation if the source also buffers this data, but, considering the resource impact, it is unlikely it will.
If the HO fails, the UE may attempt re-establishment in another cell (or re-connects back to the source). Currently, the success does not depend on the preparation alone – the re-establishment cell may fetch the UE context from the last serving cell. Part of the context fetching is also data forwarding. Therefore, if the UE reports the original target cell as the last serving cell (covering the case when a failure happens in the target cell after a successful handover from source to target cell), the buffered DL data may be forwarded to the re-establishment cell. However, if the HO failed before UE set up connection to the target cell, it will report the source cell as the last serving cell. Thus, the re-establishment node will request context from the source cell, which has already forwarded data to the original target cell. And it will have no mean to “get it back”.
Observation 2-1: In case of a HO to wrong cell, if the UE re-establishes at the source node, or the UE context is to be fetched from the source node, DL data that is already forwarded to the original target node is lost.
Historically, this problem was neglected: HOF was very likely to end with disconnection anyway. Also, services were more tolerant. However, development of cellular systems goes towards enhancing reliability of the data transfer and its predictability (e.g. for URLLC).
Observation 2-2: Starting from Rel-16, with URLLC, loss of data due to HO problem may disrupt the connection even if radio connectivity is maintained.
Proposal 2-1: A solution to avoid data loss in case of a HO to wrong cell (or too early HO) hall be defined.
2.3	Possible solutions
The most straightforward solution is to force the source node to buffer all the DL data until the HO is completed successfully. After the UE Context Release is received from the target node, the serving cell is there and thus, even if the connection fails, context (and the data) will be fetched from the target node.
However, this imposes quite a burden on all nodes, just for the sake of protecting a small percentage of HOs that fail. Therefore, this solution may not be desirable.
Observation 3-1: A solution that forces all the nodes to buffer all DL data during each HO is very burdensome for the network: all nodes have to allocate extra resources just in case some HO happens to fail.
Therefore, another solution is to enable fetching the data from the node where the data is buffered. This may have several options:
The source may request data forwarding from the original target (possibly based on the indication from the re-establishment cell). 
This will work in all scenarios: if the re-establishment node requests UE context from the source node, that source may fetch the data from the original target (this “fetching” may also be direct: the source provides the target with the forwarding addresses received from the re-establishment cell); also, if the UE re-establishes back at the source, this mechanism will allow the source to get back forwarded data. Information on data returning (including the tunnel endpoints) may be added to an existing procedure, e.g. the HO Cancel or the Address Indication.
The re-establishment cell uses a new or an existing procedure to fetch the data directly from the target cell.
This is more complicated, but also covers both scenarios (too early HO or HO to wrong cell). The re-establishment cell obtains the ID of the target cell from the RLF Report and, if there is direct connectivity, it uses existing or a new procedure to request data forwarding directly. The best candidate for the procedure to use is the Address Indication, though such forwarding information may probably be appended to the SON signaling (this, however, may not work in all scenarios – if the HO was not completed, the target cell will not be involved).
Proposal 3-1: RAN3 shall consider solutions to enable data forwarding in case of a too early HO or a HO to wrong cell.
It should also be noted that the problem may exist, depending on implementation, in case of wrong PSCell change. In this case SCG-Failure-Information will be triggered from UE and the MN may decide the new target cell for SN-Addition. MN may need to fetch and forward the pending data at the old SN.
Observation 3-2: Similar problem may exist in case of wrong PSCell change.
Proposal 3-2: Once the solution for wrong PSCell change is decided, an appropriate data forwarding mechanism shall be considered, too.
3	Conclusions
In this paper, we analyse a problem that may plague service quality in case of URLLC and possible HO failures: data forwarded to wrong cell can’t be recovered. The situation can be summarized as follows:
Observation 1-1: The problem presented here is based on Rel.16 SON feature and addresses the same problem as Rel.16 Mobility Enhancement.
Observation 2-1: In case of a HO to wrong cell, if the UE re-establishes at the source node, or the UE context is to be fetched from the source node, DL data that is already forwarded to the original target node is lost.
Observation 2-2: Starting from Rel-16, with URLLC, loss of data due to HO problem may disrupt the connection even if radio connectivity is maintained.
Observation 3-1: A solution that forces all the nodes to buffer all DL data during each HO is very burdensome for the network: all nodes have to allocate extra resources just in case some HO happens to fail.
Observation 3-2: Similar problem exists in case of wrong PSCell change.
Based on this, we make 2 proposals:
Proposal 1-1: The problem of data interruption while recovering from a HO to wrong cells should be addressed in the Rel.17 SON WI.
Proposal 2-1: A solution to avoid data loss in case of a HO to wrong cell (or too early HO) hall be defined.
Proposal 3-1: RAN3 shall consider solutions to enable data forwarding in case of a too early HO or a HO to wrong cell.
Proposal 3-2: Once the solution for wrong PSCell change is decided, an appropriate data forwarding mechanism shall be considered, too.
[bookmark: _GoBack]Out of the two discusses solutions, the first one seems more robust. Therefore, we propose a TP enabling it in [2].
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