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Introduction
This paper discusses handling of in-flight packets during handover in IAB networks. 
Discussion
User plane performance might be affected by the inter-CU migration scenario. In this case, the IAB nodes/UEs that are involved in the migration, i.e. that are directly or indirectly served by the top-level IAB node (which is migrating from one CU to another CU) must receive an RRC reconfiguration e.g. reconfigurationWithSync message for changing the security keys as their context is relocated. The same holds for the inter-gNB handover of legacy UEs.
Observation 1: At inter-donor migration, the security keys for every migrating IAB node/UE are changed, where the new key is delivered to the IAB-MT/UE inside the reconfigurationWithSync message.
Once the handover command, containing the reconfigurationWithSync has been received and processed by an IAB node (i.e. IAB-MT) or a UE, the security keys are changed, the destination IAB-MT/UE will not be able to properly decrypt (or integrity verify, if configured) any packets that were encrypted with the old security keys unless the IAB-MT has a dual protocol stack. The same holds for the keys used by the CU to decrypt the UL data.
Observation 2: Once the handover command containing reconfigurationWithSync has been received and processed by an IAB-MT or UE, the security keys are changed, the destination IAB-MT/UE will not be able to properly decrypt (or integrity verify, if configured) any packets that were encrypted with the old security keys. The same holds for the keys used by the CU to decrypt the UL data.
It is important to note that, even though the issue of in-flight packets at the time of handover exists in the non-IAB case as well, this problem is even more relevant in IAB networks, where “the transport pipe is longer”, i.e. the path between the CU and the UE may consist of several subsequent wireless backhaul links.
There are at least two implications of the above:
· Packet loss: the packets that were still in flight at the time the handover command has been processed may never be correctly received by the intended device. Unless these packets are transmitted again from the target, they will be lost. 
· Resource wastage: the delivery of these DL/UL packets to the intended device/CU will be in vain since the intended device cannot anyhow correctly decrypt them, which causes wastage of radio resources, as well as processing power at the UEs and IAB nodes.
Therefore, it is not clear how to handle in the source path the packets that have been already transmitted by the source donor-CU towards the top-level IAB node (or to any other IAB node or UEs which are served directly or indirectly by such top-level IAB node), and that are currently traversing the source path but that are not received yet at the destination by the time the handover command is issued from the network. The same reasoning obviously applies to the UL packets.
Based on the above, we propose the following:
Proposal: RAN3 to discuss how to limit packet losses and unnecessary transmissions at inter-CU migration.
Conclusion
[bookmark: _In-sequence_SDU_delivery]This paper discusses the handling of in-flight packets at handover in IAB networks. The following is observed: 
Observation 1: At inter-donor migration, the security keys for every migrating IAB node/UE are changed, where the new key is delivered to the IAB-MT/UE inside the reconfigurationWithSync message.
Observation 2: Once the handover command containing reconfigurationWithSync has been received and processed by an IAB-MT or UE, the security keys are changed, the destination IAB-MT/UE will not be able to properly decrypt (or integrity verify, if configured) any packets that were encrypted with the old security keys. The same holds for the keys used by the CU to decrypt the UL data.
Based on the observation, the following is proposed:
Proposal: RAN3 to discuss how to limit packet losses and unnecessary transmissions at inter-CU migration.
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