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1. Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]A new SID for Rel-17 to enhance the RAN support of network slicing was agreed in RAN#86[1]. One of the objectives is as follows:
· Study necessity and mechanisms to support service continuity, including [RAN3]
· For intra-RAT handover service interruption, e.g. target gNB doesn’t support the UE’s ongoing slice, study slice re-mapping, fallback, and data forwarding procedures. Coordination with SA2 is needed. 
In this contribution, potential solutions to support the slice service continuity are discussed. The companion paper on use cases is provided in [2]. Note that SA2 proposed to study the enhancement of network slicing in TR 23.700-40[3].
2. Discussion
[bookmark: _Toc423019661][bookmark: _Toc423019946][bookmark: _Toc423020275][bookmark: _Toc423020292][bookmark: _Toc423020300]The objective is to support the service continuity for the scenarios mentioned in [2]. Otherwise, the PDU sessions will be rejected and finally released. Typically, to maintain service continuity of the ongoing PDU sessions, slice re-mapping and/or fallback can be studied.  
Generally, dependent on the specific use case and handover type (Xn or NG), slice re-mapping/fallback can be performed by NG-RAN nodes or the AMF. Typically, 
· Handover for Use case 1 (The associated slice is supported by the target NG-RAN node):  
· For Xn and NG based handover, the target NG-RAN node may determine slice re-mapping/fallback. 
· Handover for Use case 2 (The associated slice is not supported by the target NG-RAN node):
· For Xn based handover, the target NG-RAN node may determine slice re-mapping/fallback; 
· For NG based handover, the AMF can make the slice re-mapping/fallback decision 
One possible way to define slice re-mapping and fallback is given as follows:
· Slice re-mapping: UE’s intended slice #A can be re-mapped to a specific slice #B based on operator policies, where the QoS or SLA requirements may not be similar to those of slice #A and can be guaranteed by the re-mapped slice #B.
· Slice fallback: Similar to slice re-mapping, a slice can only fallback to a “widely deployed slice” to ensure the basic service continuity. Whether there’s a widely deployed slice depends on the operator’s policy.  
Detailed solutions are given as follows:
2.1 Solutions for Use case 1: Slice re-mapping/fallback determined by T-gNB
2.1.1 Xn based handover
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Fig. 1: Slice re-mapping/fallback determined by T-gNB
1) The S-gNB sends “HANDOVER REQUEST” to the T-gNB, which may include the slice re-mapping/fallback list.
2) If UE’s ongoing slice(s) is rejected due to, e.g., high overload conditions, based on the slice re-mapping/fallback list provided by the S-gNB or the AMF in advance, the T-gNB makes the slice re-mapping/fallback decision. And it may include the decision in the “HANDOVER REQUEST ACKNOWLEDGE” message sent to S-gNB.
3) The T-gNB sends the slice re-mapping/fallback decision to the AMF through the “PATH SWITCH REQUEST” message.
2.1.2 NG based handover
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Fig. 2: Slice re-mapping/fallback determined by T-gNB
1) The S-gNB sends “HANDOVER REQUIRED” to the AMF. 
2) The AMF sends “HANDOVER REQUEST” to the T-gNB, which may include the slice re-mapping/fallback list.
3) If UE’s ongoing slice(s) is rejected due to, e.g., high overload conditions, based on the slice re-mapping/fallback list, the T-gNB includes the re-mapped/fallback decision in the “HANDOVER REQUEST ACKNOWLEDGE” message sent to AMF.
4) The AMF may send the slice re-mapping/fallback decision to the S-gNB through the “HANDOVER COMMAND” message.
2.2 Solutions for Use case 2: Slice re-mapping/fallback determined by T-gNB and/or AMF
2.2.1 Xn based handover
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Fig. 3: Slice re-mapping/fallback determined by T-gNB and/or AMF
1) The S-gNB sends “HANDOVER REQUEST” to T-gNB, which may include the slice re-mapping/fallback list.
2) If UE’s ongoing slice(s) is not supported, based on the slice re-mapping/fallback list provided by the S-gNB or the AMF in advance, T-gNB makes the slice re-mapping/fallback decision. And it may include the decision in the “HANDOVER REQUEST ACKNOWLEDGE” message sent to S-gNB.
3) T-gNB sends the slice re-mapping/fallback decision to AMF through the “PATH SWITCH REQUEST” message. 
2.2.2 NG based handover
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Fig. 4: Slice re-mapping/fallback determined by T-gNB and/or AMF
1) The S-gNB sends “HANDOVER REQUIRED” to the AMF. 
2) If UE’s ongoing slice(s) is not supported by T-gNB, the AMF makes the slice re-mapping/fallback decision and includes the decision in the “HANDOVER REQUEST” message sent to T-gNB.
3) The T-gNB responds to the AMF through the “HANDOVER REQUEST ACKNOWLEDGE” message. 
4) The AMF may send the slice re-mapping/fallback decision to the S-gNB through the “HANDOVER COMMAND” message.
In addition to the handover case, the inactive UE mobility would be handled the same as the Xn based handover. According to the solutions proposed above, we have the following proposal.
Proposal 1: For use case 1 and use case 2, capture above solutions into the TR. 
2.3 Potential SA2 impact analysis
Since the network slice is an end-to-end logical network, including the RAN part and the CN part, the slice re-mapping/fallback may not be decided by RAN itself without SA2 involvement. Hence the coordination is needed across different working groups. 
On the other hand, there may be some implicit support for slice re-mapping to some extent in SA2. Typically,
· A network instance associated with multiple S-NSSAIs
According to TS 23.501[5] Section 5.15.2, 
Based on the operator's operational or deployment needs, a Network Slice instance can be associated with one or more S-NSSAIs, and an S-NSSAI can be associated with one or more Network Slice instances. Multiple Network Slice instances associated with the same S-NSSAI may be deployed in the same or in different Tracking Areas.
That is, the core network resources (e.g., network slice instance) can be shared among different S-NSSAIs, which provides a possible implementation for re-mapping and fallback among these slices. However, further clarification and coordination with SA2 are necessary.
· S-NSSAI handling for inter-PLMN mobility
For NG-based handover, according to TS 23.502[6] Section 4.9, 
In inter PLMN mobility case, UE context information includes HPLMN S-NSSAIs corresponding to the Allowed NSSAI for each Access Type, without Allowed NSSAI of source PLMN. The target AMF may determine the Allowed NSSAI based on the HPLMN S-NSSAIs received in step 3, or else the target AMF queries the NSSF by invoking Nnssf_NSSelection_Get service operation with the HPLMN S-NSSAIs and PLMN ID of SUPI.
For each PDU Session indicated by S-RAN, the AMF invokes the Nsmf_PDUSession_UpdateSMContext Request to the associated SMF. However, if the S-NSSAI associated with PDU Session is not available in the T-AMF, the T-AMF does not invoke Nsmf_PDUSession_UpdateSMContext for this PDU Session.
As described above, the AMF may provide the allowed NSSAI of the current serving PLMN to the NG-RAN. In this way, the AMF can acquire the allowed NSSAI if the serving PLMN ID is changed. Also for the ongoing PDU sessions, the associated S-NSSAIs may be updated as well in case the serving PLMN ID is changed. In this sense, slice re-mapping/fallback can be performed by AMF.
· S-NSSAI handling for registration procedure 
According to TS 23.501[5] Section 5.15.4, 
One or more S-NSSAIs in an Allowed NSSAI provided to the UE can have values which are not part of the UE's current Network Slice configuration information for the Serving PLMN. In this case, the network provides the Allowed NSSAI together with the mapping of each S-NSSAI of the Allowed NSSAI to the corresponding S-NSSAI of the HPLMN
That is, the slice mapping between VPLMN and HPLMN is performed by UE when visiting VPLMN according to the mapping relationship provided by AMF. Slice mapping between different PLMNs is supported by CN, then slice re-mapping may also be supported.
Observation: SA2 has defined the slicing procedures, e.g., S-NSSAI handling for inter-PLMN mobility, the network instance associated with multiple S-NSSAIs, etc. 

Proposal 2: To send an LS to SA2 to ask the feasibility of slice re-mapping/fallback including observation and conclusions after full discussions in RAN3.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
Based on the discussion in this paper, we propose the following:
Observation: SA2 has defined the slice (re)mapping procedures, e.g., S-NSSAI handling for inter-PLMN mobility, the network instance associated with multiple S-NSSAIs, etc. 
Proposal 1: For use case 1 and use case 2, capture above solutions into the TR. 
Proposal 2: To send an LS to SA2 to ask the feasibility of slice re-mapping/fallback including observation and conclusions after full discussions in RAN3.
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[bookmark: _Toc46765290]6.2	Solution description
Editor Note: Capture the solutions for the use case.
6.2.1 Solutions for Use case 1: Slice re-mapping/fallback determined by T-gNB
6.2.1.1 Xn based handover
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Fig. 1: Slice re-mapping/fallback determined by T-gNB
4) The S-gNB sends “HANDOVER REQUEST” to the T-gNB, which may include the slice re-mapping/fallback list.
5) If UE’s ongoing slice(s) is rejected due to, e.g., high overload conditions, based on the slice re-mapping/fallback list provided by the S-gNB or the AMF in advance, the T-gNB makes the slice re-mapping/fallback decision. And it may include the decision in the “HANDOVER REQUEST ACKNOWLEDGE” message sent to S-gNB.
6) The T-gNB sends the slice re-mapping/fallback decision to the AMF through the “PATH SWITCH REQUEST” message.
6.2.1.2 NG based handover
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Fig. 2: Slice re-mapping/fallback determined by T-gNB
5) The S-gNB sends “HANDOVER REQUIRED” to the AMF. 
6) The AMF sends “HANDOVER REQUEST” to the T-gNB, which may include the slice re-mapping/fallback list.
7) If UE’s ongoing slice(s) is rejected due to, e.g., high overload conditions, based on the slice re-mapping/fallback list, the T-gNB includes the re-mapped/fallback decision in the “HANDOVER REQUEST ACKNOWLEDGE” message sent to AMF.
8) The AMF may send the slice re-mapping/fallback decision to the S-gNB through the “HANDOVER COMMAND” message.
NOTE: The inactive UE mobility would be handled similar to the Xn based handover.
6.2.2 Solutions for Use case 2: Slice re-mapping/fallback determined by T-gNB and/or AMF
6.2.2.1 Xn based handover
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Fig. 3: Slice re-mapping/fallback determined by T-gNB and/or AMF
4) The S-gNB sends “HANDOVER REQUEST” to T-gNB, which may include the slice re-mapping/fallback list.
5) If UE’s ongoing slice(s) is not supported, based on the slice re-mapping/fallback list provided by the S-gNB or the AMF in advance, T-gNB makes the slice re-mapping/fallback decision. And it may include the decision in the “HANDOVER REQUEST ACKNOWLEDGE” message sent to S-gNB.
6) T-gNB sends the slice re-mapping/fallback decision to AMF through the “PATH SWITCH REQUEST” message. 
6.2.2.2 NG based handover
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Fig. 4: Slice re-mapping/fallback determined by T-gNB and/or AMF
5) The S-gNB sends “HANDOVER REQUIRED” to the AMF. 
6) If UE’s ongoing slice(s) is not supported by T-gNB, the AMF makes the slice re-mapping/fallback decision and includes the decision in the “HANDOVER REQUEST” message sent to T-gNB.
7) The T-gNB responds to the AMF through the “HANDOVER REQUEST ACKNOWLEDGE” message. 
8) The AMF may send the slice re-mapping/fallback decision to the S-gNB through the “HANDOVER COMMAND” message.
NOTE: The inactive UE mobility would be handled similar to the Xn based handover.
Annex 2– draft LS to SA2
1. Overall Description:
RAN3 has initiated the study on Rel-17 RAN slicing to study the necessity and mechanisms (e.g., slice re-mapping and fallback) to support service continuity for the intra-RAT handover scenario where target gNB doesn’t support the UE’s ongoing slice. 
RAN3 has discussed and concluded with two handover use cases: 
· User case 1: the associated network slice is supported by the target NG-RAN node, but rejected
· Use case 2: the associated network slice is not supported by the target NG-RAN node.
For the above use cases, RAN3 has also discussed the target NG-RAN node or the CN may determine slice re-mapping/fallback for the slices associated with the rejected PDU session. 
Meanwhile, some companies propose that SA2 has defined the slice (re)mapping procedures, e.g., S-NSSAI handling for inter-PLMN mobility, etc. 
Hence RAN3 would like to ask SA2 about the feasibility of slice re-mapping/fallback during Xn/NG based handover and provide answers for further RAN work. 

2. Actions:

To SA2:

ACTION: 	
RAN3 respectfully asks SA2 to reply the above question, and provide feedback, if possible.
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