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[bookmark: _Ref165266342]Introduction
According to the WID [1] of the NR MBS, the MBS service of NR is to be provided to both the IDLE/INACTIVE UE and the CONNECTED UE via MN or SN. In this contribution we provide our understandings on how to provide the MBS service in RAN.
Discussion
DC architectures
According to the architecture description [1] quoted below, the NR MBS service is to be provided to the UE via the 5GC and the NR Uu interface. 
	Architecture: it is the one in Figure 4.1-1 in TR 23.757 v0.2.0: High level MBS architecture, with the further restriction that only NR in NG-RAN (i.e. connected to 5GC) is considered as RAT. Consequently, in addition to in NR SA, there should be no reasons preventing the use of the feature standardized in this WI in case of MR DC configurations in the MCG when the MN is a gNB (NE-DC, NR DC).




Figure 1: RAN node supporting MBS reception
As the WID already stated that the MBS should be supported for NR DC, the MBS reception should be supported via either M-gNB (i.e. MN (Master Node)) or S-gNB (i.e. SN (Secondary Node)). If the MBS service is to be provided to the CONNECTED UE via either M-gNB or S-gNB, we should allow the UE to only receive the MBS service without the configuration of the unicast PDU session, as the UE which could be only interested in the MBS service may not have a unicast PDU session for the reception of the MBS service. On the other hand, if the UE’s unicast PDU session is via the M-gNB and the MBS PDU session is via the S-gNB, not moving the unicast PDU session to the S-gNB could also reduce the service interruption of the unicast service while receiving the MBS service.
Proposal 1: The MBS service can be provided via either M-gNB or S-gNB without configuring the unicast PDU session of a unicast service via either M-gNB or S-gNB.
RAN security
As the MBS configuration could be via to the CONNECTED UE via the dedicated RRC signalling, then the security key may be needed for the encryption of the RRC signalling provided via the Uu interface. However, when a UE is only to receive the MBS service (which is encrypted by the CN as LTE), the UE may not have an active PDU session of unicast. According to the current specification [2], if the UE does not have a unicast PDU session, the UE could be configured with a signalling-only connection (as quoted in the Annex A) which could be provided with the security context to encrypt the RRC signalling via the Uu interface. However it is also not clear whether the signalling-only connection (which is currently used for the NAS signalling transmission) can be used for the MBS configuration as the UE may not have any NAS signalling while receiving the MBS configuration of Uu.
Observation 1: The user plane packets of MBS service are encrypted by the CN, without providing the security context to the RAN. 
Observation 2: It is not clear if the security context can be provided to the RAN without a unicast PDU session or without NAS signalling transmission. 
Proposal 2: RAN3 is kindly requested discuss whether the security context can be provided to a UE without a unicast bearer or a NAS signalling transmission.
RAN decision of PTP/PTM
According to the TR 23.757 of the SA MBS SI, the MBS packets can be delivered to the RAN via either “5GC Individual MBS traffic delivery method” or “5GC Shared MBS traffic delivery method”.
	The following texts are extracted from the TR 23.757:
From the view point of 5G CN, two delivery methods are possible:
-	5GC Individual MBS traffic delivery method: 5G CN receives a single copy of MBS data packets and delivers separate copies of those MBS data packets to individual UEs via per-UE PDU sessions.
NOTE 1:	It will be determined based on the selected solutions whether the Individual delivery method is supported.
-	5GC Shared MBS traffic delivery method: 5G CN receives a single copy of MBS data packets and delivers a single copy of those MBS packets packet to a RAN node, which then delivers them to one or multiple UEs




Figure 2: MBS delivery methods
According to the Figure illustrated above, we could have following MBS delivery methods from the CN to the UE:
· Method 1: The CN-to-gNB is via PTM (i.e. “5GC Shared MBS traffic delivery method”), and the gNB-to-UE is via PTP.
· Method 2: The CN-to-gNB is via PTM (i.e. “5GC Shared MBS traffic delivery method”), and the gNB-to-UE is via PTM.
· Method 3: The CN-to-gNB is via PTP (i.e. “5GC Individual MBS traffic delivery method”), and the gNB-to-UE is via PTP.
· Method 4: The CN-to-gNB is via PTP (i.e. “5GC Individual MBS traffic delivery method”), and the gNB-to-UE is via PTM.
From our understanding, no extra standard effort is required for supporting Method 3. However some specification works are needed for supporting Method 1/2/4. For example, for Method 4, the CN could have several PDU sessions providing the same MBS service to different UEs. Then RAN can decide to deliver only one copy of the MBS packets to multiple UEs via PTM. RAN should firstly decide which MBS delivery method is to be used in this Release.
Proposal 3: RAN3 is kindly requested discuss which of the following MBS delivery methods are supported:
· Method 1: The CN-to-gNB is via PTM, and the gNB-to-UE is via PTP.
· Method 2: The CN-to-gNB is via PTM, and the gNB-to-UE is via PTM.
· Method 3: The CN-to-gNB is via PTP, and the gNB-to-UE is via PTP.
· [bookmark: _GoBack]Method 4: The CN-to-gNB is via PTP, and the gNB-to-UE is via PTM.
Conclusions
Based on the analysis given above, we have the following Observations and proposal:
Observation 1: The user plane packets of MBS service are encrypted by the CN, without providing the security context to the RAN. 
Observation 2: It is not clear if the security context can be provided to the RAN without a unicast PDU session or without NAS signalling transmission. 
Observation 3: If the MBS configuration is provided via broadcast signalling, the gNB is not able to know which/how many UE(s) are receiving (or interested to receive) a specific MBS service.
Observation 4: For the case that the MBS configuration is provided via the dedicated RRC, the UE may change its interest of MBS reception at any point of time.
Proposal 1: The MBS service can be provided via either M-gNB or S-gNB without configuring the unicast PDU session of a unicast service via either M-gNB or S-gNB.
Proposal 2: RAN3 is kindly requested discuss whether the security context can be provided to a UE without a unicast bearer or a NAS signalling transmission.
Proposal 3: RAN3 is kindly requested discuss which of the following MBS delivery methods are supported:
· Method 1: The CN-to-gNB is via PTM, and the gNB-to-UE is via PTP.
· Method 2: The CN-to-gNB is via PTM, and the gNB-to-UE is via PTM.
· Method 3: The CN-to-gNB is via PTP, and the gNB-to-UE is via PTP.
· Method 4: The CN-to-gNB is via PTP, and the gNB-to-UE is via PTM.
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Annex A
The following texts are extracted from the 3GPP TS 38.413 [2]:
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[bookmark: _Toc20954853][bookmark: _Toc29503290][bookmark: _Toc29503874][bookmark: _Toc29504458][bookmark: _Toc36552904][bookmark: _Toc36554631]8.3.1.1	General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE context at the NG-RAN node, when required, including PDU session context, the Security Key, Mobility Restriction List, UE Radio Capability and UE Security Capabilities, etc. The AMF may initiate the Initial Context Setup procedure if a UE-associated logical NG-connection exists for the UE or if the AMF has received the RAN UE NGAP ID IE in an INITIAL UE MESSAGE message or if the NG-RAN node has already initiated a UE-associated logical NG-connection by sending an INITIAL UE MESSAGE message via another NG interface instance. The procedure uses UE-associated signalling.
For signalling only connections and if the UE Context Request IE is not received in the Initial UE Message, the AMF may be configured to trigger the procedure for all NAS procedures or on a per NAS procedure basis depending on operator’s configuration.
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Figure 8.3.1.2-1: Initial context setup: successful operation
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This message is sent by the AMF to request the setup of a UE context.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	Old AMF
	O
	
	AMF Name
9.3.3.21
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	C-ifPDUsessionResourceSetup
	
	9.3.1.58
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	GUAMI
	M
	
	9.3.3.3
	
	YES
	reject

	PDU Session Resource Setup Request List
	
	0..1
	
	
	YES
	reject

	>PDU Session Resource Setup Request Item
	
	1..<maxnoofPDUSessions>
	
	
	-
	

	>>PDU Session ID
	M
	
	9.3.1.50
	
	-
	

	>>PDU Session NAS-PDU
	O
	
	NAS-PDU
9.3.3.4
	
	-
	

	>>S-NSSAI 
	M
	
	9.3.1.24
	
	-
	

	>>PDU Session Resource Setup Request Transfer

	M
	
	OCTET STRING
	Containing the PDU Session Resource Setup Request Transfer IE specified in subclause 9.3.4.1.
	-
	

	Allowed NSSAI
	M
	
	9.3.1.31
	Indicates the S-NSSAIs permitted by the network
	YES
	reject

	UE Security Capabilities
	M
	
	9.3.1.86
	
	YES
	reject

	Security Key
	M
	
	9.3.1.87
	
	YES
	reject

	Trace Activation
	O
	
	9.3.1.14
	
	YES
	ignore

	Mobility Restriction List
	O
	
	9.3.1.85
	
	YES
	ignore

	UE Radio Capability
	O
	
	9.3.1.74
	
	YES
	ignore

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.3.1.54
	
	YES
	ignore

	NAS-PDU
	O
	
	9.3.3.4
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	UE Radio Capability for Paging
	O
	
	9.3.1.68
	
	YES
	ignore

	Redirection for Voice EPS Fallback 
	O
	
	9.3.1.116
	
	YES
	ignore

	Location Reporting Request Type
	O
	
	9.3.1.65
	
	YES
	ignore

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore
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