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1. Introduction
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]At RAN3#107bis-e meeting, the E1 aspects of NPN were discussed and the following open issues were captured in [1]. 
· Acknowledge that on PNI-NPN specific impact, the views do not converge, with very different positions in place. This needs to be continued at the next meeting.
· Acknowledge that discussions on Cause Values need more discussions.
In this paper, we discuss the above open issues.
2. Discussion
2.1 PNI-NPN support information
Generally the PNI-NPN support information is needed. Since UP indicates CP about its supported PNI-NPN info during E1 setup, when a UE is to be served by this CP, and CP is informed this UE’s allowed CAG list from CN, CP could select proper UP for this UE, since different UP may be associated with different PNI-NPN, e.g. resource wise. Also this follows the principle that the DU provides its supported PNI-NPN to the CU. 
With this understanding, CU-UP should provide the configured PNI-NPN information (e.g., PLMN, CAG ID) to CU-CP for the subsequently appropriate actions. 
PNI-NPN support information (PLMN ID and CAG ID) should be informed by the CU-UP. 
2.2 Cause values  
For UE-associated messages, generally the CU-UP may not preform the access control, so there is no need to introduce cause values. 
For interface related messages, if there is a full or partial mismatch between the PNI-NPNs/SNPNs supported by CU-CP and CU-UP, the operator may would like to fail E1. In this case, the CU-CP shall reject E1 setup request with a cause value “NPN not supported”, which may help CU-UP to searches for more suitable CU-CPs.
The following cause value should be introduced over E1:
· NPN not supported.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
In this paper, we have discussed open issues over E1 and have the following proposals,
1. PNI-NPN support information (PLMN ID and CAG ID) should be informed by the CU-UP. 
The following cause value should be introduced over E1:
· NPN not supported.
The corresponding TP for TS 38.463 is provided in Annex. The corresponding TP for TS 38.460 is provided in [2]. 
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Annex – TP for TS 38.463 (on the top of BL R3-202892)
<<<<<<<<<<<<<<<<<<<< Changes Begin >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20955583][bookmark: _Toc29461021][bookmark: _Toc29505753][bookmark: _Toc36556278]9.3.1.2	Cause
The purpose of the Cause IE is to indicate the reason for a particular event for the E1AP protocol.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified, 
Unknown or already allocated gNB-CU-CP UE E1AP ID, 
Unknown or already allocated gNB-CU-UP UE E1AP ID, 
Unknown or inconsistent pair of UE E1AP ID, 
Interaction with other procedure, 
PDCP Count Wrap Around, 
[bookmark: _Hlk516839740]Not supported QCI value,
Not supported 5QI value,
Encryption algorithms not supported, 
Integrity protection algorithms not supported,
UP integrity protection not possible, 
UP confidentiality protection not possible,
Multiple PDU Session ID Instances,
Unknown PDU Session ID,
Multiple QoS Flow ID Instances,
Unknown QoS Flow ID,
Multiple DRB ID Instances,
Unknown DRB ID,
Invalid QoS combination,
Procedure cancelled,
Normal release,
No radio resources available,
Action desirable for radio reasons,
Resources not available for the slice,
PDCP configuration not supported,
…,
UE DL maximum integrity protected data rate reason,
UP integrity protection failure, Release due to Pre-Emption, NPN not supported)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Unspecified, 
Transport Resource Unavailable, …)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,
Semantic Error,
Abstract Syntax Error (Falsely Constructed Message), Unspecified, …)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, …)
	



The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	Unknown or already allocated gNB-CU-CP UE E1AP ID
	The action failed because the gNB-CU-CP UE E1AP ID is either unknown, or (for a first message received at the gNB-CU) is known and already allocated to an existing context.

	Unknown or already allocated gNB-CU-UP UE E1AP ID
	The action failed because the gNB-CU-UP UE E1AP ID is either unknown, or (for a first message received at the gNB-CU-UP) is known and already allocated to an existing context.

	Unknown or inconsistent pair of UE E1AP ID
	The action failed because both UE E1AP IDs are unknown, or are known but do not define a single UE context.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.

	PDCP COUNT wrap around
	PDCP COUNT approaches the maximum value.

	Not supported QCI value
	The action failed because the requested QCI is not supported.

	Not supported 5QI value
	The action failed because the requested 5QI is not supported.

	Encryption algorithms not supported 

	The gNB-CU-UP is unable to support the selected encryption algorithm for the UE.

	Integrity protection algorithms not supported
	The gNB-CU-UP is unable to support the selected integrity protection algorithm for the UE.

	UP integrity protection not possible 

	The PDU Session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU Session cannot be accepted according to the required user plane confidentiality protection policy

	Multiple PDU Session ID Instances
	The action failed because multiple instances of the same PDU Session had been provided.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown.

	Multiple QoS Flow ID Instances
	The action failed because multiple instances of the same QoS flow had been provided.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknow.

	Multiple DRB ID Instances
	The action failed because multiple instances of the same DRB had been provided.

	Unknown DRB ID
	The action failed because the DRB ID is unknow.

	Invalid QoS combination
	The action was failed because of invalid QoS combination

	Procedure cancelled

	The sending node cancelled the procedure due to other urgent actions to be performed.

	Normal release

	The action is due to a normal release of the UE (e.g. because of mobility) and does not indicate an error.

	No radio resources available
	The requested node doesn’t have sufficient radio resources available.

	Action desirable for radio reasons
	The reason for requesting the action is radio related.

	Resources not available for the slice
	The requested resources are not available for the slice.

	PDCP configuration not supported,
	The gNB-CU-UP is unable to support the selected PDCP configuration for the UE.

	UE DL maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum downlink data rate for integrity protection supported by the UE.

	UP integrity protection failure
	The gNB-CU-UP detects an integrity protection failure in the UL PDU.

	Release due to Pre-Emption
	Release is initiated due to pre-emption.

	NPN not supported
	The request is not accepted due to the NPN not supported.



[bookmark: _Toc14044295]

<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3.1.x2	CAG ID
This IE is used to identify (together with a PLMN identifier) a Public Network Integrated Non-Public Network.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CAG ID
	M
	
	BIT STRING (SIZE(32))

	Defined in TS 23.003.



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.3.1.x5	NPN Support Information
This IE provides NPN related information.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NPN Support Information
	M
	
	
	

	>NPN Support Information -SNPN
	
	
	
	

	>>NID
	M
	
	9.3.1.x1
	This IE is associated with the PLMN Identity and the Slice Support List contained in the Supported PLMNs IE.
Together with the PLMN Identity it identifiers the SNPN supported by the gNB-CU-UP.

	>PNI-NPN Support Information
	
	
	
	

	>>CAG Support List
	
	1..<maxnoofCAGsupported>
	
	

	>>>CAG ID
	M
	
	9.3.1.x2
	



	Range bound
	Explanation

	maxnoofCAGsupported
	Maximum no. of CAG Ids supported. Value is 12.




<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc29461127][bookmark: _Toc20955684][bookmark: _Toc29505859]9.4.5	Information Element Definitions
<Unchanged Text Omitted>
	maxnoofTLAs,
	maxnoofGTPTLAs,
	maxnoofCAGsupported

<Unchanged Text Omitted>
CAG-ID	::= BIT STRING (SIZE (32))

CAGSupport-List ::= SEQUENCE (SIZE(1..maxnoofCAGsupported)) OF CAG-ID



<Unchanged Text Omitted>
CauseRadioNetwork ::= ENUMERATED {
	unspecified,
	unknown-or-already-allocated-gnb-cu-cp-ue-e1ap-id,
	unknown-or-already-allocated-gnb-cu-up-ue-e1ap-id,
	unknown-or-inconsistent-pair-of-ue-e1ap-id,
	interaction-with-other-procedure,
	pPDCP-Count-wrap-around,
	not-supported-QCI-value,
	not-supported-5QI-value,
	encryption-algorithms-not-supported, 
	integrity-protection-algorithms-not-supported,
	uP-integrity-protection-not-possible, 
	uP-confidentiality-protection-not-possible,
	multiple-PDU-Session-ID-Instances,
	unknown-PDU-Session-ID,
	multiple-QoS-Flow-ID-Instances,
	unknown-QoS-Flow-ID,
	multiple-DRB-ID-Instances,
	unknown-DRB-ID,
	invalid-QoS-combination,
	procedure-cancelled,
	normal-release,
	no-radio-resources-available,
	action-desirable-for-radio-reasons,
	resources-not-available-for-the-slice,
	pDCP-configuration-not-supported,
	NPN not supported, 
	...
}

<Unchanged Text Omitted>
NPNSupportInfo ::= CHOICE {
	sNPN		        NPNSupportInfo-SNPN,
	pNI-NPN				CAGSupport-List,
	choice-extension	ProtocolIE-SingleContainer	{{NPNSupportInfo-ExtIEs}}
}


<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.4.7	Constant Definitions
<Unchanged Text Omitted>
maxnoofCAGsupported								INTEGER ::= 12

<<<<<<<<<<<<<<<<<<<< Changes End >>>>>>>>>>>>>>>>>>>>

