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1   Introduction
In RAN3#107bis-e, RAN3 discussed the open point on adding the Mobility Restriction List (MRL) in the UE Context Modification Request message, as part of the CB: # 30bis_Email_PRN_MobRestrList. There was no agreement on adding the MRL and the issue was marked as to be continued [1]:
NGAP: further check the need to add MRL in the NGAP UE Context Modification Request message

NGAP: further check the need to add procedural text for MRL and additional semantics description in the MRL tabular
XnAP: further check the need to add procedural text for MRL and additional semantics description in the MRL tabular

To be continued...
In this contribution, we discuss the need to add MRL in the NGAP UE Context Modification Request message and provide the related procedural text in the TP for NPN BL CR for TS 38.413 (below).
2   Discussion

In the summary of CB: # 30bis_Email_PRN_MobRestrList [2], the following question was raised on whether to add the Mobility Restriction List IE in the UE Context Modification Request message:
Question 1: do we need to add MRL in the UE Context modification Request (tdoc 2129):
Companies views are summarized in the following two answers:
· No (4 companies). The MRL is already provided in the Downlink NAS Transport message. 

· Yes (2 companies). The AMF may update the MRL without using the Downlink NAS Transport message.
Why we need to add the MRL to an NGAP message?
According to 23.501 (section 5.30.3.4), the AMF provides the updated MRL to the UE and NG-RAN node: 
	-
Update of Mobility Restrictions:
-
When the AMF receives the Nudm_SDM_Notification from the UDM and the AMF determines that the Allowed CAG list or the indication whether the UE is only allowed to access CAG cells have changed;

-
The AMF shall update the Mobility Restrictions in the UE and NG-RAN accordingly; and…


The AMF can provide the updated MRL to the UE included in the DOWNLINK NAS TRANSPORT message, as described in the following text from TS 23.501:
	4.2.4.2
UE Configuration Update procedure for access and mobility management related parameters

[text omitted]

The AMF may include Mobility Restriction List in N2 message that delivers UE Configuration Update Command to the UE if the service area restriction for the UE is updated.


However, also in 23.501, it is described that in the case that the AMF was not able to provide the updated MRL to the UE using the DOWNLINK NAS TRANSPORT message, then the AMF still needs to provide the updated MRL to the NG-RAN. In our opinion, this means that the AMF will provide the updated MRL to the NG-RAN included in an NGAP message, e.g. the UE Context modification Request.
	4.2.4.2
UE Configuration Update procedure for access and mobility management related parameters

[text omitted]

[Conditional] If the Mobility Restrictions for the UE were updated and the Mobility Restrictions were not provided in the N2 message that delivers the UE Configuration Update Command, the AMF provides the NG-RAN with updated Mobility Restrictions.


Observation 1: If the updated MRL is not provided in the DOWNLINK NAS TRANSPORT message, the AMF provides the updated MRL to the NG-RAN node using an NGAP message. 
Observation 2: In the case that the updated MRL is provided in the DOWNLINK NAS TRANSPORT message and also using an NGAP message, the NG-RAN node shall overwrite any previously stored mobility restriction information in the UE context.
Proposal 1: it is proposed to add MRL in the NGAP UE Context Modification Request message.
3   Conclusion:

In this contribution we discussed the need to add the updated MRL in the NGAP UE Context Modification Request message. The following are the observations and proposals in this document:
Observation 1: If the updated MRL is not provided in the DOWNLINK NAS TRANSPORT message, the AMF provides the updated MRL to the NG-RAN node using an NGAP message. 
Observation 2: In the case that the updated MRL is provided in the DOWNLINK NAS TRANSPORT message and also using an NGAP message, the NG-RAN node shall overwrite any previously stored mobility restriction information in the UE context.

Proposal 1: it is proposed to add MRL in the NGAP UE Context Modification Request message.
Proposal 2: it is proposed to agree the TP for NPN BL CR for TS 38.413 in Annex below.
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5  Annex: TP for NPN BL CR for TS 38.413
 <<<<<<<<<<<<<<<<<<<< start of change >>>>>>>>>>>>>>>>>>>>
8.3.4
UE Context Modification

8.3.4.1
General

The purpose of the UE Context Modification procedure is to partly modify the established UE context. The procedure uses UE-associated signalling.

8.3.4.2
Successful Operation
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Figure 8.3.4.2-1: UE context modification: successful operation

Upon receipt of the UE CONTEXT MODIFICATION REQUEST message the NG-RAN node shall
-
store the received Security Key IE and, if the NG-RAN node is required to activate security for the UE, take this security key into use.
-
store the UE Security Capabilities IE and take them into use together with the received keys according to TS 33.501 [13]. 

-
store the Index to RAT/Frequency Selection Priority IE and use it as defined in TS 23.501 [9].

If the RAN Paging Priority IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
If the UE Aggregate Maximum Bit Rate IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall
-
replace the previously provided UE Aggregate Maximum Bit Rate by the received UE Aggregate Maximum Bit Rate in the UE context;

-
use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

If the Core Network Assistance Information for RRC INACTIVE IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the CN Assisted RAN Parameters Tuning IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node may use it as described in TS 23.501 [9].
If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context and report to the AMF the User Location Information IE and the RRC State IE in the UE CONTEXT MODIFICATION RESPONSE message.

If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "cancel report", the NG-RAN node shall, if supported, stop reporting to the AMF the RRC state of the UE.

The NG-RAN node shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the AMF, the successful update of the UE context.

If the Emergency Fallback Indicator IE is included in the UE CONTEXT MODIFICATION REQUEST message, it indicates that the concerned UE context is subject to emergency service fallback as described in TS 23.501 [9] and the NG-RAN node may, if supported, take the appropriate mobility actions taking into account the Emergency Service Target CN IE if provided.

If the New AMF UE NGAP ID IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall use the received value for future signalling with the AMF.

If the New GUAMI IE is included in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall replace the previously stored GUAMI as specified in TS 23.501 [9].

If the SRVCC Operation Possible IE is included in UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, store the content of the received SRVCC Operation Possible IE in the UE context and use it as defined in TS 23.216 [31].
If the Mobility Restriction List IE is contained in the UE CONTEXT MODIFICATION REQUEST message, the NG-RAN node shall, if supported, overwrite any previously stored mobility restriction information in the UE context. 
The NG-RAN node shall use the information in the Mobility Restriction List IE if present in the UE CONTEXT MODIFICATION REQUEST message to:

-
determine a target for subsequent mobility action for which the NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

Interactions with RRC Inactive Transition Report procedure:

If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "single RRC connected state report", the NG-RAN node shall, if supported and if the UE is in RRC_INACTIVE state, send one subsequent RRC INACTIVE TRANSITION REPORT message to the AMF when the RRC state transitions to RRC_CONNECTED state.

If the RRC Inactive Transition Report Request IE is included in the UE CONTEXT MODIFICATION REQUEST message and set to "subsequent state transition report", the NG-RAN node shall, if supported, send the RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE when the UE enters or leaves RRC_INACTIVE state.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.2.7
UE CONTEXT MODIFICATION REQUEST

This message is sent by the AMF to provide UE Context information changes to the NG-RAN node.
Direction: AMF ( NG-RAN node

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	reject

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	reject

	RAN Paging Priority
	O 
	
	9.3.3.15
	
	YES
	ignore

	Security Key
	O
	
	9.3.1.87
	
	YES
	reject

	Index to RAT/Frequency Selection Priority
	O
	
	9.3.1.61
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.3.1.58
	
	YES
	ignore

	UE Security Capabilities
	O
	
	9.3.1.86
	
	YES
	reject

	Core Network Assistance Information for RRC INACTIVE
	O
	
	9.3.1.15
	
	YES
	ignore

	Emergency Fallback Indicator
	O
	
	9.3.1.26
	
	YES
	reject

	New AMF UE NGAP ID
	O
	
	AMF UE NGAP ID

9.3.3.1
	
	YES
	reject

	RRC Inactive Transition Report Request
	O
	
	9.3.1.91
	
	YES
	ignore

	New GUAMI
	O
	
	GUAMI

9.3.3.3
	
	YES
	reject

	CN Assisted RAN Parameters Tuning
	O
	
	9.3.1.119
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.3.1.128
	
	YES
	ignore

	Mobility Restriction List
	O
	
	9.3.1.85
	
	YES
	ignore


9.4.4
PDU Definitions

-- ASN1START

-- **************************************************************

--

-- PDU definitions for NGAP.

--

-- **************************************************************

<<<<<<<<<<<<<<<<<<<< skip unchnaged text >>>>>>>>>>>>>>>>>>>>
-- **************************************************************

--

-- UE Context Modification Elementary Procedure

--

-- **************************************************************

-- **************************************************************

--

-- UE CONTEXT MODIFICATION REQUEST

--

-- **************************************************************

UEContextModificationRequest ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {UEContextModificationRequestIEs} },


...

}

UEContextModificationRequestIEs NGAP-PROTOCOL-IES ::= {


{ ID id-AMF-UE-NGAP-ID






CRITICALITY reject
TYPE AMF-UE-NGAP-ID




PRESENCE mandatory
}|


{ ID id-RAN-UE-NGAP-ID






CRITICALITY reject
TYPE RAN-UE-NGAP-ID




PRESENCE mandatory
}|


{ ID id-RANPagingPriority





CRITICALITY ignore
TYPE RANPagingPriority



PRESENCE optional
}|


{ ID id-SecurityKey







CRITICALITY reject
TYPE SecurityKey




PRESENCE optional
}|


{ ID id-IndexToRFSP







CRITICALITY ignore
TYPE IndexToRFSP




PRESENCE optional
}|


{ ID id-UEAggregateMaximumBitRate



CRITICALITY ignore
TYPE UEAggregateMaximumBitRate

PRESENCE optional
}|


{ ID id-UESecurityCapabilities




CRITICALITY reject
TYPE UESecurityCapabilities

PRESENCE optional
}|


{ ID id-CoreNetworkAssistanceInformationForInactive

CRITICALITY ignore
TYPE CoreNetworkAssistanceInformationForInactive   PRESENCE optional

}|


{ ID id-EmergencyFallbackIndicator



CRITICALITY reject
TYPE EmergencyFallbackIndicator

PRESENCE optional
}|


{ ID id-NewAMF-UE-NGAP-ID





CRITICALITY reject
TYPE AMF-UE-NGAP-ID




PRESENCE optional
}|


{ ID id-RRCInactiveTransitionReportRequest

CRITICALITY ignore
TYPE RRCInactiveTransitionReportRequest
PRESENCE optional
}|


{ ID id-NewGUAMI







CRITICALITY reject
TYPE GUAMI






PRESENCE optional
}|


{ ID id-CNAssistedRANTuning





CRITICALITY ignore
TYPE CNAssistedRANTuning


PRESENCE optional
}|


{ ID id-SRVCCOperationPossible




CRITICALITY ignore
TYPE SRVCCOperationPossible

PRESENCE optional
}|

{ ID id-MobilityRestrictionList




CRITICALITY ignore
TYPE MobilityRestrictionList

PRESENCE optional
},


...

}

<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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