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1 Introduction 
Basic agreements on NG/S1 based DAPS handover support have been agreed in RAN3 #107bis-e. NG/S1 based DAPS handover requires AMF/MME support. This paper proposes solution for AMF DAPS capability negotiation.
2 [bookmark: _Ref535308766][bookmark: _Ref535492080]Capability negotiation in NG based DAPS HO
In last meeting, RAN3 reached following agreements for NG/S1 based DAPS HO.
	1. Add the DAPS related information in transparent containers between source and target in the Handover Preparation and Handover Resource Allocation procedures.
2. Introduce two new class-2 procedures for transferring the COUNT value for the early data forwarding. The content of these messages is transparent to the core network.
3. Introduce a new message (i.e. Handover Success from MME/AMF to source node) and enhance the Handover Notify message for indicating the successful access of the UE from target node to source node via MME/AMF.


#2 and #3 require AMF to support new NGAP messages and new IE in existing message. 
Observation 1: DAPS HO requires AMF to support new NGAP messages and new IE in existing message.
Based on #1, the DAPS capability negotiation information is included in transparent containers, which are invisible to AMF. So, the source and target NG-RAN should check the AMF capability.
Observation 2: Because DAPS request/response are included in transparent containers, we have to rely on source and target RAN nodes to check the AMF capability.
On how NG-RAN knows AMF DAPS capability, there are at least two options: OAM and NGAP signalling.
NG-RAN and AMF may belong to different vendors. OAM solution does not work in multi-vendor deployment.
On NGAP signalling based solution, AMF indicates its DAPS capability in NG setup procedure and AMF Configuration Update procedure.
Proposal 1: AMF indicates DAPS Handover Capability in NG SETUP RESPONSE and AMF CONFIGURATION UPDATE.
3 Conclusions
Observation 1: DAPS HO requires AMF to support new NGAP messages and new IE in existing message.
Observation 2: Because DAPS request/response are included in transparent containers, we have to rely on source and target RAN nodes to check the AMF capability.
Proposal 1: AMF indicates DAPS Handover Capability in NG SETUP RESPONSE and AMF CONFIGURATION UPDATE.
Proposal 2: Adopt the same DAPS Handover Capability indication for S1 based DAPS handover

TP for 38.413 BL CR is attached below. TP for 36.413 BL CR is prepared in R3-203332.

4 Annex: TP for NR_Mob_enh-Core BL CR for TS 38.413
==========================Start Change=============================
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[bookmark: _Toc20954936][bookmark: _Toc29503373][bookmark: _Toc29503957][bookmark: _Toc29504541][bookmark: _Toc36552987][bookmark: _Toc36554714]8.7.1.1	General
The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.
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Figure 8.7.1.2-1: NG setup: successful operation
The NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with an NG SETUP RESPONSE message including the appropriate data.
If the UE Retention Information IE set to “ues-retained“ is included in the NG SETUP REQUEST message, the AMF may accept the proposal to retain the existing UE related contexts and signalling connections by including the UE Retention Information IE set to “ues-retained“ in the NG SETUP RESPONSE message.
The AMF shall include the Backup AMF Name IE, if available, in the Served GUAMI List IE in the NG SETUP RESPONSE message. The NG-RAN node shall, if supported, consider the AMF as indicated by the Backup AMF Name IE when performing AMF reselection, as specified in TS 23.501 [9].
If the GUAMI Type IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall store the received value and use it for further AMF selection as defined in TS 23.501 [9].
If the DAPS Handover Capability IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall store the received value and use it for future DAPS handover decision as defined in TS 23.502 [10].
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Figure 8.7.1.3-1: NG setup: unsuccessful operation
If the AMF cannot accept the setup, it should respond with an NG SETUP FAILURE message and appropriate cause value.
If the NG SETUP FAILURE message includes the Time to Wait IE, the NG-RAN node shall wait at least for the indicated time before reinitiating the NG Setup procedure towards the same AMF.
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If the NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the PLMN Identity IEs and none of the PLMNs provided by the NG-RAN node is identified by the AMF, then the AMF shall reject the NG Setup procedure with an appropriate cause value.
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The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.
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Figure 8.7.3.2-1: AMF configuration update: successful operation
The AMF initiates the procedure by sending an AMF CONFIGURATION UPDATE message including the appropriate updated configuration data to the NG-RAN node. The NG-RAN node responds with an AMF CONFIGURATION UPDATE ACKNOWLEDGE message to acknowledge that it successfully updated the configuration data. If an information element is not included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall interpret that the corresponding configuration data is not changed and shall continue to operate the NG-C interface with the existing related configuration data.
If the PLMN Support List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall overwrite the whole list of supported PLMN Identities and the corresponding list of AMF slices for each PLMN Identity and use the received values for further network slice selection and AMF selection. 
If the AMF TNL Association to Add List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall, if supported, use it to establish the TNL association(s) with the AMF. The NG-RAN node shall report to the AMF, in the AMF CONFIGURATION UPDATE ACKNOWLEDGE message, the successful establishment of the TNL association(s) with the AMF as follows:
[bookmark: _Hlk497194898]-	A list of successfully established TNL associations shall be included in the AMF TNL Association Setup List IE;
-	A list of TNL associations that failed to be established shall be included in the AMF TNL Association Failed to Setup List IE.
If the AMF CONFIGURATION UPDATE message includes AMF TNL Association to Remove List IE, and the Endpoint IP Address and the Port Number IE for both TNL endpoints of the TNL association(s) is included in the AMF TNL Association to Remove List IE, the NG-RAN node shall, if supported, initiate removal of the TNL association(s) indicated by both received TNL endpoints towards the AMF. If the Endpoint IP Address IE, or the Endpoint IP Address IE and the Port Number IE for one or both of the TNL endpoints is included in the AMF TNL Association to Remove List IE, the NG-RAN node shall, if supported, initiate removal of the TNL association(s) indicated by the received endpoint IP address(es).If the AMF Name IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall overwrite the previously stored AMF name and use it to identify the AMF.
If the Served GUAMI List IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall overwrite the whole list of GUAMIs served by the AMF by the new list and use the received values for further AMF management and AMF selection as defined in TS 23.501 [9]. 
If the Relative AMF Capacity IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node may use it as defined in TS 23.501 [9].
If the AMF TNL Association to Update List IE is included in the AMF CONFIGURATION UPDATE message the NG-RAN node shall, if supported, update the TNL association(s) indicated by the received AMF Transport Layer information towards the AMF.
If the TNL Association Usage IE or the TNL Address Weight Factor IE is included in the AMF TNL Association to Add List IE or the AMF TNL Association to Update List IE, the NG-RAN node shall, if supported, consider it as defined in TS 23.502 [10].
If the DAPS Handover Capability IE is included in the AMF CONFIGURATION UPDATE message, the NG-RAN node shall store the received value and use it for future DAPS handover decision as defined in TS 23.502 [10].
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Figure 8.7.3.3-1: AMF configuration update: unsuccessful operation
If the NG-RAN node cannot accept the update, it shall respond with an AMF CONFIGURATION UPDATE FAILURE message and appropriate cause value.
If the Time to Wait IE is included in the AMF CONFIGURATION UPDATE FAILURE message, the AMF shall wait at least for the indicated time before reinitiating the AMF Configuration Update procedure towards the same NG-RAN node.
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If the AMF receives neither an AMF CONFIGURATION UPDATE ACKOWLEDGE nor an AMF CONFIGURATION UPDATE FAILURE message, the AMF may reinitiate the AMF Configuration Update procedure towards the same NG-RAN node provided that the content of the new AMF CONFIGURATION UPDATE message is identical to the content of the previously unacknowledged AMF CONFIGURATION UPDATE message.
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This message is sent by the AMF to transfer application layer information for an NG-C interface instance.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name
9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore

	DAPS Handover Capability
	O
	
	ENUMERATED (supported, not-supported, …)
	Indicates whether AMF supports DAPS handover
	YES
	ignore



	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.
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This message is sent by the AMF to transfer updated information for an NG-C interface instance.
Direction: AMF  NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	9.3.3.21
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name
9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	0..1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information
9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information
9.3.2.6
	Transport Layer Address of the AMF.
	-
	

	>>TNL Association Transport Layer Address NG-RAN
	O
	
	CP Transport Layer Address
9.3.2.6
	Transport Layer Address of the NG-RAN node.
	YES
	reject

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information
9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	

	DAPS Handover Capability
	O
	
	ENUMERATED (supported, not-supported, …)
	Indicates whether AMF supports DAPS handover
	YES
	ignore


[bookmark: _Hlk513788894]
	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.

	maxnoofTNLAssociations
	Maximum no. of TNL Associations between the NG-RAN node and the AMF. Value is 32.
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