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1. Introduction
At RAN3#107bis-e meeting, the following open issues on MRL was captured in [1]. 
· NGAP: further check the need to add MRL in the NGAP UE Context Modification Request message
· NGAP: further check the need to add procedural text for MRL and additional semantics description in the MRL tabular
· XnAP: further check the need to add procedural text for MRL and additional semantics description in the MRL tabular
In this paper, we discuss these open issues.
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2.1 MRL in the UE Context modification Request
At the latest RAN3 meeting #107bis-e, there was some discussions that the MRL should be added in the UE CONTEXT MODIFICATION REQUEST message, in order to inform the RAN of the updated MRL after UE acknowledges e.g. the CONFIGURATION UPDATE COMMAND.
In our understanding, the MRL included in the DOWNLINK NAS TRANSPORT message is enough for providing the information: 
· When UE configuration is updated (assuming the Mobility Restrictions is updated), the AMF will send to the RAN the DL NAS TRANSPORT message, in which the CONFIGURATION UPDATE COMMAND and the updated MRL is included. The RAN can know the updated MRL through this message.
· In case that the UE does not properly acknowledges the CONFIGURATION UPDATE COMMAND (e.g. transmission failure of the CONFIGURATION UPDATE COMMAND message or the CONFIGURATION UPDATE COMPLETE message), the AMF or UE has to trigger another UE configuration update procedure (refer to TS24.501 [2], sections 5.4.4.5 and 5.4.4.6). In the new procedure, the RAN can also be informed of the updated MRL through the DL NAS TRANSFER message.
Based on the above analysis, we have the following proposal:
No need to add MRL in the UE CONTEXT MODIFICATION REQUEST message.
2.2 Semantics description in MRL
Currently the BL CR for XnAP has captured a Note as follows. Then similarly, the BL CR for NGAP should add such a similar note. 
· NOTE: if the Serving NID IE is included in this IE, the Equivalent PLMNs IE and the Last E-UTRAN PLMN IE are not included and the Core Network Type Restriction for Serving PLMN IE is set to "EPCForbidden", following principles specified in TS 23.501 [9].
There are two possibilities, either to add the note for NGAP BL CR, or remove the note from the XnAP BL CR. Anyway the NGAP and XnAP should be aligned with each other. Here it is proposed to add this note NG BL CR unless the semantics in XnAP BL CR is removed. In addition, the note can be further updated to include the RAT restrictions for SNPN. 
Add a note on the application of mobility restriction for NPN in the NG BLCR. 
2.3 Manual CAG ID selection 
RAN2 has sent to SA2 a LS R2-2002417 on manual CAG ID selection, including the following question:
Question 1.1; TO: SA2; CC: CT1: 
If a UE performs manual CAG selection and a successful registration, then whether the UE shall stay on cells supporting the manually selected CAG ID in RRC_CONNECTED state especially in the case when after registration the Allowed CAG List in the UE does not contain the manually selected CAG ID?
SA2 replied the LS in S2-2003640 as follows: 
If a UE performs manual CAG selection and registers successfully, it means that at least one CAG ID supported by the selected cell is in the list of Allowed CAG IDs in the UE's subscription. During successful registration, the CAG information including the list of Allowed CAG IDs is provided to the RAN. In RRC_CONNECTED state, UE mobility is under control of RAN. Since the selected cell is allowed for the UE according to the CAG information, RAN can keep the UE at the selected cell.
According to SA2’s reply, the AMF can determine the policy whether the UE shall stay on cells supporting the manually selected CAG ID or not, through the MRL provided to the RAN:
· If the AMF decides to keep the UE always staying on cells supporting the manually selected CAG ID, the AMF can provide the RAN with a MRL including only the manually selected CAG ID;
· [bookmark: _GoBack]If the AMF succeeds the UE registration via the manually selected CAG ID, the AMF can include the manually selected CAG ID in the allowed CAG list. 
· Otherwise, the AMF can reject the UE registration.
Therefore, we have the following proposal:
The AMF can determine whether the UE shall stay on cells supporting the manually selected CAG ID through the MRL provided to the RAN, which is already supported. 
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In this paper, we have discussed issues on MRL, and have the following proposals:
1. No need to add MRL in the UE CONTEXT MODIFICATION REQUEST message.
1. Add a note on the application of mobility restriction for NPN in the NG BLCR. 
1. The AMF can determine whether the UE shall stay on cells supporting the manually selected CAG ID through the MRL provided to the RAN, which is already supported. 
The corresponding TP for TS 38.413 is provided in Annex. The corresponding TP for TS 38.423 is provided in [3]. 
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Annex – TP for TS 38.413 (on the top of BL R3-202890)
<<<<<<<<<<<<<<<<<<<< Changes Begin >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20955249][bookmark: _Toc14044295]9.3.1.85	Mobility Restriction List
This IE defines roaming or access restrictions for subsequent mobility action for which the NG-RAN provides information about the target of the mobility action towards the UE, e.g., handover, or for SCG selection during dual connectivity operation or for assigning proper RNAs. NG-RAN behaviour upon receiving this IE is specified in TS 23.501 [9].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Serving PLMN
	M
	
	PLMN Identity
9.3.3.5
	
	-
	

	Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	Allowed PLMNs in addition to Serving PLMN.
This list corresponds to the list of "equivalent PLMNs" as defined in TS 24.501 [26].
This list is part of the roaming restriction information. Roaming restrictions apply to PLMNs other than the Serving PLMN and Equivalent PLMNs.
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	RAT Restrictions
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains RAT restriction related information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>RAT Restriction Information
	M
	
	BIT STRING {
e-UTRA (0),
nR (1) ,nR-unlicensed (2)) }
(SIZE(8, …))
	Each position in the bitmap represents a RAT.
If a bit is set to "1", the respective RAT is restricted for the UE.
If a bit is set to "0", the respective RAT is not restricted for the UE.
Bits 2-7 reserved for future use.
	-
	

	>Extended RAT Restriction Information
	O
	
	9.3.1.126
	If this IE is included, the RAT Restriction Information IE is ignored.
	YES
	ignore

	Forbidden Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Forbidden Area information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>Forbidden TACs
	
	1..<maxnoofForbTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the forbidden TAI.
	-
	

	Service Area Information
	
	0..<maxnoofEPLMNsPlusOne>
	
	This IE contains Service Area Restriction information as specified in TS 23.501 [9].
	-
	

	>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the allowed TAI.
	-
	

	>Not Allowed TACs
	
	0..<maxnoofAllowedAreas>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	The TAC of the not-allowed TAI.
	-
	

	Last E-UTRAN PLMN Identity
	O
	
	PLMN Identity
9.3.3.5
	Indicates the E-UTRAN PLMN ID from where the UE formerly handed over to 5GS and which is preferred in case of subsequent mobility to EPS.
	YES
	ignore

	Core Network Type Restriction for Serving PLMN
	O
	
	ENUMERATED( EPCForbidden,…)
	Indicates whether the UE is restricted to connect to EPC for the Serving PLMN as specified in TS 23.501 [9].
	YES
	ignore

	Core Network Type Restriction for Equivalent PLMNs
	
	0..<maxnoofEPLMNs>
	
	
	YES
	ignore

	>PLMN Identity
	M
	
	9.3.3.5
	Includes any of the Equivalent PLMNs listed in the Mobility Restriction List IE for which CN Type restriction applies as specified in TS 23.501 [9].
	-
	

	>Core Network Type Restriction
	M
	
	ENUMERATED( EPCForbidden, 5GCForbidden,…)
	Indicates whether the UE is restricted to connect to EPC or to 5GC for this PLMN.
	
	

	NPN Mobility Information
	O
	
	9.3.1.X2
	NOTE: if the Serving NID IE is included in this IE, the Equivalent PLMNs IE and the Last E-UTRAN PLMN IE are not included, and the RAT Restriction Information is set as e-URTA restricted, and the Core Network Type Restriction for Serving PLMN IE is set to "EPCForbidden", following principles specified in TS 23.501 [9].
	YES
	reject
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