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1
Introduction
In this contribution, we discuss the IAB IP address management in NSA. 

2
Discussion

For DC Operation with IAB, Last RAN3 meeting agreed:

Separate IP address pairs {IAB-DU’s IP address, CU’s IP address} should be used for NR leg and LTE leg.

FFS on whether same SA/NSA IP address allocation procedures for the IP address assignment for F1-C over LTE leg
Since the IP address for F1-U need to be anchored in the Donor-DU, the IP address(es) for F1-U can be allocated with the same mechanism as IAB in SA mode. The main question is about the IP address(es) to be used for F1-C over LTE leg. 

According to the IAB integration procedure, the SA IP address allocation shall be performed to allocate at least the IP address for F1-U, before the IAB starts the normal operation. During the SA IP address allocation procedure, the IP address(es) for F1-C over NR leg is also allocated. Two options for how to allocate the IP address for F1-C over LTE leg. 

· Option 1: Same as SA mode

During the IP allocation, the Donor or OAM allocate separate IP address(es) to be used for F1-C over LTE leg. This option requires changes to F1AP interface and RRC message to indicate the IP address is to be used for F1-C over LTE leg. 

· Option 2: the IAB node determine a link local IP address

In this option, the IAB node determine a link local IP address by its implementation. For IPv4, the Internet Engineering Task Force has reserved the address block 169.254.1.0 through 169.254.254.255 for link-local addressing in RFC3927 ([2]). For IPv6, the address block fe80::/10 has been reserved for link-local unicast addressing.

Option 1 can guarantee no collision for the IP address allocated to each IAB node. However, the IP address for F1-C over LTE leg is not used for routing or packet differentiation/bearer mapping. There is no issue if more than one IAB are using the same IP address for F1-C over LTE leg. Considering the impact to F1AP and RRC, Option 2 is preferred. 

Proposal 1: link local IP address is used for F1-C over LTE leg. 

Proposal 2: IAB determines its link local IP address to be used for F1-C over LTE leg. 

The IAB node also needs to know the link local IP address(es) of the IAB-donor-CU. This may be similar to how current gNB-DU know the IP address(es) of the gNB-CU, which is described in current TS38.401: 
NOTE: 
The gNB-DU may use different source and/or destination IP end point(s) if the TNL establishment towards one IP end point fails. How the gNB-DU gets the remote IP end point(s) and its own IP address are outside the scope of this specification.

Proposal 3: how the IAB know the link local IP address(es) of the IAB-donor-CU is outside of RAN3 specification. 

3
Conclusions
In this contribution, we have analysed the remaining issues for IAB IP address management. Our proposals are: 

Proposal 1: link local IP address is used for F1-C over LTE leg. 

Proposal 2: IAB determines its link local IP address to be used for F1-C over LTE leg. 

Proposal 3: how the IAB know the link local IP address(es) of the IAB-donor-CU is outside of RAN3 specification. 

The Stage-2 TP can be found in Annex section. 
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8.9.z
IP Address Allocation for IAB-nodes
An IAB-node may obtain IP address(es) either from the IAB-donor or from the OAM system. The IP address(es) is(are) used by the IAB-node for F1 and non-F1 traffic exchange via the backhaul. In case IPsec tunnel mode is used to protect this F1 and non-F1 traffic, the IP address(es) refer to the outer tunnel addresses. The allocation of the inner tunnel IP address(es) is outside of 3GPP scope. 

In case of IAB-donor-based IP address allocation, the IP address(es) is(are) allocated by the IAB-donor-CU or IAB-donor-DU. In both cases, the IAB-node requests the IP address(es) via RRC from the IAB-donor-CU. It includes a separate IP address request for each usage, where the usages defined are F1-U, F1-C and non-F1. The IAB-donor-CU may initiate the IAB TNL Address Allocation procedure to obtain IP addresses from the IAB-donor-DU. The IAB-donor-CU sends the IP addresses allocated for each usage to the IAB-node via RRC. 

The IAB-node may be allocated one or multiple IPv6 addresses or one 64-bit IPv6 prefix for each usage and/or one or multiple IPv4 addresses for each usage. Each allocated IP address/IPv6 prefix is unique within the IAB network and routable from the wireline network. 
In case of OAM-based IP address allocation, the IAB-node informs the IAB-donor-CU via RRC about the IP address(es) it received for each purpose. This occurs before F1 is established. The IAB-donor-CU configures the IAB-donor-DU with mappings between IP header fields and L2 parameters (BAP Routing ID, BH RLC channels) used for DL traffic.  

Each mapping configuration may hold an IPv4 address, IPv6 address or a 64-bit IPv6 prefix. In case of conflicting mappings, the full IPv6 address takes precedence over the corresponding prefix.

In case of IAB-donor-allocated IP addresses, the IAB-node’s IP address(es) can be updated using DL RRC signalling.
For NSA IAB, the link local IP address(es) is(are) used for F1-C over LTE leg. The IAB node determines its link local IP address(es) to be used for F1-C over LTE leg.  
NOTE: How the IAB know the link local IP address(es) of the IAB-donor-CU is outside the scope of this specification.
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