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1. Introduction
This document briefly addresses some issues in stage 2 and proposes some related modifications.
2. Discussion
It has been argued that some aspects of NPN stage 2 are either redundant or probably should be handled elsewhere. We address these aspects below:

Handling of mobility restrictions: since clause 9.4 already mentions some of the contents of the roaming and access restriction information, it seems reasonable to enhance this with mention of NPN aspects. Then, taking this into account, the description of connected mode mobility can be slightly compacted by referring to 9.4.
Also some refinement can be made by simply stating for SNPN that cells not supporting the serving SNPN are not candidate cells for mobility (the current text is not strictly wrong, but if we took this approach then we would have to say that the any cells in any band could be candidate cells at the outset).

It could be argued that even then the text in this section is slightly redundant but may be acceptable for overall readability.

Inactive mobility: the existing clause in 9.2.2 should clarify, as a generic statement, that the last serving gNB uses the UE’s roaming and access restriction information, if any, when deciding whether to provide the UE context (in other words, this is like any other mobility action). In addition, the clause in 9.4 on roaming and access restriction information mentions that they apply to “subsequent mobility action, e.g., handover, redirection”, and this can be expanded to “context retrieval” (which incidentally also covers User Plane CIoT optimization or re-establishment).

With these changes, there seems to be no need for a specific section for SNPN or PNI-NPN.

Paging: the open point here is whether paging optimization applies for SNPN. In general, there are two use cases: either the AMF supports a single SNPN (in which case the SNPN is known), or the AMF supports multiple SNPNs. Recall that as normal, the AMF also provides a TAI list (though the PLMN may be the same for two SNPNs).
For the first use case, obviously no SNPN signalling is required. Regarding paging, there could only be redundancy if the gNB hosted different cells with the same TAI and different SNPN support. This would imply that the cell IDs of the different SNPNs have been coordinated (as it is the same logical gNB), but the TAIs have not (i.e. they overlap). This seems a corner case.
For the second use case, it also implies that different cells have different SNPN support while having the same TAI and coordinated cell ID; on top of which the SNPNs share the AMF. This also seems rather unlikely.
Overall it seems reasonable to expect that if there is RAN sharing of the same logical node, either:

· The SNPNs share the cell ID and TA (in which case there is no need for optimization since there is no TAI ambiguity even if the PLMN is the same), or

· The SNPNs ensure that cell ID and TA are not overlapping in their sharing area (in which case there is also no TAI ambiguity even if the PLMN is the same). In fact, in this case most likely there would be separate logical gNBs hence also separate N2-c interfaces, and again the SNPN would be known from the interface. 
Based on this, the case for paging optimization (and/or signalling of the NID in the paging message) seems very narrow. Therefore, it is proposed to remove the section on paging optimization in SNPN.

Conclusion: the text proposal covering the above aspects is provided in the following section.
3. Appendix / Text Proposal 
9.2.2
Mobility in RRC_INACTIVE

9.2.2.1
Overview

RRC_INACTIVE is a state where a UE remains in CM-CONNECTED and can move within an area configured by NG-RAN (the RNA) without notifying NG-RAN. In RRC_INACTIVE, the last serving gNB node keeps the UE context and the UE-associated NG connection with the serving AMF and UPF.

If the last serving gNB receives DL data from the UPF or DL UE-associated signalling from the AMF (except the UE Context Release Command message) while the UE is in RRC_INACTIVE, it pages in the cells corresponding to the RNA and may send XnAP RAN Paging to neighbour gNB(s) if the RNA includes cells of neighbour gNB(s).

Upon receiving the UE Context Release Command message while the UE is in RRC_INACTIVE, the last serving gNB may page in the cells corresponding to the RNA and may send XnAP RAN Paging to neighbour gNB(s) if the RNA includes cells of neighbour gNB(s), in order to release UE explicitly.

Upon receiving the NG RESET message while the UE is in RRC_INACTIVE, the last serving gNB may page involved UEs in the cells corresponding to the RNA and may send XnAP RAN Paging to neighbour gNB(s) if the RNA includes cells of neighbour gNB(s) in order to explicitly release involved UEs.

Upon RAN paging failure, the gNB behaves according to TS 23.501 [3].

The AMF provides to the NG-RAN node the Core Network Assistance Information to assist the NG-RAN node's decision whether the UE can be sent to RRC_INACTIVE. The Core Network Assistance Information includes the registration area configured for the UE, the Periodic Registration Update timer, and the UE Identity Index value, and may include the UE specific DRX, an indication if the UE is configured with Mobile Initiated Connection Only (MICO) mode by the AMF, and the Expected UE Behaviour. The UE registration area is taken into account by the NG-RAN node when configuring the RNA. The UE specific DRX and UE Identity Index value are used by the NG-RAN node for RAN paging. The Periodic Registration Update timer is taken into account by the NG-RAN node to configure Periodic RNA Update timer. The NG-RAN node takes into account the Expected UE Behaviour to assist the UE RRC state transition decision.
At transition to RRC_INACTIVE the NG-RAN node may configure the UE with a periodic RNA Update timer value. At periodic RNA Update timer expiry without notification from the UE, the gNB behaves as specified in TS 23.501 [3].

If the UE accesses a gNB other than the last serving gNB, the receiving gNB triggers the XnAP Retrieve UE Context procedure to get the UE context from the last serving gNB and may also trigger an Xn-U Address Indication procedure including tunnel information for potential recovery of data from the last serving gNB. The last serving gNB uses the UE’s roaming and access restriction information, if any, when deciding whether to provide the UE context. Upon successful UE context retrieval, the receiving gNB shall perform the slice-aware admission control in case of receiving slice information and becomes the serving gNB and it further triggers the NGAP Path Switch Request and applicable RRC procedures. After the path switch procedure, the serving gNB triggers release of the UE context at the last serving gNB by means of the XnAP UE Context Release procedure.

In case the UE is not reachable at the last serving gNB, the gNB shall:

-
Fail any AMF initiated UE-associated class 1 procedure which allows the signalling of unsuccessful operation in the respective response message; and

-
Trigger the NAS Non Delivery Indication procedure to report the non-delivery of any NAS PDU received from the AMF for the UE.

If the UE accesses a gNB other than the last serving gNB and the receiving gNB does not find a valid UE Context, the receiving gNB can perform establishment of a new RRC connection instead of resumption of the previous RRC connection. UE context retrieval will also fail and hence a new RRC connection needs to be established if the serving AMF changes.

A UE in the RRC_INACTIVE state is required to initiate RNA update procedure when it moves out of the configured RNA. When receiving RNA update request from the UE, the receiving gNB triggers the XnAP Retrieve UE Context procedure to get the UE context from the last serving gNB and may decide to send the UE back to RRC_INACTIVE state, move the UE into RRC_CONNECTED state, or send the UE to RRC_IDLE. In case of periodic RNA update, if the last serving gNB decides not to relocate the UE context, it fails the Retrieve UE Context procedure and sends the UE back to RRC_INACTIVE, or to RRC_IDLE directly by an encapsulated RRCRelease message.
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9.4
Roaming and Access Restrictions

The roaming and access restriction information for a UE includes information on restrictions to be applied for subsequent mobility action during CM-CONNECTED state. It may be provided by the AMF and also may be updated by the AMF later.

It includes the forbidden RAT, the forbidden area and the service area restrictions as specified in TS 23.501 [3]. It also includes serving PLMN/SNPN and may include a list of equivalent PLMNs. It may also include PNI-NPN mobility restrictions (i.e. list of CAGs allowed for the UE and whether the UE can also access PLMN cells).
Upon receiving the roaming and access restriction information for a UE, if applicable, the gNB should use it to determine whether to apply restriction handling for subsequent mobility action, e.g., handover, redirection, context retrieval.

If the roaming and access restriction information is not available for a UE at the gNB, the gNB shall consider that there is no restriction for subsequent mobility actions.

Only if received over NG or Xn signalling, the roaming and access restriction information shall be propagated over Xn by the source gNB during Xn handover. If the Xn handover results in a change of serving PLMN (to an equivalent PLMN), the source gNB shall replace the serving PLMN with the identity of the target PLMN and move the serving PLMN to the equivalent PLMN list, before propagating the roaming and access restriction information.

If NG-RAN nodes with different versions of the XnAP or NGAP protocol are deployed, information provided by the 5GC within the NGAP Mobility Restriction List may be lost in the course of Xn mobility. In order to avoid such loss of information at Xn handover or UE context retrieval due to a source NG-RAN node or an old NG-RAN node not able to recognise the entire content, the source NG-RAN node or the old NG-RAN node may provide an 5GC Mobility Restriction List Container to the target NG-RAN node or the new NG-RAN node, containing the Mobility Restriction List as received from the 5GC. The target NG-RAN node or the new NG-RAN node shall use the information contained in the 5GC Mobility Restriction List Container as the Mobility Restriction List, except for the Serving PLMN and the Equivalent PLMNs, which the NG-RAN node shall use from the XnAP Mobility Restriction List. The 5GC Mobility Restriction List Container may be propagated at future Xn handover and UE context retrieval.
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16.x
Stand-Alone NPN

16.x.1
General

A SNPN is a network deployed for non-public use which does not rely on network functions provided by a PLMN (see subclause 4.x). An SNPN is identified by a PLMN ID and NID (see subclause 8.2) broadcast in SIB1.

An SNPN-capable UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode, the UE only selects and registers with SNPNs. When the UE is not set to operate in SNPN access mode, the UE performs normal PLMN selection procedures.
Emergency services are not supported in SNPN.

Dual Connectivity within a single SNPN is supported.

16.x.2
Mobility

The same principles as described in 9.2 apply to SNPN except for what is described below.

UEs operating in SNPN access mode only (re)select cells within the selected/registered SNPN and a cell can only be considered as suitable if the PLMN and NID broadcast by the cell matches the selected/registered SNPN.

An SNPN-only cell can only be suitable for its subscribers and is barred otherwise.

In addition, manual selection of SNPN(s) is supported, for which HRNN(s) can be optionally provided.
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16.x.2.z2
Connected Mode

SNPN connected mode mobility is based on the principles of mobility control described in 9.4, with the following additions. 

The NG-RAN node is aware of the SNPN ID(s) supported by neighbour cells.
 At the time of handover, cells that do not support the serving SNPN ID are not considered as candidate target cells by the source NG-RAN node. 

The target NG-RAN node performs access control. In case it cannot accept the handover for the serving SNPN the target NG-RAN node fails the handover including an appropriate cause value.
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16.x.x1
Self-Configuration of S-NPN functions

Self-configuration of NG interface builds on existing functionality including functions described in section 15. An NG-RAN node and an AMF exchange information to associate an NG interface instance with the appropriate S-NPN ID(s).

Self-configuration of Xn interface builds on existing functionality including functions described in section 15. NG-RAN nodes exchange information to associate an Xn interface instance with the appropriate S-NPN ID(s).

16.x.x2
Access Control

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks whether the UE is allowed to access the cell for the signalled SNPN ID as specified in TS 23.501 [3].
If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the mobility restrictions applicable for the SNPN. 
If the check is not successful, the AMF shall reject setting up the UE-associated NG connection and inform the NG-RAN node with an appropriate cause value as specified in TS 23.501 [3].  
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16.y
Public Network Integrated NPN
16.y.1
General

A PNI-NPN is a network deployed for non-public use which relies on network functions provided by a PLMN (see subclause 4.x). In PNI-NPN, a Closed Access Group (CAG) identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. A CAG is identified by a CAG identifier broadcast in SIB1.

A CAG-capable UE can be configured with the following per PLMN (see clause 5.30.3.3 of TS 23.501 [3]):
-
an Allowed CAG list containing the CAG identifiers which the UE is allowed to access; and

-
a CAG-only indication if the UE is only allowed to access 5GS via CAG cells.

Dual Connectivity is supported within PNI-NPN and across PLMN and PNI-NPN.

16.y.2
Mobility

The same principles as described in 9.2 apply to CAG cells except for what is described below.

Cell selection/reselection to CAG cells may be based on a UE autonomous search function, which determines itself when/where to search, but cannot contradict the dedicated cell reselection priority information if any is stored.

A range of PCI values reserved by the network for use by CAG cells may be broadcast.

A CAG Member Cell for a UE is a cell broadcasting the identity of the selected PLMN, registered PLMN or equivalent PLMN, and for that PLMN, a CAG identifier belonging to the Allowed CAG list of the UE for that PLMN. The UE checks the suitability of CAG cells based on the Allowed CAG list provided by upper layers and a CAG-only cell can only be suitable for its subscribers but can be acceptable for the rest. 
NOTE:
A Rel-15 UE considers a CAG-only cell as acceptable cell if the cell is not barred to Rel-15 UEs, and if a PLMN ID without CAG list is broadcast and that PLMN is forbidden (e.g. by use of a PLMN ID for which all registration attempts are rejected such that the PLMN ID becomes forbidden). 
When the UE is configured with a CAG-only indication, only CAG Member Cells can be suitable. A non-suitable cell can be acceptable though if the UE is configured with a CAG-only indication for one of the PLMN broadcast by the cell.

In addition, manual selection of CAG cell(s) is supported, for which an HRNN(s) can be optionally provided.
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16.y.2.z2
Connected Mode

Connected mode mobility is based on the principles of mobility control described in 9.4, with the following additions. 


The source NG-RAN node is aware of the list of CAG IDs supported by the candidate target cells which are CAG cells. 
At the time of handover, the source NG-RAN node determines a target cell among the candidates which is compatible with the received PNI-NPN restrictions. 

At incoming handover, the target NG-RAN node receives the PNI-NPN mobility restrictions from the AMF and checks that the selected target cell is compatible with the received mobility restrictions. 
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16.y.y1
Self-Configuration of PNI NPN functions

Self-configuration of NG interface builds on existing functionality including functions described in section 15.

Self-configuration of Xn interface builds on existing functionality including functions described in section 15.

Each NG-RAN node informs the connected neighbour NG-RAN nodes of the list of supported CAG ID(s) per cell in the appropriate Xn interface management procedures.

16.y.y2
Access Control

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks whether the UE is allowed to access the cell as specified in TS 23.501 [3].  

If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the list of CAGs allowed for the UE and, whether the UE is allowed to access non-CAG cells. This information is used by the NG-RAN for access control of subsequent mobility.

If the check is not successful, the AMF shall reject setting up the UE-associated NG connection and inform the NG-RAN node with an appropriate cause value as specified in TS 23.501 [3]. 

16.y.y3
Paging

The NG-RAN node may receive a paging message including the list of CAGs allowed for the UE, and whether the UE is allowed to access PLMN cells. The NG-RAN node may use this information to avoid paging in cells on which the UE is not allowed to camp.   

For UEs in RRC_INACTIVE state, the NG-RAN node may page a neighbour NG-RAN node including the list of CAGs allowed for the UE, and whether the UE is allowed to access PLMN cells. The neighbour NG-RAN node may use this information to avoid paging in cells on which the UE is not allowed to camp.     
