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1   Introduction

The following email discussion was started on Monday 24th February.

16.2.2.1:

	CB: # 74_Email074-NPN_InitialUEmessage

-  simplify the description of access control checks in st2 and st3 by including a reference to TS 23.501 and avoid repetition; remove editor’s note in st3? (Nok)

- NG-RAN just needs to send the cell-supported CAG ID list to the AMF for the initial access control (already in NPN BL CR for TS 38.413); add a generic cause value for failed NPN access control; Still keep separate sentences for PNI-NPN and SNPN? (Nok)

- CAG Subscription Expiry details? (ZTE)

- UE selected CAG ID is not sent to the AMF neither included in the Initial UE message nor in NAS signaling; change the RAN3#106 WA into a full agreement. That is, “include cell-supported CAG ID list in the Initial UE Message over NG”; introduce the SNPN-only cell access type to RAN3 specifications; Indicate in the mobility restriction list the SNPN-only indication; Maximum no. of CAGs supported by a cell is 12;  Maximum no. of NIDs supported by a cell is 12; change the “IE type and reference” of NID from “OCTET STRING (SIZE(7))” to “BIT STRING (SIZE(52))” in order to be in line with RAN2 specifications? (NEC)

- New cause values on NG; AMF makes admission control based on the Allowed PNI-NPN List and the supported PNI-NPNs related to the selected PLMN of the cell; for UE enabled to access PNI-NPN and PLMN, when none of the supported PNI-NPNs related to the selected PLMN of the cell is allowed for the UE and the public network identified by the selected PLMN is not allowed for the UE, the AMF shall consider the procedure as failed? (HW)

- NG-RAN provides to the AMF the CAG ID list supported by the UE accessed cell in the Initial UE Message; add the semantics description on the NPN Access Information in Initial UE Message? (LG)

- Close the open issue on Access Control at Initial UE message for PNI-NPN and remove any related FFSs from the BL CRs; Close any open issues related to “selected CAG ID”, concluding that there such concept is not needed for PNI-NPNs; no NGAP cause value necessary in case access control in the AMF fails? (E///)

- Consider applicable proposals from 0420 (QC)

- attempt to converge on minimum agreeable set; if no agreement, preferable to confirm current WAs?

- if agreeable, revise/merge as needed

(Nok)

Summary of offline disc R3-201168


2   Description 

Question 1: remove the FFS on the CAG ID 32 bits encoding, and keep FFS for the NID encoding? 

	Company
	answer
	Detailed answer

	Nokia 
	Yes
	CAG ID = 32 bits is stable but NID encoding still challenged.

	ZTE
	Yes
	Same as CB#73

	Huawei
	Yes
	Same as CB#73.

	SS
	Yes
	

	LG
	-
	No strong view

	NEC
	Yes (however)
	· The CAG ID is 32 bits and the related FFS should be removed. 

· The NID “Semantic description” is still FFS. 

· However, we propose to change the “IE type and reference” from the current “OCTET STRING (SIZE(7))” to BIT STRING (SIZE(52)) in order to be aligned with the RAN2 agreed NID length of 52 bits (refer to RAN2 LS on NID structure and length (R3-200085)):

RAN2 thanks CT4 for the LS on "NID structure and length". Regarding the agreed NID length of 52 bits, RAN2 would prefer if the NID length can be reduced to limit the amount of information that is broadcasted in SIB1. RAN2 has agreed to broadcast up to 12 NIDs in SIB1.



	Qualcomm
	
	This seems like a duplicate question, see #73, see our answer there.

For the NID coding, we should probably follow the example of PLMN, see the revised semantics in R3-200420. But this discussion depends on whether we want to close FFSs and proceed by correction, or not.

	Ericsson
	
	There is a lot of overlap in these discussions, hope wecan keep some level of consistency.


Question 2: do we need to add the SNPN ID in the Initial UE Message due to AMF supporting multiple SNPNs in release 16?

	Company
	answer
	Detailed answer

	Nokia 
	Yes
	It seems SA2 has decided to allow this as soon as release 16.

	ZTE
	Yes, but the detail needs more discussion
	But the SNPN ID included in the initial UE message refers to the selected SNPN ID from UE or the SNPN ID supported by the cell served this UE? Is there has the possibility that one cell support multiple SNPN IDs?

	Huawei
	Yes
	Related to the final conclusion of CB#73. If it is agreed that the AMF supports multiple SNPNs, SNPN ID should be included in Initial UE Message.

	SS
	Yes
	

	LG
	Yes
	SA2 agreed to support this.

	NEC
	Yes
	

	Qualcomm
	Yes
	In our understanding, this is anyway signalled in RRC, so we just chose previously not to echo up to the AMF. Hence there is no problem to do so.

	Ericsson
	No
	Not necessary. As QC stated, RRC would signal a PLMN Index, the NG-RAN node would select a proper CN, so where is the point? 


Question 3: do we need to send the cell supported CAG List in the Initial UE Message instead of the NG Setup Request?

	Company
	answer
	Detailed answer

	Nokia 
	Yes
	One should keep AMF cell unaware.

	ZTE
	Yes
	Same question in CB#73

	Huawei
	No
	Same question related to CB#73.

If the cell-supported CAG List related to the selected PLMN is included in the Initial UE Message, the CAG List shall be always transmitted for each CAG UE accessing the cell. This is obviously costly and redundant. Instead, it is more efficient to transmit the supported CAG List per cell to the AMF via NG setup or update messages than via the Initial UE Message. This means that the cell supported CAG list will be transmitted only once at most cases.
Since per cell User location information is mandatory in initial UE message, the AMF is aware of the cell information already. 

	SS
	Yes
	

	LG
	Yes
	AMF needs to be aware of cell supported CAG list only for initial access control.

	NEC
	Yes
	The cell-supported CAG list is included in the Initial UE Message.

	Qualcomm
	Yes
	See CB#73. Looking at our proposal in R3-200420, it might be interesting instead to add this as a choice e.g. either selected SNPN or cell CAG list is added, this would be a bit cleaner and avoid error cases. 

	Ericsson
	Yes
	This is input to the “initial” access control performed in the CN.


Question 4: do we need to add the selected CAG ID in the Initial Context Setup?

	Company
	answer
	Detailed answer

	Nokia 
	No
	SA2 has decided that UE does not send the selected CAG ID to the network. Therefore AMF cannot send it to the NG-RAN in the Initial Context Setup.

	ZTE
	Yes
	As discussed in R3-200338, according to the TS23.122 and TS23.501, the manual CAG selection shall be supported for PNI-NPN in R16.  If the user manually select CAG for some service, it is reasonable for the RAN network to keep the CAG ID manually selected by the user unchanged,e.g. during the mobility.To support PLMN and CAG-ID unchanged during mobility procedure in manual CAG selection, the manual selected CAG-ID shall may be informed to RAN by AMF and send to target NG-RAN node during the mobility.


	Huawei
	No
	AMF cannot know the selected CAG ID, and NG-RAN decide the serving CAG ID based on the Mobility Restriction List and the cell supported CAG List.

Regarding the manual CAG selection, this can be further discussed based on the potential e.g. SA1 LSs. 

	SS
	No
	

	LG
	No
	In SA2 reply LS (S2-1910803), CAG Identifiers are used for access control, and once the UE is allowed to access the network the Allowed CAG list is enough to decide whether to be allowed to target cells. There is therefore no need to maintain the CAG ID that was used for the initial access. This means that there is no concept of selected CAG ID.

	NEC
	No
	

	Nokia
	No
	Agree with Nokia, this is not available anyway to the CN. Also manual selection is meant for onboarding.

	Ericsson
	No
	There is no such concept as the “selected” CAG ID


Question 5: In case access control checks fail in the AMF, how many failure cause values are needed? 0 as proposed in R3-200969, one generic cause as in tdoc R3-200198 or (Invalid NPN access), two or three as in tdoc R3-200712?

	Company
	answer
	Detailed answer

	Nokia 
	1 cause
	Cause is needed to identify the type of failure. One generic cause “invalid NPN access” should be enough.

	ZTE
	3 cause
	At least the receiving node needs to differentiate SNPN or PNI-NPN failure when both of them are included in NG setup and update procedure.

	Huawei
	3 cause
	The coarse value “Invalid NPN access” may not cover the case for NG setup or update procedures. Hence 2 or more cause values are preferred to reflect failure cases separately and precisely to facilitate the receiver’s handlings. 

	SS
	1
	

	LG
	-
	No strong view

	NEC
	2 (or more) cause values
	A separate cause value for SNPN failure or PNI-NPN failure is needed. This is in order to clearly identify in which case the UE access verification failure occurred. 

	Qualcomm
	1
	Actually this is not urgent given the rest that we need to fix. We could start by having a generic cause value such “Not allowed NPN access” and further discuss use cases when dealing with final asn review.

	Ericsson
	
	Kind of “final clean up” topic, lets concentrate on the key things.


Question 6: In the particular case of CAG subscription expiry, do we need a specific cause “CAG subscription expiry” for the NGAP UE Release Command as proposed in R3-200337?  

	Company
	answer
	Detailed answer

	Nokia 
	No
	One generic cause “invalid NPN access” should be enough for NPN access control.

	ZTE
	Yes
	See in R3-200337, according to the description in TS23.501,when the UE subscription for CAG has changed, the AMF shall release the NAS signalling connection for the UE by triggering the AN release procedure.

The detail cause is needed, the cause is needed for UE context release procedure, e.g., CAG Subscription Expiry. Such release cause is quite useful for KPI collection in order to distinguish with abnormal case. Furthermore,  “invalid NPN access” can not differentiate the SNPN case and PNI-NPN case.

	Huawei
	No
	This seems not very minor issue.

	SS
	No
	

	LG
	No
	In SA2, there is no such requirement.

	NEC
	No
	

	Qualcomm
	No
	

	Ericsson
	No
	


3   Conclusion and proposal

For the removal of FFS in CAG ID encoding, this seems to be ok to be agreeable and this can be a small step forward given that in contrast NID encoding still needs to be worked out. Given that NID encoding remains FFS the proposal from NEC is not wrong and we can update the FFS on NID with the bitstring.
For adding the selected SNPN ID there seems to be strong consensus (7 yes for 1 no). This seems useful considering that AMF can be shared by multiple SNPNs and, compared to previous meeting, the sole identification of the incoming NG interface instance would not suffice to identify the targeted SNPN in the AMF. We propose to go ahead with this working assumption while clarifying the point by emails. If the “no” company remains not convinced at the end we will add an FFS to the included IE.

For the cell supported CAG List in NG Setup Request, see conclusion in CB 73.

For adding a selected CAG ID in NGAP initial context setup which is proposed by one company, there are 7 companies against so this cannot be added. 
For the various cause values, companies hesitate between 1 to 3 causes. One company say we can wait. This point is postponed to next meeting.
Proposal: 

It is proposed to capture this progress by:

· agree the TP in 1230 (revision of 197) for TS 38.300
· agree the TP in 1231 (revision of 198) for TS 38.413.
The discussions on potential impact that would result from manual CAG selection are to be continued.
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