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1
Introduction

This document summarises the current status of discussions in SA2 and the open topics in RAN3 and propose how to close those topics.
2
Discussion

2.1
NG-RAN sharing as of SA2 specification

The latest status of SA2 discussions can be seen in TS 23.501 Rel-16 (2019-12 version), §5.18.1:
In this Release of the specification, only the 5G Multi-Operator Core Network (5G MOCN) network sharing architecture, in which only the RAN is shared in 5G System, is supported. 5G MOCN for 5G System, including UE, RAN and AMF, shall support operators' ability to use more than one PLMN ID (i.e. with same or different country code (MCC) some of which is specified in TS 23.122 [17] and different network codes (MNC)). 5G MOCN supports NG-RAN Sharing with or without multiple Cell Identity broadcast as described in TS 38.300 [27].

5G MOCN also supports the following sharing scenarios involving non-public networks:

-
NG-RAN is shared by multiple SNPNs (each identified by PLMN ID and NID);

-
NG-RAN is shared by one or multiple SNPNs and one or multiple PLMNs;

-
NG-RAN is shared by one or more PNI-NPNs (with CAG) and one or more SNPNs; and

-
NG-RAN is shared by one or multiple PLMNs and one or multiple PNI-NPNs (with CAG).

NOTE 1:
PNI-NPNs (without CAG) are not explicitly listed above as it does not require additional NG-RAN sharing functionality compared to sharing by one or multiple PLMNs.

In all non-public network sharing scenarios, each Cell Identity is associated with one of the following configuration options:

-
one or multiple SNPNs;

-
one or multiple PNI-NPNs (with CAG); or

-
one or multiple PLMNs only.

This gives the 5GS-level description on how sharing of NR-access resources among PLMNs, SNPNs and PNI-NPNs may take place, i.e. that a single logical cell can only assume a single “access mode”, either PNI-NPN, or SNPN or PLMN.

Regarding support of PLMN and SNPNs, the latest Rel-16 version of 23.501 (version 16.3.0) specify the following:

The available core network operators (PLMNs and/or SNPNs) shall be the same for all cells of a Tracking Area in a shared NG-RAN network.

Together with the impossibility that a logical cell can be an SNPN and a PLMN cell at the same time, it can be observed, that a Tracking Area either belongs to an SNPN or to a PLMN.

Observation 1:

A Tracking area can either belong to an SNPN or a PLMN, but not to both at the same time.

The fact that different access modes are separated from each other by means of different cell identities translates to the fact that they are served by different NG-RAN nodes. In consequence, an NG-RAN may serve 

· either SNPNs 

· or PLMNs – with or without PNI-NPNs integrated into the PLMNs.

Observation 2:
The current assumptions behind BL CRs on Xn and NG interfaces w.r.t. support of NG-RAN for SNPNs and PNI-NPN correspond to SA2’s view.
2.2
NG-RAN sharing as of ongoing RAN2 discussions

The latest status of RAN2 discussions on how to design SIB1 for NPN reveals that indeed, an npn-IdentityInfoList is supposed to amend the legacy CellAccessRelatedInfo.
This approach is also in-line with the system-level description outlined in section 2.1 for how NR-cell resources may be shared among different (kind of) networks.

Observation 3:
 As far as RAN2 progress is concerned, no divergence can be seen there either.

2.3
Ongoing work on the NG interface

Open Issue: The current NGAP BL CR contains some text about the support of AMFs of more than one SNPN.

Looking at the latest development in SA2 discussions in agreed CR in [1] that the possibility of an AMF supporting more than one SNPN is not ruled out:

NOTE 2:
Different PLMN IDs (or combinations of PLMN ID and NID) can also point to the same 5GC. When same 5GC supports multiple SNPNs (identified by PLMN ID and NID), then they are not used as equivalent SNPNs for a UE.
Proposal 4:
Remove the restriction of AMFs supporting one SNPN only from the NGAP BL CR and the respective Editor’s Note.

Open issue: Another open item spoken out at the last meeting is whether an AMF can be shared by a PLMN and an SNPN. 
In line with a NOTE 2 in 23.501 in §5.9.4, on the unique identification of an AMF (GUAMI), which does not contain an NID, neither the PLMN ID, nor the Global NG-RAN node ID, nor Global cell ID or Global Tracking Area ID have been amended by the NID. 

If an SNPN identifier has to be provided, it is provided separately from the global identifier. E.g. in the serving SNPN identifier is indicated in the mobility restriction list by adding the serving NID to give together with the existing serving PLMN ID the SNPN ID.

Observation 5:
 Neither 5GC nor NG-RAN related global node or cell identifications have been amended by the NID if those objects are part of an SNPN.
As discussed in section 2.2, an NG-RAN cannot serve a PLMN and an SNPN at the same time, therefore neither an NG interface instance nor an Xn interface instance can be associated with both, an PLMN and an SNPN.

Observation 6:

Even if an AMF supports both, a PLMN and an SNPN, such AMF can connect either to an PLMN-only NG-RAN or to an SNPN-only NG-RAN.

Connected mode mobility across AMFs supporting both, a PLMN and an SNPN should be possible with the means of indicating the serving SNPN and configuration of non over-lapping Tracking Area Codes in case the PLMN and SNPN use the same PLMN ID, whereas the latter is probably not absolutely necessary. However, it has to be noted, that from an NG-RAN point of view, the question whether an AMF may support both, a PLMN and SNPN is of no relevance for RAN3 discussions.

Observation 7:

The question whether an AMF may support both, a PLMN and an SNPN is of no relevance for RAN3 discussions.

Proposal 8:
Close the open issue on whether an AMF may support both, a PLMN and an SNPN with the conclusion that it is of no relevance for RAN3 discussions.
3
Conclusion and Proposals
We have discussed the current status of RAN sharing discussions. The following observations and consequent proposals were made:
Observation 1:

A Tracking area can either belong to an SNPN or a PLMN, but not to both at the same time.

Observation 2:
The current assumptions behind BL CRs on Xn and NG interfaces w.r.t. support of NG-RAN for SNPNs and PNI-NPN correspond to SA2’s view.

Observation 3:
 As far as RAN2 progress is concerned, no divergence can be seen there either.

Proposal 4:
Remove the restriction of AMFs supporting one SNPN only from the NGAP BL CR and the respective Editor’s Note, see Annex in this document
Observation 5:
 Neither 5GC nor NG-RAN related global node or cell identifications have been amended by the NID if those objects are part of an SNPN.

Proposal 4:
Remove the restriction of AMFs supporting one SNPN only from the NGAP BL CR and the respective Editor’s Note.

Observation 5:
 Neither 5GC nor NG-RAN related global node or cell identifications have been amended by the NID if those objects are part of an SNPN.

Observation 6:

Even if an AMF supports both, a PLMN and an SNPN, such AMF can connect either to an PLMN-only NG-RAN or to an SNPN-only NG-RAN.

Observation 7:

The question whether an AMF may support both, a PLMN and an SNPN is of no relevance for RAN3 discussions.

Proposal 8:
Close the open issue on whether an AMF may support both, a PLMN and an SNPN with the conclusion that it is of no relevance for RAN3 discussions.
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Annex [TP for NPN BL CR 38.413] 
NOTE: Changes are shown agains the latest BL CR 38.413 and highlighted

>>>> NEXT CHANGE <<<<
8.7
Interface Management Procedures

8.7.1
NG Setup

8.7.1.1
General

The purpose of the NG Setup procedure is to exchange application level data needed for the NG-RAN node and the AMF to correctly interoperate on the NG-C interface. This procedure shall be the first NGAP procedure triggered after the TNL association has become operational. The procedure uses non-UE associated signalling.

This procedure erases any existing application level configuration data in the two nodes, replaces it by the one received and clears AMF overload state information at the NG-RAN node. If the NG-RAN node and AMF do not agree on retaining the UE contexts this procedure also re-initialises the NGAP UE-related contexts (if any) and erases all related signalling connections in the two nodes like an NG Reset procedure would do.

8.7.1.2
Successful Operation
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Figure 8.7.1.2-1: NG setup: successful operation

The NG-RAN node initiates the procedure by sending an NG SETUP REQUEST message including the appropriate data to the AMF. The AMF responds with an NG SETUP RESPONSE message including the appropriate data.

If the UE Retention Information IE set to “ues-retained“ is included in the NG SETUP REQUEST message, the AMF may accept the proposal to retain the existing UE related contexts and signalling connections by including the UE Retention Information IE set to “ues-retained“ in the NG SETUP RESPONSE message.

The AMF shall include the Backup AMF Name IE, if available, in the Served GUAMI List IE in the NG SETUP RESPONSE message. The NG-RAN node shall, if supported, consider the AMF as indicated by the Backup AMF Name IE when performing AMF reselection, as specified in TS 23.501 [9].

If the GUAMI Type IE is included in the NG SETUP RESPONSE message, the NG-RAN node shall store the received value and use it for further AMF selection as defined in TS 23.501 [9].

If the NPN Support IE is included within a Broadcast PLMN Item IE in the NG SETUP REQUEST message, the AMF shall consider that the NG-RAN node supports the indicated NPNs in the corresponding tracking area.

[Editor’s note:  it is not clear that the choice structure is useful here; if not, text could be simplified]
If the NPN Support IE is included within a PLMN Support Item IE in the NG SETUP RESPONSE message, the NG-RAN shall consider that the AMF supports the corresponding SNPN.  


>>>> NEXT CHANGE <<<<
8.7.2
RAN Configuration Update

8.7.2.1
General



The purpose of the RAN Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and the AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.

8.7.2.2
Successful Operation

/***unchanged text omitted***/
If the RAN CONFIGURATION UPDATE message includes NG-RAN TNL Association to Remove List IE, and the Endpoint IP Address IE and the Port Number IE for both TNL endpoints of the TNL association(s) are included in the NG-RAN TNL Association to Remove List IE, the AMF shall, if supported, consider that the TNL association(s) indicated by both received TNL endpoints will be removed by the NG-RAN node. If the Endpoint IP Address IE, or the Endpoint IP Address IE and the Port Number IE for one or both of the TNL endpoints is included in the NG-RAN TNL Association to Remove List IE in RAN CONFIGURATION UPDATE message, the AMF shall, if supported, consider that the TNL association(s) indicated by the received endpoint IP address(es) will be removed by the NG-RAN node.
If the NPN Support IE is included within a Broadcast PLMN Item IE in the RAN CONFIGURATION UPDATE message, the AMF shall consider that the NG-RAN node supports the indicated NPNs in the corresponding tracking area.

>>>> NEXT CHANGE <<<<
8.7.3
AMF Configuration Update

8.7.3.1
General

The purpose of the AMF Configuration Update procedure is to update application level configuration data needed for the NG-RAN node and AMF to interoperate correctly on the NG-C interface. This procedure does not affect existing UE-related contexts, if any.

8.7.3.2
Successful Operation
/***unchanged text omitted***/
If the AMF TNL Association to Update List IE is included in the AMF CONFIGURATION UPDATE message the NG-RAN node shall, if supported, update the TNL association(s) indicated by the received AMF Transport Layer information towards the AMF.

If the TNL Association Usage IE or the TNL Address Weight Factor IE is included in the AMF TNL Association to Add List IE or the AMF TNL Association to Update List IE, the NG-RAN node shall, if supported, consider it as defined in TS 23.502 [10].
If the NPN Support IE is included within a PLMN Support Item IE in the AMF CONFIGURATION UPDATE message, the NG-RAN shall consider that the AMF supports the corresponding SNPN.  

>>>> NEXT CHANGE <<<<
9.2.6.1
NG SETUP REQUEST

This message is sent by the NG-RAN node to transfer application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Global RAN Node ID
	M
	
	9.3.1.5
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>>>NPN Support
	O
	
	9.3.3.Y3
	Together with the PLMN, identifies a SNPN supported in the TAI.
	YES
	reject

	Default Paging DRX
	M
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofTACs
	Maximum no. of TACs. Value is 256.

	maxnoofBPLMNs
	Maximum no. of Broadcast PLMNs. Value is 12.


9.2.6.2
NG SETUP RESPONSE

This message is sent by the AMF to transfer application layer information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	M
	
	9.3.3.21 
	
	YES
	reject

	Served GUAMI List
	
	1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	M
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	>>NPN Support
	O
	
	9.3.3.Y3
	Together with the PLMN, identifies a SNPN supported by the AMF.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	UE Retention Information
	O
	
	9.3.1.117
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofServedGUAMIs
	Maximum no. of GUAMIs served by an AMF. Value is 256.

	maxnoofPLMNs
	Maximum no. of PLMNs per message. Value is 12.


>>>> NEXT CHANGE <<<<
9.2.6.4
RAN CONFIGURATION UPDATE

This message is sent by the NG-RAN node to transfer updated application layer information for an NG-C interface instance.

Direction: NG-RAN node ( AMF
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	RAN Node Name
	O
	
	PrintableString

(SIZE(1..150, …))
	
	YES
	ignore

	Supported TA List
	
	0..1
	
	Supported TAs in the NG-RAN node.
	YES
	reject

	>Supported TA Item
	
	1..<maxnoofTACs>
	
	
	-
	

	>>TAC
	M
	
	9.3.3.10
	Broadcast TAC
	-
	

	>>Broadcast PLMN List
	
	1
	
	
	-
	

	>>>Broadcast PLMN Item
	
	1..<maxnoofBPLMNs>
	
	
	-
	

	>>>>PLMN Identity
	M
	
	9.3.3.5
	Broadcast PLMN
	-
	

	>>>>TAI Slice Support List
	M
	
	Slice Support List

9.3.1.17
	Supported S-NSSAIs per TA.
	-
	

	>>>>NPN Support
	O
	
	9.3.3.Y3
	Together with the PLMN, identifies a SNPN supported in the TAI.
	YES
	reject

	Default Paging DRX
	O
	
	Paging DRX

9.3.1.90
	
	YES
	ignore

	Global RAN Node ID
	O
	
	9.3.1.5
	
	YES
	ignore

	NG-RAN TNL Association to Remove List 
	
	0..1
	
	
	YES
	reject

	>NG-RAN TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>TNL Association Transport Layer Address 
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the NG-RAN node.
	-
	

	>>TNL Association Transport Layer Address at AMF
	O
	
	CP Transport Layer Information

9.3.2.6
	Transport layer address of the AMF.
	-
	


>>>> NEXT CHANGE <<<<
9.2.6.7
AMF CONFIGURATION UPDATE

This message is sent by the AMF to transfer updated information for an NG-C interface instance.

Direction: AMF ( NG-RAN node
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF Name
	O
	
	9.3.3.21
	
	YES
	reject

	Served GUAMI List
	
	0..1
	
	
	YES
	reject

	>Served GUAMI Item
	
	1..<maxnoofServedGUAMIs>
	
	
	-
	

	>>GUAMI
	M
	
	9.3.3.3
	
	-
	

	>>Backup AMF Name
	O
	
	AMF Name

9.3.3.21
	
	-
	

	>>GUAMI Type
	O
	
	ENUMERATED (native, mapped, …)
	
	YES
	ignore

	Relative AMF Capacity
	O
	
	9.3.1.32
	
	YES
	ignore

	PLMN Support List
	
	0..1
	
	
	YES
	reject

	>PLMN Support Item
	
	1..<maxnoofPLMNs>
	
	
	-
	

	>>PLMN Identity
	M
	
	9.3.3.5
	
	-
	

	>>Slice Support List
	M
	
	9.3.1.17
	Supported S-NSSAIs per PLMN
	-
	

	>>NPN Support
	O
	
	9.3.3.Y3
	Together with the PLMN, identifies a SNPN supported by the AMF. 
	YES
	reject

	AMF TNL Association to Add List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Add Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to set up the new TNL association.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	M
	
	9.3.2.10
	
	-
	

	AMF TNL Association to Remove List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Remove Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	Transport Layer Address of the AMF.
	-
	

	>>TNL Association Transport Layer Address NG-RAN
	O
	
	CP Transport Layer Address

9.3.2.6
	Transport Layer Address of the NG-RAN node.
	YES
	reject

	AMF TNL Association to Update List 
	
	0..1
	
	
	YES
	ignore

	>AMF TNL Association to Update Item
	
	1..<maxnoofTNLAssociations>
	
	
	-
	

	>>AMF TNL Association Address
	M
	
	CP Transport Layer Information

9.3.2.6
	AMF Transport Layer information used to identify the TNL association to be updated.
	-
	

	>>TNL Association Usage
	O
	
	9.3.2.9
	
	-
	

	>>TNL Address Weight Factor
	O
	
	9.3.2.10
	
	-
	


>>>> NEXT CHANGE <<<<
�Although redundant, the NPN Support IE is added because of ASN structure. In principle changes can be provided but are not relevant in this version of the spec.


�See note above


�Same applies as for RAN Configuration Update, this is of no value in this version of the specification.


�As discussed in the text part


�As discussed in the text part
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