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1. Introduction
RAN#105 meeting made the following agreements on F1 interface for stand-alone NPN (SNPN) and public network integrated NPN (PNI-NPN) in [1]. 
SNPN
Over E1, send the list of (PLMN ID, NID)s supported by CU-UP to CU-CP.
In this document we intend to include the agreements into the TP and discuss the following remaining issues on E1 interface.
8. E1
8.1 PNI NPN
Need to signal CU-UP supported CAG IDs to CU CP unless 1-1 mapping slice-CAG?

8.2 SNPN
UE dedicated impact? E.g. need to add selected (PLMN ID, NID) in Bearer context setup?

[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2.1 SNPN
2.1.1 Interface Management Messages
Last RAN3#106 meeting agreed the following working assumption, which was captured into the Xn/NG BL CR. 
· WA: introduce a CHOICE structure for CAG and SNPN (where applicable); further details to be refined
For F1 interface, the same structure can be used as well to align with NGAP and XnAP. For example, the DU can provide the {PLMN ID, NID} information to the CU over the E1 interface setup message in a structure format. 
The CHOICE structure is introduced over E1 interface for SNPN.
For SNPN, the CU-CP does not report its supported SNPN information to the CU-UP, since the CU-UP does not need to take actions based on these informations. However, it is possible that none of the CU-UP’s supported SNPN information reported is supported by CU-CP. The CU-CP’s supported SNPNs may be the set of the connected DU’s supported SNPNs, or may be configured by OAM.  In this case, the CU-CP rejects the GNB-CU-UP E1 setup request and the setup fails. A new cause value (e.g., SNPN(s) not supported) needs to be added over E1 for the E1 setup failure.
A new cause value (e.g., SNPN(s) not supported) is added over E1 for case of E1 setup failure.
2.1.2 Bearer Context Management Messages
It is described as follows in [2] for SNPN,
The combination of a PLMN ID and Network identifier (NID) identifies an SNPN.
NOTE 1:	The PLMN ID used for SNPNs is not required to be unique. PLMN IDs reserved for use by private networks can be used for non-public networks, e.g. based on mobile country code (MCC) 999 as assigned by ITU [78]). Alternatively, a PLMN operator can use its own PLMN IDs for SNPN(s) along with NID(s), but registration in a PLMN and mobility between a PLMN and an SNPN are not supported using an SNPN subscription given that the SNPNs are not relying on network functions provided by the PLMN.
It can be observed that a reserved PLMN ID for private networks can be used to identify an SNPN, or optionally the combination of a PLMN ID owned by the PLMN operator and a NID identifies the SNPN. Therefore, the NID needs to be provided to gNB-CU-UP to identify the serving SNPN of the UE if the combination of the serving PLMN ID and the NID identifies the SNPN, e.g., via the BEARER CONTEXT SETUP REQUEST message. 
This information might be helpful since different NID may require different scheduling mechanism. Currently the serving PLMN IE is specified in the BEARER CONTEXT SETUP REQUEST message. 
In addition, the PLMN level scheduling mechanism cannot be realized by slice information, since the slice information can be used only within one SNPN, and thus only slice information for configuration is not enough. For example, the (PLMN#1, NID #1) marked by S-NSSAI#1, and (PLMN#1, NID#2) marked by the same S-NSSAI#1. If the NID is not informed from the CU-UP, then, the CU-UP cannot differentiate the different SNPNs. 
The NID is provided from gNB-CU-CP to gNB-CU-UP, e.g. in BEARER CONTEXT SETUP REQUEST message.
2.2 PNI-NPN
2.2.1 Interface Management Messages
For PNI-NPN, the combination of a PLMN ID and a CAG ID uniquely identifies a PNI-NPN network. The CAG ID serves the purpose of cell access, but different PNI-NPNs may require different user plane resource. With this understanding, CU-UP should provide the configured PNI-NPN information (e.g., PLMN, CAG ID) to CU-CP for the subsequently appropriate actions. In case of the bearer context setup, the CU-CP can select a suitable CU-UP based on the supported CAG ID(s) of the CU-UP.  But there is no need for the CU-UP to be aware of the mapping relation between GAG ID and a cell. Also note that there is no dependence between slices and CAG IDs [2] as follows. 
NOTE 2:	CAG is used for authorization at network/cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection.
The CU-UP reports the supported PNI-NPN information, i.e. PLMN ID and CAG ID,  to the CU-CP via the following messages,
· GNB-CU-UP E1 SETUP REQUEST
·  GNB-CU-CP E1 SETUP RESPONSE
· GNB-CU-UP CONFIGURATION UPDATE.
Also, it is possible that none of the reported PNI-NPN information is supported by the CU-CP. A new cause value (e.g., PNI-NPN(s) not supported) needs to be added over E1 for the E1 setup failure.
A new cause value (e.g., PNI-NPN(s) not supported) is added over E1 for case of E1 setup failure.
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
In this paper, we have discussed whether the general support of NPN over F1, and have the following proposals,
1. The CHOICE structure is introduced over E1 interface for SNPN.
A new cause value (e.g., SNPN(s) not supported) is added over E1 for case of E1 setup failure.
 
The NID is provided from gNB-CU-CP to gNB-CU-UP, e.g. in BEARER CONTEXT SETUP REQUEST message.
The CU-UP reports the supported PNI-NPN information, i.e. PLMN ID and CAG ID,  to the CU-CP via the following messages,
· GNB-CU-UP E1 SETUP REQUEST
·  GNB-CU-CP E1 SETUP RESPONSE
· GNB-CU-UP CONFIGURATION UPDATE.
A new cause value (e.g., PNI-NPN(s) not supported) is added over E1 for case of E1 setup failure.
The corresponding TP of the proposals is provided in the following Annex.
[bookmark: _Toc423020280]4. Reference
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Annex – TP (TP for TS 38.463)
<<<<<<<<<<<<<<<<<<<< Changes Begin >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20955462][bookmark: _Toc29460888][bookmark: _Toc29505620][bookmark: _Toc14044295]8.2.3	gNB-CU-UP E1 Setup
[bookmark: _Toc20955463][bookmark: _Toc29460889][bookmark: _Toc29505621]8.2.3.1	General
The purpose of the gNB-CU-UP E1 Setup procedure is to exchange application level data needed for the gNB-CU-UP and the gNB-CU-CP to correctly interoperate on the E1 interface. If the gNB-CU-UP initiates the first TNL association, it shall also initiate the gNB-CU-UP E1 Setup procedure. The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 
[bookmark: _Toc20955464][bookmark: _Toc29460890][bookmark: _Toc29505622]8.2.3.2	Successful Operation


Figure 8.2.3.2-1: gNB-CU-UP E1 Setup procedure: Successful Operation.
<Unchanged Text Omitted>
If the GNB-CU-UP E1 SETUP RESPONSE message includes the Transport Network Layer Address Info IE, the gNB-CU-UP shall, if supported, take this IE into account for IPSec tunnel establishment.
If the CAG Support List IE is contained in the GNB-CU-UP E1 SETUP REQUEST message, the gNB-CU-CP shall take this IE into account.
<Unchanged Text Omitted>

[bookmark: _Toc20955467][bookmark: _Toc29460893][bookmark: _Toc29505625]8.2.4	gNB-CU-CP E1 Setup
[bookmark: _Toc20955468][bookmark: _Toc29460894][bookmark: _Toc29505626]8.2.4.1	General
The purpose of the gNB-CU-CP E1 Setup procedure is to exchange application level data needed for the gNB-CU-CP and the gNB-CU-UP to correctly interoperate on the E1 interface. If the gNB-CU-CP initiates the first TNL association, it shall also initiate the gNB-CU-CP E1 Setup procedure.The procedure uses non-UE associated signalling.
This procedure erases any existing application level configuration data in the two nodes and replaces it by the one received. This procedure also re-initialises the E1AP UE-related contexts (if any) and erases all related signalling connections in the two nodes like a Reset procedure would do. 
[bookmark: _Toc20955469][bookmark: _Toc29460895][bookmark: _Toc29505627]8.2.4.2	Successful Operation


<Unchanged Text Omitted>
If the GNB-CU-CP E1 SETUP RESPONSE message includes the Transport Network Layer Address Info IE, the gNB-CU-CP shall, if supported, take this IE into account for IPSec tunnel establishment.
If the CAG Support List IE is contained in the GNB-CU-CP E1 SETUP RESPONSE message, the gNB-CU-CP shall take this IE into account.
<Unchanged Text Omitted>
[bookmark: _Toc20955472][bookmark: _Toc29460898][bookmark: _Toc29505630]8.2.5	gNB-CU-UP Configuration Update 
[bookmark: _Toc20955473][bookmark: _Toc29460899][bookmark: _Toc29505631]8.2.5.1	General
The purpose of the gNB-CU-UP Configuration Update procedure is to update application level configuration data needed for the gNB-CU-UP and the gNB-CU-CP to interoperate correctly on the E1 interface. This procedure does not affect existing UE-related contexts, if any. The procedure uses non-UE associated signalling.
[bookmark: _Toc20955474][bookmark: _Toc29460900][bookmark: _Toc29505632]8.2.5.2	Successful Operation


Figure 8.2.5.2-1: gNB-CU-UP Configuration Update procedure: Successful Operation.
<Unchanged Text Omitted>
If the GNB-CU-UP CONFIGURATION UPDATE message includes the Transport Network Layer Address Info IE, the gNB-CU-CP shall, if supported, take this IE into account for IPSec tunnel establishment.
If the CAG Support List IE is contained in the GNB-CU-UP CONFIGURATION UPDATE message, the gNB-CU-CP shall store the corresponding information and replace any existing information.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc14787906]8.3	Bearer Context Management procedures
[bookmark: _Toc14787907]8.3.1	Bearer Context Setup 
[bookmark: _Toc20955494][bookmark: _Toc29460920][bookmark: _Toc29505652]8.3.1.1	General
The purpose of the Bearer Context Setup procedure is to allow the gNB-CU-CP to establish a bearer context in the gNB-CU-UP. The procedure uses UE-associated signalling.
[bookmark: _Toc20955495][bookmark: _Toc29460921][bookmark: _Toc29505653]8.3.1.2	Successful Operation


Figure 8.3.1.2-1: Bearer Context Setup procedure: Successful Operation.
<Unchanged Text Omitted>
For EN-DC, if the Subscriber Profile ID for RAT/Frequency priority IE is included in the UE CONTEXT SETUP REQUEST, the gNB-CU-UP may use it to apply specific RRM policies as specified in TS 36.300 [25]. If the Additional RRM Policy Index IE is included in the UE CONTEXT SETUP REQUEST, the gNB-CU-UP may use it to apply specific RRM policies as specified in TS 36.300 [25].
If the Serving NID IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall combine the Serving NID IE with the Serving PLMN IE to identify the serving NPN, and take it into account.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc14787956]9.2	Message Functional Definition and Content
[bookmark: _Toc14787957]9.2.1	Interface Management messages
<Unchanged Text Omitted>
[bookmark: _Toc20955547][bookmark: _Toc29460982][bookmark: _Toc29505714]9.2.1.4	GNB-CU-UP E1 SETUP REQUEST
This message is sent by the gNB-CU-UP to transfer information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Transaction ID
	M
	
	9.3.1.53
	
	YES
	reject

	gNB-CU-UP ID 
	M
	
	9.3.1.15
	
	YES
	reject

	gNB-CU-UP Name 
	O
	
	PrintableString(SIZE(1..150,…))
	Human readable name of the gNB-CU-UP.
	YES
	ignore

	CN Support  
	M
	
	ENUMERATED (EPC. 5GC, both, …)
	
	YES
	reject

	Supported PLMNs
	
	1..<maxnoofSPLMNs>
	
	Supported PLMNs
	YES

	reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	9.3.1.8
	Supported S-NSSAIs per PLMN. 
	-
	-

	>NR CGI Support List
	O
	
	9.3.1.36
	Supported cells.
	-
	-

	>QoS Parameters Support List
	O
	
	9.3.1.37
	Supported QoS parameters per PLMN.
	-
	-

	>NPN Support
	O
	
	9.3.1.z
	
	-
	-

	gNB-CU-UP Capacity
	O
	
	9.3.1.56
	
	YES
	ignore

	Transport Network Layer Address Info
	O
	
	9.3.2.7
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofSPLMNs
	Maximum no. of Supported PLMN Ids. Value is 12.



<Unchanged Text Omitted>


[bookmark: _Toc20955551][bookmark: _Toc29460986][bookmark: _Toc29505718]9.2.1.8	GNB-CU-CP E1 SETUP RESPONSE
This message is sent by the gNB-CU-UP to transfer information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Transaction ID
	M
	
	9.3.1.53
	
	YES
	reject

	gNB-CU-UP ID 
	M
	
	9.3.1.15
	
	YES
	reject

	gNB-CU-UP Name 
	O
	
	PrintableString(SIZE(1..150,…))
	Human readable name of the gNB-CU-UP.
	YES
	ignore

	CN Support  
	M
	
	ENUMERATED (EPC. 5GC, both, …)
	
	YES
	reject

	Supported PLMNs
	
	1..<maxnoofSPLMNs>
	
	Supported PLMNs
	YES

	reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	9.3.1.8
	Supported S-NSSAIs per PLMN. 
	-
	-

	>NR CGI Support List
	O
	
	9.3.1.36
	Supported cells.
	-
	-

	>QoS Parameters Support List
	O
	
	9.3.1.37
	Supported QoS parameters per PLMN.
	-
	-

	>NPN Support
	O
	
	9.3.1.z
	
	-
	-

	gNB-CU-UP Capacity
	O
	
	9.3.1.56
	
	YES
	ignore

	Transport Network Layer Address Info
	O
	
	9.3.2.7
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofSPLMNs
	Maximum no. of Supported PLMN Ids. Value is 12.



<Unchanged Text Omitted>
[bookmark: _Toc20955553][bookmark: _Toc29460988][bookmark: _Toc29505720]9.2.1.10	GNB-CU-UP CONFIGURATION UPDATE
This message is sent by the gNB-CU-UP to transfer updated information for a TNL association.
Direction: gNB-CU-UP  gNB-CU-CP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	Transaction ID
	M
	
	9.3.1.53
	
	YES
	reject

	gNB-CU-UP ID 
	O
	
	9.3.1.15
	
	YES
	reject

	gNB-CU-UP Name 
	O
	
	PrintableString(SIZE(1..150,…))
	Human readable name of the gNB-CU-UP.
	YES
	ignore

	Supported PLMNs
	
	0..<maxnoofSPLMNs>
	
	Supported PLMNs
	YES

	reject

	>PLMN Identity
	M
	
	9.3.1.7
	
	-
	-

	>Slice Support List
	O
	
	9.3.1.8
	Supported S-NSSAIs per PLMN. 
	-
	-

	>NR CGI Support List
	O
	
	9.3.1.36
	Supported cells.
	-
	-

	>QoS Parameters Support List
	O
	
	9.3.1.37
	Supported QoS parameters per PLMN.
	-
	-

	>NPN Support
	O
	
	9.3.1.z
	
	-
	-

	gNB-CU-UP Capacity
	O
	
	9.3.1.56
	
	YES
	ignore

	gNB-CU-UP TNLA To Remove List
	
	0..1
	
	
	YES
	reject

	>gNB-CU-UP TNLA To Remove Item IEs
	
	1..<maxnoofTNLAssociations>
	
	
	-
	-

	>>TNLA Transport Layer Address
	M
	
	CP Transport Layer Information
9.3.2.2
	Transport Layer Address of the gNB-CU-UP.
	-
	-

	>>TNLA Transport Layer Address gNB-CU-CP
	O
	
	CP Transport Layer Information
9.3.2.2
	Transport Layer Address of the gNB-CU-CP.
	-
	-

	Transport Network Layer Address Info
	O
	
	9.3.2.7
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofSPLMNs
	Maximum no. of Supported PLMN Ids. Value is 12.

	maxnoofTNLAssociations
	Maximum numbers of TNL Associations between the gNB-CU-UP and the gNB-CU-CP. Value is 32.



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc14787976]9.2.2	Bearer Context Management messages
[bookmark: _Toc20955563][bookmark: _Toc29460998][bookmark: _Toc29505730]9.2.2.1	BEARER CONTEXT SETUP REQUEST
This message is sent by the gNB-CU-CP to request the gNB-CU-UP to setup a bearer context. 
Direction: gNB-CU-CP  gNB-CU-UP
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	gNB-CU-CP UE E1AP ID
	M
	
	9.3.1.4
	
	YES
	reject

	Security Information
	M
	
	9.3.1.10
	
	YES
	reject

	UE DL Aggregate Maximum Bit Rate
	M
	
	Bit Rate 9.3.1.20
	
	YES
	reject

	UE DL Maximum Integrity Protected Data Rate
	O
	
	Bit Rate 9.3.1.20
	The Bit Rate is a portion of the UE’s Maximum Integrity Protected Data Rate, and is enforced by the gNB-CU-UP node.
	YES
	reject

	Serving PLMN
	M
	
	PLMN Identity 
9.3.1.7
	
	YES
	ignore

	Activity Notification Level
	M
	
	9.3.1.67
	
	YES
	reject

	UE Inactivity Timer
	O
	
	Inactivity Timer 
9.3.1.54
	Included if the Activity Notification Level is set to UE. 
	-
	-

	Bearer Context Status Change
	O
	
	ENUMERATED (Suspend, Resume, …)
	Indicates the status of the Bearer Context
	YES
	reject

	CHOICE System
	M
	
	
	
	YES
	reject

	>E-UTRAN
	
	
	
	
	
	

	>>DRB To Setup List
	M
	
	DRB To Setup List E-UTRAN 
9.3.3.1
	
	YES
	reject

	>>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.3.1.69
	
	YES
	ignore

	>>Additional RRM Policy Index
	O
	
	9.3.1.70
	
	YES
	Ignore

	>NG-RAN
	
	
	
	
	
	

	>>PDU Session Resource To Setup List
	M
	
	9.3.3.2
	
	YES
	reject

	RAN UE ID
	O
	
	OCTET STRING (SIZE(8))
	
	YES
	ignore

	gNB-DU ID
	O
	
	9.3.1.65
	Included whenever it is known by the gNB-CU-CP 
	YES
	ignore

	Trace Activation
	O
	
	9.3.1.68
	
	YES
	ignore

	Serving NID
	O
	
	9.3.1.x
	
	YES
	reject



	Range bound
	Explanation

	maxnoofDRBs
	Maximum no. of DRBs for a UE. Value is 32.

	maxnoofPDUSessionResource 
	Maximum no. of PDU Sessions for a UE. Value is 256.



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc14787994]9.3	Information Element Definitions
[bookmark: _Toc14787995]9.3.1	Radio Network Layer Related IEs
<Unchanged Text Omitted>
[bookmark: _Toc20955583][bookmark: _Toc29461021][bookmark: _Toc29505753]9.3.1.2	Cause
The purpose of the Cause IE is to indicate the reason for a particular event for the E1AP protocol.
	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED
(Unspecified, 
Unknown or already allocated gNB-CU-CP UE E1AP ID, 
Unknown or already allocated gNB-CU-UP UE E1AP ID, 
Unknown or inconsistent pair of UE E1AP ID, 
Interaction with other procedure, 
PDCP Count Wrap Around, 
Not supported QCI value,
Not supported 5QI value,
Encryption algorithms not supported, 
Integrity protection algorithms not supported,
UP integrity protection not possible, 
UP confidentiality protection not possible,
Multiple PDU Session ID Instances,
Unknown PDU Session ID,
Multiple QoS Flow ID Instances,
Unknown QoS Flow ID,
Multiple DRB ID Instances,
Unknown DRB ID,
Invalid QoS combination,
Procedure cancelled,
Normal release,
No radio resources available,
Action desirable for radio reasons,
Resources not available for the slice,
PDCP configuration not supported,
…,
UE DL maximum integrity protected data rate reason,
UP integrity protection failure, Release due to Pre-Emption, PNI-NPN(s) not supported, SNPN(s) not supported)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Unspecified, 
Transport Resource Unavailable, …)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,
Abstract Syntax Error (Reject),
Abstract Syntax Error (Ignore and Notify),
Message not Compatible with Receiver State,
Semantic Error,
Abstract Syntax Error (Falsely Constructed Message), Unspecified, …)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload, Not enough User Plane Processing Resources,
Hardware Failure,
O&M Intervention,
Unspecified, …)
	



The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the related capability is missing. On the other hand, "not available" cause values indicate that the related capability is present, but insufficient resources were available to perform the requested action.
	Radio Network Layer cause
	Meaning

	Unspecified
	Sent for radio network layer cause when none of the specified cause values applies.

	Unknown or already allocated gNB-CU-CP UE E1AP ID
	The action failed because the gNB-CU-CP UE E1AP ID is either unknown, or (for a first message received at the gNB-CU) is known and already allocated to an existing context.

	Unknown or already allocated gNB-CU-UP UE E1AP ID
	The action failed because the gNB-CU-UP UE E1AP ID is either unknown, or (for a first message received at the gNB-CU-UP) is known and already allocated to an existing context.

	Unknown or inconsistent pair of UE E1AP ID
	The action failed because both UE E1AP IDs are unknown, or are known but do not define a single UE context.

	Interaction with other procedure
	The action is due to an ongoing interaction with another procedure.

	PDCP COUNT wrap around
	PDCP COUNT approaches the maximum value.

	Not supported QCI value
	The action failed because the requested QCI is not supported.

	Not supported 5QI value
	The action failed because the requested 5QI is not supported.

	Encryption algorithms not supported 

	The gNB-CU-UP is unable to support the selected encryption algorithm for the UE.

	Integrity protection algorithms not supported
	The gNB-CU-UP is unable to support the selected integrity protection algorithm for the UE.

	UP integrity protection not possible 

	The PDU Session cannot be accepted according to the required user plane integrity protection policy.

	UP confidentiality protection not possible
	The PDU Session cannot be accepted according to the required user plane confidentiality protection policy

	Multiple PDU Session ID Instances
	The action failed because multiple instances of the same PDU Session had been provided.

	Unknown PDU Session ID
	The action failed because the PDU Session ID is unknown.

	Multiple QoS Flow ID Instances
	The action failed because multiple instances of the same QoS flow had been provided.

	Unknown QoS Flow ID
	The action failed because the QoS Flow ID is unknow.

	Multiple DRB ID Instances
	The action failed because multiple instances of the same DRB had been provided.

	Unknown DRB ID
	The action failed because the DRB ID is unknow.

	Invalid QoS combination
	The action was failed because of invalid QoS combination

	Procedure cancelled

	The sending node cancelled the procedure due to other urgent actions to be performed.

	Normal release

	The action is due to a normal release of the UE (e.g. because of mobility) and does not indicate an error.

	No radio resources available
	The requested node doesn’t have sufficient radio resources available.

	Action desirable for radio reasons
	The reason for requesting the action is radio related.

	Resources not available for the slice
	The requested resources are not available for the slice.

	PDCP configuration not supported,
	The gNB-CU-UP is unable to support the selected PDCP configuration for the UE.

	UE DL maximum integrity protected data rate reason
	The request is not accepted in order to comply with the maximum downlink data rate for integrity protection supported by the UE.

	UP integrity protection failure
	The gNB-CU-UP detects an integrity protection failure in the UL PDU.

	Release due to Pre-Emption
	Release is initiated due to pre-emption.

	PNI-NPN(s) not supported
	The request is not accepted due to the PNI-NPN(s) not supported.

	SNPN(s) not supported
	The request is not accepted due to the SNPN(s) not supported.



<Unchanged Text Omitted>
9.3.1.x	NID
This IE is used to identify (together with a PLMN identifier) a Standalone Non-Public Network.
[Editor’s Note: This is based on current CTx status]
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NID
	M
	
	OCTET STRING (SIZE(7))

	Digits 0 to 9 encoded 0000 to 1001, 1111 used as filler digit.

Two digits per octet:
- bits 4 to 1 of octet n encoding digit 2n-1
- bits 8 to 5 of octet n encoding digit 2n

NID consists of 1 Assignment Model Indication digit, followed by 8 digits from the NID private enterprise number and 4 digits from the NID code. The last digit is not used.



9.3.1.y	CAG ID
This IE is used to identify (together with a PLMN identifier) a Public Network Integrated Non-Public Network.
[Editor’s Note: This is based on current CTx status]
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CAG ID
	M
	
	BIT STRING (SIZE(32))

	Defined in TS 23.003.



9.3.1.z	NPN Support
This IE lists the Non-Public Networks supported by a node (in e.g. a PLMN).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NPN Support
	M
	
	
	

	>Standalone NPN
	
	
	
	

	>>NID Support List
	M
	
	
	

	>>>NID Support Item
	
	1..<maxnoofNIDsupported>
	
	

	>>>>NID
	
	
	9.3.1.x
	

	  >PNI-NPN
	
	
	
	

	    >>CAG Support List
	M
	
	
	

	       >>>CAG Support Item
	
	1..<maxnoofCAGsupported>
	
	

	>>>>CAG ID
	
	
	9.3.1.y
	

	
	
	
	
	



	Range bound
	Explanation

	maxnoofNIDsupported
	Maximum no. of NIDs supported. Value is 12.

	maxnoofCAGsupported
	Maximum no. of CAG Ids supported. Value is 12.



<<<<<<<<<<<<<<<<<<<< Changes End >>>>>>>>>>>>>>>>>>>>
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