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1   Introduction

The following email discussion was started on Monday 24th February.

16.2.3:

	CB: # 76_Email076-NPNmobility

- For NG-based handover, it is better to let the target node decide the selected CAG ID; CAG IDs in the UE’s allowed CAG ID list should have a priority for current UE to access? (CT)

- Reuse the access control cause value “invalid NPN access”; in Rel-16, there is no need transfer the current CAG ID during the handover nor to indicate a CAG ID to the AMF in the Path Switch Request (Handover Notify for NG handover)? (Nok)

- Retrieve UE Context Failure can be triggered by the last serving gNB when the supported CAG List related to the serving PLMN of the target cell is not compatible with the UE’s Allowed CAG list; serving gNB can verifies the UE access taking the PNI-NPN mobility restrictions received from the last serving gNB into account; Xn Retrieve UE Context Failure can be triggered by the last serving gNB when the supported SNPN(s) of the target cell does not match the serving SNPN;  target gNB can verifies the UE access checking whether the supported SNPN(s) of the target cell matches the serving SNPN? (HW)

- manual selected CAG-ID handling? (ZTE), (CATT)

- confirm to not support the serving CAG ID in Rel-16; current resume procedure can support the NPN UE in RRC-INACTIVE? (LG)

-  RRC resume aspects? (SS)

- St2 aspects? (HW)

- Consider applicable proposals from 0420 (QC)

- attempt to converge on minimum agreeable set

- if agreeable, revise/merge as needed

(Nok)

Summary of offline disc R3-201170


2   Description 

Question 1: remove the FFS on the CAG ID 32 bits encoding, and keep FFS for the NID encoding?  

	Company
	answer
	Detailed answer

	Nokia 
	Yes
	CAG ID = 32 bits is stable but NID encoding still challenged.

	ZTE
	Yes
	Same as CB#73

	SS
	Yes
	

	Huawei
	Yes
	

	CATT
	Yes
	

	Qualcomm
	-
	See CB#73…

	Deutsche Telekom
	Yes
	Already discussed in CB #73

	NEC
	Yes (however)
	· The CAG ID is 32 bits and the related FFS should be removed. 

· The NID “Semantic description” is still FFS. 

· However, we propose to change the “IE type and reference” from the current “OCTET STRING (SIZE(7))” to BIT STRING (SIZE(52)) in order to be aligned with the RAN2 agreed NID length of 52 bits (refer to RAN2 LS on NID structure and length (R3-200085)):

RAN2 thanks CT4 for the LS on "NID structure and length". Regarding the agreed NID length of 52 bits, RAN2 would prefer if the NID length can be reduced to limit the amount of information that is broadcasted in SIB1. RAN2 has agreed to broadcast up to 12 NIDs in SIB1.



	Ericsson
	?
	Another overlap of CBs ;-)


Question 2: should the UE Allowed CAG List be set/sent in priority order as proposed by R3-200158? 

	Company
	answer
	Detailed answer

	Nokia 
	No
	There is no such agreement in SA2.

	ZTE
	Not sure
	Needs confirmation from SA2.

	SS
	No
	RAN3 can not decide it

	Huawei
	No
	It is suggested not to consider this in Release 16, but can be discussed in next release.

	LG
	No
	In SA2, there is no such requirement.

	CATT
	No
	CAG is only used as access control.

	Qualcomm
	No
	This is new functionality with big system impact including in the UE. For now, all we can say is that no such requirement exists. 

	Deutsche Telekom
	No
	Should be discussed in SA2 first.

	NEC
	No
	Similar view to other companies.

	Ericsson
	No
	While a CAG may finally be manually selected by the UE (not sure what the final status actually is in other groups), the concept of “selected CAG” does not exist for access control in mobility.


Question 3: should the selected CAG ID be propagated from source to target NG-RAN during handover after source NG-RAN node has received it from AMF as proposed by R3-200338 or R3-200446?? 

	Company
	answer
	Detailed answer

	Nokia 
	No
	SA2 agreed that the NG-RAN and AMF are not aware of the selected CAG ID.

	ZTE
	Yes
	As discussed in R3-200338, according to the TS23.122 and TS23.501, the manual CAG selection shall be supported for PNI-NPN in R16.  If the user manually select CAG for some service, it is reasonable for the RAN network to keep the CAG ID manually selected by the user unchanged,e.g. during the mobility.To support PLMN and CAG-ID unchanged during mobility procedure in manual CAG selection, the manual selected CAG-ID shall may be informed to RAN by AMF and send to target NG-RAN node during the mobility.

	Huawei
	No
	The selected CAG ID does not need to be informed to NG-RAN or the AMF during handover procedure. 

On the manual CAG selection, this can be further discussed based on e.g. SA1 LS. 

	LG
	No
	In SA2 reply LS (S2-1910803), CAG Identifiers are used for access control, and once the UE is allowed to access the network the Allowed CAG list is enough to decide whether to be allowed to target cells. There is therefore no need to maintain the CAG ID that was used for the initial access. This means that there is no concept of selected CAG ID.

	CATT
	Depend on the support of manual selection
	For automative CSG selection,we think this IE is not needed. However, for manual CAG selection, we think the decision of user should be respected during handover procedure i.e. try to keep the UE in cell which support the CAG ID selected by UE.

	Qualcomm
	No
	In general, there is no selected CAG ID to propagate. For the case of manual selection, our understanding is that this is primarily meant for onboarding, and should not be mis-interpreted to mean that there is a requirement for the user to express a preference which then needs to be kept by the network.

	Deutsche Telekom
	No
	Similar view as Qualcomm.

	NEC
	No 
	The selected CAG ID is not sent to the AMF

	Ericsson
	No
	See above


Question 4: is it ok to move the cell supported CAG List returned in Handover failure into a container as proposed by R3-200420? 

	Company
	answer
	Detailed answer

	Nokia 
	Yes
	Both codings are ok.

	ZTE
	Yes
	Both is fine.

	SS 
	Yes
	

	Huawei
	Yes
	It is helpful in terms of scalability.

	LG
	Yes
	

	CATT
	Yes
	

	Qualcomm
	Yes
	Agree both are ok.

	Deutsche Telekom
	Yes
	

	NEC
	Yes
	No strong opinion.

	Ericsson
	
	No strong preference


Question 5: for mobility in inactive state, should the access control check be done by the old NG-RAN node (answer 1), the new NG-RAN node (answer 2), both (answer 3) or elsewhere (answer 4)?

	Company
	answer
	Detailed answer

	Nokia 
	1
	Verification checks in old NG-RAN node should be good enough.

	ZTE
	1
	Similar as handover, the old NG-RAN node can make mobility decision.

	SS
	1
	If the check is failed, the old NG-RAN sends the Failure message to the new NG-RAN with proper cause value.

	Huawei
	3
	The old NG-RAN node holding UE context can perform the access control. But it seems to us nothing prevents the new NG-RAN node from verifying the UE access upon acquiring the UE context. The new NG-RAN node itself can decide whether to transit the UE to be idle or kept inactive, or others. 



	LG
	2
	When the UE moves to the NG-RAN other than the last serving NG-RAN, the Mobility Restriction List is transferred by the Retrieve UE Context procedure. Therefore, new NG-RAN can verify whether the UE access is allowed.

	CATT
	2
	The new NG-RAN node can get the Mobility Restriction List from Retrieve UE Context procedure and do access control.

	Qualcomm
	3
	SA2 has already placed a requirement on the RAN to check (and reject resume) once it receives the Mobility Restrictions (see 5.30.3.4 in 23.501). This is generic however and does not state what happens in case a new node is involved. Just like in handover, we think both nodes should check since there could be anyway configuration changes. 

	Deutsche Telekom
	3
	Agree with arguments made by Huawei and Qualcomm.

	NEC
	3
	Both the old NG-RAN node and the new NG-RAN node can verify the UE access in the inactive state.

For example, as we explained in R3-200353, for the use case of RNA Updated (RNAU) with OR without UE context relocation, the following can be the UE access verification procedure:

· RNAU with UE context relocation: the last serving NG-RAN node provides the UE context to the new NG-RAN node, then the new NG-RAN node can verify the UE access to the CAG cell.

· RNAU without UE context relocation: the last serving NG-RAN node decides not to relocate the UE context, then the old NG-RAN node can verify the UE access to the CAG cell.

	Ericsson
	
	For UE Context Retrieval, we do not specify explicitly which node to verify access rights along the MRL. It is proposed to not add anything NPN specific to that respect. Clear specification of the semantics of the new NPN IEs in the MRL should be sufficient.


Question 6: for mobility in inactive state, do we need to add the cell supported NID and cell supported CAG List in the UE Context Retrieve Request?  

	Company
	answer
	Detailed answer

	Nokia 
	Yes
	To allow verification checks in old NG-RAN node.

	ZTE
	No
	The old NG-RAN node has already get the cell supported NID and cell supported CAG List during Xn setup and configuration update procedure.

	SS
	Yes
	Same view as Nokia. It is facilitate old NG-RAN behavior.

	Huawei
	No
	The cell supported NIDs and cell supported CAG List have been exchanged during Xn setup or update procedures. 

	LG
	No
	Same view as ZTE. The cell supported NID and cell supported CAG list are already exchanged by the Xn Setup and Configuration update procedure.

	CATT
	No
	If solution 2 is selected for question 5, no update on current spec is needed.

	Qualcomm
	No
	Agree with others, seems no need to duplicate functionality.

	Deutsche Telekom
	No
	Same arguments as raised by others (info already provided).

	NEC
	Yes 
	Including the cell supported NID and cell supported CAG List in the “Retrieve UE Context Request” message, allows the UE access verification at the last serving (old) NG-RAN node. 

See also NEC’s answer to Question 5.

	Ericsson
	No
	Along arguments of companies of the same opinion, couldn’t say it better ;-)


3   Conclusion and proposal

For the FFS on CAG ID it is addressed in another CB.
For the prioritized list of CAG IDs, there is no support so this cannot be agreed.

For adding the signaling of a selected CAG ID from source to target during handover, there are 7 companies against so this cannot be agreed at this stage.

For moving the cell supported CAG list in container this seems agreeable.

For mobility in inactive state, there seems to be various opinions where the checks are to be done, in fact depending on the scenario. On the other hand, many companies are not convinced that we need to add signaling for this (e.g. addition of new NPN information in the UE Context Retrieval). Therefore, at this stage the status quo seems to prevail i.e. do nothing at this stage. Of course, topic is not closed and to be continued contribution driven at next meeting.
Proposal: 

The only progress achievable at this meeting is to agree the TP in R3-201268 (which is revision of Qualcomm R3-200420) moving the cell supported CAG list into the container.
The discussions on mobility in inactive state (e.g. R3-200353) and potential impact that would result from manual CAG selection are to be continued.
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