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<<<<<<<<<<<<<<<<<<<< 1st Change >>>>>>>>>>>>>>>>>>>>
8.2
Basic mobility procedures

8.2.1
Handover Preparation

8.2.1.1
General

This procedure is used to establish necessary resources in an eNB for an incoming handover. If the procedure concerns a conditional handover, parallel transactions are allowed. Possible parallel requests are identified with the target cell ID when the source UE AP IDs are the same.
Editor’s note: FFS whether we allow to modify the prepared CHO resources and how (re-using the existing HO  Preparation or new procedure?).


The procedure uses UE-associated signalling.

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep.
If the Conditional Handover Information IE is contained in the HANDOVER REQUEST message, the target eNB shall consider that the request concerns a conditional handover and shall include the Requested Target Cell ID IE in the HANDOVER REQUEST ACKNOWLEDGE message.

If the New eNB UE X2AP ID IE is contained in the Conditional Handover Information IE included in the HANDOVER REQUEST message, then the target eNB shall remove the existing prepared conditional HO identified by the New eNB UE X2AP ID IE and the Target Cell ID IE.
Editor’s note: FFS whether the CHO is indicated by the inter-node RRC signalling to the target eNB.


Editor’s note: FFS if any indication of resource allocation should be introduced.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
The source eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.

If at least one of the requested non-GBR E-RABs is admitted to the cell indicated by the Target Cell ID IE, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the E-RABs for which resources have been prepared at the target cell in the E-RABs Admitted List IE. The target eNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

At reception of the HANDOVER REQUEST message the target eNB shall:
-
prepare the configuration of the AS security relation between the UE and the target eNB by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE.
For each E-RAB for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DL Forwarding IE within the E-RABs To be Setup Item IE of the HANDOVER REQUEST message. For each E-RAB that it has decided to admit, the target eNB may include the DL GTP Tunnel Endpoint IE within the E-RABs Admitted Item IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP TEID IE in the E-RAB To Be Switched in Downlink List IE of the PATH SWITCH REQUEST message (see TS 36.413 [4]) depending on implementation choice.

For each bearer in the E-RABs Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep and terminate the Handover Preparation procedure. If the procedure was initiated for an immediate handover, the source eNB shall start the timer TX2RELOCoverall. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.
Editor’s note: the wording “immediate handover” for legacy HO (i.e. non-CHO) is FFS.
If the Trace Activation IE is included in the HANDOVER REQUEST message then the target eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [6]. In particular, the target eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [6];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to "Immediate MDT and Trace" initiate the requested trace session and MDT session as described in TS 32.422 [6];

-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to "Immediate MDT Only" initiate the requested MDT session as described in TS 32.422 [6] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE;

-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;

-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31];

-
if the Trace Activation IE includes the UE Application layer measurement configuration IE, initiate the requested trace session and QoE Measurement Collection function as described in TS 36.300 [15].

-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [6].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

The source eNB shall, if supported and available in the UE context, include the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB which is not included in the Management Based MDT PLMN List. If the Management Based MDT PLMN List IE is not present, the source eNB shall, if supported, include the Management Based MDT Allowed IE, if this information is available in the UE context, in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB different from the serving PLMN in the source eNB.

If the Handover Restriction List IE is

-
contained in the HANDOVER REQUEST message, the target eNB shall

-
store the information received in the Handover Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except when one of the E-RABs has a particular ARP value (TS 23.401 [12]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested location reporting functionality as defined in TS 36.413 [4].

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of such IE in the UE context and use it as defined in TS 23.216 [20].
If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall take it into use and ignore the keys received in the AS Security Information IE.

The HANDOVER REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information as defined in TS 36.300 [15].
Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information to be used for future handover preparations.

If the Mobility Information IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [15]. The target eNB shall, if supported, store the C-RNTI of the source cell received in the HANDOVER REQUEST message.

If the Expected UE Behaviour IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and may use it to determine the RRC connection time.

If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).

If the V2X Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).

If the UE Context Reference at the SeNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 36.300 [15]. If the UE Context Reference at the WT IE is contained in the HANDOVER REQUEST message, the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the WT UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message; the source eNB shall use this information as specified in TS 36.300 [15].

If the UE Context Reference at the SgNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 37.340 [32]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [32].
If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to "non IP", then the target eNB shall not perform header compression for the concerned E-RAB.If the UE Sidelink Aggregate Maximum Bit Rate IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, use it for the concerned UE's sidelink communication in network scheduled mode for V2X services.

If the NR UE Security Capabilities IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and send it to the respective peer node during subsequent handover preparations and/or EN-DC operations for the UE as defined in TS 33.401 [15].

If the Aerial UE subscription information IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and use it as defined in TS 36.300 [15].

If the Subscription Based UE Differentiation Information IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context for further use according to TS 23.401 [12].

If the DAPS Information IE is included in the HANDOVER REQUEST message, the target eNB shall consider that the request concerns a DAPS handover, as described in TS 36.300 [15] for all the E-RABs contained in the E-RABs To Be Setup List IE and shall ignore all the DAPS Information IEs included in the E-RABs To Be Setup Item IEs. For each E-RAB included in the E-RABs To Be Setup List IE of the HANDOVER REQUEST message, if the DAPS Information IE is included, the target eNB shall consider that the request concerns a DAPS handover, as described in TS 36.300 [15] for this particular E-RAB. In both cases, the target eNB shall include the DAPS Response IE in the HANDOVER REQUEST ACKNOWLEDGE message

8.2.1.3
Unsuccessful Operation
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Figure 8.2.1.3-1: Handover Preparation, unsuccessful operation

If the target eNB does not admit at least one non-GBR E-RAB, or a failure occurs during the Handover Preparation, the target eNB shall send the HANDOVER PREPARATION FAILURE message to the source eNB. The message shall contain the Cause IE with an appropriate value.

If the target eNB receives a HANDOVER REQUEST message containing RRC Context IE that does not include required information as specified in TS 36.331 [9], the target eNB shall send the HANDOVER PREPARATION FAILURE message to the source eNB.
If the Conditional Handover Information IE is contained in the HANDOVER REQUEST message and the target eNB rejects the handover or a failure occurs during the Handover Preparation, the target eNB shall includes the Requested Target Cell ID IE in the HANDOVER PREPARATION FAILURE message.
Interactions with Handover Cancel procedure:

If there is no response from the target eNB to the HANDOVER REQUEST message before timer TRELOCprep expires in the source eNB, the source eNB should cancel the Handover Preparation procedure towards the target eNB by initiating the Handover Cancel procedure with the appropriate value for the Cause IE. The source eNB shall ignore any HANDOVER REQUEST ACKNOWLEDGE or HANDOVER PREPARATION FAILURE message received after the initiation of the Handover Cancel procedure and remove any reference and release any resources related to the concerned X2 UE-associated signalling.
8.2.1.4
Abnormal Conditions

If the target eNB receives a HANDOVER REQUEST message containing multiple E-RAB ID IEs (in the E-RABs To Be Setup List IE) set to the same value, the target eNB shall not admit the corresponding E-RABs.

If the target eNB receives a HANDOVER REQUEST message containing a E-RAB Level QoS Parameters IE which contains a QCI IE indicating a GBR bearer (as defined in TS 23.203 [13]), and which does not contain the GBR QoS Information IE, the target eNB shall not admit the corresponding E-RAB.

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of EEA0 in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed encryption algorithms in the target eNB (TS 33.401 [18]), the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE in the UE Context Information IE, plus the mandated support of the EIA0 algorithm in all UEs (TS 33.401 [18]), do not match any algorithms defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target eNB receives a HANDOVER REQUEST message which does not contain the Handover Restriction List IE, and the PLMN to be used cannot be determined otherwise, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target eNB receives a HANDOVER REQUEST message containing the Handover Restriction List IE, and the serving PLMN is not supported by the target cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target eNB receives a HANDOVER REQUEST message which does not contain the CSG Membership Status IE, and the target cell is a hybrid cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target cell is a CSG cell and the target eNB has not received any CSG ID of the source cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.

If the target cell is a CSG cell with a different CSG from the source cell, the target eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
If the New eNB UE X2AP ID IE is contained in the Conditional Handover Information IE included in the HANDOVER REQUEST message, but there is no CHO prepared for this New eNB UE X2AP ID, or the CHO is prepared for a different target cell than the Target Cell ID IE, the eNB shall reject the procedure using the HANDOVER PREPARATION FAILURE message.
<<<<<<<<<<<<<<<<<<<< End of 1st Change >>>>>>>>>>>>>>>>>>>>
-- TEXT OMITTED --
<<<<<<<<<<<<<<<<<<<< 2nd Change >>>>>>>>>>>>>>>>>>>>
9.1
Message Functional Definition and Content

9.1.1
Messages for Basic Mobility Procedures

9.1.1.1
HANDOVER REQUEST

This message is sent by the source eNB to the target eNB to request the preparation of resources for a handover.

Direction: source eNB ( target eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the source eNB
	YES
	reject

	Cause
	M
	
	9.2.6
	
	YES
	ignore

	Target Cell ID
	M
	
	ECGI

9.2.14
	
	YES
	reject

	GUMMEI
	M
	
	9.2.16
	
	YES
	reject

	UE Context Information
	
	1
	
	
	YES
	reject

	>MME UE S1AP ID
	M
	
	INTEGER (0..232 -1)
	MME UE S1AP ID allocated at the MME
	–
	–

	>UE Security Capabilities
	M
	
	9.2.29
	
	–
	–

	>AS Security Information
	M
	
	9.2.30
	
	–
	–

	>UE Aggregate Maximum Bit Rate
	M
	
	9.2.12
	
	–
	–

	>Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.25
	
	–
	–

	>E-RABs To Be Setup List
	
	1
	
	
	–
	–

	>>E-RABs To Be Setup Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>>E-RAB ID
	M
	
	9.2.23
	
	–
	–

	>>>E-RAB Level QoS Parameters
	M
	
	9.2.9
	Includes necessary QoS parameters
	–
	–

	>>>DL Forwarding 
	O
	
	9.2.5
	
	–
	–

	>>>UL GTP Tunnel Endpoint
	M
	
	GTP Tunnel Endpoint 9.2.1
	SGW endpoint of the S1 transport bearer. For delivery of UL PDUs.
	–
	–

	>>>Bearer Type
	O
	
	9.2.92
	
	YES
	reject

	>>>DAPS Information
	O
	
	9.2.x
	
	YES
	ignore

	>RRC Context
	M
	
	OCTET STRING
	Includes the RRC HandoverPreparationInformation message as defined in subclause 10.2.2 of TS 36.331 [9], or the RRC HandoverPreparationInformation-NB message as defined in 10.6.2 of TS 36.331 [9].
	–
	–

	>Handover Restriction List
	O
	
	9.2.3
	
	–
	–

	>Location Reporting Information
	O
	
	9.2.21
	Includes the necessary parameters for location reporting
	–
	–

	>Management Based MDT Allowed
	O
	
	9.2.59
	
	YES
	ignore

	>Management Based MDT PLMN List
	O
	
	MDT PLMN List

9.2.64
	
	YES
	ignore

	>UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.97
	This IE applies only if the UE is authorized for V2X services.
	YES
	Ignore

	UE History Information
	M
	
	9.2.38
	Same definition as in TS 36.413 [4]
	YES
	ignore

	Trace Activation
	O
	
	9.2.2
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.33
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.52
	
	YES
	reject

	Mobility Information
	O
	
	BIT STRING (SIZE (32))
	Information related to the handover; the source eNB provides it in order to enable later analysis of the conditions that led to a wrong HO.
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.69
	
	YES
	ignore

	UE History Information from the UE
	O
	
	OCTET STRING
	VisitedCellInfoList contained in the UEInformationResponse message (TS 36.331 [9])
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.70
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.78
	
	YES
	ignore

	UE Context Reference at the SeNB
	O
	
	
	
	YES
	ignore

	>Global SeNB ID
	M
	
	Global eNB ID

9.2.22
	
	
	

	>SeNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the SeNB
	
	

	>SeNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID

9.2.86
	Allocated at the SeNB
	
	

	Old eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID

9.2.86
	Allocated at the source eNB
	YES
	reject

	V2X Services Authorized
	O
	
	9.2.93
	
	YES
	ignore

	UE Context Reference at the WT
	O
	
	
	
	YES
	ignore

	>WT ID
	M
	
	9.2.95
	
	
	

	>WT UE XwAP ID
	M
	
	9.2.96
	
	
	

	UE Context Reference at the SgNB
	O
	
	
	
	YES
	ignore

	>Global en-gNB ID
	M
	
	9.2.112
	
	
	

	>SgNB UE X2AP ID
	M
	
	en-gNB UE X2AP ID

9.2.100
	Allocated at the SgNB.
	–
	–

	NR UE Security Capabilities
	O
	
	9.2.107
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.129
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.136
	
	YES
	ignore

	Conditional Handover Information
	O
	
	
	
	YES
	reject

	>CHO Trigger
	M
	
	ENUMERATED (CHO-initiation, CHO-replace, …)
	
	
	

	>New eNB UE X2AP ID
	C-ifCHOmod
	
	eNB UE X2AP ID

9.2.24
	Allocated at the target eNB
	
	

	>New eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID

9.2.86
	Allocated at the target eNB
	
	

	DAPS Information
	O
	
	9.2.x
	
	YES
	ignore


	Condition
	Explanation

	ifCHOmod
	This IE shall be present if the CHO Trigger IE is present and set to "CHO-replace".




9.1.1.2
HANDOVER REQUEST ACKNOWLEDGE

This message is sent by the target eNB to inform the source eNB about the prepared resources at the target.

Direction: target eNB ( source eNB.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.13
	
	YES
	reject

	Old eNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the source eNB
	YES
	ignore

	New eNB UE X2AP ID
	M
	
	eNB UE X2AP ID

9.2.24
	Allocated at the target eNB
	YES
	ignore

	E-RABs Admitted List
	
	1
	
	
	YES
	ignore

	>E-RABs Admitted Item
	
	1 .. <maxnoofBearers>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.23
	
	–
	

	>>UL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer used for forwarding of UL PDUs
	–
	

	>>DL GTP Tunnel Endpoint
	O
	
	GTP Tunnel Endpoint 9.2.1
	Identifies the X2 transport bearer. used for forwarding of DL PDUs
	–
	

	E-RABs Not Admitted List
	O
	
	E-RAB List

9.2.28
	A value for E-RAB ID shall only be present once in E-RABs Admitted List IE and in E-RABs Not Admitted List IE.
	YES
	ignore

	Target eNB To Source eNB Transparent Container
	M
	
	OCTET STRING
	Includes the RRC E-UTRA Handover Command message as defined in subclause 10.2.2 in TS 36.331 [9]
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.7
	
	YES
	ignore

	UE Context Kept Indicator
	O
	
	9.2.85
	
	YES
	ignore

	Old eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID

9.2.86
	Allocated at the source eNB
	YES
	ignore

	New eNB UE X2AP ID Extension
	O
	
	Extended eNB UE X2AP ID

9.2.86
	Allocated at the target eNB
	YES
	reject

	WT UE Context Kept Indicator
	O
	
	UE Context Kept Indicator

9.2.85
	Indicates that the WT has acknowledged to keep the UE context
	YES
	ignore

	Requested Target Cell ID
	O
	
	ECGI

9.2.14
	Target cell indicated in the corresponding HANDOVER REQUEST message
	YES
	reject

	DAPS Response
	O
	
	9.2.y
	
	YES
	ignore



	Range bound
	Explanation

	maxnoofBearers
	Maximum no. of E-RABs. Value is 256


<<<<<<<<<<<<<<<<<<<< End of 2nd Change >>>>>>>>>>>>>>>>>>>>
-- TEXT OMITTED --
<<<<<<<<<<<<<<<<<<<< 3rd Change >>>>>>>>>>>>>>>>>>>>
9.2.6
Cause

The purpose of the cause information element is to indicate the reason for a particular event for the whole protocol.

	IE/Group Name
	Presence
	Range
	IE Type and Reference
	Semantics Description

	CHOICE Cause Group
	M
	
	
	

	>Radio Network Layer
	
	
	
	

	>>Radio Network Layer Cause 
	M
	
	ENUMERATED

(Handover Desirable for Radio Reasons,

Time Critical Handover,

Resource Optimisation Handover,

Reduce Load in Serving Cell,

Partial Handover,

Unknown New eNB UE X2AP ID, Unknown Old eNB UE X2AP ID, Unknown Pair of UE X2AP ID,

HO Target not Allowed,

TX2RELOCoverall Expiry,

TRELOCprep Expiry,

Cell not Available,

No Radio Resources Available in Target Cell,

Invalid MME Group ID,

Unknown MME Code, Encryption And/Or Integrity Protection Algorithms Not Supported, ReportCharacteristicsEmpty, NoReportPeriodicity, ExistingMeasurementID, Unknown eNB Measurement ID, Measurement Temporarily not Available,

Unspecified,...,Load Balancing, Handover Optimisation, Value out of allowed range, Multiple E-RAB ID instances, Switch Off Ongoing, Not supported QCI value, Measurement not supported for the object,TDCoverall Expiry, TDCprep Expiry,

Action Desirable for Radio Reasons,

Reduce Load,

Resource Optimisation,

Time Critical action,

Target not Allowed,

No Radio Resources Available,

Invalid QoS combination, Encryption Algorithms Not Supported, Procedure cancelled, RRM purpose,

Improve user bit rate,

User Inactivity,

Radio Connection With UE Lost, Failure in the Radio Interface Procedure,

Bearer Option not Supported, MCG Mobility, SCG Mobility, Count reaches max value,

Unknown Old en-gNB UE X2AP ID, PDCP Overload)
	

	>Transport Layer
	
	
	
	

	>>Transport Layer Cause
	M
	
	ENUMERATED
(Transport Resource Unavailable,

Unspecified,...)
	

	>Protocol
	
	
	
	

	>>Protocol Cause
	M
	
	ENUMERATED
(Transfer Syntax Error,Abstract Syntax Error (Reject),Abstract Syntax Error (Ignore and Notify),Message not Compatible with Receiver State,Semantic Error,Unspecified,Abstract Syntax Error (Falsely Constructed Message),...)
	

	>Misc
	
	
	
	

	>>Miscellaneous Cause
	M
	
	ENUMERATED
(Control Processing Overload,
Hardware Failure,O&M Intervention,Not enough User Plane Processing Resources,Unspecified,...)
	


The meaning of the different cause values is described in the following table. In general, "not supported" cause values indicate that the concerned capability is missing. On the other hand, "not available" cause values indicate that the concerned capability is present, but insufficient resources were available to perform the requested action.

	Radio Network Layer cause
	Meaning

	Cell not Available
	The concerned cell is not available.

	Handover Desirable for Radio Reasons
	The reason for requesting handover is radio related.

	Handover Target not Allowed
	Handover to the indicated target cell is not allowed for the UE in question

	Invalid MME Group ID
	The target eNB doesn’t belong to the same pool area of the source eNB i.e. S1 handovers should be attempted instead.

	No Radio Resources Available in Target Cell
	The target cell doesn’t have sufficient radio resources available.

	Partial Handover
	Provides a reason for the handover cancellation. The target eNB did not admit all E-RABs included in the HANDOVER REQUEST and the source eNB estimated service continuity for the UE would be better by not proceeding with handover towards this particular target eNB.

	Reduce Load in Serving Cell
	Load in serving cell needs to be reduced. When applied to handover preparation, it indicates the handover is triggered due to load balancing.

	Resource Optimisation Handover
	The reason for requesting handover is to improve the load distribution with the neighbour cells.

	Time Critical Handover
	Handover is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where the connection is likely to be dropped if handover is not performed.

	TX2RELOCoverall Expiry
	The reason for the action is expiry of timer TX2RELOCoverall.

	TRELOCprep Expiry
	Handover Preparation procedure is cancelled when timer TRELOCprep expires.

	Unknown MME Code
	The target eNB belongs to the same pool area of the source eNB and recognizes the MME Group ID. However, the MME Code is unknown to the target eNB.

	Unknown New eNB UE X2AP ID 
	The action failed because the New eNB UE X2AP ID or the MeNB UE X2AP ID is unknown.

	Unknown Old eNB UE X2AP ID
	The action failed because the Old eNB UE X2AP ID or the SeNB UE X2AP ID is unknown.

	Unknown Pair of UE X2AP ID
	The action failed because the pair of UE X2 AP IDs is unknown.

	Encryption And/Or Integrity Protection Algorithms Not Supported
	The target eNB is unable to support any of the encryption and/or integrity protection algorithms supported by the UE, or the en-gNB is unable to support any of the NR encryption and/or integrity protection algorithms supported by the UE for EN-DC operation.

	ReportCharacteristicsEmpty
	The action failed because there is no characteristic reported.

	NoReportPeriodicity
	The action failed because the periodicity is not defined.

	ExistingMeasurementID
	The action failed because measurement-ID is already used.

	Unknown eNB Measurement ID
	The action failed because some eNB Measurement-ID is unknown.

	Measurement Temporarily not Available
	The eNB can temporarily not provide the requested measurement object.

	Load Balancing
	The reason for mobility settings change is load balancing.

	Handover Optimisation
	The reason for mobility settings change is handover optimisation.

	Value out of allowed range
	The action failed because the proposed Handover Trigger parameter change in the eNB2 Proposed Mobility Parameters IE is too low or too high.

	Multiple E-RAB ID Instances
	The action failed because multiple instances of the same E-RAB had been provided to the eNB.

	Switch Off Ongoing
	The reason for the action is an ongoing switch off i.e. the concerned cell will be switched off after offloading and not be available. It aides the receiving eNB in taking subsequent actions, e.g. selecting the target cell for subsequent handovers. 

	Not supported QCI value
	The action failed because the requested QCI is not supported.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Radio Network Layer related.

	Measurement not Supported For The Object
	At least one of the concerned cell(s) does not support the requested measurement.

	TDCoverall Expiry
	The reason for the action is expiry of timer TDCoverall.

	TDCprep Expiry
	The reason for the action is expiry of timer TDCprep.

	Action Desirable for Radio Reasons
	The reason for requesting the action is radio related.
In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Reduce Load
	Load in the cell(group) served by the requesting node needs to be reduced.
In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Resource Optimisation
	The reason for requesting this action is to improve the load distribution with the neighbour cells.
In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Time Critical action
	The action is requested for time critical reason i.e. this cause value is reserved to represent all critical cases where radio resources are likely to be dropped if the requested action is not performed.
In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Target not Allowed
	Requested action towards the indicated target cell is not allowed for the UE in question.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	No Radio Resources Available
	The cell(s) in the requested node don’t have sufficient radio resources available.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Invalid QoS combination
	The action was failed because of invalid QoS combination.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Encryption Algorithms Not Supported
	The requested eNB is unable to support any of the encryption algorithms supported by the UE.
In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Procedure cancelled
	The sending node cancelled the procedure due to other urgent actions to be performed.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	RRM purpose
	The procedure is initiated due to node internal RRM purposes.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Improve User Bit Rate
	The reason for requesting this action is to improve the user bit rate.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	User Inactivity
	The action is requested due to user inactivity on all E-RABs, e.g., S1 is requested to be released in order to optimise the radio resources; or SeNB/en-gNB didn’t see activity on the DRB recently.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Radio Connection With UE Lost
	The action is requested due to losing the radio connection to the UE.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Failure in the Radio Interface Procedure
	Radio interface procedure has failed.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	Bearer Option not Supported
	The requested bearer option is not supported by the sending node.

In the current version of this specification applicable for Dual Connectivity and EN-DC only.

	MCG Mobility
	The procedure is initiated due to mobility related at MCG radio resource.

	SCG Mobility
	The procedure is initiated due to mobility related at SCG radio resource.

	Count reaches max value
	Indicates the PDCP COUNT for UL or DL reached the max value and the bearer may be released.

	Unknown Old en-gNB UE X2AP ID
	The action failed because the Old en-gNB UE X2AP ID or the SeNB UE X2AP ID is unknown.

	PDCP Overload
	The procedure is initiated due to PDCP resource limitation.



	Transport Network Layer cause
	Meaning

	Transport resource unavailable
	The required transport resources are not available.

	Unspecified
	Sent when none of the above cause values applies but still the cause is Transport Network Layer related


	Protocol cause
	Meaning

	Abstract Syntax Error (Reject)
	The received message included an abstract syntax error and the concerned criticality indicated "reject" (see sub clause 10.3 of TS 36.413 [4]).

	Abstract Syntax Error (Ignore and Notify)
	The received message included an abstract syntax error and the concerned criticality indicated "ignore and notify" (see sub clause 10.3 of TS 36.413 [4]).

	Abstract syntax error (falsely constructed message)
	The received message contained IEs or IE groups in wrong order or with too many occurrences (see sub clause 10.3 of TS 36.413 [4]).

	Message not Compatible with Receiver State
	The received message was not compatible with the receiver state (see sub clause 10.4 of TS 36.413 [4]).

	Semantic Error
	The received message included a semantic error (see sub clause 10.4 of TS 36.413 [4]).

	Transfer Syntax Error
	The received message included a transfer syntax error (see sub clause 10.2 of TS 36.413 [4]).

	Unspecified
	Sent when none of the above cause values applies but still the cause is Protocol related


	Miscellaneous cause
	Meaning

	Control Processing Overload
	eNB control processing overload

	Hardware Failure
	eNB hardware failure

	Not enough User Plane Processing Resources
	eNB has insufficient user plane processing resources available.

	O&M Intervention
	Operation and Maintenance intervention related to eNB equipment

	Unspecified
	Sent when none of the above cause values applies and the cause is not related to any of the categories Radio Network Layer, Transport Network Layer or Protocol


<<<<<<<<<<<<<<<<<<<< End of 3rd Change >>>>>>>>>>>>>>>>>>>>
-- TEXT OMITTED --
<<<<<<<<<<<<<<<<<<<< 4th Change >>>>>>>>>>>>>>>>>>>>
9.2.x
DAPS Information
The DAPS Indicator IE indicates that the source eNB requests a DAPS HO.

Editor’s note: FFS if the source eNB may propose a desired desired fallback method if the request is not accepted

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DAPS Indicator
	M
	
	ENUMERATED (DAPS required, …)
	Indicates if a DAPS HO is requested

	Desired Fallback Method
	O
	
	ENUMERATED (legacy HO, rel14 MBB, reject, …)
	The desired fallback method in case the requested DAPS Handover is not accepted


9.2.y
DAPS Response

The DAPS Response IE indicates the response to a requested DAPS Handover.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	DAPS Response
	M
	
	ENUMERATED (DAPS HO accepted, fallback to legacy HO, fallback to rel14 MBB, …)
	Indicates if the DAPS Handover is accepted


<<<<<<<<<<<<<<<<<<<< End of 4th Change >>>>>>>>>>>>>>>>>>>>
-- TEXT OMITTED --

<<<<<<<<<<<<<<<<<<<< 5th Change >>>>>>>>>>>>>>>>>>>>
9.3.4
PDU Definitions

-- ASN1START

-- **************************************************************

--

-- PDU definitions for X2AP.

--

-- **************************************************************

///////////////////////////////////////////////////////////////////////////skip unchanged///////////////////////////////////////////////////////////////////////////

FROM X2AP-Containers


id-ABSInformation,


id-ActivatedCellList,


id-BearerType,


id-Cause,


id-CellInformation,


id-CellInformation-Item,


id-CellMeasurementResult,


id-CellMeasurementResult-Item,


id-CellToReport,


id-CellToReport-Item,


id-CompositeAvailableCapacityGroup,


id-AerialUEsubscriptionInformation,


id-CriticalityDiagnostics,


id-DeactivationIndication,


id-DynamicDLTransmissionInformation,


id-E-RABs-Admitted-Item,


id-E-RABs-Admitted-List,


id-E-RABs-NotAdmitted-List,


id-E-RABs-SubjectToStatusTransfer-List,


id-E-RABs-SubjectToStatusTransfer-Item,


id-E-RABs-ToBeSetup-Item,


id-GlobalENB-ID,


id-GUGroupIDList,


id-GUGroupIDToAddList,


id-GUGroupIDToDeleteList,


id-GUMMEI-ID,


id-Masked-IMEISV,


id-InvokeIndication,


id-New-eNB-UE-X2AP-ID,


id-Old-eNB-UE-X2AP-ID,


id-Registration-Request,


id-ReportingPeriodicity,


id-RLC-Status,


id-ServedCells,


id-ServedCellsToActivate,


id-ServedCellsToAdd,


id-ServedCellsToModify,


id-ServedCellsToDelete,


id-SRVCCOperationPossible,


id-TargetCell-ID,


id-TargeteNBtoSource-eNBTransparentContainer,


id-TimeToWait,


id-TraceActivation,


id-UE-ContextInformation,


id-UE-HistoryInformation,


id-UE-X2AP-ID,


id-Measurement-ID,


id-ReportCharacteristics,


id-ENB1-Measurement-ID,


id-ENB2-Measurement-ID,


id-ENB1-Cell-ID,


id-ENB2-Cell-ID,


id-ENB2-Proposed-Mobility-Parameters,


id-ENB1-Mobility-Parameters,


id-ENB2-Mobility-Parameters-Modification-Range,

id-FailureCellPCI,


id-Re-establishmentCellECGI,


id-FailureCellCRNTI,


id-ShortMAC-I,


id-SourceCellECGI,


id-FailureCellECGI,


id-HandoverReportType,


id-UE-RLF-Report-Container,


id-PartialSuccessIndicator,


id-MeasurementInitiationResult-List,


id-MeasurementInitiationResult-Item,


id-MeasurementFailureCause-Item,


id-CompleteFailureCauseInformation-List,


id-CompleteFailureCauseInformation-Item,


id-CSGMembershipStatus,


id-CSG-Id,


id-MDTConfiguration,


id-ManagementBasedMDTallowed,


id-ABS-Status,

id-RRCConnSetupIndicator,

id-RRCConnReestabIndicator,


id-TargetCellInUTRAN,

id-MobilityInformation,


id-SourceCellCRNTI,


id-ManagementBasedMDTPLMNList,


id-ReceiveStatusOfULPDCPSDUsExtended,


id-ULCOUNTValueExtended,


id-DLCOUNTValueExtended,


id-IntendedULDLConfiguration,


id-ExtendedULInterferenceOverloadInfo,


id-RNL-Header,


id-x2APMessage,


id-UE-HistoryInformationFromTheUE,


id-ExpectedUEBehaviour,


id-MeNB-UE-X2AP-ID,


id-SeNB-UE-X2AP-ID,


id-UE-SecurityCapabilities,


id-SeNBSecurityKey,


id-SeNBUEAggregateMaximumBitRate,


id-ServingPLMN,


id-E-RABs-ToBeAdded-List,


id-E-RABs-ToBeAdded-Item,


id-MeNBtoSeNBContainer,


id-E-RABs-Admitted-ToBeAdded-List,


id-E-RABs-Admitted-ToBeAdded-Item,


id-SeNBtoMeNBContainer,


id-ResponseInformationSeNBReconfComp,


id-UE-ContextInformationSeNBModReq,


id-E-RABs-ToBeAdded-ModReqItem,


id-E-RABs-ToBeModified-ModReqItem,


id-E-RABs-ToBeReleased-ModReqItem,


id-E-RABs-Admitted-ToBeAdded-ModAckList,


id-E-RABs-Admitted-ToBeModified-ModAckList,


id-E-RABs-Admitted-ToBeReleased-ModAckList,


id-E-RABs-Admitted-ToBeAdded-ModAckItem,


id-E-RABs-Admitted-ToBeModified-ModAckItem,


id-E-RABs-Admitted-ToBeReleased-ModAckItem,


id-SCGChangeIndication,


id-E-RABs-ToBeReleased-ModReqd,


id-E-RABs-ToBeReleased-ModReqdItem,


id-E-RABs-ToBeReleased-List-RelReq,


id-E-RABs-ToBeReleased-RelReqItem,


id-E-RABs-ToBeReleased-List-RelConf,


id-E-RABs-ToBeReleased-RelConfItem,


id-E-RABs-SubjectToCounterCheck-List,


id-E-RABs-SubjectToCounterCheckItem,


id-CoMPInformation,


id-ReportingPeriodicityRSRPMR,


id-RSRPMRList,


id-UE-RLF-Report-Container-for-extended-bands,


id-ProSeAuthorized,


id-CoverageModificationList,


id-ReportingPeriodicityCSIR,


id-CSIReportList,


id-ReceiveStatusOfULPDCPSDUsPDCP-SNlength18,


id-ULCOUNTValuePDCP-SNlength18,


id-DLCOUNTValuePDCP-SNlength18,


id-LHN-ID,


id-Correlation-ID,


id-SIPTO-Correlation-ID,


id-UE-ContextReferenceAtSeNB,


id-UE-ContextReferenceAtWT,


id-UE-ContextKeptIndicator,


id-UEs-ToBeReset,


id-UEs-Admitted-ToBeReset,


id-WT-UE-ContextKeptIndicator,


id-New-eNB-UE-X2AP-ID-Extension,


id-Old-eNB-UE-X2AP-ID-Extension,


id-MeNB-UE-X2AP-ID-Extension,


id-SeNB-UE-X2AP-ID-Extension,


id-SIPTO-BearerDeactivationIndication,


id-Tunnel-Information-for-BBF,


id-SIPTO-L-GW-TransportLayerAddress,


id-GW-TransportLayerAddress,


id-X2RemovalThreshold,


id-CellReportingIndicator,


id-V2XServicesAuthorized,


id-resumeID,


id-UE-ContextInformationRetrieve,


id-E-RABs-ToBeSetupRetrieve-Item,


id-NewEUTRANCellIdentifier,

id-MakeBeforeBreakIndicator,


id-UESidelinkAggregateMaximumBitRate,


id-uL-GTPtunnelEndpoint,


id-SgNBSecurityKey,


id-SgNBUEAggregateMaximumBitRate,


id-E-RABs-ToBeAdded-SgNBAddReqList,


id-MeNBtoSgNBContainer,


id-SgNB-UE-X2AP-ID,


id-RequestedSplitSRBs,


id-E-RABs-ToBeAdded-SgNBAddReq-Item,


id-E-RABs-Admitted-ToBeAdded-SgNBAddReqAckList,


id-SgNBtoMeNBContainer,


id-AdmittedSplitSRBs,


id-E-RABs-Admitted-ToBeAdded-SgNBAddReqAck-Item,


id-ResponseInformationSgNBReconfComp,


id-UE-ContextInformation-SgNBModReq,


id-E-RABs-ToBeAdded-SgNBModReq-Item,


id-E-RABs-ToBeModified-SgNBModReq-Item,


id-E-RABs-ToBeReleased-SgNBModReq-Item,


id-E-RABs-Admitted-ToBeAdded-SgNBModAckList,


id-E-RABs-Admitted-ToBeModified-SgNBModAckList,


id-E-RABs-Admitted-ToBeReleased-SgNBModAckList,


id-E-RABs-Admitted-ToBeAdded-SgNBModAck-Item,


id-E-RABs-Admitted-ToBeModified-SgNBModAck-Item,


id-E-RABs-Admitted-ToBeReleased-SgNBModAck-Item,


id-E-RABs-Admitted-ToBeReleased-SgNBRelReqAckList,


id-E-RABs-Admitted-ToBeReleased-SgNBRelReqAck-Item,


id-E-RABs-ToBeReleased-SgNBModReqdList,


id-E-RABs-ToBeModified-SgNBModReqdList,


id-E-RABs-ToBeReleased-SgNBModReqd-Item,


id-E-RABs-ToBeModified-SgNBModReqd-Item,


id-E-RABs-ToBeReleased-SgNBChaConfList,


id-E-RABs-ToBeReleased-SgNBChaConf-Item,


id-E-RABs-ToBeReleased-SgNBRelReqList,


id-E-RABs-ToBeReleased-SgNBRelReq-Item,


id-E-RABs-ToBeReleased-SgNBRelConfList,


id-E-RABs-ToBeReleased-SgNBRelConf-Item,


id-E-RABs-ToBeReleased-SgNBRelReqdList,


id-E-RABs-ToBeReleased-SgNBRelReqd-Item,


id-E-RABs-SubjectToSgNBCounterCheck-List,


id-E-RABs-SubjectToSgNBCounterCheck-Item,


id-Target-SgNB-ID,


id-RRCContainer,


id-SRBType,


id-HandoverRestrictionList,


id-SCGConfigurationQuery,


id-SplitSRB,


id-NRUeReport,


id-InitiatingNodeType-EndcX2Setup,


id-InitiatingNodeType-EndcConfigUpdate,


id-RespondingNodeType-EndcX2Setup,


id-RespondingNodeType-EndcConfigUpdate,


id-NRUESecurityCapabilities,


id-PDCPChangeIndication,


id-ServedEUTRAcellsENDCX2ManagementList,


id-ServedEUTRAcellsToModifyListENDCConfUpd,


id-ServedEUTRAcellsToDeleteListENDCConfUpd,


id-ServedNRcellsToModifyListENDCConfUpd,


id-ServedNRcellsToDeleteListENDCConfUpd,


id-CellAssistanceInformation,


id-Globalen-gNB-ID,


id-ServedNRcellsENDCX2ManagementList,


id-Old-SgNB-UE-X2AP-ID,


id-UE-ContextReferenceAtSgNB,


id-SecondaryRATUsageReportList,


id-ActivationID,


id-ServedNRCellsToActivate,


id-ActivatedNRCellList,


id-MeNBResourceCoordinationInformation,


id-SgNBResourceCoordinationInformation,


id-UEAppLayerMeasConfig,


id-SelectedPLMN,


id-SubscriberProfileIDforRFP,


id-InitiatingNodeType-EutranrCellResourceCoordination,


id-RespondingNodeType-EutranrCellResourceCoordination,


id-DataTrafficResourceIndication,


id-SpectrumSharingGroupID,


id-ListofEUTRACellsinEUTRACoordinationReq,


id-ListofEUTRACellsinEUTRACoordinationResp,


id-ListofEUTRACellsinNRCoordinationReq,


id-ListofNRCellsinNRCoordinationReq,


id-ListofNRCellsinNRCoordinationResp,


id-RRCConfigIndication,


id-SGNB-Addition-Trigger-Ind,


id-RequestedSplitSRBsrelease,

id-AdmittedSplitSRBsrelease,


id-E-RABs-AdmittedToBeModified-SgNBModConfList,


id-E-RABs-AdmittedToBeModified-SgNBModConf-Item,


id-UEContextLevelUserPlaneActivity,


id-ERABActivityNotifyItemList,


id-MeNBCell-ID,


id-InitiatingNodeType-EndcX2Removal,


id-RespondingNodeType-EndcX2Removal,


id-uLpDCPSnLength,


id-dL-Forwarding,


id-E-RABs-DataForwardingAddress-List,


id-E-RABs-DataForwardingAddress-Item,


id-Subscription-Based-UE-DifferentiationInfo,


id-RLCMode-transferred,


id-dLPDCPSnLength,

id-secondarysgNBDLGTPTEIDatPDCP,

id-secondarymeNBULGTPTEIDatPDCP,

id-lCID,

id-duplicationActivation,

id-GNBOverloadInformation,


id-new-drb-ID-req,


id-NRNeighbourInfoToModify,


id-DesiredActNotificationLevel,


id-LocationInformationSgNB,


id-LocationInformationSgNBReporting,


id-endcSONConfigurationTransfer,


id-EUTRANTraceID,

id-CHOinformation,


id-DAPSInfo,

id-DAPSResponse,
-- TEXT OMITTED –
E-RABs-ToBeSetup-Item ::= SEQUENCE {


e-RAB-ID




E-RAB-ID,


e-RAB-Level-QoS-Parameters

E-RAB-Level-QoS-Parameters,

dL-Forwarding




DL-Forwarding












OPTIONAL,

uL-GTPtunnelEndpoint


GTPtunnelEndpoint,


iE-Extensions




ProtocolExtensionContainer { {E-RABs-ToBeSetup-ItemExtIEs} } OPTIONAL,


...

}

E-RABs-ToBeSetup-ItemExtIEs X2AP-PROTOCOL-EXTENSION ::= {


{ ID id-BearerType

CRITICALITY reject
EXTENSION BearerType

PRESENCE optional}|


{ ID id-DAPSInfo

CRITICALITY ignore
EXTENSION DAPSInfo


PRESENCE optional},

...

}
-- TEXT OMITTED –
-- **************************************************************

--

-- HANDOVER REQUEST ACKNOWLEDGE

--

-- **************************************************************

HandoverRequestAcknowledge ::= SEQUENCE {


protocolIEs

ProtocolIE-Container
{{HandoverRequestAcknowledge-IEs}},


...

}

HandoverRequestAcknowledge-IEs X2AP-PROTOCOL-IES ::= {


{ ID id-Old-eNB-UE-X2AP-ID






CRITICALITY ignore
TYPE UE-X2AP-ID

PRESENCE mandatory}|


{ ID id-New-eNB-UE-X2AP-ID






CRITICALITY ignore
TYPE UE-X2AP-ID

PRESENCE mandatory}|


{ ID id-E-RABs-Admitted-List





CRITICALITY ignore
TYPE E-RABs-Admitted-List
PRESENCE mandatory}|


{ ID id-E-RABs-NotAdmitted-List





CRITICALITY ignore
TYPE E-RAB-List

PRESENCE optional}|


{ ID id-TargeteNBtoSource-eNBTransparentContainer
CRITICALITY ignore
TYPE TargeteNBtoSource-eNBTransparentContainer
PRESENCE mandatory}|


{ ID id-CriticalityDiagnostics





CRITICALITY ignore
TYPE CriticalityDiagnostics
PRESENCE optional}|


{ ID id-UE-ContextKeptIndicator





CRITICALITY ignore
TYPE UE-ContextKeptIndicator
PRESENCE optional}|


{ ID id-SeNB-UE-X2AP-ID-Extension




CRITICALITY ignore
TYPE UE-X2AP-ID-Extension
PRESENCE optional}|


{ ID id-Old-eNB-UE-X2AP-ID-Extension



CRITICALITY ignore
TYPE UE-X2AP-ID-Extension
PRESENCE optional}|


{ ID id-New-eNB-UE-X2AP-ID-Extension



CRITICALITY reject
TYPE UE-X2AP-ID-Extension
PRESENCE optional}|


{ ID id-WT-UE-ContextKeptIndicator




CRITICALITY ignore
TYPE UE-ContextKeptIndicator
PRESENCE optional}|


{ ID id-DAPSResponse







CRITICALITY ignore
TYPE DAPSResponse

PRESENCE optional},

...

}

-- TEXT OMITTED –
9.3.5
Information Element definitions

-- TEXT OMITTED –
DAPSInfo ::= SEQUENCE {


DAPSIndicator



ENUMERATED {DAPS-required, ...},

desiredFallbackMethod

ENUMERATED {legacy-HO, rel14-MBB, reject, ...} OPTIONAL,

iE-Extensions



ProtocolExtensionContainer { {DAPSInfo-ExtIEs} } OPTIONAL,


...

}
DAPSInfo-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}
DAPSResponse ::= ENUMERATED {


DAPS-HO-accepted,


fallback-to-legacy-HO,


fallback-to-rel14-MBB,

...

}
-- TEXT OMITTED –
9.3.7
Constant definitions

-- TEXT OMITTED –
-- **************************************************************
--

-- IEs

--

-- **************************************************************

id-E-RABs-Admitted-Item













ProtocolIE-ID ::= 0

id-E-RABs-Admitted-List













ProtocolIE-ID ::= 1

id-E-RAB-Item















ProtocolIE-ID ::= 2

id-E-RABs-NotAdmitted-List












ProtocolIE-ID ::= 3

id-E-RABs-ToBeSetup-Item












ProtocolIE-ID ::= 4

id-Cause
















ProtocolIE-ID ::= 5

id-CellInformation














ProtocolIE-ID ::= 6

id-CellInformation-Item













ProtocolIE-ID ::= 7

id-New-eNB-UE-X2AP-ID













ProtocolIE-ID ::= 9

id-Old-eNB-UE-X2AP-ID













ProtocolIE-ID ::= 10

id-TargetCell-ID














ProtocolIE-ID ::= 11

id-TargeteNBtoSource-eNBTransparentContainer







ProtocolIE-ID ::= 12

id-TraceActivation














ProtocolIE-ID ::= 13

id-UE-ContextInformation












ProtocolIE-ID ::= 14

id-UE-HistoryInformation












ProtocolIE-ID ::= 15

id-UE-X2AP-ID















ProtocolIE-ID ::= 16

id-CriticalityDiagnostics












ProtocolIE-ID ::= 17

id-E-RABs-SubjectToStatusTransfer-List









ProtocolIE-ID ::= 18

id-E-RABs-SubjectToStatusTransfer-Item









ProtocolIE-ID ::= 19

id-ServedCells















ProtocolIE-ID ::= 20

id-GlobalENB-ID















ProtocolIE-ID ::= 21

id-TimeToWait















ProtocolIE-ID ::= 22

id-GUMMEI-ID















ProtocolIE-ID ::= 23

id-GUGroupIDList














ProtocolIE-ID ::= 24

id-ServedCellsToAdd














ProtocolIE-ID ::= 25

id-ServedCellsToModify













ProtocolIE-ID ::= 26

id-ServedCellsToDelete













ProtocolIE-ID ::= 27

id-Registration-Request













ProtocolIE-ID ::= 28

id-CellToReport















ProtocolIE-ID ::= 29

id-ReportingPeriodicity













ProtocolIE-ID ::= 30

id-CellToReport-Item













ProtocolIE-ID ::= 31

id-CellMeasurementResult












ProtocolIE-ID ::= 32

id-CellMeasurementResult-Item











ProtocolIE-ID ::= 33

id-GUGroupIDToAddList













ProtocolIE-ID ::= 34

id-GUGroupIDToDeleteList












ProtocolIE-ID ::= 35

id-SRVCCOperationPossible












ProtocolIE-ID ::= 36

id-Measurement-ID














ProtocolIE-ID ::= 37
id-ReportCharacteristics












ProtocolIE-ID ::= 38

id-ENB1-Measurement-ID













ProtocolIE-ID ::= 39

id-ENB2-Measurement-ID













ProtocolIE-ID ::= 40

id-Number-of-Antennaports












ProtocolIE-ID ::= 41
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