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1
Introduction

E1 related aspects were not treated at last meeting #106, #105 had some E1 aspects listed for both, UE dedicated and E1 management functions (see [1]):
6. Self-Configuration aspect

6.1 S-NPN

In principle same questions as above apply, however, UEs are supposed to either re-select a new SNPN or cannot continue SNPN operation.

Xn: Need to exchange the list of supported (PLMN ID, NID)s per cell over Xn setup, Xn configuration update, in the two directions. 

F1: exchange list of supported (PLMN ID, NID)s between DU and CU: DU configured [PLMN ID, NID] to CU, CU matching [PLMN ID, NID] received from 5GC and sending result to DU.

E1: send the list of (PLMN ID, NID)s supported by CU-UP to CU-CP 
(FFS how to signal multiple PLMN IDs+NIDs)
6.2 PNI NPN

Xn: Need to exchange list of cell supported CAG IDs at Xn setup, and configuration update.
F1: all CAG information configured in DU
       Over F1, need to signal cell supported list of CAG IDs from DU to CU

How source NG-RAN always knows up-to-date list of cell supported CAG IDs for neighbours?

· If Xn: received over xn configuration update
· If no Xn: is there a solution necessary?
a/ setup: will RAN2 enhance ANR mechanism to include the list of cell supported CAG IDs? 

b/ update of a neighbour cell supported list of CAG IDs: if necessary, RAN2 or RAN3 solution?

8. E1

8.1 PNI NPN

Need to signal CU-UP supported CAG IDs to CU CP unless 1-1 mapping slice-CAG?

8.2 SNPN

UE dedicated impact? E.g. need to add selected (PLMN ID, NID) in Bearer context setup?

2
Discussion

2.1
E1 interface management related aspects

E1 and SNPN:
NOTE: These aspects are also discussed in the self-configuration Agenda Item

We have already realised, in agreement, at RAN3#105, that the gNB-CU-UP provides its supported SNPN Identities to the gNB-CU-CP within the self-configuration related procedures. 

Now, one could ask, where to put the SNPN identity related information within the relevant E1AP E1 interface management related messages (GNB-CU-UP E1 SETUP REQUEST. GNB-CU-CP-E1 SETEP RESPONSE and GNB-CU-UP CONFIGURATION UPDATE). There is a Supported PLMNs IE in those messages, organised as a list, where per item the PLMN ID and, optionally, slice support, CGI support and QoS support information may be detailled.

One obvious possibility would be to extend this IE as follows:

	Supported PLMNs
	
	1..<maxnoofSPLMNs>

	>PLMN Identity
	M
	

	>Slice Support List
	O
	

	>NR CGI Support List
	O
	

	>QoS Parameters Support List
	O
	

	>NPN Support Information
	O
	


The (new) NPN Support Information would then contain per PLMN SNPN information (with the possibility to use this IE also for PNI-NPN related information the IE would be organised as a CHOICE). In case of SNPN, the SNPN identity would be given by the PLMN Identity and one or several NIDs included in the NPN Support Information IE. This would give information about the support of an SNPN by the gNB-CU-UP in general.
While the Slice and QoS support information can be regarded as orthogonal to the NPN Support information, the NR CGI Support List may deserve some more considerations:
-
The NR CGI Support List IE is only included if the gNB-CU-UP does not support all the cells supported by the gNB-CU-CP.

-
We know from NG-RAN sharing discussions (see details in R3-200976) that an NG-RAN may provide service for more than one SNPN. If the NPN Support Information contains more than one NID and if one of the cells indicated in the NR CGI Support List IE would support less than the SNPNs indicated in the Supported PLMNs item (i.e. the SNPNs indicated by the PLMN Identity and the NIDs included in the NPN Support Information), then this information would be known by the gNB-CU-CP from cell configuration data received via the F1-C interface, the gNB-CU-UP does neither need to replicate such information nor does it need this information for its operation.
-
So, even if the NR CGI Support List IE is included in the Supported PLMNs, the NPN Support Information placed within the Supported PLMNs IE is sufficient.
A last consideration: what if the gNB-CU-CP supports one or several SNPNs and those SNPNs are not indicated in the NPN Support Information in the Supported PLMNs IE, what if the NPN Support Information is not included at all? From the basic concept of SNPNs, as defined in stage 2 (see 23.501)  we learn that the SNPN identity, (i.e. the PLMN ID and the NID) serves as a network indication like the PLMN ID itself for public networks. So, even if not explicitly specified in stage 2 or stage 3, it is assumed that the SNPNs supported by a gNB-CU-CP, a gNB-CU-UP and the information broadcast within an NR cell need to match.

E1 and PNI-NPN:
While an SNPN is a complete network of its own right, an PNI-NPN is integrated into a PLMN. The CAG ID which, together with the PLMN ID identifies an PNI-NPN, is (merely) used for access control.

How about the presence of PNI-NPN identifiers within the E1-C management message then? Let us discuss this in the reverse order as compared to how we discussed the SNPN case:

-
If PNI-NPN information is not contained in the Supported PLMNs IE, following the considerations about the difference between SNPNs and PNI-NPNs, the gNB-CU-UP is eligible for providing resources for PNI-NPNs and non-PNI-NPN cases.

-
If PNI-NPN information is contained in the Supported PLMNs IE, then the gNB-CU-UP is only eligible for the indicated PNI-NPNs. This allows support of gNB-CU-UPs dedicated for PNI-NPNs.

-
If the NR CGI Support List IE is included in the Supported PLMNs together with PNI-NPN identifiers indicated in the NPN Support Information IE, respective cell configuration data (e.g. as provided on F1 and being actually broadcast) should not contradict E1AP configuration information, but e.g. allow gNB-CU-UPs to support certain PNI-NPNs only.

Therefore, related TP in [2] foresees to include SNPN and PNI-NPN information in related E1 interface management signalling, also considering gNBs supporting more than on SNPN/PNI-NPN as discussed for network sharing.

Proposal 1:
A new NPN Support Information IE able to carry NIDs and CAGs associated with the PLMN Identity in the Supported PLMNs IE is included in the Supported PLMNs IE in the respective E1 interface management messages.

Proposal 2:
If CAG-Identifiers are included in the new NPN Support Information IE, the gNB-CU-UP provides resources only for UEs registered in such PNI-NPNs within the respective CAG cells.

2.2
UE dedicated signalling on E1 – NPN aspects.

E1AP already today provides the possibility to indicate the Serving PLMN and the S-NSSAI at context setup to the gNB-CU-UP.

If we agree to allow deployment of gNB-CU-UPs that serve parts of the 5GS, parts of the services provided by the 5GS, in a differentiated way, then we can also consider deployments that distinguish SNPNs and PNI-NPNs when providing network side UP resources for a UE, given gNBs supporting more than one SNPN/PNI-NPN as discussed for network sharing.

-
for SNPN, the serving PLMN+NID will be provided to the gNB-CU-UP

-
Inter-SNPN mobility is not specified, such information would not need to be updated during the bearer context lifetime.
-
Technically, providing the serving SNPN is only necessary for gNBs supporting more than one SNPNs – with gNB-CU-UPs supporting more than one SNPN. Nevertheless, it is assumed this information to be always provided, in analogy to the public network identity (PLMN ID) provided to the gNB-CU-UP in the same message.
-
for PNI-NPN, as there is no serving PNI-NPN ID defined, information about the CAG IDs supported by the UE is only used for Access Control reasons to the RAN, the gNB-CU-CP provides the UE’s PNI-NPN information to support selective use of gNB-CU-UP resources, if necessary.
-
the PNI-NPN related information is contained in the mobility restriction information. Such information only needs to be passed on to the gNB-CU-UP if the gNB-CU-UP has indicated selective support for PNI-NPNs, otherwise it is “open” to be used by any user registered to the public network.

-
It is proposed to require the gNB-CU-CP to provide PNI-NPN identifiers out of the UE’s mobility restriction list with which the gNB-CU-UP is actually concerned. The possibility to update this information is only left for the case that the mobility restriction list itself if updated. Selecting appropriate CAG cells for the UE is up to the gNB-CU-CP, selective usage of gNB-CU-UP resources along PNI-NPN identities would be of course up to the gNB-CU-UP.
-
As there is no concept of “selected CAG”, enabling selective usage of gNB-CU-UP resources along PNI-NPN identifiers would be up to configuration and implementation. Applying selective usage for 
Proposal 3:
The Bearer Context management related messages carry PNI-NPN related information only if the gNB-CU-UP has indicated support for those CAGs. It is up to the gNB-CU-CP to select another gNB-CU-CP, if the UE moves into a public cell or into another PNI-NPN not supported by the gNB-CU-UP.

3
Conclusion and Proposals

We have discussed (further) E1-C aspects and conclude:

Proposal 1:
A new NPN Support Information IE able to carry NIDs and CAGs associated with the PLMN Identity in the Supported PLMNs IE is included in the Supported PLMNs IE in the respective E1 interface management messages.

Proposal 2:
If CAG-Identifiers are included in the new NPN Support Information IE, the gNB-CU-UP provides resources only for UEs registered in such PNI-NPNs within the respective CAG cells.

Proposal 3:
The Bearer Context management related messages carry PNI-NPN related information only if the gNB-CU-UP has indicated support for those CAGs. It is up to the gNB-CU-CP to select another gNB-CU-CP, if the UE moves into a public cell or into another PNI-NPN not supported by the gNB-CU-UP.

Proposal 4:
We also propose to agree the TP in the Annex of this paper for 38.460 and the TP in [3] for 38.463.
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<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>

5.1.1
E1 interface management function
The error indication function is used by the gNB-CU-UP or gNB-CU-CP to indicate to the gNB-CU-CP or gNB-CU-UP that an error has occurred.

The reset function is used to initialize the peer entity after node setup and after a failure event occurred. This procedure can be used by both the gNB-CU-UP and the gNB-CU-CP.

The E1 setup function allows to exchange application level data needed for the gNB-CU-UP and gNB-CU-CP to interoperate correctly on the E1 interface. The E1 setup is initiated by both the gNB-CU-UP and gNB-CU-CP.

The gNB-CU-UP Configuration Update and gNB-CU-CP Configuration Update functions allow to update application level configuration data needed between the gNB-CU-CP and the gNB-CU-UP to interoperate correctly over the E1 interface.

The E1 setup and gNB-CU-UP Configuration Update functions allow to inform NR CGI(s), S-NSSAI(s), PLMN-ID(s) QoS information and NPNs supported by the gNB-CU-UP.

The E1 setup and gNB-CU-UP Configuration Update functions allow the gNB-CU-UP to signal its capacity information to the gNB-CU-CP.

The E1 gNB-CU-UP Status Indication function allows to inform the overloaded or non-overloaded status over the E1 interface.
5.1.2
E1 bearer context management function
The establishment of the E1 bearer context is initiated by the gNB-CU-CP and accepted or rejected by the gNB-CU-UP based on admission control criteria (e.g., resource not available).

The modification of the E1 bearer context can be initiated by either gNB-CU-CP or gNB-CU-UP. The receiving node can accept or reject the modification. The E1 bearer context management function also supports the release of the bearer context previously established in the gNB-CU-UP. The release of the bearer context is triggered by the gNB-CU-CP either directly or following a request received from the gNB-CU-UP. 

This function is used to setup and modify the QoS-flow to DRB mapping configuration. The gNB-CU-CP decides flow-to-DRB mapping and provides the generated SDAP and PDCP configuration to the gNB-CU-UP. The gNB-CU-CP also decides the Reflective QoS flow to DRB mapping. For each PDU Session Resource to be setup or modified, the S-NSSAI and, if applicable, the NPN identifier(s), shall be provided in the E1 bearer context setup procedure and may be provided in the E1 bearer context modification procedure by gNB-CU-CP to the gNB-CU-UP.

This function is used for the gNB-CU-CP to send the security information to the gNB-CU-UP.

This function is used for the gNB-CU-UP to notify the event of DL data arrival detection to the gNB-CU-CP. With this function, the gNB-CU-UP requests gNB-CU-CP to trigger paging procedure over F1 or Xn to support RRC Inactive state. 

This function is used for the gNB-CU-UP to notify the gNB-CU-CP that an UL packet including a QFI value in the SDAP header not configured by the Flow Mapping Information IE is received for the first time at the default DRB. The gNB-CU-CP can take further action if needed.

This function is used for the gNB-CU-UP to notify the event of user inactivity to the gNB-CU-CP. With this function, the gNB-CU-UP indicates that the inactivity timer associated with a bearer, a PDU session or a UE expires, or that user data is received for the bearer, the PDU session or the UE whose inactivity timer has expired. The gNB-CU-CP consolidates all the serving gNB-CU-UPs for the UE and takes further action.

This function is used for the gNB-CU-UP to report data volume to the gNB-CU-CP.

This function is used for the gNB-CU-CP to notify the suspension and resumption of bearer contexts to the gNB-CU-UP.

This function also allows to support CA based packet duplication as described in TS 38.300 [6], i.e. one data radio bearer should be configured with two GTP-U tunnels between gNB-CU-UP and a gNB-DU.

<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>
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