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1. Introduction

In RAN3 #105bis meeting, the following agreements are achieved for IP address allocation of IAB node, and the topology discovery for IAB donor CU [1]
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The topology discovery part has been captured in the endorsed NR_IAB BL CR for TS 38.401 according to the agreed TP R3-196278[2]. However, based on some detailed analysis, we found that the solution which relies on carrying BAP address in the F1 setup rquest message seems can not work well. The paper [2] also shows similar viewpoint that the agreement that the Donor-CU discovers collocation of IAB-MT and IAB-DU from the IAB-node’s BAP address included in F1AP (e.g. F1 SETUP REQUEST) is wrong and need to be deleted. 
In fact, this problem has been raised and discussed in last RAN3 #106 meeting[3], some company showed different view and mentioned that if the IPsec tunnel model is used to protect F1 between IAB-DU and IAB donor CU, then the solution that BAP address being included in F1AP is the only solution. However, some other companies also expressed that OAM based IP address configuration need more work about additional signalling (e.g. send IP address via RRC), but there is no consensus in last RAN3 meeting.
In this paper, we will continue to discuss the problem of topolody discovery for the case that IAB node get IP address from OAM. And more detais will be provided in the following part.
2. Discussion
At first, it is worthwhile to clarify the purpose of topology discovery for IAB donor CU. To support the DL routing, IAB donor CU will configure the DL routing, which includes the mapping between IAB node’s IP address and the BAP address, to the IAB donor DU. However, the IP address is allocated to the IAB-DU, while the BAP address is allocated to the IAB-MT, thus donor CU should know the IAB-DU and IAB-MT are collocated before providing the DL routing configuration for the IAB donor DU, and that is the only reason why such topology discovery is necessary for IAB donor CU. In other words, the IAB donor CU should be aware of the BAP address of IAB-MT and the IP address of collocated IAB-DU before configures the IAB node related DL routing for the IAB donor DU.  
Observation 1: IAB donor CU should know the IAB-DU and IAB-MT are collocated before configuring DL routing to IAB donor DU.
In RAN3 #105bis meeting, an offline discussion about the topology discovery for IAB donor CU was organized, and three options are provided [4], i.e.

Option 1: The IAB-donor CU derives collocation of MT and DU from identifier(s) carried on TNL
Option 2: The IAB-node MT inserts a DU identifier into an RRC message.

Option 3: The IAB-node DU explicitly inserts an MT identifier into an F1-AP message.

Based on the offline discussion, both option 1 and option 3 are agreed, to suit for different ways that IAB DU obtains its IP address. Option 1 applies for the case that the IAB node get IP address for its DU part through RRC message send from the IAB donor CU, while option 3 applies for the scenario that IAB node obtain its IP address for the DU part from other ways (e.g. OAM).

However, after futher analysis, we found that option 3 cannot work. If we suppose that option 3 is used, IAB donor CU cannot know the IAB-DU and IAB-MT are collocated before receiving the UL F1AP message which contains the BAP address of IAB node. And it means that the IAB donor CU is not able to configure the DL routing about the IAB node for the IAB donor DU before receiving the UL F1AP message. We know that before any F1AP message can be send, the SCTP association should be established between the IAB-DU and the IAB donor CU. All the SCTP chunks will use IP routing for the intra-donor part, and relies on BAP layer routing for the wireless backhaul part. Thus, the downlink SCTP chunks can not be transmitted via the IAB donor DU before it obtains the DL routing configuration (includes the mapping relationship between the IAB-DU’s IP address and the IAB-MT’s BAP address). 
Observation 2: SCTP association is established before any F1AP message transmitting.

Observation 3: SCTP association establishement relies on the DL routing configuration in IAB donor DU, and using option 3 cannot support DL SCTP chunks transmission towards the new IAB node. 

Besides, considering that the IPsec based security protection may be adopted for all the F1-C traffic as well as the F1-U traffic, and such security mechanism requires negotiation phases between the client and server. i.e. the IKE SA phase, and the IPSec SA phase, the negotiation phases are mainly focus on the IKE strategy, encryption strategy, encapsulation mode etc. In the two negotiation phases, IAB donor CU and IAB node will use their own IP address (i.e. same as the inner IP address if IPsec tunnel model is chosen) to establish the security association. Thus, it means that the IAB donor CU should be aware of that the IAB-DU and IAB-MT are collocated before the IKE SA phase, otherwise the IP packets in the two negotiation phases can not be routed towards the target IAB-DU via the IAB donor DU, since the IAB donor CU cannot configures the mapping relationship of IAB-DU’s IP address to the IAB node’s BAP address. After the IPSec SA phase, if IPsec tunnel mode is chosen, the IAB donor CU will update the routing configuration in IAB donor DU to use the outter IP address instead the inner IP address used by IAB-DU for setting the mapping relationship from the dest IP address to the dest BAP address. 
Observation 4: IPsec negotiation also relies on the DL routing configuration in IAB donor DU, and using option 3 cannot support that.
Thus, option 3 will cause a paradox situation for the IAB integration procedure, and should be excluded. 
Observation 5: Option 3, i.e. the IAB-node DU explicitly inserts an MT identifier into an F1-AP message, should be excluded for the topology discovery.
Therefore, if IAB node obtain IP address from OAM,  it seems that option 2 is a suitable way for the topology discovery in the IAB donor CU. But the IAB-MT can only provide the IAB-DU’s identifier  through UL RRC message after the IAB node obtain such identifier. If IAB node obtains such identifier from OAM configuration, the IAB-MT will can send the UL RRC message with IAB-DU’s identifier after message 5 (RRCSetupComplete), because the IAB node can connect to OAM server after the PDU session for OAM being established. 
Moreover, about what kind of DU’s identifier is suitable to be carried in MT’s RRC message for such topology discovery purpose, [4] just show an example of using gNB-DU ID of the IAB node. In fact, the gNB-DU ID is not useful for this option 2. The reason is that, even if the IAB-donor-CU knows the DU identified by the gNB-DU ID is collocated with the IAB-MT, from the received RRC message from the IAB-MT, the gNB-DU-ID will not be used by the IAB node before send F1 SETUP REQUEST message. Then the IAB-donor-CU still has no idea about the IAB-DU’s IP address which should be mapped to the BAP address of the IAB node, before the IAB-donor-CU receives the F1 setup request message from this IAB node. However, as stated in previous part, CU should configure the IAB-donor-DU with the DL routing information towards the IAB node before send SCTP INIT-ACK chunk to this IAB node. And the  DL routing configuration to the IAB-donor-DU should includes the mapping relationship between the IAB node’s IP address and its BAP address. Otherwise, the DL SCTP chunks, including the INIT-ACK, and all the subsequent data chunks cannot be routed via the wireless backhaul links. From such perspective, includinging IAB-DU’s gNB-DU ID in UL RRC message is useless for topology discovery purpose. 
Observation 6: For option 2, i.e. the IAB-node MT inserts a DU identifier into an RRC message, the gNB-DU ID cannot be chosen as such DU identifier.
Based on the above analysis, we suggest that IAB-MT inserts the IAB-DU’s IP address(es) as the DU’s identifier in the UL RRC message, after the IAB ndoe obtain the IP address from OAM. Then the IAB-donor-CU will know the IAB-DU identified by such IP address(es) and the IAB-MT are collocated in an IAB node. And IAB-donor-CU can configures DL routing to the IAB-donor-DU before sending any DL SCTP chunk.

[image: image2.emf]IAB-donor-CU

IAB node 2

IAB-MT IAB-DU

IAB-donor-DU IAB node 1

RRC message (IAB-DU’s ID)

SCTP INIT

SCTP INIT-ACK

F1 setup request (IAB-DU’s gNB-DU ID)

DL routing config


Figure 1. Example for the signalling order of IAB topology discovery in option 2.
Proposal 1: RAN3 revert the agreement to remove option 3, and adopt option 2, i.e. the IAB-node MT inserts a DU identifier into an RRC message., to be an optional solution for topology discovery.
Proposal 2: IAB-MT inserts the IAB-DU’s IP address(es) as the DU’s identifier in the UL RRC message.
Obviously, option 2 will introduce influence on the RRC specification, thus RAN3 should send LS to RAN2 if option 2 is agreed. We prepare a draft LS in [5].
Proposal 3: RAN3 ask RAN2 to provide detailed design for option2 if agreed.

Based on the above analysis, we suggest to modify the content about the topology discovery in IAB integration procedure in the NR_IAB BL CR for TS 38.401. By the way, we also provide some some editorial changes to the Editor’s notes which are not controversial. Detailed revision are shown in Appendix.
Proposal 4: RAN3 agrees the text proposal in Appendix.
3. Conclusions
This paper mainly discuss some detailed design when IAB node integrates the network, the following observations and proposals are obtained.
Observation 1: IAB donor CU should know the IAB-DU and IAB-MT are collocated before configuring DL routing to IAB donor DU.

Observation 2: SCTP association is established before any F1AP message transmitting.

Observation 3: SCTP association establishement relies on the DL routing configuration in IAB donor DU, and using option 3 cannot support DL SCTP chunks transmission towards the new IAB node. 

Observation 4: IPsec negotiation also relies on the DL routing configuration in IAB donor DU, and using option 3 cannot support that.
Observation 5: Option 3, i.e. the IAB-node DU explicitly inserts an MT identifier into an F1-AP message, should be excluded for the topology discovery.
Observation 6: For option 2, i.e. the IAB-node MT inserts a DU identifier into an RRC message, the gNB-DU ID cannot be chosen as such DU identifier.
Proposal 1: RAN3 revert the agreement to remove option 3, and adopt option 2, i.e. the IAB-node MT inserts a DU identifier into an RRC message., to be an optional solution for topology discovery.

Proposal 2: IAB-MT inserts the IAB-DU’s IP address(es) as the DU’s identifier in the UL RRC message.

Proposal 3: RAN3 ask RAN2 to provide detailed design for option2 if agreed.

Proposal 4: RAN3 agrees the text proposal in Appendix.
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Appendix：TP for NR_IAB BL CR for TS 38.401
8.z
IAB-node Integration Procedure

8.z.1
Standalone IAB integration
A high-level flow chart for SA-based IAB integration is shown in the Figure 8.z-1:
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Figure 8.z.1-1: The integration procedure for IAB-node


Phase 1: IAB-MT setup. In this phase, the MT functionality of the new IAB-node (e.g. IAB-node 2 in Figure 8.z.1-1) connects to the network as a normal UE, by performing RRC connection setup procedure with IAB-donor-CU, authentication with the core network, IAB-node 2-related context management, IAB-node 2’s access traffic-related radio bearer configuration at the RAN side, and, optionally, OAM connectivity establishment by using the IAB-MT’s PDU session. The IAB node can select the parent node for access based on an over-the-air indication from potential parent IAB-nodes or IAB-donor-DUs (transmitted in SIB). To indicate its IAB capability, the IAB-MT includes the IAB-node indication in RRCSetupComplete message, to assist the IAB donor node select the AMF supporting IAB.

NOTE: The signalling flow for UE initial access procedure as shown in Figure 8.1-1/Figure 8.9.1-1 is used for the setup of the MT functionality of IAB-node. 

Phase 2-1: Backhaul RLC channel establishment. In this phase, at least the backhaul RLC channels for CP traffic e.g. carrying F1-C messages to and from the IAB-node, are established. This may require the setup of a new backhaul channel or modification of the existing backhaul RLC channel between IAB-node 1 and IAB-donor-DU.
NOTE: If the OAM connectivity is supported via backhaul IP layer by implementation, one or more backhaul RLC channels used for OAM traffic can also be established. 
Phase 2-2: Routing update. In this phase, the BAP layer is updated to support routing between the new IAB-node 2 and the IAB-donor-DU. This includes configuration of a BAP address on the IAB-node 2, BAP routing identifier(s) for downstream direction on the IAB-donor-DU, and BAP routing identifier(s) in upstream direction on the MT functionality of IAB-node 2. For the downstream direction, the IAB-donor-CU initiates F1AP procedure to configure the IAB-donor-DU with the mapping between the IP address of IAB-node 2 and the BAP address of IAB-node 2. The IAB-donor-CU may also configure the IAB-donor-DU with the mapping from IP header field(s) (IP address and/or DSCP/DS and/or IPv6 flow label can be used) to the BAP path ID of IAB-node 2. The routing tables are updated on all ancestor IAB-nodes (e.g. IAB-node 1 in Figure 8.z.1-1) and on the IAB-donor-DU with routing entries for the new BAP routing identifier(s).  This phase may also include the IP address allocation procedure for IAB-node 2. IAB-node 2 may request one or more IP addresses from the IAB-donor-CU via RRC. The IAB-donor-CU may send the IP address(es) to the IAB-node 2 via RRC. The IAB-donor-CU may obtain the IP address(es) from the IAB-donor-DU via F1-AP or by other means (e.g. OAM, DHCP). IP address allocation procedure may occur at any time after RRC connection has been established.
Phase 3: IAB-DU part setup. In this phase, the DU functionality of IAB-node 2 is configured. The DU functionality of IAB-node 2 initiates the TNL establishment, and F1 setup (as defined in clause 8.5) with the IAB-donor-CU using the allocated IP address(es). The IAB-donor-CU discovers collocation of IAB-MT and IAB-DU from the IP address used by the IAB-DU for F1-C, or from the IAB-DU’s IP address(es) included in uplink RRC message (e.g., RRCReconfigurationComplete message). After the F1 is set up, the IAB-node 2 can start serving the UEs.

Editor’s Note: The IAB-node DU can discover the IAB-donor-CU’s IP address in the same manner as a normal DU. Alternative options are FFS.
-1: IAB node can obtain an IP address via OAM


0: The donor CU or donor DU can use OAM or DHCP to allocate IAB node IP address


1: IAB node can request one or more IP addresses from donor CU via RRC 


2: CU can obtain IAB node IP address from donor DU via F1AP (other methods are not precluded)


3: CU can send IP address to IAB node via RRC





The IAB-donor CU discovers collocation of IAB MT and IAB DU from the IP address used by the IAB DU for F1-C, or from the IAB-node’s BAP address included in F1AP (e.g., F1 SETUP REQUEST).
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