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1
Introduction

In 3GPP TS 23.501, dual connectivity based end to end redundant UP paths (Solution 1) is described to enhance 5GS to support Ultra Reliable Low Latency Communication (URLLC).
This paper discusses the RAN3 impacts for dual connectivity based end to end redundant UP paths.    

2
Discussion

2.1

Redundant sessions establishment based on dual connectivity
At RAN3#103bis meeting, RAN3 discussed RAN3 signalling impacts for redundant PDU sessions establishment and had the following agreements:

The following aspects should be supported in st3, st2:

- Redundancy indication for duplicated PDU Sessions (either by PDU session pair or RSN, or both, depending on feedback from SA2)

- One PDU Session will be set up in MN using MN-terminated bearers

- One PDU Session will be set up in SN using SN-terminated bearers

In RAN3#105 meeting, it was questioned whether the SMF could know the pair of PDU session information. For resolving this, a LS was sent to SA2 [R3-194794]. SA2 reply is as follow: 
SA2 has discussed this issue extensively without consensus due to solutions requiring increased complexity at the same time did not agree to a complete solution which may require impact to the UE. Since Release 16 stage 2 is frozen, SA2 concluded that for Rel-16 SA2 will not provide any solution to gain more flexibility and rely upon RSN as currently specified.  SA2 may consider this issue in future release and provide a complete solution, if there is a need to do so.

Based on SA2 reply, the RSN is needed for redundant PDU Session setup. The pair of PDU session information may be considered in future release.

No matter how the SMF gets the information, this doesn’t prevent to define this IE in RAN3 specification. 

If the pair of PDU session information can always be received from 5GC, then the RSN (i.e. with two values) will be not needed. Otherwise, the RSN can be defined to indicate the redundant requirement to NG-RAN. Therefore, RAN3 can wait for SA2 reply LS in order to decide whether RSN with two values is needed or not.
Proposal 1: The Redundant Information will be transmitted to RAN from 5GC. The Redundant Information includes RSN in Rel-16.
2.2
Redundant PDU session handling information over Xn
For subsequent handover procedure, the target NG-RAN node needs to know the Redundant PDU session information in order to configure redundant user plane path in the target side. This is also indicated in TS23.501:

The RSN indication is transferred from Source RAN to Target RAN in case of handover.
So target RAN shall know the information after handover.
Proposal 2: The Redundant Information received from 5GC should be transferred to the target NG-RAN node during handover procedure.
The two redundant PDU sessions could be configured as DC (i.e. one PDU session in MN and the other PDU session in SN). Or the pair of PDU sessions could be configured to two CU-UPs-DUs separately to assure the isolated UP resources e.g. two SN-CU-UPs and DUs connected to SN. Similar reason as above PDU session establishment and handover, the SN also needs to know the redundant PDU session handling information in order to configure user plane resources. MN could let SN know such information via SN Addition Request and SN Modification Request message.
Proposal 3: The Redundant Information received from 5GC should be transferred to the SN via SN Addition Request and SN Modification Request message.
3
Conclusion:
In this paper, we discussed RAN3 impacts for PDU session setup in solution 1 and had the following proposals:
Proposal 1: The Redundant Information will be transmitted to RAN from 5GC. The Redundant Information includes RSN in Rel-16.
Proposal 2: The information received from 5GC should be transferred to the target NG-RAN node during handover procedure.
Proposal 3: The Redundant Information received from 5GC should be transferred to the SN via SN Addition Request and SN Modification Request message.
The pCR to TS38.413 was provided in the Annex. The pCR to TS38.423 was provided in [4]. 
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TP for TS38.413
============ Start of 1st change ==============

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: PDU session resource setup: successful operation

The AMF initiates the procedure by sending a PDU SESSION RESOURCE SETUP REQUEST message to the NG-RAN node.

The PDU SESSION RESOURCE SETUP REQUEST message shall contain the information required by the NG-RAN node to setup the PDU session related NG-RAN configuration consisting of at least one PDU session resource and include each PDU session resource to setup in the PDU Session Resource Setup Request List IE.

Upon reception of the PDU SESSION RESOURCE SETUP REQUEST message, if resources are available for the requested configuration, the NG-RAN node shall execute the requested NG-RAN configuration and allocate associated resources over NG and over Uu for each PDU session listed in the PDU Session Resource Setup Request List IE. 

If the RAN Paging Priority IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may use it to determine a priority for paging the UE in RRC_INACTIVE state.
For each requested PDU session, if resources are available for the requested configuration, the NG-RAN node shall establish at least one DRB and associate each accepted QoS flow of the PDU session to a DRB established. 
For each PDU session successfully established the NG-RAN node shall pass to the UE the PDU Session NAS-PDU IE, if included, and the value contained in the PDU Session ID IE received for the PDU session. The NG-RAN node shall not send to the UE the PDU Session NAS PDUs associated to the failed PDU sessions. 

If the NAS-PDU IE is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall pass it to the UE.
For each PDU session the NG-RAN node shall store the UL NG-U UP TNL Information IE included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as the uplink termination point for the user plane data for this PDU session.

For each PDU session, if the Additional UL NG-U UP TNL Information IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may allocate for this split PDU session resources for an additional NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Setup Request List IE and it shall indicate these QoS flows in the Additional DL QoS Flow per TNL Information IE in the PDU Session Resource Setup Response Transfer IE. In case the Additional DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional UL NG-U UP TNL information as available again.
For each PDU session, if the Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and the Common Network Instance IE is not present, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].

For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [9].

For each PDU session, if the Redundant UL NG-U UP TNL Information IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, use it as the uplink termination point for the user plane data for this PDU session for the redundant transmission and it shall include the Redundant QoS Flow per TNL Information IE in the PDU Session Resource Setup Response Transfer IE as described in TS 23.501 [9]. 
For each PDU session, if the Additional Redundant UL NG-U UP TNL Information IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may allocate for this split PDU session resources for an additional redundant NG-U transport bearer for some or all of the QoS flows present in the QoS Flow Setup Request List IE and it shall indicate these QoS flows in the Additional Redundant DL QoS Flow per TNL Information IE in the PDU Session Resource Setup Response Transfer IE. In case the Additional Redundant DL QoS Flow per TNL Information IE is not included the SMF shall consider the proposed additional Redundant UL NG-U UP TNL information as available again.
For each PDU session, if the Redundant Common Network Instance IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, use it when selecting transport network resource for the redundant transmission as specified in TS 23.501 [9].
For each PDU session, if the TSC Traffic Characteristics IE is included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall, if supported, store it and use it as specified in TS 23.501 [9].
For each PDU session, if the PDU Session Type IE included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message is set to "ethernet" or "unstructured", the NG-RAN node shall not perform header compression for the concerned PDU session.

For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "required", then the NG-RAN node shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU session. If the NG-RAN node cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU session resources with an appropriate cause value.

If the NG-RAN node is an ng-eNB, it shall reject all PDU sessions for which the Integrity Protection Indication IE is set to "required".
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, and the Integrity Protection Indication IE or Confidentiality Protection Indication IE is set to "preferred", then the NG-RAN node should, if supported, perform user plane integrity protection or ciphering, respectively, for the concerned PDU session and shall notify whether it performed the user plane integrity protection or ciphering by including the Integrity Protection Result IE or Confidentiality Protection Result IE, respectively, in the PDU Session Resource Setup Response Transfer IE of the PDU SESSION RESOURCE SETUP RESPONSE message.

For each PDU session for which the Maximum Integrity Protected Data Rate Downlink IE or the Maximum Integrity Protected Data Rate Uplink IE are included in the Security Indication IE in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the respective information and, if integrity protection is to be performed for the PDU session, it shall enforce the traffic limits corresponding to the received values, for the concerned PDU session and concerned UE, as specified in TS 23.501 [9].
For each PDU session for which the Security Indication IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message: 

-
if the Integrity Protection Indication IE is set to "not needed", then the NG-RAN node shall not perform user plane integrity protection for the concerned PDU session; 
-
if the Confidentiality Protection Indication IE is set to "not needed", then the NG-RAN node shall not perform user plane ciphering for the concerned PDU session.
For each PDU session for which the PDU Session Aggregate Maximum Bit Rate IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the received value in the UE context and use it when enforcing traffic policing for Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].

For each PDU session in the PDU SESSION RESOURCE SETUP REQUEST message, if the Additional QoS Flow Information IE is included in the QoS Flow Level QoS Parameters IE in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node may consider it for the DRB allocation process. It is up to NG-RAN node implementation to decide whether and how to use it.
For each QoS flow which has been successfully established, the NG-RAN node shall store the Redundant QoS Flow Indicator IE if included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and consider it for the redundant transmission as specified in TS 23.501 [9].
For each PDU session for which the Redundant PDU Session Information IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the received information in the UE context and establish redundant User plane for the PDU session as specified in TS 23.501 [9].
For each QoS flow requested to be setup the NG-RAN node shall take into account the received QoS Flow Level QoS Parameters IE. For each QoS flow the NG-RAN node shall establish or modify the resources according to the values of the Allocation and Retention Priority IE (priority level and pre-emption indicators) and the resource situation as follows: 

-
The NG-RAN node shall consider the priority level of the requested QoS flow, when deciding on the resource allocation.

-
The priority levels and the pre-emption indicators may (individually or in combination) be used to determine whether the QoS flow setup has to be performed unconditionally and immediately. If the requested QoS flow is marked as "may trigger pre-emption" and the resource situation requires so, the NG-RAN node may trigger the pre-emption procedure which may then cause the forced release of a lower priority QoS flow which is marked as "pre-emptable". Whilst the process and the extent of the pre-emption procedure are operator-dependent, the pre-emption indicators shall be treated as follows:

1.
The values of the last received Pre-emption Vulnerability IE and Priority Level IE shall prevail.

2.
If the Pre-emption Capability IE is set to "may trigger pre-emption", then this allocation request may trigger the pre-emption procedure.

3.
If the Pre-emption Capability IE is set to "shall not trigger pre-emption", then this allocation request shall not trigger the pre-emption procedure.

4.
If the Pre-emption Vulnerability IE is set to "pre-emptable", then this QoS flow shall be included in the pre-emption process.

5.
If the Pre-emption Vulnerability IE is set to "not pre-emptable", then this QoS flow shall not be included in the pre-emption process.

-
The NG-RAN node pre-emption process shall keep the following rules:

1.
The NG-RAN node shall only pre‑empt QoS flows with lower priority, in ascending order of priority.

2.
The pre-emption may be done for QoS flows belonging to the same UE or to other UEs.

For each QoS flow which has been successfully established, the NG-RAN node shall store the mapped E-RAB ID if included in the PDU Session Resource Setup Request Transfer IE contained in the PDU SESSION RESOURCE SETUP REQUEST message and use it as specified in TS 38.300 [8].
The NG-RAN node shall report to the AMF in the PDU SESSION RESOURCE SETUP RESPONSE message the result for each PDU session resource requested to be setup: 

-
For each PDU session resource successfully setup, the PDU Session Resource Setup Response Transfer IE shall be included containing:

1.
The NG-U UP transport layer information to be used for the PDU session and associated list of QoS flows which have been successfully established, in the QoS Flow per TNL Information IE.

2.
The list of QoS flows which failed to be established, if any, in the QoS Flow Failed to Setup List IE. When the NG-RAN node reports unsuccessful establishment of a QoS flow, the cause value should be precise enough to enable the SMF to know the reason for the unsuccessful establishment.

-
For each PDU session resource which failed to be setup, the PDU Session Resource Setup Unsuccessful Transfer IE shall be included containing a cause value that should be precise enough to enable the SMF to know the reason for the unsuccessful establishment.

Upon reception of the PDU SESSION RESOURCE SETUP RESPONSE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the PDU Session Resource Setup Response Transfer IE or PDU Session Resource Setup Unsuccessful Transfer IE to the SMF associated with the concerned PDU session. 

The UE Aggregate Maximum Bit Rate IE should be sent to the NG-RAN node if the AMF has not sent it previously. If it is included in the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9].
Interactions with Handover Preparation procedure:

If a handover becomes necessary during the PDU Session Resource Setup procedure, the NG-RAN node may interrupt the ongoing PDU Session Resource Setup procedure and initiate the Handover Preparation procedure as follows:

1.
The NG-RAN node shall send the PDU SESSION RESOURCE SETUP RESPONSE message in which the NG-RAN node shall indicate, if necessary, all the PDU session resources which failed to be setup with an appropriate cause value, e.g. "NG intra-system handover triggered", "NG inter-system handover triggered" or "Xn handover triggered".
2.
The NG-RAN node shall trigger the handover procedure.
============ End of 1st change ==============

============ Start of 2nd change ==============

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

Upon receipt of the HANDOVER REQUEST message the target NG-RAN node shall
-
attempt to execute the requested PDU session configuration and associated security;

-
store the received UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for all Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [9];

-
store the received Mobility Restriction List in the UE context;

-
store the received UE Security Capabilities in the UE context;

-
store the received Security Context in the UE context and take it into use as defined in TS 33.501 [13].

Upon reception of the UE History Information IE, which is included within the Source to Target Transparent Container IE of the HANDOVER REQUEST message, the target NG-RAN node shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon receiving the PDU Session Resource Setup List IE contained in the HANDOVER REQUEST message, the target NG-RAN node shall behave the same as defined in the PDU Session Resource Setup procedure. The target NG-RAN node shall report to the AMF in the HANDOVER REQUEST ACKNOWLEDGE message the result for each PDU session resource requested to be setup. In particular, for each PDU session resource successfully setup, it shall include the Handover Request Acknowledge Transfer IE containing the following information:

-
The list of QoS flows which have been successfully established in the QoS Flow Setup Response List IE.

-
The Data Forwarding Accepted IE if the data forwarding for the QoS flow is accepted.
-
The list of QoS flows which have failed to be established, if any, in the QoS Flow Failed to Setup List IE.
-
The UP transport layer information to be used for the PDU session.

-
The security result associated to the PDU session.
-
The redundant UP transport layer information to be used for the redundant transmission for the PDU session.
For each PDU session for which the Redundant PDU Session Information IE is included in the PDU Session Resource Setup Request Transfer IE of the PDU SESSION RESOURCE SETUP REQUEST message, the NG-RAN node shall store the received information in the UE context and establish redundant User plane for the PDU session as specified in TS 23.501 [9].
For each PDU session resource which failed to be setup, the Handover Resource Allocation Unsuccessful Transfer IE shall be included in the HANDOVER REQUEST ACKNOWLEDGE message containing a cause value that should be precise enough to enable the SMF to know the reason for the unsuccessful establishment. 

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the AMF shall, for each PDU session indicated in the PDU Session ID IE, transfer transparently the Handover Request Acknowledge Transfer IE or Handover Resource Allocation Unsuccessful Transfer IE to the SMF associated with the concerned PDU session.
If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given PDU session within the Handover Request Transfer IE set to "data forwarding not possible", the target NG-RAN node may not include the DL Forwarding UP TNL Information IE and for intra-system handover the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE in the HANDOVER REQUEST ACKNOWLEDGE message for that PDU session.

In case of intra-system handover, if the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow for which the DL Forwarding IE is set to "DL forwarding proposed", it may include the DL Forwarding UP TNL Information IE in the Handover Request Acknowledge Transfer IE as forwarding tunnel for the QoS flows listed in the QoS Flow Setup Response List IE of the HANDOVER REQUEST ACKNOWLEDGE message.

In case of intra-system handover, if the target NG-RAN node accepts the uplink data forwarding for at least one QoS flow for which the UL Forwarding IE is set to "UL forwarding proposed", it may include the UL Forwarding UP TNL Information IE in the Handover Request Acknowledge Transfer IE for the PDU session within the PDU Session Resource Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message.

In case of intra-system handover, for each PDU session for which the Additional DL UP TNL Information for HO List IE is included in the Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message, the SMF shall consider the included Additional DL NG-U UP TNL Information IE as the downlink termination point for the associated flows indicated in the Additional QoS Flow Setup Response List IE for this PDU session split in different tunnels and shall consider the Additional DL Forwarding UP TNL Information IE, if included, as the forwarding tunnel associated to these QoS flows.

In case of intra-system handover, for each PDU session for which the Additional UL Forwarding UP TNL Information IE is included in the Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message, the SMF shall consider it as the termination points for the uplink forwarding tunnels for this PDU session split in different tunnels. 
In case of intra-system handover, if the target NG-RAN node accepts the data forwarding for a successfully configured DRB, the target NG-RAN node may include the DL Forwarding UP TNL Information IE for the DRB within the Data Forwarding Response DRB List IE within Handover Request Acknowledge Transfer IE of the HANDOVER REQUEST ACKNOWLEDGE message.
If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL Forwarding UP TNL Information IE for a given DRB in the Data Forwarding Response DRB List IE within the Handover Request Acknowledge Transfer IE, it indicates the target NG-RAN node has requested the forwarding of uplink data for the DRB.
In case of inter-system handover from E-UTRAN, if the PDU Session Resource Setup Request Transfer IE contains the Direct Forwarding Path Availability IE set to "direct path available", the target NG-RAN node shall, if supported, and if it accepts downlink data forwarding for the QoS flows mapped to an E-RAB of an admitted PDU session, include the DL Forwarding UP TNL Information IE in the Data Forwarding Response E-RAB List IE in the Handover Request Acknowledge Transfer IE in the HANDOVER REQUEST ACKNOWLEDGE message for that mapped E-RAB.

In case of inter-system handover from E-UTRAN, the target NG-RAN node includes the Data Forwarding Accepted IE for each QoS flow that the DL Forwarding IE is set to "DL forwarding proposed" for the corresponding E-RAB in the Source NG-RAN Node to Target NG-RAN Node Transparent Container IE and that the target NG-RAN node has admitted the proposed forwarding of downlink data for the QoS flow. If indirect data forwarding is applied for inter-system handover, if the target NG-RAN node accepts the downlink data forwarding for at least one QoS flow of an admitted PDU session it shall include the DL Forwarding UP TNL Information IE in the PDU Session Resource Setup Response Transfer IE for that PDU session within the PDU Session Resources Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message. 
The target NG-RAN node shall use the information in the Mobility Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the target NG-RAN node provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation;

-
assign proper RNA(s) for the UE when moving the UE to RRC_INACTIVE state.

If the Mobility Restriction List IE is not contained in the HANDOVER REQUEST message, the target NG-RAN node shall consider that no roaming and no access restriction apply to the UE. The target NG-RAN node shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the QoS flows includes a particular ARP value (TS 23.501 [9]).

If the Trace Activation IE is included in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, initiate the requested trace function as described in TS 32.422 [11]. 

If the Location Reporting Request Type IE is included in the HANDOVER REQUEST message, the target NG-RAN node should perform the requested location reporting functionality for the UE as described in subclause 8.12.

If the Core Network Assistance Information for RRC INACTIVE IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall, if supported, store this information in the UE context and use it for e.g. the RRC_INACTIVE state decision and RNA configuration for the UE and RAN paging if any for a UE in RRC_INACTIVE state, as specified in TS 38.300 [8].

If the CN Assisted RAN Parameters Tuning IE is included in the HANDOVER REQUEST message, the NG-RAN node may use it as described in TS 23.501 [9].
If the New Security Context Indicator IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use the information as specified in TS 33.501 [13].

If the NASC IE is included in the HANDOVER REQUEST message, the target NG-RAN node shall use it towards the UE as specified in TS 33.501 [13].

If the RRC Inactive Transition Report Request IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store this information in the UE context.

If the Redirection for Voice EPS Fallback IE is included in the HANDOVER REQUEST message, the NG-RAN node shall, if supported, store it and use it in a subsequent decision of EPS fallback for voice as specified in TS 23.502 [10].
After all necessary resources for the admitted PDU session resources have been allocated, the target NG-RAN node shall generate the HANDOVER REQUEST ACKNOWLEDGE message.

Interactions with RRC Inactive Transition Report procedure:

If the RRC Inactive Transition Report Request IE is included in the HANDOVER REQUEST message and set to "subsequent state transition report", the NG-RAN node shall, if supported, send the RRC INACTIVE TRANSITION REPORT message to the AMF to report the RRC state of the UE when the UE enters or leaves RRC_INACTIVE state.
============ End of 2nd change ==============

============ Start of 3rd change ==============

9.3.4.1
PDU Session Resource Setup Request Transfer

This IE is transparent to the AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	This IE shall be present when at least one Non-GBR QoS flow is being setup and is ignored otherwise.
	YES
	reject

	UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information

9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	YES
	reject

	Additional UL NG-U UP TNL Information 
	O
	
	UP Transport Layer Information List

9.3.2.12
	UPF endpoint of the additional NG-U transport bearer(s), for delivery of UL PDUs for split PDU session.
	YES
	reject

	Data Forwarding Not Possible
	O
	
	9.3.1.63
	This IE may be present in case of HANDOVER REQUEST message and is ignored otherwise.
	YES
	reject

	PDU Session Type
	M
	
	9.3.1.52
	
	YES
	reject

	Security Indication
	O
	
	9.3.1.27
	
	YES
	reject

	Network Instance
	O
	
	9.3.1.113
	This IE is ignored if the Common Network Instance IE is included.
	YES
	reject

	QoS Flow Setup Request List
	
	1
	
	
	YES
	reject

	>QoS Flow Setup Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	>>QoS Flow Level QoS Parameters
	M
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	

	>>TSC Traffic Characteristics
	O
	
	9.3.1.x
	This IE may be present in case of GBR QoS flows and is ignored otherwise.
	YES
	ignore

	>>Redundant QoS Flow Indicator
	O
	
	9.3.1.x1
	This IE indicates that this QoS flow is requested for the redundant transmission.
	YES
	ignore

	Common Network Instance
	O
	
	9.3.1.120
	
	YES
	ignore

	Direct Forwarding Path Availability
	O
	
	9.3.1.64
	This IE may be present in case of inter-system handover and shall be ignored otherwise.
	YES
	ignore

	Redundant UL NG-U UP TNL Information 
	O
	
	UP Transport Layer Information
9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs for the redundant transmission.
	YES
	ignore

	Additional Redundant UL NG-U UP TNL Information
	O
	
	UP Transport Layer Information List
9.3.2.12
	UPF endpoint of the additional NG-U transport bearer(s), for delivery of redundant UL PDUs for split PDU session.
	YES
	ignore

	Redundant Common Network Instance
	O
	
	Common Network Instance

9.3.1.120
	
	YES
	ignore

	Redundant PDU Session Information
	O
	
	9.3.1.xx
	
	YES
	ignore


	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.


============ End of 3rd change ==============

============ Start of 4th change ==============

9.3.1.xx
Redundant PDU Session Information
This IE provides information on requirement of redundant PDU session handling.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	RSN
	M
	
	ENUMERATED (1,2, ...)
	Redundancy Sequence Number.


============ End of 4th change ==============
============ Start of ASN.1 change ==============

9.4.5
Information Element Definitions

-- ASN1START

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

NGAP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

ngran-Access (22) modules (3) ngap (1) version1 (1) ngap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-AdditionalDLForwardingUPTNLInformation,


id-AdditionalULForwardingUPTNLInformation,


id-AdditionalDLQosFlowPerTNLInformation,


id-AdditionalDLUPTNLInformationForHOList,


id-AdditionalNGU-UP-TNLInformation,

id-AdditionalRedundantDL-NGU-UP-TNLInformation,

id-AdditionalRedundantDLQosFlowPerTNLInformation,

id-AdditionalRedundantNGU-UP-TNLInformation,


id-AdditionalRedundantUL-NGU-UP-TNLInformation,

id-AdditionalUL-NGU-UP-TNLInformation,


id-Cause,


id-CNPacketDelayBudget,


id-CNTypeRestrictionsForEquivalent,


id-CNTypeRestrictionsForServing,


id-CommonNetworkInstance,

id-DataForwardingNotPossible,


id-DataForwardingResponseERABList,


id-DirectForwardingPathAvailability,


id-DL-NGU-UP-TNLInformation,


id-EndpointIPAddressAndPort,


id-ExtendedPacketDelayBudget,


id-GUAMIType,


id-LastEUTRAN-PLMNIdentity,


id-LocationReportingAdditionalInfo,


id-MaximumIntegrityProtectedDataRate-DL,


id-NetworkInstance,


id-OldAssociatedQosFlowList-ULendmarkerexpected,


id-PDUSessionAggregateMaximumBitRate,


id-PDUSessionResourceFailedToSetupListCxtFail,


id-PDUSessionResourceReleaseResponseTransfer,


id-PDUSessionType,


id-PSCellInformation,


id-QosFlowAddOrModifyRequestList,


id-QosFlowSetupRequestList,


id-QosFlowToReleaseList,


id-RedundantCommonNetworkInstance,


id-RedundantDL-NGU-TNLInformationReused,

id-RedundantDL-NGU-UP-TNLInformation,

id-RedundantDLQosFlowPerTNLInformation,


id-RedundantPDUSessionInformation,

id-RedundantQosFlowIndicator,


id-RedundantUL-NGU-UP-TNLInformation,


id-SCTP-TLAs,


id-SecondaryRATUsageInformation,


id-SecurityIndication,


id-SecurityResult,


id-S-NSSAI,


id-TNLAssociationTransportLayerAddressNGRAN,


id-TSCTrafficCharacteristics,


id-UL-NGU-UP-TNLInformation,


id-UL-NGU-UP-TNLModifyList,


id-ULForwarding,


id-ULForwardingUP-TNLInformation,


maxnoofAllowedAreas,

maxnoofAllowedS-NSSAIs,


maxnoofBPLMNs,


maxnoofCellIDforWarning,


maxnoofCellinAoI,


maxnoofCellinEAI,


maxnoofCellsingNB,


maxnoofCellsinngeNB,


maxnoofCellinTAI,


maxnoofCellsinUEHistoryInfo,


maxnoofCellsUEMovingTrajectory,

maxnoofDRBs,


maxnoofEmergencyAreaID,


maxnoofEAIforRestart,


maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,

maxnoofE-RABs,


maxnoofErrors,


maxnoofForbTACs,

maxnoofMultiConnectivity,


maxnoofMultiConnectivityMinusOne,

maxnoofNGConnectionsToReset,

maxnoofPDUSessions,


maxnoofPLMNs,


maxnoofQosFlows,


maxnoofRANNodeinAoI,


maxnoofRecommendedCells,


maxnoofRecommendedRANNodes,

maxnoofAoI,

maxnoofServedGUAMIs,


maxnoofSliceItems,

maxnoofTACs,


maxnoofTAIforInactive,


maxnoofTAIforPaging,


maxnoofTAIforRestart,


maxnoofTAIforWarning,


maxnoofTAIinAoI,


maxnoofTimePeriods,


maxnoofTNLAssociations,

maxnoofXnExtTLAs,


maxnoofXnGTP-TLAs,


maxnoofXnTLAs

**************************skip unchanged part*******************************
PDUSessionResourceSetupListCxtReq ::= SEQUENCE (SIZE(1..maxnoofPDUSessions)) OF PDUSessionResourceSetupItemCxtReq

PDUSessionResourceSetupItemCxtReq ::= SEQUENCE {


pDUSessionID







PDUSessionID,


nAS-PDU









NAS-PDU











OPTIONAL,


s-NSSAI









S-NSSAI,


pDUSessionResourceSetupRequestTransfer

OCTET STRING (CONTAINING PDUSessionResourceSetupRequestTransfer),


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceSetupItemCxtReq-ExtIEs} }
OPTIONAL,


...

}

PDUSessionResourceSetupItemCxtReq-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

PDUSessionResourceSetupListCxtRes ::= SEQUENCE (SIZE(1..maxnoofPDUSessions)) OF PDUSessionResourceSetupItemCxtRes

PDUSessionResourceSetupItemCxtRes ::= SEQUENCE {


pDUSessionID







PDUSessionID,


pDUSessionResourceSetupResponseTransfer

OCTET STRING (CONTAINING PDUSessionResourceSetupResponseTransfer),


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceSetupItemCxtRes-ExtIEs} }
OPTIONAL,


...

}

PDUSessionResourceSetupItemCxtRes-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

PDUSessionResourceSetupListHOReq ::= SEQUENCE (SIZE(1..maxnoofPDUSessions)) OF PDUSessionResourceSetupItemHOReq

PDUSessionResourceSetupItemHOReq ::= SEQUENCE {


pDUSessionID



PDUSessionID,


s-NSSAI





S-NSSAI,


handoverRequestTransfer

OCTET STRING (CONTAINING PDUSessionResourceSetupRequestTransfer),


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceSetupItemHOReq-ExtIEs} }
OPTIONAL,


...

}

PDUSessionResourceSetupItemHOReq-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

PDUSessionResourceSetupListSUReq ::= SEQUENCE (SIZE(1..maxnoofPDUSessions)) OF PDUSessionResourceSetupItemSUReq

PDUSessionResourceSetupItemSUReq ::= SEQUENCE {


pDUSessionID







PDUSessionID,


pDUSessionNAS-PDU






NAS-PDU











OPTIONAL,


s-NSSAI









S-NSSAI,


pDUSessionResourceSetupRequestTransfer

OCTET STRING (CONTAINING PDUSessionResourceSetupRequestTransfer),


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceSetupItemSUReq-ExtIEs} }
OPTIONAL,


...

}

PDUSessionResourceSetupItemSUReq-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

PDUSessionResourceSetupListSURes ::= SEQUENCE (SIZE(1..maxnoofPDUSessions)) OF PDUSessionResourceSetupItemSURes

PDUSessionResourceSetupItemSURes ::= SEQUENCE {


pDUSessionID










PDUSessionID,


pDUSessionResourceSetupResponseTransfer




OCTET STRING (CONTAINING PDUSessionResourceSetupResponseTransfer),


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceSetupItemSURes-ExtIEs} }
OPTIONAL,


...

}

PDUSessionResourceSetupItemSURes-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

PDUSessionResourceSetupRequestTransfer ::= SEQUENCE {


protocolIEs

ProtocolIE-Container

{ {PDUSessionResourceSetupRequestTransferIEs} },


...

}

PDUSessionResourceSetupRequestTransferIEs NGAP-PROTOCOL-IES ::= {


{ ID id-PDUSessionAggregateMaximumBitRate
CRITICALITY reject
TYPE PDUSessionAggregateMaximumBitRate

PRESENCE optional

}|


{ ID id-UL-NGU-UP-TNLInformation


CRITICALITY reject
TYPE UPTransportLayerInformation



PRESENCE mandatory
}|


{ ID id-AdditionalUL-NGU-UP-TNLInformation
CRITICALITY reject
TYPE UPTransportLayerInformationList

PRESENCE optional

}|


{ ID id-DataForwardingNotPossible


CRITICALITY reject
TYPE DataForwardingNotPossible



PRESENCE optional

}|


{ ID id-PDUSessionType





CRITICALITY reject
TYPE PDUSessionType







PRESENCE mandatory
}|


{ ID id-SecurityIndication




CRITICALITY reject
TYPE SecurityIndication






PRESENCE optional

}|


{ ID id-NetworkInstance





CRITICALITY reject
TYPE NetworkInstance






PRESENCE optional

}|


{ ID id-QosFlowSetupRequestList



CRITICALITY reject
TYPE QosFlowSetupRequestList




PRESENCE mandatory
}|


{ ID id-CommonNetworkInstance



CRITICALITY ignore
TYPE CommonNetworkInstance





PRESENCE optional

}|


{ ID id-DirectForwardingPathAvailability
CRITICALITY ignore
TYPE DirectForwardingPathAvailability

PRESENCE optional
 
}|


{ ID id-RedundantUL-NGU-UP-TNLInformation
CRITICALITY ignore
TYPE UPTransportLayerInformation



PRESENCE optional
 
}|

{ ID id-AdditionalRedundantUL-NGU-UP-TNLInformation
CRITICALITY ignore
TYPE UPTransportLayerInformationList

PRESENCE optional

}|


{ ID id-RedundantCommonNetworkInstance

CRITICALITY ignore
TYPE CommonNetworkInstance





PRESENCE optional

}|


{ ID id-RedundantPDUSessionInformation

CRITICALITY ignore
TYPE RedundantPDUSessionInformation





PRESENCE optional

},

...

}

PDUSessionResourceSetupResponseTransfer ::= SEQUENCE {


dLQosFlowPerTNLInformation



QosFlowPerTNLInformation,


additionalDLQosFlowPerTNLInformation
QosFlowPerTNLInformationList









OPTIONAL,


securityResult






SecurityResult













OPTIONAL,


qosFlowFailedToSetupList



QosFlowListWithCause











OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceSetupResponseTransfer-ExtIEs} }

OPTIONAL,


...

}

PDUSessionResourceSetupResponseTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


{ ID id-RedundantDLQosFlowPerTNLInformation



CRITICALITY ignore
EXTENSION QosFlowPerTNLInformation


PRESENCE optional
 
}|


{ ID id-AdditionalRedundantDLQosFlowPerTNLInformation
CRITICALITY ignore
EXTENSION QosFlowPerTNLInformationList

PRESENCE optional
 
},

...

}

PDUSessionResourceSetupUnsuccessfulTransfer ::= SEQUENCE {


cause





Cause,


criticalityDiagnostics

CriticalityDiagnostics















OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {PDUSessionResourceSetupUnsuccessfulTransfer-ExtIEs} }
OPTIONAL,


...

}

**************************skip unchanged part*******************************
-- R

RANNodeName ::= PrintableString (SIZE(1..150, ...))

RANPagingPriority ::= INTEGER (1..256)

RANStatusTransfer-TransparentContainer ::= SEQUENCE {


dRBsSubjectToStatusTransferList

DRBsSubjectToStatusTransferList,


iE-Extensions

ProtocolExtensionContainer { {RANStatusTransfer-TransparentContainer-ExtIEs} }
OPTIONAL,


...

}

RANStatusTransfer-TransparentContainer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RAN-UE-NGAP-ID ::= INTEGER (0..4294967295)

RATRestrictions ::= SEQUENCE (SIZE(1..maxnoofEPLMNsPlusOne)) OF RATRestrictions-Item

RATRestrictions-Item ::= SEQUENCE {


pLMNIdentity




PLMNIdentity,


rATRestrictionInformation

RATRestrictionInformation,


iE-Extensions

ProtocolExtensionContainer { {RATRestrictions-Item-ExtIEs} }

OPTIONAL,


...

}

RATRestrictions-Item-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RATRestrictionInformation ::= BIT STRING (SIZE(8, ...))

RecommendedCellsForPaging ::= SEQUENCE {


recommendedCellList


RecommendedCellList,


iE-Extensions

ProtocolExtensionContainer { {RecommendedCellsForPaging-ExtIEs} }
OPTIONAL,


...

}

RecommendedCellsForPaging-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RecommendedCellList ::= SEQUENCE (SIZE(1..maxnoofRecommendedCells)) OF RecommendedCellItem

RecommendedCellItem ::= SEQUENCE {


nGRAN-CGI



NGRAN-CGI,


timeStayedInCell

INTEGER (0..4095)

OPTIONAL,


iE-Extensions

ProtocolExtensionContainer { {RecommendedCellItem-ExtIEs} }
OPTIONAL,


...

}

RecommendedCellItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RecommendedRANNodesForPaging ::= SEQUENCE {


recommendedRANNodeList

RecommendedRANNodeList,


iE-Extensions

ProtocolExtensionContainer { {RecommendedRANNodesForPaging-ExtIEs} }
OPTIONAL,


...

}

RecommendedRANNodesForPaging-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RecommendedRANNodeList::= SEQUENCE (SIZE(1..maxnoofRecommendedRANNodes)) OF RecommendedRANNodeItem

RecommendedRANNodeItem ::= SEQUENCE {


aMFPagingTarget

AMFPagingTarget,


iE-Extensions

ProtocolExtensionContainer { {RecommendedRANNodeItem-ExtIEs} }
OPTIONAL,


...

}

RecommendedRANNodeItem-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RedirectionVoiceFallback ::= ENUMERATED {


possible,


not-possible,


...

}

RedundantPDUSessionInformation ::= SEQUENCE {


rSN

RSN,


iE-Extensions

ProtocolExtensionContainer { { RedundantPDUSessionInformation-ExtIEs} }
OPTIONAL,


...

}

RedundantPDUSessionInformation-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RedundantQosFlowIndicator ::= ENUMERATED {true, 
false}

RSN ::= ENUMERATED (1,2, ...)

ReflectiveQosAttribute ::= ENUMERATED {


subject-to,


...

}

ReferenceID ::= INTEGER (1..64, ...)

RelativeAMFCapacity ::= INTEGER (0..255)

ReportArea ::= ENUMERATED {


cell,


...

}

RepetitionPeriod ::= INTEGER (0..131071)

ResetAll ::= ENUMERATED {


reset-all,


...

}

ResetType ::= CHOICE {


nG-Interface


ResetAll,


partOfNG-Interface

UE-associatedLogicalNG-connectionList,


choice-Extensions

ProtocolIE-SingleContainer { {ResetType-ExtIEs} }

}

ResetType-ExtIEs NGAP-PROTOCOL-IES ::= {


...

}

RoutingID ::= OCTET STRING

RRCContainer ::= OCTET STRING

RRCEstablishmentCause ::= ENUMERATED {


emergency,


highPriorityAccess,


mt-Access,


mo-Signalling,


mo-Data,


mo-VoiceCall,


mo-VideoCall,


mo-SMS,


mps-PriorityAccess,


mcs-PriorityAccess,


...,


notAvailable

}

RRCInactiveTransitionReportRequest ::= ENUMERATED {


subsequent-state-transition-report,


single-rrc-connected-state-report,


cancel-report,


...
}

RRCState ::= ENUMERATED {


inactive,


connected,


...
}

RIMInformationTransfer ::= SEQUENCE {


targetRANNodeID



TargetRANNodeID,


sourceRANNodeID



SourceRANNodeID,


rIMInformation



RIMInformation,


iE-Extensions



ProtocolExtensionContainer { {RIMInformationTransfer-ExtIEs} }
OPTIONAL,


...

}

RIMInformationTransfer-ExtIEs NGAP-PROTOCOL-EXTENSION ::= {


...

}

RIMInformation
::= SEQUENCE

{


targetgNBSetID


GNBSetID,


rIM-RSDetection


ENUMERATED
{rs-detected, rs-disappeared, ...},


...

}

GNBSetID
::= BIT STRING (SIZE(22))

**************************skip unchanged part*******************************
9.4.7
Constant Definitions

**************************skip unchanged part*******************************
-- **************************************************************

--

-- IEs

--

-- **************************************************************


id-AllowedNSSAI










ProtocolIE-ID ::= 0


id-AMFName











ProtocolIE-ID ::= 1


id-AMFOverloadResponse








ProtocolIE-ID ::= 2


id-AMFSetID











ProtocolIE-ID ::= 3


id-AMF-TNLAssociationFailedToSetupList




ProtocolIE-ID ::= 4


id-AMF-TNLAssociationSetupList






ProtocolIE-ID ::= 5


id-AMF-TNLAssociationToAddList






ProtocolIE-ID ::= 6


id-AMF-TNLAssociationToRemoveList





ProtocolIE-ID ::= 7


id-AMF-TNLAssociationToUpdateList





ProtocolIE-ID ::= 8


id-AMFTrafficLoadReductionIndication




ProtocolIE-ID ::= 9


id-AMF-UE-NGAP-ID









ProtocolIE-ID ::= 10


id-AssistanceDataForPaging







ProtocolIE-ID ::= 11


id-BroadcastCancelledAreaList






ProtocolIE-ID ::= 12

id-BroadcastCompletedAreaList






ProtocolIE-ID ::= 13


id-CancelAllWarningMessages







ProtocolIE-ID ::= 14

id-Cause











ProtocolIE-ID ::= 15


id-CellIDListForRestart








ProtocolIE-ID ::= 16

id-ConcurrentWarningMessageInd






ProtocolIE-ID ::= 17


id-CoreNetworkAssistanceInformationForInactive


ProtocolIE-ID ::= 18


id-CriticalityDiagnostics







ProtocolIE-ID ::= 19


id-DataCodingScheme









ProtocolIE-ID ::= 20


id-DefaultPagingDRX









ProtocolIE-ID ::= 21


id-DirectForwardingPathAvailability





ProtocolIE-ID ::= 22


id-EmergencyAreaIDListForRestart





ProtocolIE-ID ::= 23

id-EmergencyFallbackIndicator






ProtocolIE-ID ::= 24


id-EUTRA-CGI










ProtocolIE-ID ::= 25


id-FiveG-S-TMSI










ProtocolIE-ID ::= 26


id-GlobalRANNodeID









ProtocolIE-ID ::= 27


id-GUAMI











ProtocolIE-ID ::= 28


id-HandoverType










ProtocolIE-ID ::= 29


id-IMSVoiceSupportIndicator







ProtocolIE-ID ::= 30


id-IndexToRFSP










ProtocolIE-ID ::= 31


id-InfoOnRecommendedCellsAndRANNodesForPaging


ProtocolIE-ID ::= 32


id-LocationReportingRequestType






ProtocolIE-ID ::= 33


id-MaskedIMEISV










ProtocolIE-ID ::= 34


id-MessageIdentifier








ProtocolIE-ID ::= 35


id-MobilityRestrictionList







ProtocolIE-ID ::= 36


id-NASC












ProtocolIE-ID ::= 37


id-NAS-PDU











ProtocolIE-ID ::= 38


id-NASSecurityParametersFromNGRAN





ProtocolIE-ID ::= 39


id-NewAMF-UE-NGAP-ID








ProtocolIE-ID ::= 40


id-NewSecurityContextInd







ProtocolIE-ID ::= 41


id-NGAP-Message










ProtocolIE-ID ::= 42

id-NGRAN-CGI










ProtocolIE-ID ::= 43


id-NGRANTraceID










ProtocolIE-ID ::= 44


id-NR-CGI











ProtocolIE-ID ::= 45


id-NRPPa-PDU










ProtocolIE-ID ::= 46


id-NumberOfBroadcastsRequested






ProtocolIE-ID ::= 47


id-OldAMF











ProtocolIE-ID ::= 48


id-OverloadStartNSSAIList







ProtocolIE-ID ::= 49


id-PagingDRX










ProtocolIE-ID ::= 50


id-PagingOrigin










ProtocolIE-ID ::= 51


id-PagingPriority









ProtocolIE-ID ::= 52


id-PDUSessionResourceAdmittedList





ProtocolIE-ID ::= 53


id-PDUSessionResourceFailedToModifyListModRes


ProtocolIE-ID ::= 54

id-PDUSessionResourceFailedToSetupListCxtRes


ProtocolIE-ID ::= 55


id-PDUSessionResourceFailedToSetupListHOAck



ProtocolIE-ID ::= 56


id-PDUSessionResourceFailedToSetupListPSReq



ProtocolIE-ID ::= 57


id-PDUSessionResourceFailedToSetupListSURes



ProtocolIE-ID ::= 58


id-PDUSessionResourceHandoverList





ProtocolIE-ID ::= 59

id-PDUSessionResourceListCxtRelCpl





ProtocolIE-ID ::= 60


id-PDUSessionResourceListHORqd






ProtocolIE-ID ::= 61


id-PDUSessionResourceModifyListModCfm




ProtocolIE-ID ::= 62

id-PDUSessionResourceModifyListModInd




ProtocolIE-ID ::= 63

id-PDUSessionResourceModifyListModReq




ProtocolIE-ID ::= 64

id-PDUSessionResourceModifyListModRes




ProtocolIE-ID ::= 65

id-PDUSessionResourceNotifyList






ProtocolIE-ID ::= 66

id-PDUSessionResourceReleasedListNot




ProtocolIE-ID ::= 67

id-PDUSessionResourceReleasedListPSAck




ProtocolIE-ID ::= 68


id-PDUSessionResourceReleasedListPSFail




ProtocolIE-ID ::= 69

id-PDUSessionResourceReleasedListRelRes




ProtocolIE-ID ::= 70

id-PDUSessionResourceSetupListCxtReq




ProtocolIE-ID ::= 71

id-PDUSessionResourceSetupListCxtRes




ProtocolIE-ID ::= 72

id-PDUSessionResourceSetupListHOReq





ProtocolIE-ID ::= 73

id-PDUSessionResourceSetupListSUReq





ProtocolIE-ID ::= 74

id-PDUSessionResourceSetupListSURes





ProtocolIE-ID ::= 75

id-PDUSessionResourceToBeSwitchedDLList




ProtocolIE-ID ::= 76

id-PDUSessionResourceSwitchedList





ProtocolIE-ID ::= 77

id-PDUSessionResourceToReleaseListHOCmd




ProtocolIE-ID ::= 78

id-PDUSessionResourceToReleaseListRelCmd



ProtocolIE-ID ::= 79

id-PLMNSupportList









ProtocolIE-ID ::= 80

id-PWSFailedCellIDList








ProtocolIE-ID ::= 81

id-RANNodeName










ProtocolIE-ID ::= 82


id-RANPagingPriority








ProtocolIE-ID ::= 83


id-RANStatusTransfer-TransparentContainer



ProtocolIE-ID ::= 84


id-RAN-UE-NGAP-ID









ProtocolIE-ID ::= 85


id-RelativeAMFCapacity








ProtocolIE-ID ::= 86


id-RepetitionPeriod









ProtocolIE-ID ::= 87


id-ResetType










ProtocolIE-ID ::= 88


id-RoutingID










ProtocolIE-ID ::= 89


id-RRCEstablishmentCause







ProtocolIE-ID ::= 90

id-RRCInactiveTransitionReportRequest




ProtocolIE-ID ::= 91


id-RRCState











ProtocolIE-ID ::= 92


id-SecurityContext









ProtocolIE-ID ::= 93


id-SecurityKey










ProtocolIE-ID ::= 94


id-SerialNumber










ProtocolIE-ID ::= 95


id-ServedGUAMIList









ProtocolIE-ID ::= 96


id-SliceSupportList









ProtocolIE-ID ::= 97


id-SONConfigurationTransferDL






ProtocolIE-ID ::= 98


id-SONConfigurationTransferUL






ProtocolIE-ID ::= 99


id-SourceAMF-UE-NGAP-ID








ProtocolIE-ID ::= 100


id-SourceToTarget-TransparentContainer




ProtocolIE-ID ::= 101


id-SupportedTAList









ProtocolIE-ID ::= 102


id-TAIListForPaging









ProtocolIE-ID ::= 103


id-TAIListForRestart








ProtocolIE-ID ::= 104

id-TargetID











ProtocolIE-ID ::= 105


id-TargetToSource-TransparentContainer




ProtocolIE-ID ::= 106

id-TimeToWait










ProtocolIE-ID ::= 107


id-TraceActivation









ProtocolIE-ID ::= 108


id-TraceCollectionEntityIPAddress





ProtocolIE-ID ::= 109

id-UEAggregateMaximumBitRate






ProtocolIE-ID ::= 110


id-UE-associatedLogicalNG-connectionList



ProtocolIE-ID ::= 111


id-UEContextRequest









ProtocolIE-ID ::= 112


id-UE-NGAP-IDs










ProtocolIE-ID ::= 114


id-UEPagingIdentity









ProtocolIE-ID ::= 115


id-UEPresenceInAreaOfInterestList





ProtocolIE-ID ::= 116

id-UERadioCapability








ProtocolIE-ID ::= 117


id-UERadioCapabilityForPaging






ProtocolIE-ID ::= 118


id-UESecurityCapabilities







ProtocolIE-ID ::= 119


id-UnavailableGUAMIList








ProtocolIE-ID ::= 120


id-UserLocationInformation







ProtocolIE-ID ::= 121

id-WarningAreaList









ProtocolIE-ID ::= 122


id-WarningMessageContents







ProtocolIE-ID ::= 123


id-WarningSecurityInfo








ProtocolIE-ID ::= 124


id-WarningType










ProtocolIE-ID ::= 125


id-AdditionalUL-NGU-UP-TNLInformation




ProtocolIE-ID ::= 126


id-DataForwardingNotPossible






ProtocolIE-ID ::= 127


id-DL-NGU-UP-TNLInformation







ProtocolIE-ID ::= 128


id-NetworkInstance









ProtocolIE-ID ::= 129


id-PDUSessionAggregateMaximumBitRate




ProtocolIE-ID ::= 130


id-PDUSessionResourceFailedToModifyListModCfm


ProtocolIE-ID ::= 131

id-PDUSessionResourceFailedToSetupListCxtFail


ProtocolIE-ID ::= 132


id-PDUSessionResourceListCxtRelReq





ProtocolIE-ID ::= 133


id-PDUSessionType









ProtocolIE-ID ::= 134


id-QosFlowAddOrModifyRequestList





ProtocolIE-ID ::= 135


id-QosFlowSetupRequestList







ProtocolIE-ID ::= 136


id-QosFlowToReleaseList








ProtocolIE-ID ::= 137


id-SecurityIndication








ProtocolIE-ID ::= 138


id-UL-NGU-UP-TNLInformation







ProtocolIE-ID ::= 139


id-UL-NGU-UP-TNLModifyList







ProtocolIE-ID ::= 140

id-WarningAreaCoordinates







ProtocolIE-ID ::= 141


id-PDUSessionResourceSecondaryRATUsageList



ProtocolIE-ID ::= 142


id-HandoverFlag










ProtocolIE-ID ::= 143


id-SecondaryRATUsageInformation






ProtocolIE-ID ::= 144


id-PDUSessionResourceReleaseResponseTransfer


ProtocolIE-ID ::= 145


id-RedirectionVoiceFallback







ProtocolIE-ID ::= 146


id-UERetentionInformation







ProtocolIE-ID ::= 147


id-S-NSSAI











ProtocolIE-ID ::= 148


id-PSCellInformation








ProtocolIE-ID ::= 149


id-LastEUTRAN-PLMNIdentity







ProtocolIE-ID ::= 150


id-MaximumIntegrityProtectedDataRate-DL




ProtocolIE-ID ::= 151


id-AdditionalDLForwardingUPTNLInformation



ProtocolIE-ID ::= 152


id-AdditionalDLUPTNLInformationForHOList



ProtocolIE-ID ::= 153


id-AdditionalNGU-UP-TNLInformation





ProtocolIE-ID ::= 154


id-AdditionalDLQosFlowPerTNLInformation




ProtocolIE-ID ::= 155


id-SecurityResult









ProtocolIE-ID ::= 156


id-ENDC-SONConfigurationTransferDL





ProtocolIE-ID ::= 157


id-ENDC-SONConfigurationTransferUL





ProtocolIE-ID ::= 158


id-OldAssociatedQosFlowList-ULendmarkerexpected


ProtocolIE-ID ::= 159


id-CNTypeRestrictionsForEquivalent





ProtocolIE-ID ::= 160


id-CNTypeRestrictionsForServing






ProtocolIE-ID ::= 161


id-NewGUAMI











ProtocolIE-ID ::= 162


id-ULForwarding










ProtocolIE-ID ::= 163


id-ULForwardingUP-TNLInformation





ProtocolIE-ID ::= 164


id-CNAssistedRANTuning








ProtocolIE-ID ::= 165


id-CommonNetworkInstance







ProtocolIE-ID ::= 166


id-NGRAN-TNLAssociationToRemoveList





ProtocolIE-ID ::= 167


id-TNLAssociationTransportLayerAddressNGRAN



ProtocolIE-ID ::= 168


id-EndpointIPAddressAndPort







ProtocolIE-ID ::= 169


id-LocationReportingAdditionalInfo





ProtocolIE-ID ::= 170


id-SourceToTarget-AMFInformationReroute




ProtocolIE-ID ::= 171


id-AdditionalULForwardingUPTNLInformation



ProtocolIE-ID ::= 172


id-SCTP-TLAs










ProtocolIE-ID ::= 173


id-DataForwardingResponseERABList





ProtocolIE-ID ::= 174


id-RIMInformationTransfer







ProtocolIE-ID ::= 175


id-GUAMIType










ProtocolIE-ID ::= 176


id-AdditionalRedundantDL-NGU-UP-TNLInformation


ProtocolIE-ID ::= 177

id-AdditionalRedundantDLQosFlowPerTNLInformation

ProtocolIE-ID ::= 178

id-AdditionalRedundantNGU-UP-TNLInformation



ProtocolIE-ID ::= 179

id-AdditionalRedundantUL-NGU-UP-TNLInformation


ProtocolIE-ID ::= 180

id-CNPacketDelayBudget








ProtocolIE-ID ::= 181

id-ExtendedPacketDelayBudget






ProtocolIE-ID ::= 182

id-RedundantCommonNetworkInstance





ProtocolIE-ID ::= 183

id-RedundantDL-NGU-TNLInformationReused




ProtocolIE-ID ::= 184

id-RedundantDL-NGU-UP-TNLInformation




ProtocolIE-ID ::= 185

id-RedundantDLQosFlowPerTNLInformation




ProtocolIE-ID ::= 186

id-RedundantQosFlowIndicator






ProtocolIE-ID ::= 187

id-RedundantUL-NGU-UP-TNLInformation




ProtocolIE-ID ::= 188

id-TSCTrafficCharacteristics






ProtocolIE-ID ::= 189

id-RedundantPDUSessionInformation




ProtocolIE-ID ::= xxx
END

-- ASN1STOP

============ End of ASN.1 change ==============
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