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1	Introduction
This paper discusses remaining issues related to IP transport for IAB. 
2	Discussion
2.1	Format for multiple IP addresses
The CU can send multiple IP addresses to the IAB-node. RAN3 needs to decide on the format used to specify a set of IP addresses pertaining to a specific IP domain. The following options may be considered:
Option 1.1: Specify explicit number of IP addresses
Option 1.2: Specify IP prefix length in bits.
This decision may be preempted by RAN2, which has to discuss this topic for the configuration of IP addresses on the IAB-node via RRC.
Proposal 1: RAN3 to decide if multiple IP addresses of a network domain are requested/provided via an explicit number or via IP prefix length.

2.2	Separate IP address allocation for UP domain vs. CP domain
CU-UP and CU-CP may reside in different network domains and the IAB-donor DU may be interconnected to both domains. It might be possible that there is no IP routability between both network domains. In this case, the IAB-donor DU would support two IP subnets for UP and for CP, respectively, and it would have to provide a separate set of IP addresses for UP and CP to the IAB-node. 
Option 2.1: Common set of IP addresses used for UP and CP. 
Option 2.2: Separate set of IP addresses used for UP and CP.
In case RAN3 supports option 2.2, an LS needs to be sent to RAN2 to support separate IP address configuration for UP and CP via RRC.
Proposal 2: RAN3 to decide if common or separate sets of IP addresses are used for UP and CP.

2.3	Signaling for IP request from IAB-donor DU
The CU may request IP addresses from the IAB-donor DU. F1AP signaling for this request/reply handshake needs to be specified. While this signaling is non-UE-associated, it is also not F1-interface related, and therefore new signaling messages need to be introduced.
Proposal 3: RAN3 to specify the F1AP messages for CU-based IP address requests from the IAB-donor DU. 

2.4 	Addition/release of IP addresses for topology adaptation
When the IAB-node migrates to a parent node that is connected to a different IAB-donor DU, it needs to obtain a new set of IP addresses, which are anchored at this new IAB-donor DU. The CU may request these new IP addresses from the new IAB-donor DU and send them to the IAB-node. In this case, the old IP addresses should not be used anymore after the migration, i.e., the new IP addresses should replace the old IP addresses. IP address replacement could be accommodated via configuration of new IP addresses and explicit release request for old IP addresses.
When a topologically redundant path is established via a different IAB-donor DU, the IAB-node also needs to obtain a new set of IP addresses, which are anchored at this new IAB-donor DU. However, opposed to the IAB-node migration scenario, the IAB-node can still use the old IP addresses in parallel to the new IP addresses. This means that the old IP address are not being replaced.
When a topological redundant path is released, the CU should be able to request from the IAB-node to release the IP addresses associated with this path.
To support IP address management for all of these topology adaptation scenarios, the CU must be able to configure IP addresses on the IAB-node and request release of IP addresses from IAB-node via RRC. 
Proposal 4: RAN3 to send an LS to RAN2 to support RRC-based IP address release on IAB-node.

2.5		UL source-IP-address selection in redundant topologies
When the IAB-node supports redundant paths to the CU via different IAB-donor DUs, it may use both paths concurrently. Note that this may also apply to IAB-nodes that have only one parent node, in case path bifurcation occurs further upstream. The CU determines via the BAP routing ID in the UL mapping configuration, which of the two paths each traffic type, such as a GTP-U tunnel, will take. The UL packet should carry a source IP address that is anchored at the IAB-donor DU where it enters the wireline network on the way to the CU. Otherwise, it may be discarded due to ingress filtering applied by routers and middleboxes on the wireline network. This ingress filtering is usually applied as security measure to protect the network from address spoofing.
The IAB-node, however, cannot derive from the BAP routing ID in the UL mapping configuration, which IAB-donor DU the UL packet will pass, and therefore, it does not know, which of its IP addresses it should use as the source IP address on the packet header. 
The following options may be considered:
Option 5.1: The IAB-node selects any of its IP address as the source address. This implies that the UL packet enters the wireline network with an incorrect source IP address and may be subject to ingress filtering.
Option 5.2: The IAB-node derives the source IP address from the destination IP address for DL packets for the same traffic type. This would still create a problem if the first packet goes upstream on the connection.
Option 5.3: The CU includes the source IP address into the UL mapping configuration.
Proposal 5: RAN3 to decide how the redundantly connected IAB-node selects the source IP address for UL packets.

2.6 	Configuration of security layer, SeGW, CU IP addresses
The IAB-node needs to know about the security layer configuration, e.g., if to use IPsec or DTLS for CP traffic or if to use IPsec transport or tunnel mode, as well as credentials used for the establishment of the security association. The IAB-node further has to be configured with the IP addresses of the CU-CP and potentially the SeGW(s) to be used for CP and UP traffic. The IAB-node further has to be configured with other IP based services, e.g., DNS server, etc.
All these configurations are the same for IAB-node DUs as for wireline DUs. Therefore, the same configuration methods can be used. 
Proposal 6: IAB-DUs to use the same methods for configuration of security layer, discovery of CU-CP and SeGWs, and other IP-based services as wireline DUs. 

3	Conclusion
The following proposals have been made:
Proposal 1: RAN3 to decide if multiple IP addresses of a network domain are requested/provided via an explicit number or via IP prefix length.

Proposal 2: RAN3 to decide if common or separate sets of IP addresses are used for UP and CP.

Proposal 3: RAN3 to specify the F1AP messages for CU-based IP address requests from the IAB-donor DU. 

Proposal 4: RAN3 to send an LS to RAN2 to support RRC-based IP address release on IAB-node.

Proposal 5: RAN3 to decide how the redundantly connected IAB-node selects the source IP address for UL packets.

Proposal 6: IAB-DUs to use the same methods for configuration of security layer, discovery of CU-CP and SeGWs, and other IP-based services as wireline DUs. 

