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S1AP Procedures

8.3
Context Management procedures
8.3.1
Initial Context Setup
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Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.

The INITIAL CONTEXT SETUP REQUEST message shall contain within the E-RAB to be Setup List IE the information required by the eNB to build the new E-RAB configuration consisting of at least one additional E-RAB. 

The E-RAB to be Setup Item IE may contain:

-
the NAS-PDU IE,

-
the Correlation ID IE in case of LIPA operation,

-
the SIPTO Correlation ID IE in case of SIPTO@LN operation,

-
the Bearer Type IE.

The INITIAL CONTEXT SETUP REQUEST message may contain

-
the Trace Activation IE.

-
the Handover Restriction List IE, which may contain roaming or access restrictions.

-
the UE Radio Capability IE.

-
the Subscriber Profile ID for RAT/Frequency priority IE.
-
the Additional RRM Policy Index IE.
-
the CS Fallback Indicator IE.

-
the SRVCC Operation Possible IE.

-
the CSG Membership Status IE.

-
the Registered LAI IE.

-
the GUMMEI IE, which indicates the MME serving the UE, and shall only be present according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14].

-
the MME UE S1AP ID 2 IE, which indicates the MME UE S1AP ID assigned by the MME, and shall only be present according to subclause 4.6.2 of TS 36.300 [14]. 

-
the Management Based MDT Allowed IE.

-
the Management Based MDT PLMN List IE.

-
the Additional CS Fallback Indicator IE.

-
the Masked IMEISV IE.

-
the Expected UE Behaviour IE.

-
the ProSe Authorized IE.
-
the UE User Plane CIoT Support Indicator IE.

-
the V2X Services Authorized IE.

-
the UE Sidelink Aggregate Maximum Bit Rate IE.

-
the NR UE Security Capabilities IE.
-
the Aerial UE subscription information IE.
-
the Pending Data Indication IE.
The INITIAL CONTEXT SETUP REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available in the MME.

If the Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for LIPA operation, then the eNB shall use this information for LIPA operation for the concerned E-RAB.

If the SIPTO Correlation ID IE is included in the INITIAL CONTEXT SETUP REQUEST message towards the eNB with L-GW function for SIPTO@LN operation, then the eNB shall use this information for SIPTO@LN operation for the concerned E-RAB.

If the Bearer Type IE is included in the INITIAL CONTEXT SETUP REQUEST message and is set to “non IP”, then the eNB shall not perform header compression for the concerned E-RAB.

If the Masked IMEISV IE is contained in the INITIAL CONTEXT SETUP REQUEST the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

If the Expected UE Behaviour IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time.

Upon receipt of the INITIAL CONTEXT SETUP REQUEST message the eNB shall
-
attempt to execute the requested E-RAB configuration.

-
store the UE Aggregate Maximum Bit Rate in the UE context, and use the received UE Aggregate Maximum Bit Rate for non-GBR Bearers for the concerned UE.

-
pass the value contained in the E-RAB ID IE and the NAS-PDU IE received for the E-RAB for each established Data radio bearer to the radio interface protocol. The eNB shall not send the NAS PDUs associated to the failed Data radio bearers to the UE.
-
store the received Handover Restriction List in the UE context.

-
store the received UE Radio Capability in the UE context.

-
store the received Subscriber Profile ID for RAT/Frequency priority in the UE context and use it as defined in TS 36.300 [14].

-
if supported, store the received Additional RRM Policy Index IE in the UE context and use it as defined in TS 36.300 [14].

-
store the received SRVCC Operation Possible in the UE context and use it as defined in TS 23.216 [9].
-
store the received UE Security Capabilities in the UE context.

-
store the received Security Key in the UE context, take it into use and associate it with the initial value of NCC as defined in TS 33.401 [15].

-
store the received CSG Membership Status, if supported, in the UE context.

-
store the received Management Based MDT Allowed information, if supported, in the UE context.

-
store the received Management Based MDT PLMN List information, if supported, in the UE context.

 -
store the received ProSe Authorization information, if supported, in the UE context.

-
store the received V2X Services Authorization information, if supported, in the UE context.

-
store the received UE Sidelink Aggregate Maximum Bit Rate, if supported, in the UE context, and use it for the concerned UE’s sidelink communication in network scheduled mode for V2X services.

For the Initial Context Setup an initial value for the Next Hop Chaining Count is stored in the UE context.
The allocation of resources according to the values of the Allocation and Retention Priority IE shall follow the principles described for the E-RAB Setup procedure.
The eNB shall use the information in the Handover Restriction List IE if present in the INITIAL CONTEXT SETUP REQUEST message to

-
determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except if the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present in which case the eNB may use the information in the Handover Restriction List IE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall consider that no roaming and no access restriction apply to the UE. The eNB shall also consider that no roaming and no access restriction apply to the UE when:

-
one of the setup E-RABs has a particular ARP value (TS 23.401 [11]);

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is not present and, in case the Handover Restriction List IE is applied, no suitable target is found, in which case it shall process according to TS 23.272 [17];

-
the CS Fallback Indicator IE is set to “CS Fallback High Priority” and the Additional CS Fallback Indicator IE is set to “no restriction”, in which case it shall process according to TS 23.272 [17].

If the Trace Activation IE is included in the INITIAL CONTEXT SETUP REQUEST message then eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];
-
if the Trace Activation IE does not include the NR MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];
-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];
- if the Trace Activation IE includes the MDT Activation IE, within the NR MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];
-
if the Trace Activation IE includes the MDT Activation IE ,within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBSFN MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.
-
if the Trace Activation IE includes the MDT Activation IE ,within the NR MDT Configuration IE, set to “Immediate MDT Only” or “Logged MDT only”, initiate the requested MDT session as described in TS 32.422 [10] and the eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.
-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.
-
if the Trace Activation IE includes the MDT Location Information IE, within the NR MDT Configuration IE, store this information and take it into account in the requested MDT session.
-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the NR MDT Configuration IE, the eNB may use it to propagate the NR MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the UE Application layer measurement configuration IE, initiate the requested trace session and QoE Measurement Collection function as described in TS 36.300 [14].

-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the NR MDT Configuration IE, take it into account for NR MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the NR MDT Configuration IE, take it into account for NR MDT Configuration as described in TS 37.320 [31].
If the CS Fallback Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the UE Context to be set-up is subject to CS Fallback. The eNB shall reply with the INITIAL CONTEXT SETUP RESPONSE message and then act as defined in TS 23.272 [17].
If the Registered LAI IE is included in the INITIAL CONTEXT SETUP REQUEST message, it indicates that the eNB may take the Registered LAI IE into account when selecting the target cell or frequency and then act as defined in TS 23.272 [17].
If the UE Security Capabilities IE included in the INITIAL CONTEXT SETUP REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Key IE.
If the GUMMEI IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it for subsequent X2 handovers.

If the MME UE S1AP ID 2 IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it for subsequent X2 handovers.

If the Management Based MDT Allowed IE is contained in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall use it, if supported, together with information in the Management Based MDT PLMN List IE, if available in the UE context, to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [10].

If the UE User Plane CIoT Support Indicator IE is included in the INITIAL CONTEXT SETUP REQUEST message and is set to "supported", the eNB shall, if supported, consider that User Plane CIoT EPS Optimisation as specified in TS 23.401 [11] is supported for the UE. 

If the Enhanced Coverage Restricted IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall store this information in the UE context and use it as defined in TS 23.401 [11].

If the CE-Mode-B Restricted IE is included in the INITIAL CONTEXT SETUP REQUEST message and the Enhanced Coverage Restricted IE is not set to restricted and the Enhanced Coverage Restricted information stored in the UE context is not set to restricted, the eNB shall store this information in the UE context and use it as defined in TS 23.401 [11].

If the NR UE Security Capabilities IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 33.401 [15].
If the Aerial UE subscription information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 36.300 [14].
If the Pending Data Indication IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall use it as defined in TS 23.401 [11].

If the Subscription Based UE Differentiation Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context for further use according to TS 23.401 [11].
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:

-
A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE

-
A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment, e.g., “Radio resources not available”, “Failure in the Radio Interface Procedure”.

After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
8.4
Handover Signalling

8.4.2
Handover Resource Allocation

8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains roaming or access restrictions.

If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has a particular ARP value (TS 23.401 [11]).

The target eNB shall use the information in Handover Restriction List IE if present in the HANDOVER REQUEST message to

-
determine a target for subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE;

-
select a proper SCG during dual connectivity operation.

If the Handover Restriction List IE is not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

Upon reception of the HANDOVER REQUEST message the eNB shall store the received UE Security Capabilities IE in the UE context and use it to prepare the configuration of the AS security relation with the UE.

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of the received SRVCC Operation Possible IE in the UE context and, if supported, use it as defined in TS 23.216 [9].
Upon reception of the HANDOVER REQUEST message the eNB shall store the received Security Context IE in the UE context and the eNB shall use it to derive the security configuration as specified in TS 33.401 [15].

If the Trace Activation IE is included in the HANDOVER REQUEST message, the target eNB shall if supported, initiate the requested trace function as described in TS 32.422 [10]. In particular, the eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];
-
if the Trace Activation IE does not include the NR MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [10];
-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];
-
if the Trace Activation IE includes the MDT Activation IE, within the NR MDT Configuration IE, set to “Immediate MDT and Trace”, initiate the requested trace session and MDT session as described in TS 32.422 [10];
-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBSFN MDT”, initiate the requested MDT session as described in TS 32.422 [10] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.
-
if the Trace Activation IE includes the MDT Activation IE, within the NR MDT Configuration IE, set to “Immediate MDT Only” or “Logged MDT only”, initiate the requested MDT session as described in TS 32.422 [10] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.
-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session.
-
if the Trace Activation IE includes the MDT Location Information IE, within the NR MDT Configuration IE, store this information and take it into account in the requested MDT session
-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the NR MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the MBSFN-AreaId IE in the MBSFN-ResultToLog IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].

-
if the Trace Activation IE includes the UE Application layer measurement configuration IE, initiate the requested trace session and QoE Measurement Collection function as described in TS 36.300 [14].

-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the NR MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the NR MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
If the CSG Id IE is received in the HANDOVER REQUEST message, the eNB shall compare the received value with the CSG Id broadcast by the target cell.

If the CSG Membership Status IE is received in the HANDOVER REQUEST message and the CSG Membership Status is set to “member”, the eNB may provide the QoS to the UE as for member provided that the CSG Id received in the HANDOVER REQUEST messages corresponds to the CSG Id broadcast by the target cell.

If the CSG Membership Status IE and the CSG Id IE are received in the HANDOVER REQUEST message and the CSG Id does not correspond to the CSG Id broadcast by the target cell, the eNB may provide the QoS to the UE as for a non member and shall send back in the HANDOVER REQUEST ACKNOWLEDGE message the actual CSG Id broadcast by the target cell.

If the target cell is CSG cell or hybrid cell, the target eNB shall include the CSG ID IE in the HANDOVER REQUEST ACKNOWLEDGE message.

If the target eNB receives the CSG Id IE and the CSG Membership Status IE is set to “non member” in the HANDOVER REQUEST message and the target cell is a closed cell and at least one of the E-RABs has a particular ARP value (see TS 23.401 [11]), the eNB shall send back the HANDOVER REQUEST ACKNOWLEDGE message to the MME accepting those E-RABs and failing the other E-RABs.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall store the content of the received Subscriber Profile ID for RAT/Frequency priority IE in the UE context and use it as defined in TS 36.300 [14].

If the Additional RRM Policy Index IE is contained in the Source eNB to Target eNB Transparent Container IE, the target eNB shall, if supported, store it and use it as defined in TS 36.300 [14].

Upon reception of the UE History Information IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE, which is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information, to be used for future handover preparations.

If the Mobility Information IE is included within the Source eNB to Target eNB Transparent Container IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [14].

If the Expected UE Behaviour IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information and may use it to determine the RRC connection time. 
If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to “non IP”, then the eNB shall not perform header compression for the concerned E-RAB.

After all necessary resources for the admitted E-RABs have been allocated, the target eNB shall generate the HANDOVER REQUEST ACKNOWLEDGE message. The target eNB shall include in the E-RABs Admitted List IE the E-RABs for which resources have been prepared at the target cell. The E-RABs that have not been admitted in the target cell, if any, shall be included in the E-RABs Failed to Setup List IE.

If the HANDOVER REQUEST message contains the Data Forwarding Not Possible IE associated with a given E-RAB within the E-RABs To Be Setup List IE set to “Data forwarding not possible”, then the target eNB may decide not to include the DL Transport Layer Address IE and the DL GTP-TEID IE and for intra LTE handover the UL Transport Layer Address IE and the UL GTP-TEID IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message for that E-RAB.

For each bearer that target eNB has decided to admit and for which DL forwarding IE is set to “DL forwarding proposed”, the target eNB may include the DL GTP-TEID IE and the DL Transport Layer Address IE within the E-RABs Admitted List IE of the HANDOVER REQUEST ACKNOWLEDGE message indicating that it accepts the proposed forwarding of downlink data for this bearer.

If the HANDOVER REQUEST ACKNOWLEDGE message contains the UL GTP-TEID IE and the UL Transport Layer Address IE for a given bearer in the E-RABs Admitted List IE, then it means the target eNB has requested the forwarding of uplink data for this given bearer.

If the Request Type IE is included in the HANDOVER REQUEST message, then the target eNB should perform the requested location reporting functionality for the UE as described in subclause 8.11.

If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [15] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [15]), the eNB shall take it into use and ignore the keys received in the Security Context IE.

The GUMMEI IE shall only be contained in the HANDOVER REQUEST message according to subclauses 4.6.2 and 4.7.6.6 of TS 36.300 [14]. If the GUMMEI IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

The MME UE S1AP ID 2 IE shall only be contained in the HANDOVER REQUEST message according to subclause 4.6.2 of TS 36.300 [14].If the MME UE S1AP ID 2 IE is present, the target eNB shall store this information in the UE context and use it for subsequent X2 handovers.

If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selections of the UE for management based MDT defined in TS 32.422 [10].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling. 

If the HANDOVER REQUEST contains a Target Cell ID IE, as part of the Source eNB to Target eNB Transparent Container IE, for a cell which is no longer active, the eNB may respond with an HANDOVER REQUEST ACKNOWLEDGE in case the PCI of the deactivated cell is in use by another active cell.

If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).

If the UE User Plane CIoT Support Indicator IE is included in the HANDOVER REQUEST message and is set to "supported", the eNB shall, if supported, consider that User Plane CIoT EPS Optimisation as specified in TS 23.401 [11] is supported for the UE.

If the CE-mode-B Support Indicator IE is included in the HANDOVER REQUEST ACKNOWLEDGE message and set to "supported", the MME shall, if supported, take this information into account when setting NAS timer values for the UE as specified in TS 24.301[24].

If the V2X Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to “authorized”, the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).

If the UE Sidelink Aggregate Maximum Bit Rate IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, use the received value for the concerned UE’s sidelink communication in network scheduled mode for V2X services. 

If the Enhanced Coverage Restricted IE is included in the HANDOVER REQUEST message, the eNB shall store this information in the UE context and use it as defined in TS 23.401 [11].

If the CE-Mode-B Restricted IE is included in the HANDOVER REQUEST message and the Enhanced Coverage Restricted IE is not set to restricted and the Enhanced Coverage Restricted information stored in the UE context is not set to restricted, the eNB shall store this information in the UE context and use it as defined in TS 23.401 [11].

If the NR UE Security Capabilities IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 33.401 [15].
If the Aerial UE subscription information IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context and use it as defined in TS 36.300 [14].

If the Pending Data Indication IE is included in the HANDOVER REQUEST message, the eNB shall use it as defined in TS 23.401 [11].

If the Subscription Based UE Differentiation Information IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context for further use according to TS 23.401 [11].

If the Additional RRM Policy Index IE is contained in the HANDOVER REQUEST message, the eNB shall, if supported, store it and use it as defined in TS 36.300 [14].

If the HANDOVER REQUEST message is received for an handover originating from a source NG-RAN node, the list of E-RABs contained in the source eNB to target eNB Transparent Container which are not included in the HANDOVER REQUEST message shall be considered as not to be handed over and ignored.

8.10
Trace Procedures

8.10.1
Trace Start

8.10.1.2
Successful Operation
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Figure 8.10.1.2-1: Trace Start procedure.

The MME initiates the procedure by sending a TRACE START message. On receipt of a TRACE START message, the eNB shall initiate the requested trace function as described in TS 32.422 [10].

If the Trace Activation IE is included in the TRACE START message which includes the MDT Activation IE set to “Immediate MDT and Trace”, the eNB shall if supported, initiate the requested trace session and MDT session as described in TS 32.422 [10].

If the Trace Activation IE is included in the TRACE START message which includes the MDT Activation IE set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBSFN MDT”, the target eNB shall, if supported, initiate the requested MDT session as described in TS 32.422 [10] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE.

If the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, the eNB shall, if supported, store this information and take it into account in the requested MDT session.
If the Trace Activation IE includes the MDT Location Information IE, within the NR MDT Configuration IE, the eNB shall, if supported, store this information and take it into account in the requested MDT session.
If the Trace Activation IE is included in the TRACE START message which includes the MDT Activation IE set to “Immediate MDT Only”, “Logged MDT only” or “Logged MBSFN MDT” and if the Signalling based MDT PLMN List IE is included in the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].
If the Trace Activation IE is included in the TRACE START message which includes the MDT Activation IE set to “Immediate MDT Only” and if the Signalling based MDT PLMN List IE is included in the NR MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31].
If the Trace Activation IE includes the MBSFN-ResultToLog IE, within the MDT Configuration IE, the eNB shall, if supported, take it into account for MDT Configuration as described in TS 37.320 [31].

If the Trace Activation IE includes the MBSFN-AreaId IE in the MBSFN-ResultToLog IE, within the MDT Configuration IE, the eNB shall, if supported, take it into account for MDT Configuration as described in TS 37.320 [31].

If the Trace Activation IE includes the UE Application layer measurement configuration IE, the eNB shall, if supported, initiate the requested trace session and QoE Measurement Collection function as described in TS 36.300 [14].

If the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the MDT Configuration IE, the eNB shall, if supported, take it into account for MDT Configuration as described in TS 37.320 [31].
If the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the NR MDT Configuration IE, the eNB shall, if supported, take it into account for NR MDT Configuration as described in TS 37.320 [31].
If the Trace Activation IE includes the WLAN Measurement Configuration IE, within the MDT Configuration IE, the eNB shall, if supported, take it into account for MDT Configuration as described in TS 37.320 [31].
If the Trace Activation IE includes the WLAN Measurement Configuration IE, within the NR MDT Configuration IE, the eNB shall, if supported, take it into account for NR MDT Configuration as described in TS 37.320 [31].
Interactions with other procedures:

If the eNB is not able to initiate the trace session due to ongoing handover of the UE to another eNB, the eNB shall initiate a Trace Failure Indication procedure with the appropriate cause value.

9
Elements for S1AP Communication


9.2
Information Element Definitions

9.2.1
Radio Network Layer Related IEs

9.2.1.4
Trace Activation
Defines parameters related to a trace activation.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-UTRAN Trace ID
	M
	
	OCTET STRING (SIZE(8))
	The E-UTRAN Trace ID IE is composed of the following: Trace Reference defined in TS 32.422 [10] (leftmost 6 octets, with PLMN information coded as in 9.2.3.8), and

Trace Recording Session Reference defined in TS 32.422 [10] (last 2 octets).
	
	

	Interfaces To Trace
	M
	
	BIT STRING (SIZE(8))
	Each position in the bitmap represents an eNB or en-gNB interface:

first bit =S1-MME, second bit =X2, third bit =Uu, fourth bit =F1-C, fifth bit =E1:

other bits reserved for future use. Value ‘1’ indicates ‘should be traced’. Value ‘0’ indicates ‘should not be traced’.
	
	

	Trace depth
	M
	
	ENUMERATED(

minimum, medium, maximum, MinimumWithoutVendorSpecificExtension,

MediumWithoutVendorSpecificExtension,

MaximumWithoutVendorSpecificExtension, …)
	Defined in TS 32.422 [10].
	
	

	Trace Collection Entity IP Address
	M
	
	Transport Layer Address 9.2.2.1
	Defined in TS 32.422 [10].
	
	

	MDT Configuration
	O
	
	9.2.1.81
	
	YES
	ignore

	UE Application layer measurement configuration
	O
	
	9.2.1.128
	
	YES
	Ignore

	NR MDT Configuration
	O
	
	9.2.1.X
	
	YES
	Ignore


9.2.1.X
NR MDT Configuration

The IE defines the MDT configuration parameters for NR.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	MDT Activation
	M
	
	ENUMERATED(Immediate MDT only, Logged MDT only,…,)
	
	-
	-

	CHOICE Area Scope of MDT
	M
	
	
	
	-
	-

	>Cell based
	
	
	
	
	
	-

	>>Cell ID List for MDT
	
	1 .. <maxnoofNRCellIDforMDT>
	
	
	
	-

	>>>NR CGI
	M
	
	9.2.1.Y
	
	-
	-

	>TA based
	
	
	
	
	
	-

	>>TA List for MDT
	
	1 .. <maxnoofNRTAforMDT>
	
	
	
	-

	>>>5GS TAC
	M
	
	9.2.3.53
	The TAI is derived using the current serving PLMN.
	-
	-

	>PLMN Wide
	
	
	NULL
	
	-
	-

	>TAI based
	
	
	
	
	-
	-

	>>TAI List for MDT
	
	1 .. <maxnoofNRTAforMDT>
	
	
	-
	-

	>>>5GS TAI
	M
	
	9.2.3.52
	
	-
	-

	CHOICE MDT Mode
	M
	
	
	
	-
	-

	>Immediate MDT
	
	
	FFS:

The structure of the measurements is FFS. Whether a bitmap with conditional IEs is used or just optional IEs.
	
	
	-

	>>M1 Configuration
	O
	
	9.2.1.x1
	
	
	

	>>M3 Configuration
	O
	
	9.2.1.86 
	
	
	

	>>M4 Configuration
	O
	
	9.2.1.87
	
	
	

	>>M5 Configuration
	O
	
	9.2.1.88
	
	
	

	>>M6 Configuration
	O
	
	9.2.1.101
	
	
	

	>>M7 Configuration
	O
	
	9.2.1.102
	
	
	

	>>M8 Configuration
	O
	
	9.2.1.x2
	
	
	

	>>M9 Configuration
	O
	
	9.2.1.x3
	
	
	

	>>MDT Location Information
	O
	
	9.2.1.x4
	
	
	

	>Logged MDT
	
	
	
	
	
	

	>>Logging interval
	M
	
	TBD
	
	
	

	>>Logging duration
	M
	
	TBD
	
	
	

	>>Bluetooth Measurement Configuration
	O
	
	9.2.1.137
	
	
	

	>>WLAN Measurement Configuration
	O
	
	9.2.1.138
	
	
	

	>>Sensor Measurement Configuration
	O
	
	9.2.1.x5
	
	
	

	Signalling based MDT PLMN List
	O
	
	MDT PLMN List

9.2.1.89
	
	
	


	Range bound
	Explanation

	maxnoofNRCellIDforMDT
	Maximum no. of Cell ID subject for MDT scope. Value is 32.

	maxnoofNRTAforMDT
	Maximum no. of TA subject for MDT scope. Value is 8.


                                  -----Next change----
9.2.1.Y
NR CGI

This IE is used to globally identify an NR cell.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	PLMN Identity
	M
	
	9.2.3.8
	

	NR Cell Identity
	M
	
	BIT STRING (SIZE(36))
	The leftmost bits of the NR Cell Identity IE correspond to the gNB ID 


9.2.1.x1
M1 Configuration
This IE defines the parameters for M1 measurement collection.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	M1 Reporting Trigger
	M
	
	ENUMERATED (periodic, A2event-triggered, A2event-triggered periodic, …)
	
	-
	-

	M1 Threshold Event A2
	C-ifM1A2trigger
	
	
	Included in case of event-triggered or event-triggered periodic reporting for measurement M1.
	-
	-

	>CHOICE Threshold
	M
	
	
	
	-
	-

	>>RSRP
	
	
	
	
	
	-

	>>>Threshold RSRP
	M
	
	FFS
	This IE is defined in TS 38.331 [18].
	-
	-

	>>RSRQ
	
	
	
	
	
	-

	>>>Threshold RSRQ
	M
	
	FFS
	This IE is defined in TS 38.331 [18].
	-
	-

	>>SINR
	
	
	
	
	
	

	>>>Threshold SINR
	M
	
	FFS
	This IE is defined in TS 38.331 [18].
	-
	-

	M1 Periodic reporting
	C-ifperiodicMDT
	
	
	Included in case of periodic or event-triggered periodic reporting for measurement M1.
	-
	-

	>Report interval
	M
	
	FFS
	This IE is defined in TS 38.331 [18].
	-
	-

	>Report amount
	M
	
	FFS
	Number of reports.
	-
	-


9.2.1.x2
M8 Configuration

This IE defines the parameters for Bluetooth measurement collection.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Bluetooth Measurement Configuration
	M
	
	9.3.1.x2
	


9.2.1.x3
M9 Configuration
This IE defines the parameters for WLAN measurement collection.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Measurement Configuration
	M
	
	9.3.1.x3
	


9.2.1.x4
MDT Location Information
This IE defines the MDT Location Information.
Editor note: the definition of this IE may need to be updated and pending to RAN2 discussion.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	MDT Location Information
	O
	
	BITSTRING(SIZE(8))
	Each position in the bitmap represents requested location information as defined in TS 37.320 [x].

First Bit = GNSS

Second Bit = E-CID information.

Other bits are reserved for future use and are ignored if received.

Value “1” indicates “activate” and value “0” indicates “do not activate”.




9.2.1.x5

Sensor Measurement Configuration

This IE defines the parameters for Sensor measurement collection.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Sensor Measurement Configuration
	M
	
	ENUMERATED (Setup, …)
	

	Sensor Measurement Configuration Name List
	
	0..1
	
	

	>Sensor Measurement Configuration Name Item IEs
	
	1 .. <maxnoofSensorName>
	
	

	>>Sensor Measurement Configuration Name
	M
	
	OCTET STRING (SIZE (1..248))
	


	Range bound
	Explanation

	maxnoofSensorName
	Maximum no. of Sensor local name used for Sensor measurement collection. Value is 3


9.3
Message and Information Element Abstract Syntax (with ASN.1)

9.3.4
Information Element Definitions

-- **************************************************************

--

-- Information Element Definitions

--

-- **************************************************************

S1AP-IEs {

itu-t (0) identified-organization (4) etsi (0) mobileDomain (0) 

eps-Access (21) modules (3) s1ap (1) version1 (1) s1ap-IEs (2) }

DEFINITIONS AUTOMATIC TAGS ::= 

BEGIN

IMPORTS


id-E-RABInformationListItem,


id-E-RABItem,


id-GUMMEIType,


id-Bearers-SubjectToStatusTransfer-Item,

id-Time-Synchronisation-Info,

id-x2TNLConfigurationInfo,


id-eNBX2ExtendedTransportLayerAddresses,


id-MDTConfiguration,


id-Time-UE-StayedInCell-EnhancedGranularity,


id-HO-Cause,


id-M3Configuration,


id-M4Configuration,


id-M5Configuration,


id-MDT-Location-Info,


id-SignallingBasedMDTPLMNList,

id-MobilityInformation,


id-ULCOUNTValueExtended,


id-DLCOUNTValueExtended,


id-ReceiveStatusOfULPDCPSDUsExtended,


id-eNBIndirectX2TransportLayerAddresses,


id-Muting-Availability-Indication,


id-Muting-Pattern-Information,


id-NRrestrictioninEPSasSecondaryRAT,


id-NRrestrictionin5GS,


id-Synchronisation-Information,


id-uE-HistoryInformationFromTheUE,


id-LoggedMBSFNMDT,


id-SON-Information-Report,


id-RecommendedCellItem,


id-RecommendedENBItem,


id-ProSeUEtoNetworkRelaying,


id-ULCOUNTValuePDCP-SNlength18,


id-DLCOUNTValuePDCP-SNlength18,


id-ReceiveStatusOfULPDCPSDUsPDCP-SNlength18,


id-M6Configuration,


id-M7Configuration,


id-RAT-Type,

id-extended-e-RAB-MaximumBitrateDL,


id-extended-e-RAB-MaximumBitrateUL,


id-extended-e-RAB-GuaranteedBitrateDL,


id-extended-e-RAB-GuaranteedBitrateUL,


id-extended-uEaggregateMaximumBitRateDL,


id-extended-uEaggregateMaximumBitRateUL,


id-SecondaryRATDataUsageReportItem,


id-E-RABUsageReportItem,

id-UEAppLayerMeasConfig,

id-serviceType,


id-UnlicensedSpectrumRestriction, 

id-CNTypeRestrictions,

id-DownlinkPacketLossRate,


id-UplinkPacketLossRate,


id-BluetoothMeasurementConfiguration,


id-WLANMeasurementConfiguration,


id-LastNG-RANPLMNIdentity,


id-PSCellInformation,

id-IMSvoiceEPSfallbackfrom5G,

id-RequestTypeAdditionalInfo,


id-AdditionalRRMPriorityIndex,


maxnoofCSGs,

maxnoofE-RABs,


maxnoofErrors,


maxnoofBPLMNs,


maxnoofPLMNsPerMME,


maxnoofTACs,

maxnoofEPLMNs,


maxnoofEPLMNsPlusOne,


maxnoofForbLACs,


maxnoofForbTACs,


maxnoofCellsinUEHistoryInfo,


maxnoofCellID,


maxnoofDCNs,


maxnoofEmergencyAreaID,


maxnoofTAIforWarning,


maxnoofCellinTAI,


maxnoofCellinEAI,


maxnoofeNBX2TLAs,


maxnoofeNBX2ExtTLAs,


maxnoofeNBX2GTPTLAs,


maxnoofRATs,


maxnoofGroupIDs,


maxnoofMMECs,


maxnoofTAforMDT,


maxnoofCellIDforMDT,


maxnoofMDTPLMNs,


maxnoofCellsforRestart,


maxnoofRestartTAIs,


maxnoofRestartEmergencyAreaIDs,


maxnoofMBSFNAreaMDT,


maxEARFCN,


maxnoofCellsineNB,


maxnoofRecommendedCells,


maxnoofRecommendedENBs,


maxnooftimeperiods,


maxnoofCellIDforQMC,


maxnoofTAforQMC,


maxnoofPLMNforQMC,


maxnoofBluetoothName,


maxnoofWLANName,


maxnoofConnectedengNBs
FROM S1AP-Constants


Criticality,


ProcedureCode,


ProtocolIE-ID,


TriggeringMessage

FROM S1AP-CommonDataTypes


ProtocolExtensionContainer{},


S1AP-PROTOCOL-EXTENSION,


ProtocolIE-SingleContainer{},


S1AP-PROTOCOL-IES

FROM S1AP-Containers;


-- M

M3Configuration ::= SEQUENCE {


m3period


M3period,


iE-Extensions

ProtocolExtensionContainer { { M3Configuration-ExtIEs} } OPTIONAL,


...

}

M3Configuration-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

M3period ::= ENUMERATED {ms100, ms1000, ms10000, ...,ms1024, ms1280, ms2048, ms2560, ms5120, ms10240, min1 } 

M4Configuration ::= SEQUENCE {


m4period


M4period,


m4-links-to-log

Links-to-log,


iE-Extensions

ProtocolExtensionContainer { { M4Configuration-ExtIEs} } OPTIONAL,


...

}

M4Configuration-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

M4period ::= ENUMERATED {ms1024, ms2048, ms5120, ms10240, min1, ... } 

M5Configuration ::= SEQUENCE {


m5period


M5period,


m5-links-to-log

Links-to-log,


iE-Extensions

ProtocolExtensionContainer { { M5Configuration-ExtIEs} } OPTIONAL,


...

}

M5Configuration-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

M5period ::= ENUMERATED {ms1024, ms2048, ms5120, ms10240, min1, ... } 

M6Configuration ::= SEQUENCE {


m6report-Interval
M6report-Interval,


m6delay-threshold
M6delay-threshold

OPTIONAL,

-- This IE shall be present if the M6 Links to log IE is set to “uplink” or to “both-uplink-and-downlink” --


m6-links-to-log

Links-to-log,


iE-Extensions

ProtocolExtensionContainer { { M6Configuration-ExtIEs} } OPTIONAL,


...

}

M6Configuration-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

M6report-Interval ::= ENUMERATED { ms1024, ms2048, ms5120, ms10240, ... }

M6delay-threshold ::= ENUMERATED { ms30, ms40, ms50, ms60, ms70, ms80, ms90, ms100, ms150, ms300, ms500, ms750, ... }

M7Configuration ::= SEQUENCE {


m7period


M7period,


m7-links-to-log

Links-to-log,


iE-Extensions

ProtocolExtensionContainer { { M7Configuration-ExtIEs} } OPTIONAL,


...

}

M7Configuration-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

M7period ::= INTEGER(1..60, ...)

MDT-Activation 
::= ENUMERATED { 


immediate-MDT-only,


immediate-MDT-and-Trace,


logged-MDT-only,


...,


logged-MBSFN-MDT

}

MDT-Location-Info ::= BIT STRING (SIZE (8))

MDT-Configuration ::= SEQUENCE {


mdt-Activation

MDT-Activation,


areaScopeOfMDT

AreaScopeOfMDT,


mDTMode



MDTMode,


iE-Extensions

ProtocolExtensionContainer { { MDT-Configuration-ExtIEs} } OPTIONAL,


...

}

MDT-Configuration-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


{ ID id-SignallingBasedMDTPLMNList


CRITICALITY ignore
EXTENSION MDTPLMNList
PRESENCE optional
},


...

}

MDT-NR-Configuration ::= SEQUENCE {


mdt-Activation

MDT-Activation,


areaScopeOfMDT

AreaScopeOfMDT,


mDTMode



MDTMode,


iE-Extensions

ProtocolExtensionContainer { { NR-MDT-Configuration-ExtIEs} } OPTIONAL,


...

}

MDT-NR-Configuration-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


{ ID id-SignallingBasedMDTPLMNList


CRITICALITY ignore
EXTENSION MDTPLMNList
PRESENCE optional
},


...

}
ManagementBasedMDTAllowed ::= ENUMERATED {allowed, ...}

MBSFN-ResultToLog ::= SEQUENCE (SIZE(1..maxnoofMBSFNAreaMDT)) OF MBSFN-ResultToLogInfo

MBSFN-ResultToLogInfo ::= SEQUENCE {


mBSFN-AreaId

INTEGER (0..255)

OPTIONAL,


carrierFreq


EARFCN,



iE-Extensions

ProtocolExtensionContainer { { MBSFN-ResultToLogInfo-ExtIEs} } OPTIONAL,


...

}

MBSFN-ResultToLogInfo-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

MDTPLMNList ::= SEQUENCE (SIZE(1..maxnoofMDTPLMNs)) OF PLMNidentity

PrivacyIndicator ::= ENUMERATED {


immediate-MDT,


logged-MDT,


...

}

MDTMode ::= CHOICE {


immediateMDT



ImmediateMDT,


loggedMDT




LoggedMDT,


...,


mDTMode-Extension


MDTMode-Extension

}

MDTMode-Extension ::= ProtocolIE-SingleContainer {{ MDTMode-ExtensionIE }}

MDTMode-ExtensionIE S1AP-PROTOCOL-IES ::= {


{ ID id-LoggedMBSFNMDT

CRITICALITY ignore
TYPE LoggedMBSFNMDT

PRESENCE mandatory}

}

MeasurementsToActivate ::= BIT STRING (SIZE (8))

MeasurementThresholdA2 ::= CHOICE { 


threshold-RSRP



Threshold-RSRP,


threshold-RSRQ



Threshold-RSRQ,


...

}

MessageIdentifier
::= BIT STRING (SIZE (16))

MobilityInformation ::= BIT STRING (SIZE(32))

MMEname ::= PrintableString (SIZE (1..150,...))

MMEPagingTarget ::= CHOICE {


global-ENB-ID

Global-ENB-ID,


tAI




TAI,


...

}

MMERelaySupportIndicator ::= ENUMERATED {true, ...}

MME-Group-ID
::= OCTET STRING (SIZE (2))

MME-Code

::= OCTET STRING (SIZE (1))

MME-UE-S1AP-ID
::= INTEGER (0..4294967295)

M-TMSI


::= OCTET STRING (SIZE (4))

MSClassmark2
::= OCTET STRING

MSClassmark3
::= OCTET STRING

MutingAvailabilityIndication ::= ENUMERATED {


available,


unavailable,


...

}

MutingPatternInformation ::= SEQUENCE {


muting-pattern-period



ENUMERATED {ms0, ms1280, ms2560, ms5120, ms10240, ...},


muting-pattern-offset



INTEGER (0..10239, ...)

OPTIONAL,


iE-Extensions





ProtocolExtensionContainer { {MutingPatternInformation-ExtIEs} } OPTIONAL,


...

}

MutingPatternInformation-ExtIEs S1AP-PROTOCOL-EXTENSION ::= {


...

}

_1262517579.doc




TRACE START







MME







eNB












_1295845452.doc






HANDOVER REQUEST ACKNOWLEDGE











target eNB



















































MME











































HANDOVER REQUEST




















_1244465139.doc


MME







eNB







INITIAL CONTEXT SETUP RESPONSE







INITIAL CONTEXT SETUP REQUEST












