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8
X2AP procedures

8.2
Basic mobility procedures

8.2.1
Handover Preparation

8.2.1.2
Successful Operation
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Figure 8.2.1.2-1: Handover Preparation, successful operation

The source eNB initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. When the source eNB sends the HANDOVER REQUEST message, it shall start the timer TRELOCprep.
The allocation of resources according to the values of the Allocation and Retention Priority IE included in the E-RAB Level QoS Parameters IE shall follow the principles described for the E-RAB Setup procedure in TS 36.413 [4].
The source eNB may include in the GUMMEI IE any GUMMEI corresponding to the source MME node.

If at least one of the requested non-GBR E-RABs is admitted to the cell indicated by the Target Cell ID IE, the target eNB shall reserve necessary resources, and send the HANDOVER REQUEST ACKNOWLEDGE message back to the source eNB. The target eNB shall include the E-RABs for which resources have been prepared at the target cell in the E-RABs Admitted List IE. The target eNB shall include the E-RABs that have not been admitted in the E-RABs Not Admitted List IE with an appropriate cause value.

At reception of the HANDOVER REQUEST message the target eNB shall:
-
prepare the configuration of the AS security relation between the UE and the target eNB by using the information in the UE Security Capabilities IE and the AS Security Information IE in the UE Context Information IE.
For each E-RAB for which the source eNB proposes to do forwarding of downlink data, the source eNB shall include the DL Forwarding IE within the E-RABs To be Setup Item IE of the HANDOVER REQUEST message. For each E-RAB that it has decided to admit, the target eNB may include the DL GTP Tunnel Endpoint IE within the E-RABs Admitted Item IE of the HANDOVER REQUEST ACKNOWLEDGE message to indicate that it accepts the proposed forwarding of downlink data for this bearer. This GTP tunnel endpoint may be different from the corresponding GTP tunnel endpoint, i.e. the information contained in the Transport Layer address IE and GTP TEID IE in the E-RAB To Be Switched in Downlink List IE of the PATH SWITCH REQUEST message (see TS 36.413 [4]) depending on implementation choice.

For each bearer in the E-RABs Admitted List IE, the target eNB may include the UL GTP Tunnel Endpoint IE to indicate that it requests data forwarding of uplink packets to be performed for that bearer.

Upon reception of the HANDOVER REQUEST ACKNOWLEDGE message the source eNB shall stop the timer TRELOCprep, start the timer TX2RELOCoverall and terminate the Handover Preparation procedure. The source eNB is then defined to have a Prepared Handover for that X2 UE-associated signalling.

If the Trace Activation IE is included in the HANDOVER REQUEST message then the target eNB shall, if supported, initiate the requested trace function as described in TS 32.422 [6]. In particular, the target eNB shall, if supported:

-
if the Trace Activation IE does not include the MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [6];
-
if the Trace Activation IE does not include the NR MDT Configuration IE, initiate the requested trace session as described in TS 32.422 [6];
-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to "Immediate MDT and Trace" initiate the requested trace session and MDT session as described in TS 32.422 [6];
-
if the Trace Activation IE includes the MDT Activation IE, within the NR MDT Configuration IE, set to "Immediate MDT and Trace" initiate the requested trace session and MDT session as described in TS 32.422 [6];
-
if the Trace Activation IE includes the MDT Activation IE, within the MDT Configuration IE, set to "Immediate MDT Only" initiate the requested MDT session as described in TS 32.422 [6] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE;
-
if the Trace Activation IE includes the MDT Activation IE, within the NR MDT Configuration IE, set to "Immediate MDT Only" initiate the requested MDT session as described in TS 32.422 [6] and the target eNB shall ignore Interfaces To Trace IE, and Trace Depth IE;
-
if the Trace Activation IE includes the MDT Location Information IE, within the MDT Configuration IE, store this information and take it into account in the requested MDT session;
-
if the Trace Activation IE includes the MDT Location Information IE, within the NR MDT Configuration IE, store this information and take it into account in the requested MDT session;
-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31];
-
if the Trace Activation IE includes the Signalling based MDT PLMN List IE, within the NR MDT Configuration IE, the eNB may use it to propagate the MDT Configuration as described in TS 37.320 [31];
-
if the Trace Activation IE includes the UE Application layer measurement configuration IE, initiate the requested trace session and QoE Measurement Collection function as described in TS 36.300 [15].
-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the Bluetooth Measurement Configuration IE, within the NR MDT Configuration IE, take it into account for NR MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the MDT Configuration IE, take it into account for MDT Configuration as described in TS 37.320 [31].
-
if the Trace Activation IE includes the WLAN Measurement Configuration IE, within the NR MDT Configuration IE, take it into account for NR MDT Configuration as described in TS 37.320 [31].
If the Management Based MDT Allowed IE only or the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store the received information in the UE context, and use this information to allow subsequent selection of the UE for management based MDT defined in TS 32.422 [6].

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target eNB shall, if supported, use it to determine the characteristics of the UE for subsequent handling.

The source eNB shall, if supported and available in the UE context, include the Management Based MDT Allowed IE and the Management Based MDT PLMN List IE in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB which is not included in the Management Based MDT PLMN List. If the Management Based MDT PLMN List IE is not present, the source eNB shall, if supported, include the Management Based MDT Allowed IE, if this information is available in the UE context, in the HANDOVER REQUEST message, except if the source eNB selects a serving PLMN in the target eNB different from the serving PLMN in the source eNB.

If the Handover Restriction List IE is

-
contained in the HANDOVER REQUEST message, the target eNB shall

-
store the information received in the Handover Restriction List IE in the UE context;

-
use this information to determine a target for the UE during subsequent mobility action for which the eNB provides information about the target of the mobility action towards the UE, except when one of the E-RABs has a particular ARP value (TS 23.401 [12]) in which case the information shall not apply;

-
use this information to select a proper SCG during dual connectivity operation.

-
not contained in the HANDOVER REQUEST message, the target eNB shall consider that no roaming and no access restriction apply to the UE.

If the Location Reporting Information IE is included in the HANDOVER REQUEST message then the target eNB should initiate the requested location reporting functionality as defined in TS 36.413 [4].

If the SRVCC Operation Possible IE is included in the HANDOVER REQUEST message, the target eNB shall store the content of such IE in the UE context and use it as defined in TS 23.216 [20].
If the UE Security Capabilities IE included in the HANDOVER REQUEST message only contains the EIA0 algorithm as defined in TS 33.401 [18] and if this EIA0 algorithm is defined in the configured list of allowed integrity protection algorithms in the eNB (TS 33.401 [18]), the eNB shall take it into use and ignore the keys received in the AS Security Information IE.

The HANDOVER REQUEST message shall contain the Subscriber Profile ID for RAT/Frequency priority IE, if available.

If the Subscriber Profile ID for RAT/Frequency priority IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information and the target eNB should use the information as defined in TS 36.300 [15].
If the Additional RRM Policy Index IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and the target eNB should use the information as defined in TS 36.300 [15].

Upon reception of UE History Information IE in the HANDOVER REQUEST message, the target eNB shall collect the information defined as mandatory in the UE History Information IE and shall, if supported, collect the information defined as optional in the UE History Information IE, for as long as the UE stays in one of its cells, and store the collected information to be used for future handover preparations.

Upon reception of the UE History Information from the UE IE in the HANDOVER REQUEST message, the target eNB shall, if supported, store the collected information to be used for future handover preparations.

If the Mobility Information IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and use it as defined in TS 36.300 [15]. The target eNB shall, if supported, store the C-RNTI of the source cell received in the HANDOVER REQUEST message.

If the Expected UE Behaviour IE is provided in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information and may use it to determine the RRC connection time.

If the ProSe Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant ProSe service(s).

If the V2X Services Authorized IE is contained in the HANDOVER REQUEST message and it contains one or more IEs set to "authorized", the eNB shall, if supported, consider that the UE is authorized for the relevant service(s).

If the UE Context Reference at the SeNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 36.300 [15]. If the UE Context Reference at the WT IE is contained in the HANDOVER REQUEST message, the target eNB may use it as specified in TS 36.300 [15]. In this case, the source eNB may expect the target eNB to include the WT UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message; the source eNB shall use this information as specified in TS 36.300 [15].

If the UE Context Reference at the SgNB IE is contained in the HANDOVER REQUEST message the target eNB may use it as specified in TS 37.340 [32]. In this case, the source eNB may expect the target eNB to include the UE Context Kept Indicator IE set to "True" in the HANDOVER REQUEST ACKNOWLEDGE message, which shall use this information as specified in TS 37.340 [32].
If the UE Context Kept Indicator IE set to "True" is included, then, if the E-RABs transferred to MeNB IE is included in the HANDOVER REQUEST ACKNOWLEDGE message, the source eNB shall, if supported, include the uplink/downlink PDCP SN and HFN status received from the SgNB in the SN Status Transfer procedure towards the target eNB, as specified in TS 37.340 [32].
If the Bearer Type IE is included in the HANDOVER REQUEST message and is set to "non IP", then the target eNB shall not perform header compression for the concerned E-RAB.If the UE Sidelink Aggregate Maximum Bit Rate IE is contained in the HANDOVER REQUEST message, the target eNB shall, if supported, use it for the concerned UE's sidelink communication in network scheduled mode for V2X services.

If the NR UE Security Capabilities IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and send it to the respective peer node during subsequent handover preparations and/or EN-DC operations for the UE as defined in TS 33.401 [15].

If the Aerial UE subscription information IE is included in the HANDOVER REQUEST message, the target eNB shall, if supported, store this information in the UE context and use it as defined in TS 36.300 [15].

If the Subscription Based UE Differentiation Information IE is included in the HANDOVER REQUEST message, the eNB shall, if supported, store this information in the UE context for further use according to TS 23.401 [12].

9
Elements for X2AP Communication

9.2
Information Element definitions

9.2.2
Trace Activation
Defines parameters related to trace activation.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	E-UTRAN Trace ID
	M
	
	OCTET STRING (8)
	The E-UTRAN Trace ID IE is composed of the following: Trace Reference defined in TS 32.422 [6] (leftmost 6 octets, with PLMN information coded as in 9.2.4), and

Trace Recording Session Reference defined in TS 32.422 [6] (last 2 octets)
	–
	

	Interfaces To Trace
	M
	
	BIT STRING (8)
	Each position in the bitmap represents a eNB interface:

first bit =S1-MME, second bit =X2, third bit =Uu, fourth bit = F1-C, fifth bit = E1.

Other bits reserved for future use. Value ‘1’ indicates ‘should be traced’. Value ‘0’ indicates ‘should not be traced’.
	–
	

	Trace Depth
	M
	
	ENUMERATED(

minimum, medium, maximum,

MinimumWithoutVendorSpecificExtension,

MediumWithoutVendorSpecificExtension,

MaximumWithoutVendorSpecificExtension, ...)
	Defined in TS 32.421 [7]
	–
	

	Trace Collection Entity IP Address
	M
	
	BIT STRING (1..160,…)
	For details on the Transport Layer Address, see TS 36.424 [8], TS 36.414 [19]
	_
	

	MDT Configuration
	O
	
	9.2.56
	
	YES
	ignore

	UE Application layer measurement configuration
	O
	
	9.2.121
	
	YES
	ignore

	NR MDT Configuration
	O
	
	9.2.1.X
	
	YES
	Ignore


9.2.X
NR MDT Configuration

The IE defines the MDT configuration parameters for NR.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	MDT Activation
	M
	
	ENUMERATED(Immediate MDT only, Logged MDT only, Immediate MDT and Trace,…,)
	
	-
	-

	CHOICE Area Scope of MDT
	M
	
	
	
	-
	-

	>Cell based
	
	
	
	
	
	-

	>>Cell ID List for MDT
	
	1 .. <maxnoofNRCellIDforMDT>
	
	
	
	-

	>>>NR CGI
	M
	
	9.2.111
	
	-
	-

	>TA based
	
	
	
	
	
	-

	>>TA List for MDT
	
	1 .. <maxnoofNRTAforMDT>
	
	
	
	-

	>>>TAC
	M
	
	OCTET STRING (3)
	
	-
	-

	>PLMN Wide
	
	
	NULL
	
	-
	-

	>TAI based
	
	
	
	
	-
	-

	>>TAI List for MDT
	
	1 .. <maxnoofNRTAforMDT>
	
	
	-
	-

	>>>TAC
	M
	
	OCTET STRING (3)
	
	-
	-

	>>>PLMN Identity
	M
	
	9.2.4
	
	
	

	CHOICE MDT Mode
	M
	
	
	
	-
	-

	>Immediate MDT
	
	
	
	FFS:

The structure of the measurements is FFS. Whether a bitmap with conditional IEs is used or just optional IEs.
	
	-

	>>M1 Configuration
	O
	
	9.2.x1
	
	
	

	>>M3 Configuration
	O
	
	9.2.61
	
	
	

	>>M4 Configuration
	O
	
	9.2.62
	
	
	

	>>M5 Configuration
	O
	
	9.2.63
	
	
	

	>>M6 Configuration
	O
	
	9.2.87
	
	
	

	>>M7 Configuration
	O
	
	9.2.88
	
	
	

	>>M8 Configuration
	O
	
	9.2.x2
	
	
	

	>>M9 Configuration
	O
	
	9.2.x3
	
	
	

	>>MDT Location Information
	O
	
	9.2.x4
	
	
	

	>Logged MDT
	
	
	
	
	
	

	>>>Logging interval
	M
	
	TBD
	
	
	

	>>>Logging duration
	M
	
	TBD
	
	
	

	>>Bluetooth Measurement Configuration
	O
	
	9.2.134
	
	
	

	>>WLAN Measurement Configuration
	O
	
	9.2.135
	
	
	

	>>Sensor Measurement Configuration
	O
	
	9.2.x5
	
	
	

	Signalling based MDT PLMN List
	O
	
	MDT PLMN List

9.2.64
	
	
	


	Range bound
	Explanation

	maxnoofNRCellIDforMDT
	Maximum no. of Cell ID subject for MDT scope. Value is 32.

	maxnoofNRTAforMDT
	Maximum no. of TA subject for MDT scope. Value is 8.


9.2.x1
M1 Configuration
This IE defines the parameters for M1 measurement collection.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	M1 Reporting Trigger
	M
	
	ENUMERATED (periodic, A2event-triggered, A2event-triggered periodic, …)
	
	-
	-

	M1 Threshold Event A2
	C-ifM1A2trigger
	
	
	Included in case of event-triggered or event-triggered periodic reporting for measurement M1.
	-
	-

	>CHOICE Threshold
	M
	
	
	
	-
	-

	>>RSRP
	
	
	
	
	
	-

	>>>Threshold RSRP
	M
	
	FFS
	This IE is defined in TS 38.331 [18].
	-
	-

	>>RSRQ
	
	
	
	
	
	-

	>>>Threshold RSRQ
	M
	
	FFS
	This IE is defined in TS 38.331 [18].
	-
	-

	>>SINR
	
	
	
	
	
	

	>>>Threshold SINR
	M
	
	FFS
	This IE is defined in TS 38.331 [18].
	-
	-

	M1 Periodic reporting
	C-ifperiodicMDT
	
	
	Included in case of periodic or event-triggered periodic reporting for measurement M1.
	-
	-

	>Report interval
	M
	
	FFS
	This IE is defined in TS 38.331 [18].
	-
	-

	>Report amount
	M
	
	FFS
	Number of reports.
	-
	-


9.2.x2
M8 Configuration

This IE defines the parameters for Bluetooth measurement collection.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Bluetooth Measurement Configuration
	M
	
	9.3.1.x2
	


9.2.x3
M9 Configuration
This IE defines the parameters for WLAN measurement collection.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	WLAN Measurement Configuration
	M
	
	9.3.1.x3
	


9.2.x4
MDT Location Information

This IE defines the MDT Location Information.

Editor note: the definition of this IE may need to be updated and pending to RAN2 discussion.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	MDT Location Information
	O
	
	BITSTRING(SIZE(8))
	Each position in the bitmap represents requested location information as defined in TS 37.320 [x].

First Bit = GNSS

Second Bit = E-CID information.

Other bits are reserved for future use and are ignored if received.

Value “1” indicates “activate” and value “0” indicates “do not activate”.




9.2.x5

Sensor Measurement Configuration

This IE defines the parameters for Sensor measurement collection.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	Sensor Measurement Configuration
	M
	
	ENUMERATED (Setup, …)
	

	Sensor Measurement Configuration Name List
	
	0..1
	
	

	>Sensor Measurement Configuration Name Item IEs
	
	1 .. <maxnoofSensorName>
	
	

	>>Sensor Measurement Configuration Name
	M
	
	OCTET STRING (SIZE (1..248))
	


	Range bound
	Explanation

	maxnoofSensorName
	Maximum no. of Sensor local name used for Sensor measurement collection. Value is 3


9.3
Message and Information Element Abstract Syntax (with ASN.1)

9.3.5
Information Element definitions
-- M

M1PeriodicReporting ::= SEQUENCE { 


reportInterval



ReportIntervalMDT,


reportAmount



ReportAmountMDT,


iE-Extensions



ProtocolExtensionContainer { {M1PeriodicReporting-ExtIEs} } OPTIONAL,


...

}

M1PeriodicReporting-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

M1ReportingTrigger::= ENUMERATED{


periodic,


a2eventtriggered,


...,


a2eventtriggered-periodic

}

M1ThresholdEventA2 ::= SEQUENCE { 


measurementThreshold

MeasurementThresholdA2,


iE-Extensions



ProtocolExtensionContainer { {M1ThresholdEventA2-ExtIEs} } OPTIONAL,


...

}

M1ThresholdEventA2-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

M3Configuration ::= SEQUENCE {


m3period


M3period,


iE-Extensions

ProtocolExtensionContainer { {M3Configuration-ExtIEs} } OPTIONAL,


...

}

M3Configuration-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

M3period ::= ENUMERATED {ms100, ms1000, ms10000, ... } 

M4Configuration ::= SEQUENCE {


m4period


M4period,


m4-links-to-log

Links-to-log,


iE-Extensions

ProtocolExtensionContainer { {M4Configuration-ExtIEs} } OPTIONAL,


...

}

M4Configuration-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

M4period ::= ENUMERATED {ms1024, ms2048, ms5120, ms10240, min1, ... } 

M5Configuration ::= SEQUENCE {


m5period


M5period,


m5-links-to-log

Links-to-log,


iE-Extensions

ProtocolExtensionContainer { {M5Configuration-ExtIEs} } OPTIONAL,


...

}

M5Configuration-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

M5period ::= ENUMERATED {ms1024, ms2048, ms5120, ms10240, min1, ... }

M6Configuration ::= SEQUENCE {


m6report-interval
M6report-interval,


m6delay-threshold
M6delay-threshold
OPTIONAL,

-- This IE shall be present if the M6 Links to log IE is set to “uplink” or to “both-uplink-and-downlink” --


m6-links-to-log

Links-to-log,


iE-Extensions

ProtocolExtensionContainer { {M6Configuration-ExtIEs} } OPTIONAL,


...

}

M6Configuration-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

M6report-interval ::= ENUMERATED { ms1024, ms2048, ms5120, ms10240, ... } 

M6delay-threshold ::= ENUMERATED { ms30, ms40, ms50, ms60, ms70, ms80, ms90, ms100, ms150, ms300, ms500, ms750, ... }

M7Configuration ::= SEQUENCE {


m7period


M7period,


m7-links-to-log

Links-to-log,


iE-Extensions

ProtocolExtensionContainer { {M7Configuration-ExtIEs} } OPTIONAL,


...

}

M7Configuration-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

M7period ::= INTEGER(1..60, ...)

MakeBeforeBreakIndicator::= ENUMERATED {true, ...}

ManagementBasedMDTallowed ::= ENUMERATED {allowed, ...}

Masked-IMEISV ::= BIT STRING (SIZE (64))

MDT-Activation

::= ENUMERATED { 


immediate-MDT-only,


immediate-MDT-and-Trace,


...

}

MDT-Configuration ::= SEQUENCE {


mdt-Activation



MDT-Activation,


areaScopeOfMDT



AreaScopeOfMDT,


measurementsToActivate

MeasurementsToActivate,


m1reportingTrigger


M1ReportingTrigger,


m1thresholdeventA2


M1ThresholdEventA2


OPTIONAL,

-- Included in case of event-triggered, or event-triggered periodic reporting for measurement M1


m1periodicReporting


M1PeriodicReporting


OPTIONAL,

-- Included in case of periodic, or event-triggered periodic reporting for measurement M1


iE-Extensions



ProtocolExtensionContainer { {MDT-Configuration-ExtIEs} } OPTIONAL,


...

}

MDT-Configuration-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


{ID id-M3Configuration






CRITICALITY ignore
EXTENSION M3Configuration







PRESENCE conditional}|


{ID id-M4Configuration






CRITICALITY ignore
EXTENSION M4Configuration







PRESENCE conditional}|


{ID id-M5Configuration






CRITICALITY ignore
EXTENSION M5Configuration







PRESENCE conditional}|


{ID id-MDT-Location-Info





CRITICALITY ignore
EXTENSION MDT-Location-Info






PRESENCE optional}|


{ID id-SignallingBasedMDTPLMNList



CRITICALITY ignore
EXTENSION MDTPLMNList








PRESENCE optional}|


{ID id-M6Configuration






CRITICALITY ignore
EXTENSION M6Configuration







PRESENCE conditional}|


{ID id-M7Configuration






CRITICALITY ignore
EXTENSION M7Configuration







PRESENCE conditional}|


{ ID id-BluetoothMeasurementConfiguration

CRITICALITY ignore
EXTENSION BluetoothMeasurementConfiguration

PRESENCE optional}|


{ ID id-WLANMeasurementConfiguration


CRITICALITY ignore
EXTENSION WLANMeasurementConfiguration


PRESENCE optional},


...

}

MDT-NR-Configuration ::= SEQUENCE {


mdt-Activation



MDT-Activation,


areaScopeOfMDT



AreaScopeOfMDT,


measurementsToActivate

MeasurementsToActivate,


m1reportingTrigger


M1ReportingTrigger,


m1thresholdeventA2


M1ThresholdEventA2


OPTIONAL,

-- Included in case of event-triggered, or event-triggered periodic reporting for measurement M1


m1periodicReporting


M1PeriodicReporting


OPTIONAL,

-- Included in case of periodic, or event-triggered periodic reporting for measurement M1


iE-Extensions



ProtocolExtensionContainer { {MDT-Configuration-ExtIEs} } OPTIONAL,


...

}

MDT-NR-Configuration-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


{ID id-M3Configuration






CRITICALITY ignore
EXTENSION M3Configuration







PRESENCE conditional}|


{ID id-M4Configuration






CRITICALITY ignore
EXTENSION M4Configuration







PRESENCE conditional}|


{ID id-M5Configuration






CRITICALITY ignore
EXTENSION M5Configuration







PRESENCE conditional}|


{ID id-MDT-Location-Info





CRITICALITY ignore
EXTENSION MDT-Location-Info






PRESENCE optional}|


{ID id-SignallingBasedMDTPLMNList



CRITICALITY ignore
EXTENSION MDTPLMNList








PRESENCE optional}|


{ID id-M6Configuration






CRITICALITY ignore
EXTENSION M6Configuration







PRESENCE conditional}|


{ID id-M7Configuration






CRITICALITY ignore
EXTENSION M7Configuration







PRESENCE conditional}|


{ ID id-BluetoothMeasurementConfiguration

CRITICALITY ignore
EXTENSION BluetoothMeasurementConfiguration

PRESENCE optional}|


{ ID id-WLANMeasurementConfiguration


CRITICALITY ignore
EXTENSION WLANMeasurementConfiguration


PRESENCE optional},


...

}

MDTPLMNList ::= SEQUENCE (SIZE(1..maxnoofMDTPLMNs)) OF PLMN-Identity

MDT-Location-Info ::= BIT STRING (SIZE (8))

Measurement-ID
::= INTEGER (1..4095, ...) 
MeasurementsToActivate::= BIT STRING (SIZE (8))

MeasurementThresholdA2 ::= CHOICE { 


threshold-RSRP



Threshold-RSRP,


threshold-RSRQ



Threshold-RSRQ,


...

}

MeNBCoordinationAssistanceInformation ::= ENUMERATED{


coordination-not-required,


...

}
MeNBResourceCoordinationInformation ::= SEQUENCE {


eUTRA-Cell-ID




ECGI,


uLCoordinationInformation

BIT STRING (SIZE(6..4400, ...)),


dLCoordinationInformation

BIT STRING (SIZE(6..4400, ...))

OPTIONAL,


iE-Extensions




ProtocolExtensionContainer { {MeNBResourceCoordinationInformationExtIEs} }

 OPTIONAL,


...

}

MeNBResourceCoordinationInformationExtIEs X2AP-PROTOCOL-EXTENSION ::= {

{ ID id-NRCGI








CRITICALITY ignore
EXTENSION NRCGI











PRESENCE optional}|


{ ID id-MeNBCoordinationAssistanceInformation

CRITICALITY reject
EXTENSION MeNBCoordinationAssistanceInformation
PRESENCE optional},

...

}

MeNBtoSeNBContainer ::= OCTET STRING

MME-Group-ID
::= OCTET STRING (SIZE (2))

MME-Code

::= OCTET STRING (SIZE (1))

MBMS-Service-Area-Identity-List ::= SEQUENCE (SIZE(1.. maxnoofMBMSServiceAreaIdentities)) OF MBMS-Service-Area-Identity

MBMS-Service-Area-Identity ::= OCTET STRING (SIZE (2))

MBSFN-Subframe-Infolist::= SEQUENCE (SIZE(1.. maxnoofMBSFN)) OF MBSFN-Subframe-Info

MBSFN-Subframe-Info
::= SEQUENCE {


radioframeAllocationPeriod

RadioframeAllocationPeriod,


radioframeAllocationOffset

RadioframeAllocationOffset,

subframeAllocation



SubframeAllocation,

iE-Extensions




ProtocolExtensionContainer { {MBSFN-Subframe-Info-ExtIEs} } 
OPTIONAL,


...

}

MBSFN-Subframe-Info-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

MobilityParametersModificationRange ::= SEQUENCE {


handoverTriggerChangeLowerLimit

INTEGER (-20..20),


handoverTriggerChangeUpperLimit

INTEGER (-20..20),


...

}

MobilityParametersInformation ::= SEQUENCE {


handoverTriggerChange


INTEGER (-20..20),


...

}

MultibandInfoList ::= SEQUENCE (SIZE(1..maxnoofBands)) OF BandInfo 

MessageOversizeNotification ::= SEQUENCE {


maximumCellListSize







MaximumCellListSize,


iE-Extensions




ProtocolExtensionContainer { {MessageOversizeNotification-ExtIEs} } 
OPTIONAL,

...

}
MessageOversizeNotification-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}
MaximumCellListSize ::= INTEGER(1..16384, ...)

BandInfo
::= SEQUENCE {


freqBandIndicator

FreqBandIndicator,


iE-Extensions


ProtocolExtensionContainer { {BandInfo-ExtIEs} } 
OPTIONAL,


...

}

BandInfo-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}

MeNBtoSgNBContainer ::= OCTET STRING

SplitSRBs ::= ENUMERATED {srb1, srb2, srb1and2, ...}

SplitSRB ::= SEQUENCE {


rrcContainer 



RRCContainer


OPTIONAL,


srbType





SRBType,


deliveryStatus



DeliveryStatus


OPTIONAL,


iE-Extensions



ProtocolExtensionContainer { {SplitSRB-ExtIEs} } OPTIONAL,


...

}

SplitSRB-ExtIEs X2AP-PROTOCOL-EXTENSION ::= {


...

}
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