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1   Introduction
The following addresses the Dual Connectivity topic.

The summary of offline discussions on Dual Connectivity aspects is available in [3].

This paper proposes TP for TS38.300.
2   Discussion and proposals
The following outcome was reached at RAN3#105:
9. DC cases

Assumption: same principles apply as handover. Anything specific?

Applying the same principles basically means the following, changing “mobility” into “DC”:
1. At DC, we assume that MN knows the (PLMN ID, NID)s supported by the candidate SN
2. At DC, target SN needs to be informed of (serving PLMN, NID)

3. At DC, target SN shall fail the DC if the serving (PLMN, NID) does not match any of the target SN supported list of (PLMN ID, NID)s

1. At DC, we assume that MN knows the list of CAG IDs supported by the candidate SN
2. At DC, target RAN shall fail the handover if UE allowed CAG list does not match any of target SN supported list of CAG IDs 
We therefore make the following observations:
Observation 1: the serving NID is already propagated through the sending of Mobility Restriction List.
Observation 2: the UE Allowed CAG ID List is propagated through the Mobility Restriction List.

Observation 3: the generic cause value “invalid NPN access” (from handover aspects) can be reused for DC.

Even the procedural text should automatically be covered by the following statement in TS38.423:

If the S-NODE ADDITION REQUEST message contains the Mobility Restriction List IE, the S-NG-RAN node, if supported, shall store this information and use it to select an appropriate SCG.

We therefore make the following proposal for stage 3:
Proposal 1: Dual connectivity is supported in both SNPN and PNI-NPN. No additional stage 3 is needed because the mobility TP for stage 3 procedural, tabular and asn1 can be reused.

We however propose to clarify the general framework in stage 2. Two options are possible:

Option1

Two subsections are added to describe dual connectivity handling at very high level, one for SNPN and one for PNI-NPN as follows: 

16.x
Stand-alone NPN

16.x.x1
Dual Connectivity
The NG-RAN node is aware of the list of SNPN ID(s) supported by the candidate SN.

At the time of setting up dual connectivity, the MN selects an SN which matches the serving SNPN and indicate the mobility restrictions applicable to this serving SNPN to the SN. If the SN cannot find a suitable PSCell matching the received serving SNPN, it fails the dual connectivity setup with an appropriate cause value.   

16.y
Public Network Integrated NPN

16.y.y1
Dual Connectivity
The NG-RAN node is aware of the list of CAG ID(s) supported by the candidate SN.

At the time of setting up dual connectivity, the MN selects an SN which matches the Allowed PNI-NPN List for the UE. The MN indicates to the SN in the setup message the applicable mobility restrictions together with the Allowed PNI-NPN List for the UE. 

If the SN cannot find a suitable PSCell matching the received information, it fails the dual connectivity setup with an appropriate cause value.   
Option2: minimalist approach

Assuming that stage 3 provides implicitly enough information on how DC works (e.g. in terms of selection of SN, etc..) it is enough to just provide a hint on the support of DC in NPN in the “general” section as follows:
16.x
Stand-Alone NPN
16.x.1
General

A SNPN is a network deployed for non-public use which does not rely on network functions provided by a PLMN (see subclause 4.x). An SNPN is identified by a PLMN ID and NID (see subclause 8.2) broadcast in SIB1.
An SNPN-capable UE supports the SNPN access mode. When the UE is set to operate in SNPN access mode, the UE only selects and registers with SNPNs. When the UE is not set to operate in SNPN access mode, the UE performs normal PLMN selection procedures.
Emergency services are not supported in SNPN.
Dual Connectivity within a single SNPN is supported.

Next change
16.y
Public Network Integrated NPN
16.y.1
General

A PNI-NPN is a network deployed for non-public use which relies on network functions provided by a PLMN (see subclause 4.x). In PNI-NPN, a Closed Access Groups (CAG) identifies a group of subscribers who are permitted to access one or more CAG cells associated to the CAG. A CAG is identified by a CAG identifier broadcast in SIB1.
A CAG-capable UE can be configured with the following per PLMN (see clause 5.30.3.3 of TS 23.501 [3]):
-
an Allowed CAG list containing the CAG identifers the UE is allowed to access; and
-
a CAG-only indication if the UE is only allowed to access 5GS via CAG cells.
Dual Connectivity is supported within PNI-NPN and across PLMN and PNI-NPN.

Proposal 2: agree the stage 2 TP for TS 38.300 according to minimal option 2.
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