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Access control and Stand-alone NPN

At last RAN3 meeting, RAN3 has agreed the following text for access control to SNPN networks:
16.x.x2
Access Control

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks that the NG interface instance over which the establishment is requested corresponds to an SNPN which is allowed for the UE.

If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the mobility restrictions applicable for the SNPN.

Editor’s Note: reference to TS 23.501 to be added.

The check of the allowance for UE to perform in SNPN access mode is specified in TS 23.501 section 5.30.2.5 as follows:
If a UE performs the registration or service request procedure in an SNPN identified by a PLMN ID and a self-assigned NID and there is no subscription for the UE, then the AMF shall reject the UE with an appropriate cause code to temporarily prevent the UE from automatically selecting and registering with the same SNPN.

It is therefore proposed to reference TS23.501 for the AMF check in the first sentence as follows:

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks that the NG interface instance over which the establishment is requested corresponds to an SNPN which is allowed for the UE as specified in TS 23.501 [3].

Access control and PNI-NPN

At last RAN3 meeting, RAN3 has agreed the following text for access control to PNI-NPN networks:

16.y.y2
Access Control

During the establishment of the UE-associated logical NG-connection towards the 5GC originating from a PLMN cell, the AMF checks that the UE is allowed to access non-CAG cells.  

 During the establishment of the UE-associated logical NG-connection towards the 5GC originating from a CAG cell, the AMF checks that the UE is allowed to access at least one of the CAGs which is signalled as supported by the CAG cell.   

If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the list of CAGs allowed for the UE and, whether the UE is allowed to access non-CAG cells. This information is used by the NG-RAN for access control of subsequent mobility.

Editor’s Note: reference to TS 23.501 to be added.

The check of the allowance for UE to access non-CAG cell is specified in section 5.30.3.4 of TS 23.501 as follows: 

-
If the UE is accessing the network via a non-CAG cell and the UE's subscription contains an indication that the UE is only allowed to access CAG cells, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE updates its local configuration, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure.

The check of the allowance for UE to access an authorized CAG cell is specified in the same section 5.30.3.4 of TS 23.501 as follows: 

-
If the CAG Identifier received from the NG-RAN is not part of the UE's Allowed CAG list, then the AMF rejects the NAS request with an appropriate cause code, whereas the UE removes that CAG Identifier, if it exists, from its Allowed CAG list, as defined in TS 24.501 [47]. The AMF shall then release the NAS signalling connection for the UE by triggering the AN release procedure; and

It is therefore proposed to group and simplify these two checks in a same sentence and add a reference TS23.501 for the two AMF checks as follows:

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks whether the UE is allowed to access the cell as specified in TS 23.501 [3].  


Proposal: agree the TP below for TS 38.300 to simplify the description of access control checks in TS38.300 by including a reference to TS 23.501 and avoid repetition.
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TP for baseline CR 38.300
16.x
Stand-Alone NPN

16.x.x2
Access Control

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks that the NG interface instance over which the establishment is requested corresponds to an SNPN which is allowed for the UE as specified in TS 23.501 [3].

If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the mobility restrictions applicable for the SNPN.


Next change
16.y
Public Network Integrated NPN
16.y.y2
Access Control

During the establishment of the UE-associated logical NG-connection towards the 5GC, the AMF checks whether the UE is allowed to access the cell as specified in TS 23.501.  


If the check is successful, the AMF sets up the UE-associated logical NG-connection and provides the NG-RAN node with the list of CAGs allowed for the UE and, whether the UE is allowed to access non-CAG cells. This information is used by the NG-RAN for access control of subsequent mobility.
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