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	Reason for change:
	Introduction of support for access control in Non-Public Networks

	
	

	Summary of change:
	Add the description of access control during Initial context setup in PNI-NPN.
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 Initial access control for PNI-NPN
For the initial access control, AMF first verifies whether the reported CAG identifier is within UE’s allowed CAG list or not based on the NAS signalling recevied. Then, after receiving UE’s allowed CAG list from AMF, NG-RAN node further verifies whether there is overlapping between  UE’s allowed CAG list and supported CAG list of the connected cell. If there is overlapping between them, access to this CAG cell is allowed, otherwise it is rejected.
