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1. Introduction
The non-public network (NPN) was discussed during RAN3#105 meeting. In [1], the agreements on stand-alone NPN (SNPN) and public network integrated NPN (PNI-NPN) were summarized, while Connected Mobility remains open as follows. 
4 Mobility
4.1 PNI NPN
CAG based mobility control? Slice based mobility control? Or both?
Does Source RAN node select and signal the target CAG ID?
Should source RAN ideally try to keep to UE on the same CAG ID?
What does Target NG-RAN node do if selected target CAG id is not matching any of the target cell’s supported CAG IDs?
Does AMF need to be aware of the concept of serving CAG ID?
NG handover: Is the AMF supposed to check during NG handover that the UE’s allowed CAG ID list matches the target RAN node supported CAG IDs? 
Xn handover: should AMF be aware of the UE’s serving CAG ID in real time? E.g. sent in Path Switch Request for charging reason? 

4.2 S-NPN
NG handover: Which node informs the target RAN node of the serving (PLMN ID, NID)?  Is it source AMF which informs target AMF which informs target NG-RAN? Or is it directly source NG-RAN via transparent container?
Xn handover: ask SA2 if AMF really needs to check the serving (PLMN ID, NID) in Path Switch Request?
And a LS is sent to SA2 regarding the CAG ID information during handover procedure. In this document we discuss issues on Connected Mobility for NPN. 
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2.1 PNI-NPN
For handover procedure, as described in [2], 
-	During connected mode mobility procedures:
-	Based on the Mobility Restrictions received from the AMF:
-	Source NG-RAN shall not handover the UE to a target NG-RAN node if the target is a CAG cell and the related CAG Identifier is not part of the UE's Allowed CAG list;
-	Source NG-RAN shall not handover the UE to a non-CAG cell if the UE is only allowed to access CAG cells;
The source NG-RAN only handovers the UE to the target NG-RAN if the target is a CAG cell and its related CAG identifier is part of the UE’s allowed CAG list, based on the mobility restriction list. It was agreed in [1] as follows,
At mobility, we assume that source NG-RAN node knows the (PLMN ID, NID)s supported by the candidate target cells.
At mobility, we assume that source NG-RAN node knows the list of CAG IDs supported by the candidate target cells.
Hence with the mobility restriction and the CAG IDs supported by the candidate target cells, the source NG-RAN could select the target cell in handover procedure. 
For Xn-based handover, the source NG-RAN checks whether the target cell is available to access based on the stored Mobility Restriction List (e.g., Allowed CAG List and CAG-only Indication). If the verification is successful, the source NG-RAN can send the Handover request message to the target node without the CAG identifier for further verification. On the other hand, the CAG ID is only used to access the network, but not to schedule the UE. Hence, there is no need for the target node to carry the CAG identifier in the Handover Request Acknowledge message. 
Further as the following Figure shows, assuming the UE allowed CAG lists include CAG # ID1, #ID2 and ID3, then it should discuss whether the source node transfers the CAG ID#1, or either CAG ID#2/ID#3 to the target node. The discussion is complicated, and seems no clear motivation to transfer any CAG ID in this handover scenario. 



Figure 1: NPN based handover
For NG based handover towards a CAG cell, the source NG-RAN is also in responsible to check whether the target cell is available. If the check is successful, the source NG-RAN sends the Handover Required message to the AMF, and the AMF sends the handover Request message to the target node. During this procedure, there is no need to carry the CAG identifier to the target node for further verification. The target node then decides to schedule the UE to the CAG cell or the PLMN cell based on the Mobility Restriction. Note that, in case of NG based handover, the target AMF may take the responsible for verification, since the source NG-RAN may not get the updated CSG ID list supported by the target NG-RAN timely. However, in such case, instead of the CAG ID used in the source NG-RAN, the target AMF will achieve the verification by the allowed CAG ID list provided by the source AMF and the latest supported CSG ID list provided by the target NG-RAN. Hence, there is no need to carry the CAG ID used in the source node to the target node for further verification. At the same time, there is no need for the AMF to carry the CAG identifier in the Path switch acknowledge message for further verification, either.
In the LS response from SA2, the answers are provided regarding the roles of RAN and AMF in handover procedure [3]. 
	Q3: should we consider the case that the AMF may reject the NG based handover request based on the CAG IDs supported by the target NG-RAN node?
SA2 Answer: The Allowed CAG list is included in the Mobility Restriction and the source NG-RAN node shall select the target cell accordingly, based on proper neighbour information. SA2 also agrees that   the handover procedure should be stopped if the target cell does not support any CAG ID in the Allowed CAG list. SA2 has not agreed any additional requirements for AMF to reject the handover procedure.
Q4: Is there any requirement (or preference) that during mobility the current CAG ID is maintained?
SA2 Answer: CAG Identifiers are used for access control, and once the UE is allowed to access the network the Allowed CAG list is enough to decide whether to be allowed to target cells. There is therefore no need to maintain the CAG ID that was used for the initial access.
Q5: Does AMF need to know at any time the serving CAG ID i.e. ongoing CAG ID? E.g. for charging reasons?
SA2 Answer: At IDLE to CONNECTED the AMF performs authorization and then RAN authorizes the UE during connected mode mobility. The CAG identifier is not used for charging purposes.




Thus it can be observed that the AMF does not need to know the serving CAG identifier during handover procedure, and the target cell decides whether handover is allowed based on the Allowed CAG list. We shall note SA2’s answer to Q4 that “CAG Identifiers are used for access control, and once the UE is allowed to access the network the Allowed CAG list is enough to decide whether to be allowed to target cells.”, target CAG identifier does not need to be transmitted during handover and the Allowed CAG list is enough for the target RAN to authorize the UE.
From RAN perspective, there is no need to contain the CAG identifier for both Xn and NG based handover. 
Note that during the handover procedure, the existing network slicing functionalities still apply e.g., to select the inter-frequency target NG-RAN. We shall also note that there is no dependence between CAG ID and slices as stated in [2],
NOTE 2:	CAG is used for authorization at network/cell selection and configured in the subscription as part of the Mobility Restrictions i.e. independent from any S-NSSAI. CAG is not used as input to AMF selection nor Network Slice selection.
For the handover procedure where CAG cell is involved, the existing network slicing functionalities still apply.
2.2 SNPN
It was agreed in RAN3#105 meeting [1],
Indicate serving (PLMN ID, NID) in the mobility restriction list
Hence the AMF transmits the Mobility Restriction List to target node in Handover Request message. For SNPN, only the handover between cell identified with the same PLMN ID and NID are supported. Regarding whether the serving NID is transmitted to the target NG-RAN by the AMF or by the source NG-RAN via transparent container, the former one can be selected. The reason is that the target AMF shall take the responsible for verification, since the source NG-RAN may not get the updated NID information supported by the target NG-RAN timely (e.g., there is no Xn interface between the source NG-RAN and the target NG-RAN, such that, instead of obtaining the updated NID information of the target NG-RAN by the NG-RAN updated procedure via the Xn interface directly, the source NG-RAN obtains the supported NID information of the target NG-RAN, e.g., via ANR procedure, which is not timely enough). Hence, the AMF shall obtain the NID information. Therefore, it is preferred that the serving NID is informed to target NG-RAN by target AMF who obtains the serving NID from the source AMF.
The serving NID is informed to target NG-RAN by target AMF who obtains the serving NID from the source AMF. 
[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
In this paper, we have discussed the Connected Mobility for, and have the following proposals,
1. From RAN perspective, there is no need to contain the CAG identifier for both Xn and NG based handover. SA2 can provide final answer. 
For the handover procedure where CAG cell is involved, the existing network slicing functionalities still apply.
The serving NID is informed to target NG-RAN by target AMF who obtains the serving NID from the source AMF. 
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Annex – TP (TP for TS 38.300) 
<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>
16.x	Stand-Alone NPN
16.x.x1	Paging
16.x.x2	Self-Configuration of S-NPN functions
Self-configuration of NG interface builds on existing functionality including functions described in section 15. An NG-RAN node and an AMF exchange information to associate an NG interface instance with the appropriate S-NPN ID(s).
[bookmark: _Hlk22201942]Editor’s note: it is FFS if an NG interface instance can be associated with multiple S-NPN ID(s).
Self-configuration of Xn interface builds on existing functionality including functions described in section 15. NG-RAN nodes exchange information to associate an Xn interface instance with the appropriate S-NPN ID(s).
Editor’s note: it is FFS if an Xn interface instance can be associated with multiple S-NPN ID(s).
[bookmark: _Toc526530931]16.x.x3	Mobility
16.x.x3.1 Mobility in RRC_CONNECTED
The mobility described in section 9.2.3 is applicable for standalone NPN with the following characterics. 
The handover only happens within the same SNPN network for the UE at the SNPN access mode. 
For Xn and NG based handover, the source NG-RAN node initiates the handover only towards the target node whose NID is the same as the serving NID the UE selects.


Next change
16.y	Public Network Integrated NPN
16.y.y1	Paging
16.y.y2	Self-Configuration of PNI NPN functions
Self-configuration of NG interface builds on existing functionality including functions described in section 15.
Editor’s note: Exchange of list of CAG ID(s) over NG is FFS.
Self-configuration of Xn interface builds on existing functionality including functions described in section 15.
Each NG-RAN node informs the connected neighbour NG-RAN nodes of the list of supported CAG ID(s) per cell in the appropriate Xn interface management procedures.
16.x.y3	Mobility
16.x.y3.1 Mobility in RRC_CONNECTED
The mobility described in section 9.2.3 is applicable for PNI-NPN with the following characterics.
[bookmark: _GoBack]For Xn and NG based handover, the source NG-RAN node initiates the handover only towards the target node whose supported CAGs appears in the allowed CAG lists provided by the core network for the CAG only capable UE.

<<<<<<<<<<<<<<<<<<<< Changes End >>>>>>>>>>>>>>>>>>>>
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