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1. Introduction
The objectives of NG interface usage for WWC WI is given as follows in [1]. 
	· The description and enhancement of NG protocols to support the interface between the Trusted Non-3GPP Access Network and the 5GC;
· The description and enhancement of NG protocols to support the interface between the Wireline 5G Access Network and the 5GC.



The intention of this paper is to inform of last SA2 progress on WWC and may also refresh mind of RAN3, considering the lack of TU in October meeting. 
We also invite companies to express view on the listed issues, if time is allowed by the next meeting. A call could be set-up if interest is expressed.
[bookmark: OLE_LINK1][bookmark: OLE_LINK2]2. Discussion
2.1 Issue#1: Introduction of RG-TMBR and removal of session-TMBR 
At last SA2#135 meeting, the RG-TMBR is introduced and it was agreed that the previously added definition of session-TMBR is not needed as described in [2]. 
· Each RG is associated with the following aggregate rate limit QoS parameter:
· per RG Total Maximum Bit Rate (RG-TMBR)
In baseline CR for TS 29.413 [3], the following texts on session-TMBR should be removed accordingly. 
· PDU Session Aggregate Maximum Bit Rate IE: the information contained within this IE corresponds to the PDU Session Total Maximum Bit Rate, as specified in TS 23.316 [x]. A W-AGF receving the request to setup resources for a PDU Session without this IE being indicated shall fail the setup of resources for this PDU Session.
For RG-TMBR, it shall be enforced by the W-AGF based on parameters received from the AMF over NG interface. Then it comes to the following question. 
Question: How to support the RG-TMBR in the NG specification?
Option A:	explicitly add the RG-TMBR in NGAP messages in TS 38.413 (e.g., INITIAL CONTEXT SETUP REQUEST, PDU SESSION RESOURCE SETUP REQUEST etc).
Option B: Reuse the UE-AMBR IE in TS 38.413, and add the following texts for related NGAP messages in TS 29.413. Note that the texts are taken as an example, the details can be left to stage 3 CR discussion. 
· UE Aggregate Maximum Bit Rate IE: the information contained within this IE corresponds to the RG-TMBR, as specified in TS 23.316 [x]. A W-AGF receiving the IE shall enforce the traffic limits corresponding to the received values for the concerned RG. 
Company views for Issue #1:
	Company
	Preference
	Comments

	Huawei
	B
	Option A may have much impact on TS 38.413, which is unnecessarily complicates the support of RG-TMBR.  While Option B has no impact on TS 38.413. 

	
	
	

	
	
	

	
	
	



2.2 Issue#2: UE location information
For wireline access, last SA2#115 meeting agreed to introduce the Global Line Identifier and Global Cable Identifier in [4] as follows. This should be included in the User location information.
	4.7.x	Global Line Identifier
For the scope of usage with 5GC, a Global Line Identifier (GLI) is specified in order to define a globally unique identifier of the line connecting the RG to the network.
/**Skip the unrevelant**/
The Global Line Identifier is a variable length identifier encoded as defined in TS 23.003 and in BBF WT-456.
4.7.y	Global Cable Identifier
For the scope of usage with 5GC, a Global Cable Identifier (GCI) is specified in order to define a globally unique identifier of the line connecting the CRG to the network.
/**Skip the unrevelant**/
The Global Cable Identifier is a variable length identifier encoded as defined in TS 23.003 and by Cablelabs in [x].



In Baseline CR for TS 38.413, the editor’s note is given as follows. 
· Editor’s Note:	It is FFS whether a User Location Information relevant for a TNGF, aW-AGF, a TWIF ID needs to be explicitly defined or can be mapped e.g. on other existing NGAP IEs, whether it needs to be defined in NGAP and whether a single IE wouldn’t be sufficient.
For trusted non-3GPP access and wireline access, the User location information is provided in TS 23. 501 as follows. 
	-	In the case of Trusted non-3GPP access: TNAP Identifier, a UE local IP address (used to reach the TNGF) and optionally UDP or TCP source port number (if NAT is detected).
	The TNAP Identifier shall include the SSID of the access point to which the UE is attached and shall include at least one of the following elements, unless otherwise determined by the TWAN operator's policies:
-	the BSSID (see IEEE Std 802.11-2012 [106]);
-	civic address information of the TNAP to which the UE is attached.
NOTE 1:	The SSID can be the same for several TNAPs and SSID only may not provide a location, but it might be sufficient for charging purposes.
NOTE 2:	the BSSID associated with a TNAP is assumed to be static.
-	In the case of W-5GAN access: The User Location Information for W-5GAN is defined in TS 23.316 [84].



Then it comes to the following question. 
Question: How to support the trusted non-3GPP access and wireline access UE location information in NG specification?
· Option A:  explicitly add the details in UE location information in TS 38.413. One example is given as follows.
9.3.1.16	User Location Information
This IE is used to provide location information of the UE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE User Location Information
	M
	
	
	
	-
	

	>E-UTRA user location information
	
	
	
	
	
	

	>>E-UTRA CGI
	M
	
	9.3.1.9
	
	-
	

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	>>Age of Location
	O
	
	Time Stamp
9.3.1.75
	Indicates the UTC time when the location information was generated.
	-
	

	>>PSCell Information
	O
	
	NG-RAN CGI
9.3.1.73
	
	YES
	ignore

	>NR user location information
	
	
	
	
	
	

	>>NR CGI
	M
	
	9.3.1.7
	
	-
	

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	>>Age of Location
	O
	
	Time Stamp
9.3.1.75
	Indicates the UTC time when the location information was generated.
	-
	

	>>PSCell Information
	O
	
	NG-RAN CGI
9.3.1.73
	
	YES
	ignore

	>N3IWF user location information
	
	
	
	
	
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE's local IP address used to reach the N3IWF
	-
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
	

	>TNGF user location information
	
	
	
	
	
	

	>>TNAP Identifier
	M
	
	FFS
	
	
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	
	
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	
	
	

	>W-AGF user location information
	
	
	
	
	
	

	>> Global Line Identifier
	O
	
	FFS
	Encoded as defined in TS 23.003 and in BBF WT-456
	
	

	>>Global Cable Identifier
	O
	
	FFS
	Encoded as defined in TS 23.003 and by Cablelabs in [x].
	
	



Option B:  only include one non-3GPP location information IE in TS 38.413 while add the details in TS 29.413. . Note that the texts are taken as an example, the details can be left to stage 3 CR discussion. 
· The Other non-3GPP Access Function ID IE in the applicable NGAP messages provides the user location for other non-3GPP access nodes. The TNGF user location information including TNAP Identifier, IP Address and Port Number is included between the TNGF and the AMF as specified as specified in TS 23.003 [x]. The W-AGF user location information including Global Line Identifier or Global cable Identifier is included between the W-AGF and the AMF as specified in TS 23.003 [x].
9.3.1.16	User Location Information
This IE is used to provide location information of the UE.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	CHOICE User Location Information
	M
	
	
	
	-
	

	>E-UTRA user location information
	
	
	
	
	
	

	>>E-UTRA CGI
	M
	
	9.3.1.9
	
	-
	

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	>>Age of Location
	O
	
	Time Stamp
9.3.1.75
	Indicates the UTC time when the location information was generated.
	-
	

	>>PSCell Information
	O
	
	NG-RAN CGI
9.3.1.73
	
	YES
	ignore

	>NR user location information
	
	
	
	
	
	

	>>NR CGI
	M
	
	9.3.1.7
	
	-
	

	>>TAI
	M
	
	9.3.3.11
	
	-
	

	>>Age of Location
	O
	
	Time Stamp
9.3.1.75
	Indicates the UTC time when the location information was generated.
	-
	

	>>PSCell Information
	O
	
	NG-RAN CGI
9.3.1.73
	
	YES
	ignore

	>N3IWF user location information
	
	
	
	
	
	

	>>IP Address
	M
	
	Transport Layer Address 
9.3.2.4
	UE's local IP address used to reach the N3IWF
	-
	

	>>Port Number
	O
	
	OCTET STRING
(SIZE(2))
	UDP or TCP source port number if NAT is detected.
	-
	

	>Other non-3GPP access user location information
	
	
	
	
	
	

	>>>Other non-3GPP Access Address
	M
	
	OCTET STRING
(SIZE(x))
X: FFS
	
	
	




Company views for Issue #2:
	Company
	Preference
	Comments

	Huawei
	A
	Option A is much clear. And the exact procedural texts can be added in TS 29.413.  
Option B can simplify the TS 38.413. But the detailed format for different access type needs to be specified in TS 29.413. Also it needs to specify
- the size of X considering the variable and different sizes for different access types;
- The access type is not critically clear for the user location information


	
	
	

	
	
	

	
	
	




2.3 Issue#3: Introduction of TNGF ID, W-AGF ID and TWIF ID
In Baseline CR for TS 38.413 [5], the editor’s note is given as follows. 
· Editor’s Note:	It is FFS whether a TNGF ID, a W-AGF, a TWIF ID needs to be explicitly defined or can be mapped e.g. on other existing (R)AN node IDs.
Question: How to support the TNGF ID, W-AGF ID and TWIF ID in NG specification, e.g. in case of NG interface setup?
Option A:	 explicitly include all these IDs in TS 38.413. The following provides an example. 
9.3.1.5	Global RAN Node ID
This IE is used to globally identify an NG-RAN node (see TS 38.300 [8]).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NG-RAN node
	M
	
	
	

	>gNB
	
	
	
	

	>>Global gNB ID
	M
	
	9.3.1.6
	

	>ng-eNB
	
	
	
	

	>>Global ng-eNB ID
	M
	
	9.3.1.8
	

	>N3IWF
	
	
	
	

	>>Global N3IWF ID
	M
	
	9.3.1.57
	

	>TNGF
	
	
	
	

	>>Global TNGF ID
	M
	
	FFS
	

	>TWIF
	
	
	
	

	>>Global TWIF ID
	M
	
	FFS
	

	>W-AGF
	
	
	
	

	>>Global W-AGF ID
	M
	
	FFS
	



Option B:. introduce the other non-3GPP access function ID in TS 38.3413, and add the following texts for related NGAP messages in TS 29.413. Note that the texts are taken as an example, the details can be left to stage 3 CR discussion. 
· The Other non-3GPP Access Function ID IE in the applicable NGAP messages identifies the node ID for other non-3GPP access nodes. The Global TNGF ID is included between the TNGF and the AMF as specified in as specified in TS 23.003 [x]. the Global TWIF ID is included between the TWIF and the AMF as specified in as specified in TS 23.003 [x]. the Global W-AGF ID is included between the W-AGF and the AMF as specified in as specified in TS 23.003 [x]. 
9.3.1.5	Global RAN Node ID
This IE is used to globally identify an NG-RAN node (see TS 38.300 [8]).
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CHOICE NG-RAN node
	M
	
	
	

	>gNB
	
	
	
	

	>>Global gNB ID
	M
	
	9.3.1.6
	

	>ng-eNB
	
	
	
	

	>>Global ng-eNB ID
	M
	
	9.3.1.8
	

	>N3IWF
	
	
	
	

	>>Global N3IWF ID
	M
	
	9.3.1.57
	

	>Other non-3GPP Access Function
	
	
	
	

	>>Other non-3GPP Access Function ID
	M
	
	OCTET STRING
(SIZE(X))
X: FFS
	



Option C:. reuse the Global N3IWF ID in TS 38.413, and add the following texts in TS 29.413. Note that the texts are taken as an example, the details can be left to stage 3 CR discussion. 
· the Global N3IWF ID: the information given within this IE between the TNGF and the AMF shall include the TNGF ID as specified in TS 23.003 [x]. the information given within this IE between the TWIF and the AMF shall include the TWIF ID as specified in TS 23.003 [x]. The information given within this IE between the W-AGF and the AMF shall include the W-AGF ID as specified in TS 23.003 [x].
Option D: explicitly introduce the W-AGF ID and TNGF ID in the TS 38.413. Since the trusted WLAN access network is a particular type of the trusted non-3GPP access network, and the TWIF is a particular type of the TNGF, the exception for the TWIF ID could be added in the TS 29.413.

Company views for Issue #3:
	Company
	Preference
	Comments

	Huawei
	A

	Option A is the very clean solution. 
Option B has minimum impact on TS 38.413, but the detailed format for different access type needs to be specified in TS 29.413. Also in the OCTET STRING, it needs to specify the access type so that the CN understands the access node. 
Option C is not good approach because the WID includes the trusted non-3GPP access network and wireline 5G access network to the 5GC, both of which are different than the untrusted non-3GPP access network.
Option D is a trade-off solution.

	
	
	

	
	
	

	
	
	




2.4 Issue#4: FN-RG authentication

In baseline CR for TS 38.413, the editor’s note is given as follows. 
· Editor’s Note: 	Which reference point is actually impacted (N1, N2) by FN-RG authentication, and in which way (existing or new IE, message) necessary is FFS).
In TS 23. 316, it is described as follows. 
	[bookmark: _Toc19107137]7.2.1.3	FN-RG Registration via W-5GAN
/**Skip the unrevelant**/
3.	W-AGF performs initial registration on behalf of the FN-RG to the 5GC. The W-AGF sends a Registration Request to the selected AMF within an N2 initial UE message (NAS Registration Request, Line-ID/HFC-node-ID based ULI, Establishment cause, UE context request, Allowed NSSAI, Authenticated Indication).
/**Skip the unrevelant**/
-	The Authenticated Indication indicates to AMF and 5GC that the FN-RG has been authenticated by the access network.



Hence it seems that the authenticated indication is included in the NG-AP message but not carried in NAS. But companies are welcome to provide different views. 
Question: whether and how the Authenticated Indication is included in the NGAP message for FN-RG?
· Option A:  yes in NGAP message
· Option B:  yes in NAS message
· Option C:  not needed.
Company views for Issue #4:
	Company
	Preference
	Comments

	Huawei
	A
	This is aligned with SA2 specification. 

	
	
	

	
	
	

	
	
	


2.5 Issue#5 W-AGF addresses (for W-AGF and UPF coexistence)
In baseline CR for TS 38.413, the editor’s note is given as follows. 
· Editor’s Note: 	A List of W-AGF may be included by the W-AGF for the SMF to select the UPF. This may not be visible explicitly on NGAP and explicit visibility of respective info in this message FFS.
In TS 23. 316, it is described as follows.
	[bookmark: _Toc19107158]7.3.1.1	5G-RG PDU Session establishment via W-5GAN
/**Skip the unrevelant**/
The W-AGF identities parameter may be included by the W-AGF and contains a list of Identifiers (i.e. FQDN or IP address) of N3 terminations at W-AGF and can be used by SMF in step 8 in TS 23.502 [3] clause 4.3.2.2.1 as input to select an UPF.
7.3.4	FN-RG related PDU Session Establishment via W-5GAN
The W-AGF identities contains a list of Identifiers (i.e. FQDN or IP address) of N3 terminations at W-AGF and can be used by SMF in step 8 in TS 23.502 [3] clause 4.3.2.2.1 as input to select an UPF.




It can be observed that the list of identifiers are carried in the N2 Uplink NAS Transport messages during the PDU session establishment procedures. One issues is that the W-AGF may not know the PDU session establishment NAS-PDU, thus include a list of identifiers for any NAS-PDU. 
Question: are the list of identifiers needed in the Uplink NAS TRANSPORT NGAP message? 
· Option A:  yes
· Option B:  no   

Company views for Issue #5: (for option B, companies please explain why, and provide alternative solutions if any)
	Company
	Preference
	Comments

	Huawei
	A
	This option is aligned with SA2 specification. 

	
	
	

	
	
	

	
	
	



2.6 Other issues
Companies are welcome to provide issues which are not covered above. 
	Company
	Issues

	
	

	
	



[bookmark: _Toc423019950][bookmark: _Toc423020279][bookmark: _Toc423020296]3. Conclusion
[bookmark: _GoBack]This email introduces the SA2 last progress, and provides the information on the exact signalling design for the WWC. It is suggested to note this paper and discuss these listed open issues at respective agenda items online. 
[bookmark: _Toc423020280]
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