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1	Introduction
A LS [1] from RAN2 is received for the UE Capability ID, where RAN3 is asked on the preference of UE Capability ID transfer as below:
· As part of new WI for NR Rel-16 on RACS_RAN, RAN2 understands the UE Capability ID needs to be exchanged over X2/Xn interface. RAN2 would like to check with RAN3 if a X2/Xn based solution would be sufficient or if RAN3 prefers that RAN2 use the RRC inter-node message mechanism.
In this contribution, we will discuss the transfer of UE Capability ID on network side.
2 Discussion
2.1 Signalling capability Identity over Xn/X2 interfaces 
2.1.1 Introduction of SA2 progress
SA2 has already agreed the following during the Xn based handover procedures in TS 23.502.
	  [TS23.502]. 4.2.3.2	 Xn based inter NG-RAN handover
1a.	If the PLMN has configured secondary RAT usage reporting, the source NG-RAN node during the handover execution phase may provide RAN usage data Report (N2 SM Information (Secondary RAT usage data), Handover Flag, Source to Target transparent container) to the AMF. The source NG-RAN node shall provide this only when the Target NG-RAN has confirmed handover over Xn interface. The Handover Flag indicates to the AMF that it should buffer the N2 SM Information containing the usage data report before forwarding it.
	If the source NG RAN and target NG RAN support RACS as defined in TS 23.501 [2], the Source to Target  transparent container shall contain the UE's UE Radio Capability ID instead of UE radio access capabilities



Observation 1: SA2 specifies that UE Radio Capability ID is contained in the Source to Target transparent container in Xn handover. 
2.1.2 Transfer of UE Radio Capability ID
From the above observation, the UE Radio Capability ID needs to be transferred in Xn based handover scenario. For INACTIVE, the Context Retrieval Procedure would also need to include the UE Capability ID with the similar purpose as handover procedure.
If UE Capability ID is transferred in RRC container (HandoverPreparationInformation), it would be applied both to N2 based handover, Context Retrieval procedure and Xn based handover. Otherwise we need to introduce UE Radio Capability ID in all relative messages, such as HANDOVER REQUIRED (N2), HANDOVER REQUEST (N2), HANDOVER REQUEST (Xn), RETRIEVE UE CONTEXT RESPONSE (Xn). 
In addition, SA2 spec has already assume the UE Radio Capability ID is included in RRC container, therefore we prefer to include UE Capability ID is transferred in RRC container (HandoverPreparationInformation). 
Proposal 1: The UE Capability ID is transferred in RRC container (HandoverPreparationInformation) for Xn based handover and Context Retrieval procedure.
For MR-DC operation, the UE Capability ID may be included to reduce the signalling size for the DC operation. However, NGAP interface is not assumed to support for sg(e)NB. If the sg(e)NB doesn’t store the  mapping relation between the used UE Capability ID and the UE radio capability sets, the sg(e)NB would not be able to request the UE radio capability sets from the CN as in handover procedure. Extra standard effort would be needed to support this and also this will increase the latency for SCG addition. Therefore, we suggest that the UE Capability ID is not used in DC operation. But cooperation with RAN2 is needed. 
Proposal 2: The UE Capability ID is not used in DC related signalling. 

2.2. Signalling capability Identity over NG/S1
2.2.1 Introduction of SA2 progress
	  [TS23.502]. 4.2.3.2	UE Triggered Service Request
12.	AMF to (R)AN: N2 Request (N2 SM information received from SMF, security context, Mobility Restriction List, UE-AMBR, MM NAS Service Accept, list of recommended cells / TAs / NG-RAN node identifiers, UE Radio Capability, Core Network Assistance Information, Tracing Requirements, UE Radio Capability ID). The Allowed NSSAI for the Access Type for the UE is included in the N2 message. If the subscription information includes Tracing Requirements, the AMF includes Tracing Requirements in the N2 Request.
If AMF has UE Radio Capability ID in UE context and the NG-RAN supports RACS, the AMF signals the UE Radio Capability ID. If the NG-RAN node does not have mapping between the UE Radio Capability ID and the corresponding UE radio capabilities, it shall use the non-UE associated procedure described in TS 38.413 [10] to retrieve the mapping from the AMF.



	[TS23.502]. 4.9.1.3	Inter NG-RAN node N2 based handover
1.	S-RAN to S-AMF: Handover Required (Target ID, Source to Target transparent container, SM N2 info list, PDU Session IDs, intra system handover indication).
	Source to Target transparent container includes NG-RAN information created by S-RAN to be used by T-RAN, and is transparent to 5GC. It also contains for each PDU session the corresponding User Plane Security Enforcement information, QoS flows /DRBs information subject to data forwarding.
	If the source NG RAN and target NG RAN support RACS as defined in TS 23.501 [2], the Source to Target transparent container shall contain the UE's UE Radio Capability ID instead of UE radio access capabilities.
		[…]
7.	AMF to NG-RAN: N2 Path Switch Request Ack (N2 SM Information, Failed PDU Sessions, UE Radio Capability ID).
	Once the Nsmf_PDUSession_UpdateSMContext response is received from all the SMFs, the AMF aggregates received CN Tunnel Info and sends this aggregated information as a part of N2 SM Information along with the Failed PDU Sessions in N2 Path Switch Request Ack to the Target NG-RAN. If none of the requested PDU Sessions have been switched successfully, the AMF shall send an N2 Path Switch Request Failure message to the Target NG-RAN.
	If the UE Radio Capability ID is included in the N2 Path Switch Request Ack message, when there is no corresponding UE radio capabilities set for UE Radio Capability ID at the target NR-RAN, the target NG-RAN shall request the AMF to provide the UE radio capabilities set corresponding to UE Radio Capability ID to the target NG-RAN



The following observation is made: 
Observation 2: SA2 specifies the following procedures on the UE radio capability ID transfer 
· The AMF will use UE Radio Capability ID instead of UE radio capability sets in N2 signalling, for example initial context setup.
· A non-UE associated procedure is introduced to enquiry UE radio capability set based on UE Radio Capability ID.
· The RAN will use UE Radio Capability ID instead of UE radio capability sets in NG based handover.
· The UE Radio Capability ID is contained in the Source to Target transparent container in N2 based handover
· The UE Radio Capability ID is included in the N2 Path Switch Request Ack message

2.2.2 Transfer of UE Radio Capability ID
Hence the UE Radio Capability ID is needed in INITIAL CONTEXT SETUP REQUEST, PATH SWITCH REQUEST ACKNOWLEDGE explicitly.
Proposal 3: Add UE Radio Capability ID in NGAP messages INITIAL CONTEXT SETUP REQUEST, PATH SWITCH REQUEST ACKNOWLEDGE explicitly in RAN3 spec.
In addition, a new procedure is needed for the gNB to request UE Radio Capability for a specific UE Radio Capability ID, the AMF to transfer the corresponding UE Radio Capability to the gNB upon request.
Proposal 4: Add new procedures for the gNB requesting the UE Radio Capability for a specific UE Radio Capability ID.

Furthermore, in case the no UE Radio Capability ID is reported in NAS message or the reported ID is not known by the AMF, the AMF need to inform the gNB to request UE radio capability from the UE and the gNB would send the UE radio capability in UE RADIO CAPABILITY INFO INDICATION to the AMF. The AMF will assign UE Capability ID to the UE by NAS procedure as the figure below.   


Figure 1: assignment of UE capability ID
Since the UE Radio Capability ID is assigned to the UE by NAS message, the gNB would not know the assigned UE Radio Capability ID. Therefore, a N2 message is needed to inform the gNB of the newly assigned UE Radio Capability ID. This can be a new N2 message or adding UE Capability ID into the exsiting N2 message for example, UE CONTEXT MODIFICATION REQUEST.
Proposal 5: A NGAP message (existing message or new message) is needed to inform the gNB of the newly assigned UE Radio Capability ID. 
RAN2 has agreed that the maximum number of segments is 16. The reason is that it would not be realistic to assume that the network can decode a RRC message (e.g. UE radio capability information message) without a size limitation. That is, the network is not required to be able to process a RRC message with the size exceeding the 16*PDCP size.  
However, regarding the UE manufacturer based capability ID, it was agreed that the filter is not applicable in the context of manufacturer based capability ID. Thus, the capabilities associated with the manufacturer based capability ID would be the full capabilities of the UE without any filtering, so that the full capabilities may well exceed the limitation of 16*PDCP size. When the AMF receives the manufacturer based capability ID from the UE and transmits the associated full capabilities to the gNB, it is possible that the RAN is not able to decode such a large capability message. 
To address the issue analysed above, the AMF can reduce the size of the capabilities associated with the manufacturer based capability ID and ensure a safe size of the capability message. For example, the gNB can provide its filter information to the AMF. The AMF generates a new capability message satisfying the size limitation based on the filter information, and transmits this new capability message to the gNB. In some cases, different gNBs have different capabilities; especially considering mixed deployment of CU/DU and gNB, it is possible that some gNBs in one region could support RRC message size larger 16*PDCP. To ensure that filtered capabilities satisfy the size limitation of a certain gNB, the gNB could provide the capability of the maximum size it supports to the AMF as well.
In this case, the CN can transfer the filtered capabilities which are associated with manufacturer based capability ID to the gNB, and the gNB stores the mapping between manufacturer based capability IDs and filtered capabilities. However, in the UE side and the CN side, the mapping between manufacturer based capability ID and associated capabilities without filtering is stored. 
Proposal 6: The gNB provides its filter information as well the expected maximum size for UE radio capability  to the AMF, so that the AMF would not send UE radio capability exceeding the maximum size that could be handled by the gNB.
Since the UE Radio Capability ID is supported in LTE, all the proposals discussed above are valid for LTE. Once we have agreement for NR we can apply the agreement to LTE side. 
Proposal 7: All above proposals are applicable to LTE if they are agreed for NR. 
3	Conclusions
In this contribution, we discussed the transfer of UE Capability ID on network side and made the following observations and proposals:
Observation 1: SA2 specifies that UE Radio Capability ID is contained in the Source to Target transparent container in Xn handover. 
1. The UE Capability ID is transferred in RRC container (HandoverPreparationInformation) for Xn based handover and Context Retrieval procedure.
Proposal 9: The UE Capability ID is not used in DC related signalling. 
Observation 2: SA2 specifies the following procedures on the UE radio capability ID transfer 
· The AMF will use UE Radio Capability ID instead of UE radio capability sets in N2 signalling, for example initial context setup.
· A non-UE associated procedure is introduced to enquiry UE radio capability set based on UE Radio Capability ID.
· The RAN will use UE Radio Capability ID instead of UE radio capability sets in NG based handover.
· The UE Radio Capability ID is contained in the Source to Target transparent container in N2 based handover
· The UE Radio Capability ID is included in the N2 Path Switch Request Ack message
Proposal 10: Add UE Radio Capability ID in NGAP messages INITIAL CONTEXT SETUP REQUEST, PATH SWITCH REQUEST ACKNOWLEDGE explicitly in RAN3 spec.
Proposal 11: Add new procedures for the gNB requesting the UE Radio Capability for a specific UE Radio Capability ID.
Proposal 12: A NGAP message (existing message or new message) is needed to inform the gNB of the newly assigned UE Radio Capability ID. 
Proposal 13: The gNB provides its filter information as well the expected maximum size for UE radio capability  to the AMF, so that the AMF would not send UE radio capability exceeding the maximum size that could be handled by the gNB.
Proposal 14: All above proposals are applicable to LTE if they are agreed for NR. 
[bookmark: _GoBack] The LS response to RAN2 is provided in [2]. 
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