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1   Introduction
At last RAN3#105 and RAN3#105bis discussions started on NPN.

It has been decided to organize the discussions around key topics. 

The following addresses the mobility topic.

The summary of offline discussions on mobility aspects is available in [3].

Based on the discussion paper we propose the following TP for TS 38.413.

2   TP for baseline CR for NPN 38.413
Start of changes
8.4.2.2
Successful Operation
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Figure 8.4.2.2-1: Handover resource allocation: successful operation

The AMF initiates the procedure by sending the HANDOVER REQUEST message to the target NG-RAN node.

If the Masked IMEISV IE is contained in the HANDOVER REQUEST message the target NG-RAN node shall, if supported, use it to determine the characteristics of the UE for subsequent handling.
Text omitted
8.4.2.4
Abnormal Conditions

If the supported algorithms for encryption defined in the Encryption Algorithms IE in the UE Security Capabilities IE, plus the mandated support of EEA0 and NEA0 in all UEs (TS 33.501 [13]), do not match any allowed algorithms defined in the configured list of allowed encryption algorithms in the NG-RAN node (TS 33.501 [13]), the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.

If the supported algorithms for integrity defined in the Integrity Protection Algorithms IE in the UE Security Capabilities IE, plus the mandated support of the EIA0 and NIA0 algorithm in all UEs (TS 33.501 [13]), do not match any allowed algorithms defined in the configured list of allowed integrity protection algorithms in the NG-RAN node (TS 33.501 [13]), the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.

If the target NG-RAN node receives a HANDOVER REQUEST message which does not contain the Mobility Restriction List IE, and the serving PLMN cannot be determined otherwise by the NG-RAN node, the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.

If the target NG-RAN node receives a HANDOVER REQUEST message containing the Mobility Restriction List IE, and the serving PLMN indicated is not supported by the target cell, the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message.
If the target NG-RAN node receives a HANDOVER REQUEST message containing an Allowed PNI NPN List IE in the Mobility Restriction List IE which does not allow access to the cell indicated in the Target Cell ID IE, the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message with an appropriate cause value and may include the Cell CAG Information IE corresponding to this cell and the selected PLMN.
If the target NG-RAN node receives a HANDOVER REQUEST message containing a Serving PLMN IE and Serving NID IE in the Mobility Restriction List IE which does not allow access to the cell indicated in the Target Cell ID IE, the target NG-RAN node shall reject the procedure using the HANDOVER FAILURE message with an appropriate cause value.
Next change
9.2.3.3
HANDOVER PREPARATION FAILURE

This message is sent by the AMF to inform the source NG-RAN node that the Handover Preparation has failed.

Direction: AMF ( NG-RAN node.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	RAN UE NGAP ID
	M
	
	9.3.3.2
	
	YES
	ignore

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	Cell CAG Information 
	O
	
	9.3.1.x2
	
	YES
	ignore


Next change
9.2.3.6
HANDOVER FAILURE

This message is sent by the target NG-RAN node to inform the AMF that the preparation of resources has failed.

Direction: NG-RAN node ( AMF.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.3.1.1
	
	YES
	reject

	AMF UE NGAP ID
	M
	
	9.3.3.1
	
	YES
	ignore

	Cause
	M
	
	9.3.1.2
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.3.1.3
	
	YES
	ignore

	Cell CAG Information 
	O
	
	9.3.1.x2
	
	YES
	ignore


Next change
9.3.1.x1
CAG ID 
This information element indicates the identifier of the Closed Access Group, as defined in TS 23.003 [21].

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	CAG Id
	M
	
	BIT STRING (SIZE (xx))
	


9.3.1.x2
Cell CAG Information

This IE provides information about support of closed access groups for a cell.

	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	NG-RAN CGI 
	M
	
	9.3.1.73
	

	CAG Support List 
	
	1
	
	

	>Support CAG Item
	
	1..<maxnoofCAGsperCell>
	
	Indicates the list of CAGs supported by the cell.

	>>CAG ID
	M
	
	9.3.1.x
	


	Range bound
	Explanation

	maxnoofCAGsperCell
	Maximum no. of CAGs per cell per PLMN. Value is 64. Max is 12 in this release.
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