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Introduction
At the last RAN3-105bis (Chongqing), we made quite a good progress on DAPS HO:

Source sends HFN and SN of the first SDU forwarded to target for encryption by the existing SN STATUS TRANSFER

WA: Target may send HO SUCCESS message to source; source sends the last SN STATUS TRANSFER to target

(DL) No need to send another SN STATUS TRANSFER to inform that HFN has been increased (for target’s encryption)

WA: (DL) The last SN STATUS TRANSFER is the same as legacy, for which normal data forwarding follows

(DL) FFS whether/how discarding of already forwarded PDCP SDUs is executed.

(UL) UL delivery to CN from source continues until sending the last SN STATUS TRANSFER to target (same as legacy). Target won’t forward UL packets in-sequence to CN until it receives this last SN STATUS TRANSFER (as in the legacy).

(UL) The last SN STATUS TRANSFER sent for DL is also used for UL (normal data forwarding follows as in the legacy)

(UL) FFS whether we allow source to send an intermediate SN STATUS TRANSFER (between the first and the last) to convey UL out-of-seq. receiving status so that target can send PDCP status report to UE immediately when accessed.

No need to inform CT4 about GTP-U extension header.

This contribution provides further views on the remaining issues (two WAs and two FFSes above underlined) and proposes TPs for stage-2 and stage-3 specifications.
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Discussion
2.1     Why HO SUCCESS for DAPS?
HO SUCCESS is important to guarantee 0ms interruption for DL. To achieve 0ms interruption, the source should not stop sending DL data until the UE successfully accessed the target and is ready to receive DL packets [1]. An interruption could exist otherwise, regardless of whether the source link quality remains good or bad. This means that if we leave it up to implementation when to stop DL, then 0ms interruption cannot be guaranteed.

The best way would be to make the source first confirms “UE successfully accessed the target” before it stops DL, so that 0ms interruption can be ALWAYS guaranteed for DAPS HO as long as the source link quality remains good. The existing HO SUCCESS message is well-suited and can be re-used for this purpose. Once receiving the HO SUCCESS message, the source can safely stop sending DL data to the UE.
Observation 1a: To achieve 0ms interruption, the source should not stop sending DL data until the UE successfully accessed and is ready to receive DL packets from the target. An interruption could exist otherwise, regardless of whether the source link quality remains good or bad.
Observation 1b: Leaving up to implementation when to stop DL (as in the legacy) cannot guarantee 0ms interruption. To ALWAYS guarantee 0ms interruption for DAPS HO, the source first needs to confirm “UE successfully accessed target” before it stops DL.
Observation 1c: The existing HO SUCCESS message is well-suited and can be re-used for this purpose. Once receiving the HO SUCCESS message, the source can safely stop sending DL data to the UE.
Proposal 1: To always guarantee 0ms interruption for DL, confirm the WA and agree the following:

·  The target sends HO SUCCESS to the source upon receiving RRC RECONFIGURATION COMPLETE. 

·  The source does not stop sending DL packets to the UE until it receives HO SUCCESS.
2.2     Defering freeze until the path is completely switched
In legacy, the source initiates the SN Status Transfer procedure when it considers the transmitter/receiver status to be frozen. At that time, it stops assigning PDCP SNs to DL SDUs and stops delivering UL SDUs to CN.

Currently, the source can freeze status even after it completely stopped sending DL or scheduling UL. Even it is allowed to defer freezing until the path is completely switched (i.e. after the source receives an end-marker from CN). The source can keep assigning PDCP SNs to fresh data coming from CN until the end marker is received, while forwarding SDUs with PDCP SN in the GTP-U extension header to the target. The source at last sends the SN STATUS TRANSFER message in which DL COUNT is used for the target to assign PDCP SN for the first fresh packet came from CN. This extreme behaviour still complies with our legacy stage-2/3 descriptions.
However, such an extreme case (defer freezing/sending the last SN STATUS TRANSFER until the end-marker arrives) unnecessarily involves CN. This could result in more interruption for X2/Xn based DAPS HO, especially for UL, whose interruption can be capped solely by X2/Xn roundtrip delay when the source relies on the HO SUCCESS message from the target before freezing/sending the last SN STATUS TRANSFER [1]. 
Observation 2a: From stage-2/3 descriptions, the source is allowed to defer freezing until the path is completely switched. The source can keep assigning PDCP SNs to fresh data coming from CN until end marker is received, while forwarding SDUs with PDCP SN in the GTP-U extension header to the target.
Observation 2b: However, such an extreme case (defer freezing/sending the last SN STATUS TRANSFER until the end-marker arrives) unnecessarily involves CN, which results in more interruption for X2/Xn based DAPS HO, especially for UL, whose interruption can be capped solely by X2/Xn roundtrip delay when relying on HO SUCCESS from the target before freezing/sending the last SN STATUS TRANSFER.

There is no reason to specify in that extreme way relying on end-marker from CN for the last SN STATUS TRANSFER. Once the source receives HO SUCCESS from the target, the source can simply follow the legacy, for which normal data forwarding follows (stops assigning PDCP SNs and forwards SDUs without PDCP SN). By following the legacy, the above extreme behaviour can still be allowed as in the legacy.
Proposal 2: For DAPS HO, there is no reason to specify to defer freezing until the path is completely switched, which unnecessarily relies on CN and end-marker for the last SN STATUS TRANSFER. Confirm the WA and agree the following:

·  Once receiving HO SUCCESS, the source freezes DL/UL and sends the last SN STATUS TRANSFER message, for which the normal data forwarding follows as in the legacy.

2.3     Discarding of already forwarded PDCP SDUs
The source can continue sending DL data to the UE after forwarding PDCP SDUs (with SN) to the target. Given the use of PDCP duplication is not precluded (from RAN2#106 agreement), it may be beneficial for the source to indicate discarding of already forwarded PDCP SDUs for efficient simultaneous DL delivery.
One may consider re-using the NR-U flow control mechanism, which is supported via the NR RAN Container Extension Header in TS 29.281 [2]. However, NR-U flow control mechanisms (in TS 38.425 [3]) has been specified to be used for split bearer where we forward PDCP PDUs. We never used it over data forwarding (of PDCP SDUs) during HO. There could be a huge impact on implementations if we change this principle.

Moreover, DAPS HO is supported between LTE eNBs. X2-U flow control between LTE eNBs is defined in TS 36.425 [4] for which there is no such discarding functionality over the DL User Data frame as in TS 38.425. TS 36.425 also needs to be enhanced if we re-use flow control mechanism.
Instead, we can make use of DL COUNT in the existing SN STATUS TRANSFER message. If sent between the first and the last SN STATUS TRANSFER messages, DL COUNT can be used as an indication for the target to discard PDCP SDUs forwarded, whose COUNT is less than the provided. Such DL flush could be especially useful if the source decided to duplicate forwarding for reliability, but the source link quality remained good and there has been significant DL deliveries from the source side.

Observation 3a: For DL PDCP SDUs forwarding, the use of PDCP duplication is not precluded. It may be beneficial for the source to indicate discarding of already forwarded PDCP SDUs for efficient DL delivery from the source and the target.

Observation 3b: The existing NR-U flow control mechanism (TS 38.425) may be re-used, but it has been specified for split bearer where PDCP PDUs are forwarded. We never used it over data forwarding (of PDCP SDUs) during HO. There could be a huge impact on implementations if we change this principle.
Observation 3c: DAPS HO is supported between LTE eNBs. X2-U flow control between LTE eNBs is defined in TS 36.425 for which there is no such discarding functionality over the DL User Data frame as in TS 38.425. TS 36.425 also needs to be enhanced if we re-use flow control mechanism.
Observation 3d: Instead, DL COUNT in the SN STATUS TRANSFER message, if sent between the first and the last SN STATUS TRANSFERs, can be used for the target to discard PDCP SDUs forwarded whose COUNT is less than the provided.

Observation 3e: Such DL flush could be useful if the source duplicated forwarding for reliability, but the source link quality remained good and there has been significant DL deliveries from the source side.
Proposal 3: Allow the source to send additional SN STATUS TRANSFER message to inform discarding of already forwarded PDCP SDUs, between the first and the last, for which DL COUNT is used for the target to discard PDCP SDUs forwarded whose COUNT is less than the provided.
2.4     Last SN STATUS TRANSFER indication

For DAPS HO, we agreed the source sends two SN STATUS TRANSFER messages. Having two, the target is able to know which one is the last by counting. However, if the source is allowed to send additional SN STATUS TRANSFER message(s) for discarding, it is no longer clear which one is the last from the target perspective. 
One may argue that the last one is triggered after the source receives HO SUCCESS, so the target can know by the one received after sending HO SUCCESS. However, one triggered before receiving HO SUCCESS may arrive at the target after sending it. DAPS HO may not work properly if the target simply relies on knowing the last by the one received after sending HO SUCCESS. A clear distinction (at least for the last SN STATUS TRANSFER) is necessary for the target, given that the same message is used for different purposes.

Observation 4a: Given that the source is allowed to send additional SN STATUS TRANSFER message(s) for discarding, from the target perspective, it is no longer clear which one is the last one.
Observation 4b: Although the last one is triggered after the source receives HO SUCCESS, one triggered before receiving HO SUCCESS may arrive at the target after sending it. The target should not rely on knowing the last simply by the one received after sending HO SUCCESS. A clear distinction (at least for the last SN STATUS TRANSFER) is necessary, given the same message is used for different purposes.
Proposal 4: Add an explicit “last transfer” indication in the SN STATUS TRANSFER message. 
2.5     UL out-of-sequence receiving status
For uplink, there is one FFS regarding out-or-sequence receiving status, which is used by the target to send PDCP status report. This FFS was made from [1] such that 
·  Out-of-sequence receiving status conveyed over the first SN STATUS TRANSFER would be too early and out-dated (UL transmission may continue over the source link); 
·  Conveyed over the last SN STATUS TRANSFER would be too late although out-of-sequence receiving status information is accurate (after the UE successfully accessed and the target sends HO SUCCESS).

Although the issue was acknowledged [5], it is true that PDCP status reporting for UL is optional, thus not critical. Moreover, the expected gain is indeed small (saving some UL transmissions from the UE) even if the same accurate information (as sent over the last SN STATUS TRANSFER message) is provided at the right timing just before the UE accesses the target. The gain becomes even smaller considering that this status provided before the last SN STATUS TRANSFER may be slightly out-dated and the source does not know when exactly the UE will access the target. 

Observation 5a: Regarding FFS on out-or-sequence receiving status, the expected gain of allowing intermediates SN STATUS TRANSFER is indeed small (saving some UL transmissions from the UE), even if the same accurate information (as sent over the last SN STATUS TRANSFER message) is provided at the right timing just before the UE accesses the target.
Observation 5b: The gain becomes even smaller considering that out-of-sequence receiving status provided before the last SN STATUS TRANSFER may be slightly out-dated and the source does not know when exactly the UE will access the target.
Given these observations and for the sake or progress, we propose not to consider this optimization anymore. 

Proposal 5: Remove FFS for out-or-sequence receiving status, given that PDCP status reporting for UL is optional and the expected gain is small.
2.6     RLC-UM

It is for sure that DAPS HO is supported for RLC-AM, but support for RLC-UM is still under discussion in RAN2:
RAN2-107bis Working assumption 
1
RLC UM with PDCP SN number continuity is supported for DAPS. We do not attempt to make RLC UM lossless by introducing RLC AM mechanisms.

As working assumption, we describe the corresponding behaviours on stage-2/3 specifications with FFS.
Proposal 6: Put FFS on DAPS support for RLC UM with PDCP SN continuity, pending RAN2 (WA).
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Conclusion

In the present contribution we make the following observations:

Observation 1a: To achieve 0ms interruption, the source should not stop sending DL data until the UE successfully accessed and is ready to receive DL packets from the target. An interruption could exist otherwise, regardless of whether the source link quality remains good or bad.

Observation 1b: Leaving up to implementation when to stop DL (as in the legacy) cannot guarantee 0ms interruption. To ALWAYS guarantee 0ms interruption for DAPS HO, the source first needs to confirm “UE successfully accessed target” before it stops DL.

Observation 1c: The existing HO SUCCESS message is well-suited and can be re-used for this purpose. Once receiving the HO SUCCESS message, the source can safely stop sending DL data to the UE.

Observation 2a: From stage-2/3 descriptions, the source is allowed to defer freezing until the path is completely switched. The source can keep assigning PDCP SNs to fresh data coming from CN until end marker is received, while forwarding SDUs with PDCP SN in the GTP-U extension header to the target.

Observation 2b: However, such an extreme case (defer freezing/sending the last SN STATUS TRANSFER until the end-marker arrives) unnecessarily involves CN, which results in more interruption for X2/Xn based DAPS HO, especially for UL, whose interruption can be capped solely by X2/Xn roundtrip delay when relying on HO SUCCESS from the target before freezing/sending the last SN STATUS TRANSFER.
Observation 3a: For DL PDCP SDUs forwarding, the use of PDCP duplication is not precluded. It may be beneficial for the source to indicate discarding of already forwarded PDCP SDUs for efficient DL delivery from the source and the target.

Observation 3b: The existing NR-U flow control mechanism (TS 38.425) may be re-used, but it has been specified for split bearer where PDCP PDUs are forwarded. We never used it over data forwarding (of PDCP SDUs) during HO. There could be a huge impact on implementations if we change this principle.

Observation 3c: DAPS HO is supported between LTE eNBs. X2-U flow control between LTE eNBs is defined in TS 36.425 for which there is no such discarding functionality over the DL User Data frame as in TS 38.425. TS 36.425 also needs to be enhanced if we re-use flow control mechanism.

Observation 3d: Instead, DL COUNT in the SN STATUS TRANSFER message, if sent between the first and the last SN STATUS TRANSFERs, can be used for the target to discard PDCP SDUs forwarded whose COUNT is less than the provided.

Observation 3e: Such DL flush could be useful if the source duplicated forwarding for reliability, but the source link quality remained good and there has been significant DL deliveries from the source side.

Observation 4a: Given that the source is allowed to send additional SN STATUS TRANSFER message(s) for discarding, from the target perspective, it is no longer clear which one is the last one.

Observation 4b: Although the last one is triggered after the source receives HO SUCCESS, one triggered before receiving HO SUCCESS may arrive at the target after sending it. The target should not rely on knowing the last simply by the one received after sending HO SUCCESS. A clear distinction (at least for the last SN STATUS TRANSFER) is necessary, given the same message is used for different purposes.
Observation 5a: Regarding FFS on out-or-sequence receiving status, the expected gain of allowing intermediates SN STATUS TRANSFER is indeed small (saving some UL transmissions from the UE), even if the same accurate information (as sent over the last SN STATUS TRANSFER message) is provided at the right timing just before the UE accesses the target.

Observation 5b: The gain becomes even smaller considering that out-of-sequence receiving status provided before the last SN STATUS TRANSFER may be slightly out-dated and the source does not know when exactly the UE will access the target.
///////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////////
Based on the discussion in the present contribution and the observations above we propose: 

Proposal 1: To always guarantee 0ms interruption for DL, confirm the WA and agree the following:

·  The target sends HO SUCCESS to the source upon receiving RRC RECONFIGURATION COMPLETE. 

·  The source does not stop sending DL packets to the UE until it receives HO SUCCESS.
Proposal 2: For DAPS HO, there is no reason to specify to defer freezing until the path is completely switched, which unnecessarily relies on CN and end-marker for the last SN STATUS TRANSFER. Confirm the WA and agree the following:

·  Once receiving HO SUCCESS, the source freezes DL/UL and sends the last SN STATUS TRANSFER message, for which the normal data forwarding follows as in the legacy.

Proposal 3: Allow the source to send additional SN STATUS TRANSFER message to inform discarding of already forwarded PDCP SDUs, between the first and the last, for which DL COUNT is used for the target to discard PDCP SDUs forwarded whose COUNT is less than the provided.
Proposal 4: Add an explicit “last transfer” indication in the SN STATUS TRANSFER message. 
Proposal 5: Remove FFS for out-or-sequence receiving status, given that PDCP status reporting for UL is optional and the expected gain is small.
Proposal 6: Put FFS on DAPS support for RLC UM with PDCP SN continuity, pending RAN2 (WA).
The corresponding TPs for TS 36.300, TS 36.423, TS 38.300, and TS 38.423 are provided in [6-9], respectively.
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