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[bookmark: _Toc367182965]<<<<<<<<<<<<<<<<<<<< First Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20953335]8.1	List of S1AP Elementary procedures
In the following tables, all EPs are divided into Class 1 and Class 2 EPs (see subclause 3.1 for explanation of the different classes):
Table 1: Class 1 procedures
	Elementary Procedure
	Initiating Message
	Successful Outcome
	Unsuccessful Outcome

	
	
	Response message
	Response message

	Handover Preparation
	HANDOVER REQUIRED
	HANDOVER COMMAND
	HANDOVER PREPARATION FAILURE

	Handover Resource Allocation
	HANDOVER REQUEST
	HANDOVER REQUEST ACKNOWLEDGE
	HANDOVER FAILURE

	Path Switch Request
	PATH SWITCH REQUEST
	PATH SWITCH REQUEST ACKNOWLEDGE
	PATH SWITCH REQUEST FAILURE

	Handover Cancellation
	HANDOVER CANCEL
	HANDOVER CANCEL ACKNOWLEDGE
	

	E-RAB Setup
	E-RAB SETUP REQUEST
	E-RAB SETUP RESPONSE
	

	E-RAB Modify
	E-RAB MODIFY REQUEST
	E-RAB MODIFY RESPONSE
	

	E-RAB Modification Indication
	E-RAB MODIFICATION INDICATION
	E-RAB MODIFICATION CONFIRM
	

	E-RAB Release
	E-RAB RELEASE COMMAND
	E-RAB RELEASE RESPONSE
	

	Initial Context Setup
	INITIAL CONTEXT SETUP REQUEST
	INITIAL CONTEXT SETUP RESPONSE
	INITIAL CONTEXT SETUP FAILURE

	Reset
	RESET
	RESET ACKNOWLEDGE
	

	S1 Setup
	S1 SETUP REQUEST
	S1 SETUP RESPONSE
	S1 SETUP FAILURE

	UE Context Release
	UE CONTEXT RELEASE COMMAND
	UE CONTEXT RELEASE COMPLETE
	

	UE Context Modification
	UE CONTEXT MODIFICATION REQUEST
	UE CONTEXT MODIFICATION RESPONSE
	UE CONTEXT MODIFICATION FAILURE

	eNB Configuration Update
	ENB CONFIGURATION UPDATE
	ENB CONFIGURATION UPDATE ACKNOWLEDGE
	ENB CONFIGURATION UPDATE FAILURE

	MME Configuration Update
	MME CONFIGURATION UPDATE
	MME CONFIGURAION UPDATE ACKNOWLEDGE
	MME CONFIGURATION UPDATE FAILURE

	Write-Replace Warning 
	WRITE-REPLACE WARNING REQUEST
	WRITE-REPLACE WARNING RESPONSE
	

	Kill
	KILL REQUEST
	KILL RESPONSE
	

	UE Radio Capability Match
	UE RADIO CAPABILITY MATCH REQUEST
	UE RADIO CAPABILITY MATCH RESPONSE
	

	UE Context Modification Indication
	UE CONTEXT MODIFICATION INDICATION
	UE CONTEXT MODIFICATION CONFIRM
	

	UE Context Suspend
	UE CONTEXT SUSPEND REQUEST
	UE CONTEXT SUSPEND RESPONSE
	

	UE Context Resume
	UE CONTEXT RESUME REQUEST
	UE CONTEXT RESUME RESPONSE
	UE CONTEXT RESUME FAILURE

	UE Capability ID Mapping Query
	UE CAPABILITY ID MAPPING REQUEST
	UE CAPABILITY ID MAPPING RESPONSE
	



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20953359][bookmark: _Toc407158117]8.3.1	Initial Context Setup
[bookmark: _Toc20953360]8.3.1.1	General
The purpose of the Initial Context Setup procedure is to establish the necessary overall initial UE Context including E-RAB context, the Security Key, Handover Restriction List, UE Radio capability and UE Security Capabilities etc. The procedure uses UE-associated signalling.
[bookmark: _Toc20953361]8.3.1.2	Successful Operation


Figure 8.3.1.2-1: Initial Context Setup procedure. Successful operation.
In case of the establishment of an E-RAB the EPC must be prepared to receive user data before the INITIAL CONTEXT SETUP RESPONSE message has been received by the MME. If no UE-associated logical S1-connection exists, the UE-associated logical S1-connection shall be established at reception of the INITIAL CONTEXT SETUP REQUEST message.
<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
If the Subscription Based UE Differentiation Information IE is included in the INITIAL CONTEXT SETUP REQUEST message, the eNB shall, if supported, store this information in the UE context for further use according to TS 23.401 [11].
If the INITIAL CONTEXT SETUP REQUEST message contains the UE Capabiltiy ID IE the eNB shall, if supported, use it as specified in TS 23.401 [11].
The eNB shall report to the MME, in the INITIAL CONTEXT SETUP RESPONSE message, the successful establishment of the security procedures with the UE, and, the result for all the requested E-RABs in the following way:
-	A list of E-RABs which are successfully established shall be included in the E-RAB Setup List IE
-	A list of E-RABs which failed to be established shall be included in the E-RAB Failed to Setup List IE.
When the eNB reports the unsuccessful establishment of an E-RAB, the cause value should be precise enough to enable the MME to know the reason for the unsuccessful establishment, e.g., “Radio resources not available”, “Failure in the Radio Interface Procedure”.
After sending the INITIAL CONTEXT SETUP RESPONSE message, the procedure is terminated in the eNB.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20953371][bookmark: _Toc20953433]8.3.4	UE Context Modification
[bookmark: _Toc20953372]8.3.4.1	General
The purpose of the UE Context Modification procedure is to partly modify the established UE Context, e.g., with the Security Key or the Subscriber Profile ID for RAT/Frequency priority. The procedure uses UE-associated signalling.
[bookmark: _Toc20953373]8.3.4.2	Successful Operation


Figure 8.3.4.2-1: UE Context Modification procedure. Successful operation.
The UE CONTEXT MODIFICATION REQUEST message may contain.
-	the Security Key IE.
-	the Subscriber Profile ID for RAT/Frequency priority IE.
-	the UE Aggregate Maximum Bit Rate IE.
-	the CS Fallback Indicator IE.
-	the UE Security Capabilities IE. 
-	the CSG Membership Status IE.
-	the Registered LAI IE.
-	the Additional CS Fallback Indicator IE.
-	the ProSe Authorized IE.
-	the SRVCC Operation Possible IE.
-	the SRVCC Operation Not Possible IE.
-	the V2X Services Authorized IE.
-	the UE Sidelink Aggregate Maximum Bit Rate IE.
-	the NR UE Security Capabilities IE.
-	the Aerial UE subscription information IE.
<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
The eNB shall report, in the UE CONTEXT MODIFICATION RESPONSE message to the MME the successful update of the UE context.
After sending the UE CONTEXT MODIFICATION RESPONSE message, the procedure is terminated in the eNB.
If the INITIAL CONTEXT MODIFICATION REQUEST message contains the UE Capabiltiy ID IE the eNB shall, if supported, use it as specified in TS 23.401 [11].
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20953424]8.4.2	Handover Resource Allocation
[bookmark: _Toc20953425]8.4.2.1	General
The purpose of the Handover Resource Allocation procedure is to reserve resources at the target eNB for the handover of a UE.
[bookmark: _Toc20953426]8.4.2.2	Successful Operation


Figure 8.4.2.2-1: Handover resource allocation: successful operation
[bookmark: OLE_LINK2]The MME initiates the procedure by sending the HANDOVER REQUEST message to the target eNB. The HANDOVER REQUEST message may contain the Handover Restriction List IE, which contains roaming or access restrictions.
If the Handover Restriction List IE is contained in the HANDOVER REQUEST message, the target eNB shall store this information in the UE context. This information shall however not be considered whenever one of the handed over E-RABs has a particular ARP value (TS 23.401 [11]).
<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
If the HANDOVER REQUEST message is received for an handover originating from a source NG-RAN node, the list of E-RABs contained in the source eNB to target eNB Transparent Container which are not included in the HANDOVER REQUEST message shall be considered as not to be handed over and ignored.
If the HANDOVER REQUEST message contains the UE Capabiltiy ID IE the eNB shall, if supported, use it as specified in TS 23.401 [11].
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
8.4.4	Path Switch Request
[bookmark: _Toc20953434]8.4.4.1	General
The purpose of the Path Switch Request procedure is to request the switch of a downlink GTP tunnel towards a new GTP tunnel endpoint.
[bookmark: _Toc20953435]8.4.4.2	Successful Operation


Figure 8.4.4.2-1: Path switch request: successful operation
The eNB initiates the procedure by sending the PATH SWITCH REQUEST message to the MME.
If the ‎E-RAB To Be Switched in Downlink List IE in the PATH SWITCH REQUEST message does not include all E-RABs previously included in the UE Context, the MME shall consider the non included E-RABs as implicitly released by the eNB.
<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
If the Subscription Based UE Differentiation Information IE is included in the PATH SWITCH REQUEST ACKNOWLEDGE message, the eNB shall, if supported, store this information in the UE context for further use according to TS 23.401 [11].
If the UE is configured with EN-DC radio resources and the PSCell information is available, the PSCell Information IE shall be included in the PATH SWITCH REQUEST message.
If the PATH SWITCH REQUEST ACKNOWLEDGE message contains the UE Capabiltiy ID IE the eNB node shall, if supported, use it as specified in TS 23.401 [11].
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20955053]8.a	UE Capability ID Mapping Query
[bookmark: _Toc20955054]8.a.1	General
The purpose of the UE Capability ID Mapping Query procedure is for the eNB to request from the MME UE Radio Capabiltiy information mapped to the UE Capability ID. 
The procedure uses non UE-associated signalling.
[bookmark: _Toc20955055]8.a.2	Successful Operation


Figure 8.a.2-1: UE Capability ID Mapping Query procedure: successful operation
The eNB initiates the procedure by sending a UE CAPABILITY ID MAPPING REQUEST message.
Upon receipt of the UE CAPABILITY ID MAPPING REQUEST message, the MME shall provide within the UE CAPABILITY ID MAPPING RESPONSE message the UE Radio Capability information mapped to the UE Capability ID indicated in the UE CAPABILITY ID MAPPING REQUEST message.
[bookmark: _Toc20955056]8.a.3	Unsuccessful Operation
Not applicable.
[bookmark: _Toc20955057]8.a.4	Abnormal Conditions
Void.
<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Ref469454216][bookmark: _Toc20953609]9.1.4.1	INITIAL CONTEXT SETUP REQUEST
This message is sent by the MME to request the setup of a UE context.
Direction: MME  eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RAB to Be Setup List
	
	1
	
	
	YES
	reject

	>E-RAB to Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	>>NAS-PDU
	O
	
	9.2.3.5
	
	-
	

	>>Correlation ID
	O
	
	9.2.1.80
	
	YES
	ignore

	>>SIPTO Correlation ID
	O
	
	Correlation ID
9.2.1.80
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Security Key
	M
	
	9.2.1.41
	The KeNB is provided after the key-generation in the MME, see TS 33.401 [15].
	YES
	reject

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Handover Restriction List
	O
	
	9.2.1.22

	
	YES
	ignore

	UE Radio Capability
	O
	
	9.2.1.27
	
	YES
	ignore

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.1.89
	
	YES
	ignore

	Additional CS Fallback Indicator
	C-ifCSFBhighpriority
	
	9.2.3.37
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.2.1.129
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.1.136
	
	YES
	ignore

	Pending Data Indication
	O
	
	9.2.3.55
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.1.140
	
	YES
	ignore

	UE Capability ID
	O
	
	9.2.1.z
	
	YES
	reject



	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RAB allowed towards one UE, the maximum value is 256. 



	Condition
	Explanation

	ifCSFBhighpriority
	This IE shall be present if the CS Fallback Indicator IE is set to “CS Fallback High Priority”.




<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20953616]9.1.4.8	UE CONTEXT MODIFICATION REQUEST
This message is sent by the MME to provide UE Context information changes to the eNB.
Direction: MME  eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	reject

	Security Key
	O
	
	9.2.1.41
	A fresh KeNB is provided after performing a key-change on the fly procedure in the MME, see TS 33.401 [15].
	YES
	reject

	Subscriber Profile ID for RAT/Frequency priority
	O
	
	9.2.1.39
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	CS Fallback Indicator
	O
	
	9.2.3.21
	
	YES
	reject

	UE Security Capabilities
	O
	
	9.2.1.40
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	Registered LAI
	O
	
	9.2.3.1
	
	YES
	ignore

	Additional CS Fallback Indicator
	C-ifCSFBhighpriority
	
	9.2.3.37
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	SRVCC Operation Not Possible
	O
	
	9.2.1.119
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.1.136
	
	YES
	ignore

	UE Capability ID
	O
	
	9.2.1.z
	
	YES
	reject



	Condition
	Explanation

	ifCSFBhighpriority
	This IE shall be present if the CS Fallback Indicator IE is set to “CS Fallback High Priority”.




<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20953637]9.1.5.4	HANDOVER REQUEST
This message is sent by the MME to the target eNB to request the preparation of resources.
Direction: MME  eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	reject

	Handover Type
	M
	
	9.2.1.13
	
	YES
	reject

	Cause
	M
	
	9.2.1.3
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	M
	
	9.2.1.20
	
	YES
	reject

	E-RABs To Be Setup List
	
	1
	
	
	YES
	reject

	>E-RABs To Be Setup Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	reject

	>>E-RAB ID 
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	To deliver UL PDUs.
	-
	

	>>E-RAB Level QoS Parameters
	M
	
	9.2.1.15
	Includes necessary QoS parameters.
	-
	

	>>Data Forwarding Not Possible
	O
	
	9.2.1.76
	
	YES
	ignore

	>>Bearer Type
	O
	
	9.2.1.116
	
	YES
	reject

	Source to Target Transparent Container
	M
	
	9.2.1.56
	
	YES
	reject

	UE Security Capabilities
	M
	
	9.2.1.40
	
	YES
	reject

	Handover Restriction List
	O
	
	9.2.1.22
	
	YES
	ignore

	Trace Activation
	O
	
	9.2.1.4
	
	YES
	ignore

	Request Type
	O
	
	9.2.1.34
	
	YES
	ignore

	SRVCC Operation Possible
	O
	
	9.2.1.58
	
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	
	YES
	reject

	NAS Security Parameters to E-UTRAN
	C-iffromUTRANGERAN
	
	9.2.3.31
	The eNB shall use this IE as specified in TS 33.401 [15].
	YES
	reject

	CSG Id
	O
	
	9.2.1.62
	
	YES
	reject

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	GUMMEI
	O
	
	9.2.3.9
	This IE indicates the MME serving the UE.
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	Management Based MDT Allowed
	O
	
	9.2.1.83
	
	YES
	ignore

	Management Based MDT PLMN List
	O
	
	MDT PLMN List
9.2.1.89
	
	YES
	ignore

	Masked IMEISV
	O
	
	9.2.3.38
	
	YES
	ignore

	Expected UE Behaviour
	O
	
	9.2.1.96
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.2.1.129
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.1.136
	
	YES
	ignore

	Pending Data Indication
	O
	
	9.2.3.55
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.1.140
	
	YES
	ignore

	UE Capability ID
	O
	
	9.2.1.z
	
	YES
	reject



	Condition
	Explanation

	C-iffromUTRANGERAN
	This IE shall be present if the Handover Type IE is set to the value “UTRANtoLTE” or “GERANtoLTE”.



	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.




<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
[bookmark: _Toc20953642]9.1.5.9	PATH SWITCH REQUEST ACKNOWLEDGE
This message is sent by the MME to inform the eNB that the path switch has been successfully completed in the EPC.
Direction: MME  eNB.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	MME UE S1AP ID
	M
	
	9.2.3.3
	
	YES
	ignore

	eNB UE S1AP ID
	M
	
	9.2.3.4
	
	YES
	ignore

	UE Aggregate Maximum Bit Rate
	O
	
	9.2.1.20
	
	YES
	ignore

	E-RAB To Be Switched in Uplink List
	
	0..1
	
	
	YES
	ignore

	>E-RABs Switched in Uplink Item IEs
	
	1 .. <maxnoofE-RABs>
	
	
	EACH
	ignore

	>>E-RAB ID
	M
	
	9.2.1.2
	
	-
	

	>>Transport Layer Address
	M
	
	9.2.2.1
	
	-
	

	>>GTP-TEID
	M
	
	9.2.2.2
	
	-
	

	E-RAB To Be Released List
	O
	
	E-RAB List 
9.2.1.36
	A value for E-RAB ID shall only be present once in E-RAB To Be Switched in Uplink List IE and E-RAB to Be Released List IE.
	YES
	ignore

	Security Context
	M
	
	9.2.1.26
	One pair of {NCC, NH} is provided.
	YES
	reject

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore

	MME UE S1AP ID 2
	O
	
	9.2.3.3
	This IE indicates the MME UE S1AP ID assigned by the MME.
	YES
	ignore

	CSG Membership Status
	O
	
	9.2.1.73
	
	YES
	ignore

	ProSe Authorized
	O
	
	9.2.1.99
	
	YES
	ignore

	UE User Plane CIoT Support Indicator
	O
	
	9.2.1.113
	
	YES
	ignore

	V2X Services Authorized
	O
	
	9.2.1.120
	
	YES
	ignore

	UE Sidelink Aggregate Maximum Bit Rate
	O
	
	9.2.1.122
	This IE applies only if the UE is authorized for V2X services.
	YES
	ignore

	Enhanced Coverage Restricted
	O
	
	9.2.1.123
	
	YES
	ignore

	NR UE Security Capabilities
	O
	
	9.2.1.127
	
	YES
	ignore

	CE-mode-B Restricted
	O
	
	9.2.1.129
	
	YES
	ignore

	Aerial UE subscription information
	O
	
	9.2.1.136
	
	YES
	ignore

	Pending Data Indication
	O
	
	9.2.3.55
	
	YES
	ignore

	Subscription Based UE Differentiation Information
	O
	
	9.2.1.140
	
	YES
	ignore

	UE Capability ID
	O
	
	9.2.1.z
	
	YES
	reject



	Range bound
	Explanation

	maxnoofE-RABs
	Maximum no. of E-RABs for one UE. Value is 256.



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.1.x	UE CAPABILITY ID MAPPING REQUEST
This message is sent by the eNB node to request the MME to provide mapping information for the UE Capability ID.
Direction: eNB  MME
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	UE Capability ID
	M
	
	9.2.1.z
	
	YES
	reject



9.1.y	UE CAPABILITY ID MAPPING RESPONSE
This message is sent by the MME to provide UE Radio Capabiltiy information which is mapped to the UE Capability ID indicated by the eNB in the UE CAPABILITY ID MAPPING REQUEST message.
Direction: MME  eNB
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	Message Type
	M
	
	9.2.1.1
	
	YES
	reject

	UE Radio Capability
	M
	
	9.2.1.27
	
	YES
	ignore

	Criticality Diagnostics
	O
	
	9.2.1.21
	
	YES
	ignore



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
9.2.1.z	UE Capability ID
This IE contains UE Capability ID as defined in TS 23.003 [21].
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description

	UE Capability ID
	M
	
	OCTET STRING
	NOTE: IE type to be defined in 23.003 [21].



<<<<<<<<<<<<<<<<<<<< Next Change >>>>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<<<<<< Last Change >>>>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<<<<<< Unmodified Text omitted >>>>>>>>>>>>>>>>>>>>
<<<<<<<<<<<<<<<<<<<< End of Changes >>>>>>>>>>>>>>>>>>>>
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