[bookmark: _GoBack]3GPP TSG-RAN WG3 Meeting #106	R3-197376
Reno, U.S.A., 18th – 22nd November 2019

Agenda Item:	17.3.2
Source:	Ericsson
Title: 	Provisioning of UE’s TSC traffic pattern related information
Document for:	Discussion and Approval
1	Information
In [1], the Work Item “Support of NR Industrial Internet of Things (IoT)”  is approved and one of the objectives is:
· Specify enhancements to satisfy QoS for wireless Ethernet when using TSC traffic patterns, including 
· Support of provisioning, from Core Network to RAN and between RAN nodes (e.g. upon handover), of UE’s TSC traffic pattern related information such as message periodicity, message size, message arrival time at gNB (DL) and UE (UL) [RAN3].
· Support for multiple simultaneous active semi-persistent scheduling (SPS) configurations for a given BWP of a UE. [RAN2, RAN1].
· Support for shorter SPS periodicities than the existing ones [RAN2, RAN1].

This paper discusses the provision of the TSC traffic patterns.
2	Discussion
In [2], SA2 has agreed the solution that 5G core network should provide / relay TSN traffic pattern of the incoming TSN traffic to gNB, so that gNB can use the information to do better radio optimization. The TSN traffic pattern is available at the 5G core interacting with TSN CNC and it could be provided to the RAN beforehand.
The information of the traffic pattern such as at least periodicity and message size would be required. Also, information on when the periodic data arrives i.e. a time reference or offset would be helpful.
Note: What is the periodicity in reference to, e.g. absolute time, is FFS. How does Message size relate to MDBV defined for 5GS QoS is FFS.
As show in the below figures extract from [2], the additional TSN traffic pattern A is sent to gNB in downlink, and the additional TSN traffic pattern C is sent to gNB in uplink, for radio optimization.
	
[image: ]
Delivery of additional TSN traffic pattern to RAN for radio optimization (downlink)



The procedure in [2] is show in below chart.
	


Figure 6.x.2.1-1 5GS distributes additional TSN traffic pattern to gNB for radio optimization purpose
The delivery of TSN traffic pattern used by current node for 5GS output scheduling has been described in the Solution, the following procedure describes the difference that related to deliver additional TSN traffic pattern used by preceding node.
1. CNC distributes the TSN QoS requirements and traffic pattern (specific for current node) to 5G virtual bridge via TSN AF. For radio optimization purpose, the AF can request the additional traffic pattern for the preceding node from the CNC (e.g. triggered by CNC configuration event), i.e. when CNC sends TSN QoS requirements and “traffic pattern B” to AF as part of bridge configuration request, AF then asks CNC for additional TSN traffic pattern information of the preceding node.
Note*: During the 5G virtual bridge registration stage, the 5GS may indicate the needs of traffic pattern for both current bridge and preceding node. Then CNC may be configured to send both traffic patterns (e.g. both “TSN traffic pattern B” and “traffic pattern A” in figure 1) to 5G bridge.  However the CNC behaviour is out of scope of 3GPP.
2. The additional TSN traffic pattern used by preceding node are forwarded to PCF (directly or via NEF)
3. PCF finds suitable 5G QoS policies and rules that can fulfil the TSN QoS characteristics (i.e. mapping TSN QoS characteristics to 5G QoS profiles).

4. PCF triggers the PDU session modification procedure to establish a new 5G QoS flow according to the selected QoS policies and rules. SMF configures UE, gNB and UPF for QoS enforcement according to existing 3GPP procedure (see TS 23.501 clause 5.7). Every QoS flow has a QoS flow Identifier (QFI), therefore for every mapped TSN flows, the QFI can be used to identify the link between TSN traffic profile and QoS flow.  An example mapping can be:  QFI 5G QoS profile  TSN QoS characteristics  TSN traffic pattern used by current node  TSN traffic pattern used by preceding node.  
In both uplink and downlink direction, PCF distributes the additional TSN traffic pattern used by preceding node to RAN via SMF and AMF. The additional TSN traffic pattern used by preceding node and associated QFI reference are sent from SMF to RAN via N2 information using existing PDU session establishment/modification procedure.  New information element may need to be introduced in N2 information to carry the additional TSN traffic pattern and QFI reference.  PDU session resources setup/modification procedure can be used to carry the additional TSN information from AMF to gNB, e.g. NGAP over N2 [TS 38.413]. The QFI reference is used by gNB to link the additional TSN traffic pattern to a specific TSN flow.
5. PCF response to TSN AF (directly or via NEF).
6. TSN AF response to CNC.



2.1	RAN3 Impacts
In the above steps, the step 4 is in the scope of RAN3, to provision the additional TSN traffic pattern from SMF to RAN. Following the communication between SMF and RAN node, the SMF IE could be used.
In TS 38.413, the QoS Flow list is included in the SMF IE transfer in the PDU Session Resource Setup/Modify Request.
A natural way would be to include a “Traffic Characteristics” in the structure to convey the additional TSN traffic pattern information.
	[bookmark: _Toc534720687]9.3.4.1	PDU Session Resource Setup Request Transfer
This IE is transparent to the AMF.
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	PDU Session Aggregate Maximum Bit Rate
	O
	
	9.3.1.102
	This IE shall be present when at least one non-GBR QoS flow is being setup.
	YES
	reject

	UL NG-U UP TNL Information
	M
	
	UP Transport Layer Information
9.3.2.2
	UPF endpoint of the NG-U transport bearer, for delivery of UL PDUs.
	YES
	reject

	Additional UL NG-U UP TNL Information 
	O
	
	UP Transport Layer Information
9.3.2.2
	UPF endpoint of the additional NG-U transport bearer, for delivery of UL PDUs.
	YES
	reject

	Data Forwarding Not Possible
	O
	
	9.3.1.63
	This IE may be present in case of HANDOVER REQUEST message and shall be ignored otherwise.
	YES
	reject

	PDU Session Type
	M
	
	9.3.1.52
	
	YES
	reject

	Security Indication
	O
	
	9.3.1.27
	
	YES
	reject

	Network Instance
	O
	
	9.3.1.113
	
	YES
	reject

	QoS Flow Setup Request List
	
	1
	
	
	YES
	reject

	>QoS Flow Setup Request Item
	
	1..<maxnoofQoSFlows>
	
	
	-
	

	>>QoS Flow Identifier
	M
	
	9.3.1.51
	
	-
	

	[bookmark: _Hlk19093354]>>QoS Flow Level QoS Parameters
	M
	
	9.3.1.12
	
	-
	

	>>E-RAB ID
	O
	
	9.3.2.3
	
	-
	

	>>Traffic Characteristics
	O
	
	x.y.z
	Details in TS 23.501 [9]. This IE carry the additional Traffic pattern information associated with the QFI.
	-
	



	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows allowed within one PDU session. Value is 64.






The other RAN3 specification has the similar QoS Flow List structure. 
To include the “Traffic Characteristics” at the same level as the “QoS Flow Level QoS Parameters” brings the most flexibility, as we believe that it can be modified separately, without need to modify the QoS parameters.

Proposal 1:   RAN3 to agree to include the “Traffic Characteristics” in the QoS Flow List, at the same level as “QoS Flow Level QoS Parameters”.
3	Proposal
Proposal 1:   RAN3 to agree to include the “Traffic Characteristics” in the QoS Flow List, at the same level as “QoS Flow Level QoS Parameters”.
 [3] to [5] are submitted to show the implementation in the NGAP, XnAP, F1AP.

4	TP for TS 38.463
[bookmark: _Toc14787906]8.3	Bearer Context Management procedures
[bookmark: _Toc14787907]8.3.1	Bearer Context Setup 
[bookmark: _Toc14787908]8.3.1.1	General
The purpose of the Bearer Context Setup procedure is to allow the gNB-CU-CP to establish a bearer context in the gNB-CU-UP. The procedure uses UE-associated signalling.
[bookmark: _Toc14787909]8.3.1.2	Successful Operation


Figure 8.3.1.2-1: Bearer Context Setup procedure: Successful Operation.
The gNB-CU-CP initiates the procedure by sending the BEARER CONTEXT SETUP REQUEST message to the gNB-CU-UP. If the gNB-CU-UP succeeds to establish the requested resources, it replies to the gNB-CU-CP with the BEARER CONTEXT SETUP RESPONSE message.
The gNB-CU-UP shall report to the gNB-CU-CP, in the BEARER CONTEXT SETUP RESPONSE message, the result for all the requested resources in the following way:
For E-UTRAN:
-	A list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	A list of DRBs which failed to be established shall be included in the DRB Failed List IE;
For NG-RAN:
-	A list of PDU Session Resources which are successfully established shall be included in the PDU Session Resource Setup List IE;
-	A list of PDU Session Resources which failed to be established shall be included in the PDU Session Resource Failed List IE;
-	For each established PDU Session Resource, a list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	For each established PDU Session Resource, a list of DRBs which failed to be established shall be included in the DRB Failed List IE;
-	For each established DRB, a list of QoS Flows which are successfully established shall be included in the Flow Setup List IE;
-	For each established DRB, a list of QoS Flows which failed to be established shall be included in the Flow Failed List IE;
When the gNB-CU-UP reports the unsuccessful establishment of a PDU Session Resource, DRB or QoS Flow the cause value should be precise enough to enable the gNB-CU-CP to know the reason for the unsuccessful establishment.
If the Existing Allocated S1 DL UP Transport Layer Information IE or the Existing Allocated NG DL UP Transport Layer Information IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP may re-use the indicated resources already allocated for this bearer context. If the gNB-CU-UP decides to re-use the indicated resources, it shall include the S1 DL UP Unchanged IE or the NG DL UP Unchanged IE in the BEARER CONTEXT SETUP RESPONSE message.
If the PDU Session Resource DL Aggregate Maximum Bit Rate IE is contained in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall store and use the information for the down link traffic policing for the Non-GBR QoS flows for the concerned UE as specified in TS 23.501 [20].
If the Data Forwarding Information Request IE, PDU Session Data Forwarding Information Request IE or the DRB Data Forwarding Information Request IE are included in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall include the requested forwarding information in the Data Forwarding Information Response IE, PDU Session Data Forwarding Information Response IE or the DRB Data Forwarding Information Response IE in the BEARER CONTEXT SETUP RESPONSE message.
If the DL UP Parameters IE is contained in the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall configure the corresponding information.
[bookmark: _Hlk522727533][bookmark: _Hlk522727582]If the Security Indication IE includes Maximum Integrity Protected Data Rate IE in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP node shall store the received Maximum Integrity Protected Data Rate IE and use it to enforce the traffic corresponding to this IE for the concerned PDU Session and concerned UE, as specified in TS 23.501 [20].  
If the Security Indication IE indicates security policy as “preferred” in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall include the Security Result IE in the BEARER CONTEXT SETUP RESPONSE message.
If the Security Indication IE indicates security policy as “required” in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU Session. If the gNB-CU-UP cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value.
If the Security Indication IE indicates security policy as “not needed” in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall not perform user plane integrity protection nor perform ciphering for the concerned PDU Session.
If the UE DL Maximum Integrity Protected Data Rate IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall use this value when enforcing the maximum integrity protected data rate for the UE.
If the Bearer Context Status Change IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall consider the UE RRC state and act as specified in TS 38.401 [2].
For each requested DRB, if the PDCP Duplication IE is included in the PDCP Configuration IE contained in the BEARER CONTEXT SETUP REQUEST message, and one cell group is included in Cell Group Information IE, then the gNB-CU-UP shall include two UP Transport Layer Information IEs in the BEARER CONTEXT SETUP RESPONSE message to support packet duplication for intra-gNB-DU CA. The first UP Transport Layer Information IE of the two UP Transport Layer Information IEs is for the primary path.
If the PDCP SN Status Information IE is contained within the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall take it into account and act as specified in TS 38.401 [2].
If the QoS Flow Mapping Indication IE is contained in the QoS Flows Information To Be Setup IE within the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP may take it into account that only the uplink or downlink QoS flow is mapped to the DRB.
If the QoS Traffic Characteristics IE is contained in the QoS Flows Information To Be Setup IE within the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-DU shall, if supported, take into account the received QoS Traffic Characteristics IE.
For each PDU Session Resource, if the Network Instance IE is included in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message and the Common Network Instance IE is not included, the gNB-CU-UP shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [20].
For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [20].
If UE Inactivity Timer IE or PDU session Inactivity Timer IE or DRB Inactivity Timer IE is contained in BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall take it into account when perform inactivity monitoring.
If the DRB QoS IE is contained within the DRB To Setup List IE in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall, if supported, take it into account as specified in TS 28.552 [22].
If the gNB-DU-ID IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall store the information received.
If the RAN UE ID IE is contained in the BEARER CONTEXT SETUP REQUEST message, the gNB-CU-UP shall store the information received.
[bookmark: _Toc14787910]8.3.1.3	Unsuccessful Operation


Figure 8.3.1.3-1: Bearer Context Setup procedure: Unsuccessful Operation.
If the gNB-CU-UP cannot establish the requested bearer context, or cannot even establish one bearer it shall consider the procedure as failed and respond with a BEARER CONTEXT SETUP FAILURE message and appropriate cause value.
[bookmark: _Toc14787911]8.3.1.4	Abnormal Conditions
Not applicable.
[bookmark: _Toc14787912]8.3.2	Bearer Context Modification (gNB-CU-CP initiated) 
[bookmark: _Toc14787913]8.3.2.1	General
The purpose of the Bearer Context Modification procedure is to allow the gNB-CU-CP to modify a bearer context in the gNB-CU-UP. The procedure uses UE-associated signalling.
[bookmark: _Toc14787914]8.3.2.2	Successful Operation


Figure 8.3.2.2-1: Bearer Context Modification procedure: Successful Operation.
The gNB-CU-CP initiates the procedure by sending the BEARER CONTEXT MODIFICATION REQUEST message to the gNB-CU-UP. If the gNB-CU-UP succeeds to modify the bearer context, it replies to the gNB-CU-CP with the BEARER CONTEXT MODIFICATION RESPONSE message.
The gNB-CU-UP shall report to the gNB-CU-CP, in the BEARER CONTEXT MODIFICATION RESPONSE message, the result for all the requested resources in the following way:
For E-UTRAN:
-	A list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	A list of DRBs which failed to be established shall be included in the DRB Failed List IE;
-	A list of DRBs which are successfully modified shall be included in the DRB Modified List IE;
-	A list of DRBs which failed to be modified shall be included in the DRB Failed To Modify List IE;
For NG-RAN:
[bookmark: _Hlk513630551]-	A list of PDU Session Resources which are successfully established shall be included in the PDU Session Resource Setup List IE;
-	A list of PDU Session Resources which failed to be established shall be included in the PDU Session Resource Failed List IE;
-	A list of PDU Session Resources which are successfully modified shall be included in the PDU Session Resource Modified List IE;
-	A list of PDU Session Resources which failed to be modified shall be included in the PDU Session Resource Failed To Modify List IE;
[bookmark: _Hlk527454371]-	For each successfully established or modified PDU Session Resource, a list of DRBs which are successfully established shall be included in the DRB Setup List IE;
-	For each successfully established or modified PDU Session Resource, a list of DRBs which failed to be established shall be included in the DRB Failed List IE;
-	For each successfully modified PDU Session Resource, a list of DRBs which are successfully modified shall be included in the DRB Modified List IE;
-	For each successfully modified PDU Session Resource, a list of DRBs which failed to be modified shall be included in the DRB Failed To Modify List IE;
-	For each successfully established or modified DRB, a list of QoS Flows which are successfully established shall be included in the Flow Setup List IE;
-	For each successfully established or modified DRB, a list of QoS Flows which failed to be established shall be included in the Flow Failed List IE;
When the gNB-CU-UP reports the unsuccessful establishment of a PDU Session Resource, DRB or QoS Flow the cause value should be precise enough to enable the gNB-CU-CP to know the reason for the unsuccessful establishment.
If the Security Information IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information. 
If the UE DL Aggregate Maximum Bit Rate IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information.
If the UE DL Maximum Integrity Protected Data Rate IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information.
If the Bearer Context Status Change IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall consider the UE RRC state and act as specified in TS 38.401 [2]. 
If the Data Forwarding Information Request IE, PDU Session Data Forwarding Information Request IE or the DRB Data Forwarding Information Request IE are included in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall include the requested forwarding information in the Data Forwarding Information Response IE, PDU Session Data Forwarding Information Response IE or the DRB Data Forwarding Information Response IE in the BEARER CONTEXT MODIFICATION RESPONSE message.
If the PDCP Configuration IE is contained in the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information. 
If the E-UTRAN QoS IE is contained in the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information. 
[bookmark: _Hlk341089]If the PDCP SN Status Request IE is contained in the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall include the UL COUNT Value IE and the DL COUNT Value IE in the BEARER CONTEXT MODIFICATION RESPONSE message. 
If the PDCP SN Status Information IE is contained in the DRB To Setup List IE or the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall take it into account and act as specified in TS 38.401 [2]. 
If the DL UP Parameters IE is contained in the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information. 
If the Cell Group To Add IE or the Cell Group To Modify IE or the Cell Group To Remove IE is contained in the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall add or modify or remove the corresponding cell group. 
If the PDU Session Resource DL Aggregate Maximum Bit Rate IE is contained in the PDU Session Resource To Setup List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall replace the information in the UE context and use it when enforcing downlink traffic policing for the non GBR QoS flows for the concerned UE, as specified in TS 23.501 [20].
If the PDU Session Resource DL Aggregate Maximum Bit Rate IE is contained in the PDU Session Resource To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information. 
If the SDAP Configuration IE is contained in the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information. 
If the Flow Mapping Information IE is contained in the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall update the corresponding information. 
For each requested DRB, if the PDCP Duplication IE is included in the PDCP Configuration IE contained in the BEARER CONTEXT MODIFICATION REQUEST message, and one cell group is included in Cell Group Information IE, then the gNB-CU-CP shall include two UP Transport Layer Information IEs in the BEARER CONTEXT MODIFICATION REQUEST message, and the gNB-CU-UP shall also include two UP Transport Layer Information IEs in the BEARER CONTEXT MODIFICATION RESPONSE message to support packet duplication for intra-gNB-DU CA. The first UP Transport Layer Information IE of the two UP Transport Layer Information IEs is for the primary path.
For a certain DRB which was allocated with two GTP-U tunnels, if such DRB is modified and given one GTP-U tunnel via the Bearer Context Modification (gNB-CU-CP initiated) procedure, i.e. only one UP Transport Layer Information per Cell Group ID is present in DL UP Parameters IE for the concerned DRB, then the gNB-CU-UP shall consider that PDCP duplication is deconfigured for this DRB. If such Bearer Context Modification (gNB-CU-CP initiated) procedure occurs, the Duplication Activation IE shall not be included for the concerned DRB.
If the New UL TNL Information Required IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall include the new UP Transport Layer Information in the BEARER CONTEXT MODIFICATION RESPONSE message. 
If the Security Indication IE indicates security policy as “preferred” in the PDU Session Resource To Setup List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall include the Security Result IE in the BEARER CONTEXT MODIFICATION RESPONSE message.
If the Security Indication IE indicates security policy as “required” in the PDU Session Resource To Setup List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall perform user plane integrity protection or ciphering, respectively, for the concerned PDU Session. If the gNB-CU-UP cannot perform the user plane integrity protection or ciphering, it shall reject the setup of the PDU Session Resources with an appropriate cause value.
If the Security Indication IE indicates security policy as “not needed” in the PDU Session Resource To Setup List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall not perform user plane integrity protection nor perform ciphering for the concerned PDU Session.
For each PDU Session Resource, if the Network Instance IE is included in the PDU Session Resource To Setup List IE or the PDU Session Resource To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message and the Common Network Instance IE is not included, the gNB-CU-UP shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [20].
For each PDU session, if the Common Network Instance IE is included in the PDU Session Resource To Setup List IE or the PDU Session Resource To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall, if supported, use it when selecting transport network resource as specified in TS 23.501 [20].
If the QoS Flow Mapping Indication IE is contained in the QoS Flow QoS Parameters List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall, if supported, replace any previously received value and take it into account that only the uplink or downlink QoS flow is mapped to the DRB.
If the QoS Traffic Characteristics IE is contained in the QoS Flow QoS Parameters List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-DU shall, if supported, take into account the received QoS Traffic Characteristics IE.
If the Data Discard Required IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message and the value is set to “Required”, the gNB-CU-UP shall consider that a RAN Paging Failure occurred for that UE. The gNB-CU-UP shall discard the user plane data for that UE and consider that the bearer context is still suspended.
If UE Inactivity Timer IE or PDU session Inactivity Timer IE or DRB Inactivity Timer IE is contained in BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall take it into account when perform inactivity monitoring.
If the S-NSSAI IE is contained in the PDU Session Resource To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall store the corresponding information and replace any existing information.
If the DRB QoS IE is contained within the DRB To Setup List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall, if supported, take it into account for each DRB, as specified in TS 28.552 [22].
If the DRB QoS IE is contained within the DRB To Modify List IE in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall, if supported, replace any previously received value and take it into account for each DRB, as specifed in TS 28.552 [22].
If the gNB-DU-ID IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall store and replace any previous information received.
If the RAN UE ID IE is contained in the BEARER CONTEXT MODIFICATION REQUEST message, the gNB-CU-UP shall store and replace any previous information received.
If the gNB-CU-UP receives a BEARER CONTEXT MODIFICATION REQUEST message including Activity Notification Level IE and its value does not match the current bearer context, the gNB-CU-UP shall ignore the Activity Notification Level IE and also the requested modification of inactivity timer.
[bookmark: _Toc14787915]8.3.2.3	Unsuccessful Operation


Figure 8.3.2.3-1: Bearer Context Modification procedure: Unsuccessful Operation.
If the gNB-CU-UP cannot successfully perform any of the requested bearer context modifications, it shall respond with a BEARER CONTEXT MODIFICATION FAILURE message and appropriate cause value.

[bookmark: _Toc14787916]8.3.2.4	Abnormal Conditions
Not applicable.


------------------------------------------
Skip to next change
------------------------------------------
[bookmark: _Toc14788020]9.3.1.25	QoS Flow QoS Parameters List 
	IE/Group Name
	Presence
	Range
	IE type and reference
	Semantics description
	Criticality
	Assigned Criticality

	QoS Flow List
	
	1
	
	
	-
	-

	>QoS Flow Item 
	
	1..<maxnoofflows>
	
	
	-
	-

	>>QoS Flow Identifier
	M
	
	9.3.1.24
	
	-
	-

	>>QoS Flow Level QoS Parameters
	M
	
	9.3.1.26
	
	-
	-

	>>QoS Flow Mapping Indication
	O
	
	9.3.1.60
	Indicates that only the uplink or downlink QoS flow is mapped to the DRB
	-
	-

	>>QoS Traffic Characteristics
	O
	
	9.3.x.x
	Details in TS 23.501 [21]. This IE carry the additional Traffic pattern information associated with the QFI.
	YES
	ignore



	Range bound
	Explanation

	maxnoofQoSFlows
	Maximum no. of QoS flows in a PDU Session. Value is 64.
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